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Purpose 
The purpose of this standard is to ensure that all domain controller configurations across the 
State of Michigan (SOM) network remain consistent. 

Scope 
This standard applies to all DIT employees, contractors, and/or vendors who deploy domain 
controllers within the SOM Active Directory. 
 

Standard Statement  
All domain controllers used to support the SOM Domain within the State of Michigan’s Active 
Directory will have a standard configuration. 

Revision History 
 
 

 

Terms and Definitions 
Active Directory Is the distributed directory service that is included with 

Microsoft® Windows Server 2003 and Microsoft Windows 2000 
Server operating systems. Active Directory enables centralized, 
secure management of an entire network, which might span a 
building, a city, or multiple locations throughout the world. 

Domain Controllers Domain controllers store data and manage user and domain 
interactions, including user logon processes, authentication, and 
directory searches.  
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Revision Level Effective Date Description of Enhancements 
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Related Documents 
 

Building a SOM Domain Controller 
 

Forms 
 

 
 


