	QUESTION
	ANSWER

	The Risk assessment, testing of security controls, and developing the business impact analysis, disaster recovery plan and Business Continuity plan will require travel to the system location in Boulder, Colorado. Based on this, would you please clarify the no travel statement specified in the IT Services Work Project Request?
	There should be no need to do anything at the Boulder CO physical location.  These are system risk assessments that need to be addressed which can be done from Detroit.  

	Will all the other work be performed in Michigan or in all other points of presence?  If the scope is all your points of presence, please identify the other locations
	It may be helpful to also go to Lansing to see the physical connections of the servers that do some of the front end processing to the Boulder CO Mainframe system, but all of those systems can be accessed from Detroit.

	How many systems/platforms are being targeted for evaluation?
	The primary system from the USDOL Audit is the mainframe system, however we have several server based systems that feed the mainframe systems that may need to be reviewed. 

	How many applications are being targeted for evaluation?
	The systems addressed by the USDOL Audit are the UIA tax and benefit systems, running on the IBM mainframe platform located in Boulder CO.

	How many agencies/networks will be evaluated?
	UIA systems and the SOM network.

	The IT Services Work Project Request references FIPS Publication 102 in regards to the overall Certification and Accreditation process. FIPS Pub 102 has been withdrawn and replaced by NIST SP 800-37 Guide for the Security Certification and Accreditation of Federal Information Systems. Could you please clarify?
	If the federal guidelines have changed since the issuing of the audit, we will use whatever the current guidelines are.  Please be sure to note the changes to the guidelines in the proposal responses.

	Under "USDOL Audit Finding #5:" references NIST SP 800-18, Guide for Developing Security Plans for Information Technology Systems, in regards to the testing of security controls for the UI Tax and Benefits Systems. Current NIST guidance calls for the validation of controls defined within NIST SP 800-53, Recommended Security Controls for Federal Information Systems. Could you please clarify?
	If the federal guidelines have changed since the issuing of the audit, we will use whatever the current guidelines are.  Please be sure to note the changes to the guidelines in the proposal responses.

	Business Impact Analysis: 
 How many locations and personnel are in scope? 
Please confirm number of business processes to be evaluated? 
 Does the vendor need help determine how many processes and locations should be evaluated?
	The business impact analysis needs to consider the 3 RIC centers, Cadillac Place, the 5 PRO locations, the mainframe and the servers housed in Lansing and Detroit.

	The response to this Statement of Work will likely require more than 5 pages to adequately address the solution.  Can the MVP 5 page limit be relaxed to ensure clear presentation of the proposed solution.
	Yes

	Since the answers to these questions will impact the detail required in the proposed solution, is an extension of the due date possible?
	Yes, I have no issue with a one or two week extension.


