
Request for Information 

Corporation Division 

Content Management Project

Table of Contents

11
Statement of Work


11.1
Project Request


11.2
Background Information


21.3
Business Problems/Issues


21.4
Scope / Out of Scope


32
Business Processes


32.1
Business Improvement


42.2
Business Process Map – Current State


52.3
Business Process Map – Future State


62.4
Business Process Improvement


83
User Community


83.1
User Roles


93.2
User Locations


104
Project Impact


104.1
Related Initiatives


104.2
People Impacted


104.3
Processes Impacted


114.4
Systems Impacted


125
Requirements


125.1
Layout ("Look and Feel") Requirements


145.2
Navigational Requirements


145.3
Scalability Requirements


145.4
Maintainability Requirements


155.5
Availability Requirements


155.6
Performance Requirements


165.7
Security Requirements


165.8
Auditing Requirements


175.9
Data Archiving and Purging Requirements


175.10
System Interface Requirements


185.11
Technical Constraints


206
Technology Standards


216.1
Current Infrastructure


227
General Features List


258
Vendor Information


258.1
Price Estimates


258.2
Questions


258.3
Proposal Receipt


19
Appendix E – Corporations Current Technology Infrastructure





1 Statement of Work

1.1 Project Request

The Corporations Division is requesting the design, development and implementation of a computer system referred to a content manager that supports the tracking and managing the complete lifecycle of all documents managed by the Division.

Content Manager will provide a web-based solution for tracking and managing all legal filings and related documents submitted to the Division.  The system will be available to all Corporations Division employees and key Bureau of Commercial Services employees.  Customers will have access to submit documents to the Division for consideration and filing.  Service companies and customers (banks, attorneys, governmental agencies) will have access to the public information “produced” by the Division.

The Division may consider custom products, but prefers to acquire commercial off the shelf software components that require minimal modification.  Appendix A lists the required and preferred functionality of the system that must be completed by the bidder.  

1.2 Background Information
The mission of the Corporation Division is to promote economic development and growth by facilitating the formation and development of business entities in the State of Michigan. It enables domestic and foreign corporations, limited partnerships, limited liability partnerships, and limited liability companies to transact business in the State.  The primary business goals/objectives of the division are:

· Facilitate the Formation of Business Entities

· Properly Administer the Applicable State Laws

· Provide Accurate Information in a Timely Manner to its Customer
In support of the Division’s mission, it has established several business objectives.  Many of these objectives are being met today with some very creative business processes and the dedication of some highly skilled staff (working overtime to meet the demands of peak workloads).  These include:

1. Facilitate the formation of the new entities 

2. Provide accurate, timely, information to customers regarding various business entity filings

3. Properly Administer the Applicable State Laws

4. Effectively and Efficiently Manage the Divisions Resources

5. Provide Accurate Information in a Timely Manner to its Customer

6. Facilitate meeting (or exceeding) key performance objectives including:

· Review all expedited documents within 48 hours 

· Review all other documents with the 10-business day statutory requirement 

· Process all comment letters within 10 days of document receipt 

· Complete entry and expedited on same day, complete all other entry by next business day, scan and film on second day and place in the mail on the third day.

· Complete all expedited copy requests within 24 hours

· Complete all other copy requests within 3 days 

· Provide monthly listing of new entries to subscribers

· To shift the filed documents from paper to electronic filing 

· To reduce the number of in-person and mail requests for documents, provide instead expedited service via phone order, fax service and web access to public documents.

· Increase Public Accessibility to records maintained by the Division

· Simply, forms, procedures, process etc. to facilitate registration upon initial receipt

· Simply Annual Reporting/Statements forms, procedures, process etc. to facilitate acceptance upon initial request 

· Respond to customer email within 24 hours

The Division is currently unable to fully meet these performance objectives as outlined.  The proposed technology solution must support all of the Divisions business objectives, and may allow the Division to exceed those objectives outlined.  Each major component of the proposed system works to streamline the process of receiving and routing documents, facilitate the legal filing, and simplifying the administrative management of forms, documents and images.  

As a result, the Division is seeking to replace the current technology, creating a system that works for the team.  To understand their options, the Division with the support of the Department of Information Technology (DIT) has gathered initial business requirements.   

1.3 Business Problems/Issues 

The Division has a technology system that has reached the end of its useful life, and has in fact become a hindrance to the staff.  There are numerous manual steps and cumbersome processes completed internally to “make-up” for the lack of automation support. As a result, the Division is unable to process the volume of documents received within desired timeframes and provide a satisfactory level of service to its customers.  At peak document filing “seasons” (year end, annual report/statement season) the Section eliminates expedited filing services and utilized temporary staff and overtime hours in the Document Review Section.

As a result of application system shortcomings and/or failures, the Division struggles to meet the statutory demands of sending required notices (i.e. registration renewals, delinquency, impending dissolution).  These same application shortcomings create problems with annual report and annual statement mailing activities.  These mailings are not statutorily required, but are completed as a revenue generating activity of the Division (and Bureau).  In the last several years, these mailings have been incomplete, duplicated or late.  This both increases the cost to the Division (extra postage) and lowers the revenue potential (missed mailings).  To address some of the issues outlined, the Division has hired contracting staff to provide on-going application support.  This is a cost over and above the appropriations line item in the Bureau/Division budget.

The three of the business units within the Bureau of Commercial Services (Enforcement, Licensing, and Corporations) have a need to share information.  Today, information is gathered manually (paper files) and re-entered from one application system to the other.  This is an inefficient way to run a Bureau, and it does not allow the staff to provide excellent customer service.  

Finally, because the system is at end of life, it is difficult and expensive to maintain (requiring two full time resources to keep the Division operating). 

1.4 Scope / Out of Scope

Final decisions about the scope of this project have not been made, input from the vendor community is essential for the Division to make a much more informed decision.  For the purposes of this RFI, vendors should assume that they are to provide all but the following services:

· Financial System Integration (C3)

· Mail Room Cashiering

· Corporations Counter Cashiering

· Data Conversion

· COLA Integration (Enforcement & Licensing Division)

· CEPAS Integration

Vendors must understand that although the integration activities are not considered within the scope of this project, they must consider in there recommendations that these interfaces exist, and make every effort in design to make this interfaces easy to create and maintain.

2 Business Processes

2.1 Business Improvement

The Division has done a very good job of creating efficient manual processes and has even developed workarounds within the existing technology infrastructure to support them.  The workload, however, can no longer be managed with manual processes without either FTE increases or sacrificing customer service levels.  The Division today handles nearly 50,000 documents per month.  When the last technology environment was designed and built, the Division handled far fewer documents with one third more staff resources.  Managing the Division’s workload at the current staffing levels is not possible in a non-IT environment.  

Additionally, the Division has an increasing more sophisticated and demanding customer base.  Today’s customers demand e-government services.  The current technology environment at Corporations will not allow the Division to provide these types of services (such as 24x7 on-line document submission, or electronic requests for certified copies, etc.)

Utilizing an IT solution, the Corporations Division is seeking to improve its business process in the following ways:

· Improved document control– Single source documents, version control and online reviews allow staff and/or management to observe/preserve documents.

· Improved security – security rules will be consistently applied to all documents 

· Improved customer service - easy access to secure documents and data from a reliable source for information (document repository).

· Improved information access - Provides access to document status how and when customers want it

· Improved public relations – Web and other electronic filing options allow customers to transact business with the Division 24hours/day 7 days week

· Improve Division’s professional image – facilitate the Division meeting its statutory requirements and business performance objectives as identified

· Improved staff productivity – Remove tedious repetitive work and manual workarounds from current work environment. 

· Improves Document Examiner productivity 

· Collaboration on customer correspondence and “automatic” delivery technology reduces intra-team handoffs, and real-time effort

· Eliminate data entry with the use of on-line forms

· Single In-box and workflow tools to assist with information overload

· Improves Customer Service staff productivity 

· Auto Attendant eliminates “administrative calls” such as directions, office hours and filing status, etc.

· Financial system integration prevents the need to complete additional data entry steps (i.e. counter receipting, invoice payment receipts, bad checks)

· Improve technology administration and support (provide the business unit more access and control). 

· Conserve budget dollars with administrative cost savings lowering copying, printing and mailing costs.

· Improves information access within the Bureau – allowing key information to be shared across the Corporations, Licensing, and Enforcement Divisions.

Business Process Map – Current State

This section graphically represents the current business processes related to the proposed system.

The proposed technology solution will facilitate and support significant changes in the Divisions workflow, and business process.  The technology solution must support both Units (Document Review and Customer Support) and allow the staff to simply and quickly meet the needs of its customers.

The current high-level document review workflow is provided below:
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The current high-level customer service request process is outlined as follows:
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2.2 Business Process Map – Future State

This section graphically represents the new business processes introduced by the proposed system.

The proposed workflow for document examiners, with the process automation changes to the following:
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With the customer service process issues addressed with automation, the proposed workflow is simplified to the following:
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2.3 Business Process Improvement

This section graphically, or textually, represents the identified improvements to current business processes supported by the system.

In the current internal document review process, the workflow has several manual steps that can be eliminated and/or simplified by more effective automation, the key areas include:

· Eliminating the lead worker’s manual activities of assigning document examiners workload.  This process can be automated to route documents to an inbox according to business rules (type of document, examiner skill set, examiner workload, expedited document status, etc.). 

· Provide Lead Workers with the ability to handle exceptions in the workload management process.  

· Provide monitoring and status reporting of any document received by the Division

· Eliminate the group email notifications sent to “locate” a file and update information to the examiner.

· Eliminate the addition steps (outside of the program) for activities such as credit card collection, counter receipting, and bad check management (currently completed in CEPAS, FoxPro, Excel). Seamlessly integrate the financial management/fee collection processes into the system and remove the burden from administrative and customer service staff.  

· Eliminate or significantly reduce the need to manually enter key data into database.

· Eliminate the manual process for creating, storing, and retrieving customer correspondence (supported today by both the Document Review and Customer Service Units).

In the current internal customer service process, the workflow has several manual steps that can be eliminated and/or simplified by more effective automation, the key areas include:

· Customer Service staff provide information and documents to Division customers calling for support using multiple applications.  The staff jumps between systems and screens within systems, in lieu of being provided an application interface that supports completing these tasks functionally. 

· Customers cannot request information without the support of a customer service staff member during Division office hours.

· Eliminating the need to manually sort, stuff and mail documents.  Automate the process to ensure documents are printed by customer group and in a format that is ready to mail.

· Eliminate the requirement to manually update the order entry system when payments are received on customer invoices.

Customer self-service opportunities exist today only to retrieve copies of public records (not certified copies, just print copies).  Many more things can be automated in this area to improve both customer ease of use and customer access to information.

· Improve customer’s ability to more efficiently interact with the agency by providing 24x7 access to agency services for document submissions and submission status.

· Improve customer access to public information by providing 24x7 access to public records.  Allow access through more than one technology route (web, phone) to reach a broader audience.

3 User Community

The purpose of the User Community section is to provide the Development Team with general information about the people who will be using the system. 

3.1 User Roles

User Roles may be used to help define the functional layout and/or security for the application. The number of users may be used as a factor in the prioritization of functional requirements. It may also aid in determining scalability requirements. This list may also be used as a tool for estimating training and support costs if applicable.

	User Classification
	Approx. # of users
	Primary Uses of the Application

	Customer Service
	25
	View only access to records, Print

	Document Examiner
	25
	Add/Delete/Modify Records, Print 

	Super User
	5
	View/Add/Delete/Modify Records/ Print, Limited Setup

	Admin
	5
	Setup & Maintenance

	E-Filing Customers

· Attorneys

· Accountants

· Banks

· Corporations

· Individuals

· Service Companies
	25,000/Month New Filings

25,000/Month Annual Reports

Peak for Annual Report Submits

Not Concurrent Use
	Submit Filings

Request Status

	Public Record Customers

· Attorneys

· Accountants

· Banks

· Corporations

· Individuals

· Service Companies
	Average Hits per Month for 2004.

Business Entity Search - 347,069 Hits

Business Entity Images - 119,633 Hits

Average Hits per Day for 2004.

Business Entity Search - 11,568 Hits

Business Entity Images - 3988 Hits


	Retrieve Public Records (View, Print)


3.2  User Locations

User Location information should be considered when designing the overall architecture for the application. Whether users are located throughout the country or all in one building will have an impact on the design of the system.

	Location
	Current Connection 

	Internal Users Single Building
	LAN

	E-Filing Customers
	Internet Worldwide

	Public Record Customers
	Internet Worldwide


4 Project Impact

The Project Impact section identifies the known and predicted impact of the proposed solution or project.

4.1 Related Initiatives

This section lists the identified related initiatives, both internal and external to the sponsoring department. Related Initiatives are those that will impact this project, as well as those that will be impacted by this project.

· COLA - Enforcement and Licensing application development

4.2 People Impacted

This section lists the people, by high-level role, impacted by the proposed solution or project.

· DIT Agency Services Staff:  Oracle Development Team, Web Development Teams

· DIT Infrastructure Services Staff

· DIT Office of Enterprise Security Staff

· Bureau of Commercial Services Staff – Enforcement and Licensing Division

· Corporations Division – Division Management, Document Review and Customer Service Unit

4.3 Processes Impacted

This section lists the identified business processes, both internal and external to the sponsoring department, impacted by the proposed solution or project.

· DLEG Mail Room Services - Cashiering Interface)

· Corporations Division Document Review Unit Workflow - All

· Corporations Division Customer Service Unit Workflow - All

· Corporations Division Customer Service & Administrative Support – Receipting, Invoice & Payment Interfaces

· DLEG Finance / Financial Interfaces

· DIT Agency Services BCS Application Development and Support Process

Systems Impacted

This section lists the identified systems and applications, both internal and external to the sponsoring department, impacted by the proposed solution or project.

· Corporations System (Legacy)

· C3 (Central Cashiering)

· COLA Licensing & Enforcement

· Mail Room Receipting

· CEPAS

· Web Access (Public Document Access)

5 Requirements

The Requirements section defines the requirements specific to the details of the proposed system.

5.1 Layout ("Look and Feel") Requirements

The Layout Requirements section should provide developers and graphic designers with the necessary guidelines that must be followed when designing the graphical user interface of the application.

Corporation Division Information

The Corporations Division staff is familiar with all of the tools in the Microsoft Office Suite and utilizes Word, Excel, Internet Explorer, and Outlook regularly.  The application(s) provided to the Division should utilize these tools and have a similar look and feel (as these tools).

Technical Information

Information for this section gathered from DIT/ Look and Feel Standards for e-Government Applications document, version 2.0 dated July 2003 

http://www.michigan.gov/documents/Look_and_Feel_Standards_2003v2_72379_7.0.pdf
Font styles

Font styles such as but not limited to: comic sans, calligraphy, scripts, brushes, BLOCK, or over-styled typefaces should be avoided and are not business appropriate for State of Michigan on-line services. 

Font tags, style and color

Font tags embedded within the code or other programming languages may treat font tags differently, but at the HTML display level the text should follow the general specifications listed here. Font colors should adopt the look and feel of a particular parent agency site, but attention should be given to provide optimum contrast on a background cell color. Body text default colors, unless otherwise specified within the application style or server side includes, should be black (#000000) text on a white background.

Color contrast - Color Blindness

For the purposes of ADA compliance, contrast for all text in the main body areas should default to black text on a white background. Black text on a white background yields the highest contrast and makes for easy transition from screen to screen. Colored text for body content can be used to emphasize important instructions or information that readers should pay attention to, however careful attention should be paid to how these colors interact with each other. “Color blind” users can have difficulty distinguishing between certain colors. Merely changing the color of text within a sentence may make text invisible to users. A better solution is to add important text cues. For example: look at the following screen captures. Using testing software, the site was run through a system that simulates a common form of color blindness (Deuteranope - a form of red/green color deficit). Notice how removal of most of the red impacts the color contrast of not only the images, but the supporting text as well. All applications that use their own text colors should strive to utilize colors that offer the highest contrast with text. Avoid the use of color combinations that make it difficult to distinguish text from the cell color at-a-glance. Watch for colored text on backgrounds that have near to or the same value as the cell color.

Overall Application Screen Resolution

The 800 x 600 pixel monitor resolution (High Color 16bit minimum) is the state’s application build standard. All official State of Michigan Web Sites and Applications must conform to this minimum display standard. As a minimum operating standard, applications must be able to perform all functions, display necessary attributes required to conduct official state business and display all general content within this resolution framework. This includes all input and output data displayed as either tables, rows and columns, functional input fields, security authentication, radio buttons and select boxes, search results etc. In short, the application must be fully functional in this screen mode setting, along with vertical scroll bars. Vertical and Horizontal Scroll Bars Typically, scroll bars are utilized to view any part of the screen that falls outside a screen dimension. That is, content or other information that falls vertically “below the fold”. “Below the Fold” refers to that area at the bottom of the browser screen that limits what can be displayed to the user. This is analogous to the print newspaper publishing term that describes how a newspaper is folded in half for point of sale. Good newspaper editors know that if a story is to grab the attention of readers, it needs to be “above the fold”. Everything below the fold is just more information. Combined with large headline type, the story is easily viewed by a customer walking past a newsstand or inside a newspaper vending machine.

Applications should avoid horizontal scroll bars appearing at this minimum resolution, or any higher resolution. Horizontal scrolling causes many usability conflicts and is considered a poor application of information architecture. Users will often miss details or valuable information if displayed off the screen and will constantly be required to move the screen to see all of the information. The net result is users tend to avoid sites that require too much scrolling. 

Fixed vs. liquid design
Applications should not be designed for operation that requires screen resolutions higher than 800 x 600. Fixed table spaces, rather than 100% settings, are recommended to accommodate the majority of users that access web site content or conduct business with official State of Michigan sites and applications. Although this issue is often debated among professional IT developers, liquid page displays are not recommended ("liquid" refers to page content that is flexible and adjusts its width depending on the browser window size). Unlike IT professionals or web developers, the general user audience tends to keep the standard default settings that came with their PC, which for many years has been at 800x600.  If applications are designed to follow a liquid format, adjustments to table spaces and others usability factors must be considered. Users that choose to modify their personal monitor settings should simply see more of a given web site or application screen. This is changing and recent end user surveys indicate that the trend is for home PCs to match the already higher resolutions of work PCs. More PCs are shipped with higher graphics capabilities and the market is saturated with better display technology. For instance, the Optimal Preset Resolution shipped with the market leader of today’s home office PC is 1024x768. This does not eliminate the fact however that millions of PCs with older monitors are still in use. Therefore, applications should not be designed to operate exclusively at the higher settings. 

Overall Application Build Area

These elements must appear on all pages

1. Banner Header

a. Artwork supplied by e-Michigan Web Development

2. Sub Header

a. Directly under banner header and includes all utility links and required links

3. Primary Application Display area

a. Includes primary user interface and functionality. May utilize Body Only,

Left Navigation Only or Left and Right navigation

4. Policy Footer

a. Includes all required policy links, support sub header links and copyright

information
Consistency with Parent Site

In the case of applications being built for specific agencies, look and feel arrangements for left and right navigation table cell colors should match those already in place through the agency’s parent site hosted on Michigan.gov. For example: an application being built for the Department of Treasury should follow the look and feel already in use at the agency site www.michigan.gov/treasury. Developers should recognize that users are often directed to the agency’s home page or site section to access many of the applications built outside of the Content Management system. Designing these external sites to “look and feel” as a connected part of the agency whole is critical to maintaining consistency. This is an excellent way to maintain official state business integrity and brand elements. Additionally, after the launch of a third party application, even if the site is hosted on separate servers, the site is listed as content or links within the parent agency site. Additional navigation may be added for users to access the new site. It’s important to maintain that cross-promotion between the sites so that users are presented with a consistent and usable format no matter which site they access. For the remaining body areas, color selections and text colors can be manipulated for a unique look and feel consistent for that particular site. Detailed dimensional layouts can be seen in the Figures and Examples of the Michigan.gov Look and Feel standard.

5.2 Navigational Requirements

The purpose of the Navigation Requirements section is to provide developers with the necessary guidelines on how to design the navigation for the application. 

Corporation Division Information

The Corporations Division staff is familiar with all of the tools in the Microsoft Office Suite and utilizes Word, Excel, Internet Explorer, and Outlook regularly.  The application(s) provided to the Division should utilize these tools and have a similar look and feel (as these tools).

The application must minimize end-user mouse clicks and keystrokes.  Hot keys should be employed to increase keyboard shortcuts, etc.

Technical Information

Information for this section gathered from DIT/ Look and Feel Standards for e-Government Applications document, version 2.0 dated July 2003 

http://www.michigan.gov/documents/Look_and_Feel_Standards_2003v2_72379_7.0.pdf
5.3 Scalability Requirements

The purpose of the Scalability Requirements section is to explicitly define the growth that a proposed solution must be able to handle, thereby minimizing the risk of outgrowing a solution too soon.

The Corporations Division currently has 6.1M images and 29.5M records stored.  The records increase by nearly 2,300 per month and images grow by 43,000 monthly. 

Consider Corporations current image and data volume, records growth rate, expected use of e-submission, and expected use of e-document ordering.

5.4 Maintainability Requirements

Maintainability refers to how easy it is for the end-user to modify the system, either to provide customization, or to problems that arise in the system. 

Many of the functions performed today by the technology support staff at DIT should be moved into the hands of the Division.  These specific functions include:

· Automated customer notice process, creating and sending notices according to statutory guidelines (i.e. renewal registrations, renewals of assumed names, delinquency notices, notices of impending dissolution, and notices of impending revocation).

· Automated customer correspondence process, creating and sending letters to customers according to office policy and statutory guidelines (rejection notice).

· Automated process to update status: term expirations, not in good standing, dissolved, or revoked for failure to file.

· Automated Management Reporting Processes (as outlined in the Business Requirements Section).

Additionally, the Division wants its new environment to be more flexibly, allowing the unit to be more autonomous.  

· Ability to modify the workflow process changing the business rules for document routing to meet the day-to-day business needs of the Division.

· Ability to set and manage document security levels

· Ability to set and manage user security levels

· Ability to manage records retentions schedules.

5.5 Availability Requirements

The purpose of the Availability Requirements section is to define the level of system availability needed by users, in order to determine how much downtime can be tolerated without incurring excessive business costs or disruption of operations. 

The internal facing customer application must be available during normal business hours.  The staff can work limited flexible schedules and extended work hours (as needed).  Normal business hours should be considered 7:00am-7:00pm Monday through Friday.  System and application maintenance functions can be completed outside of that time window.

The customer facing application(s) should be available as much as possible and ideally 24x7.  However, regular system and application maintenance windows can be created and the customers informed.

5.6 Performance Requirements

The purpose of the Performance Requirements section is to explicitly define the minimum performance expectations for the application. Typically, all applications (specifically Web applications) should follow industry standards for accessing a Web page, submitting a form, etc. 

Corporations Standards

The internal Division staff expect the storage and retrieval of data and images will be completed at least as well it is completed in the current application environment.  

Customer Standards

The customer facing web sites must meet or exceed generally acceptable commercial standards.

Security Requirements

The purpose of the Security Requirements section is to: Define how users need to access the application; Define restrictions in application functionality for each User Group; Determine the level of complexity required for the Security Design (whether Security roles should be dynamic and flexible, or predefined and static)

Corporations Division Access

The application environment will require security to be defined on several levels with the Division.  The specific requirements include:

· Security roles should be dynamic and flexible, user definable, and maintainable by Division staff.

· Data and document access must be definable by user role and/or workflow status (define who can see and/or touch what data and/or documents where, or when in the process).  

· User roles should be part of simple groups to simplify the security definition process.  Users must be able to belong to one or several groups.

· Financial information access must meet the DLEG Finance Department Standards and Division Management requirements.

Customer Access

There are two separate access considerations that must be addressed for Division customers.

· Customers that submit documents to the Division should be provided access to specific filing status information upon request.  Status information provided (no matter the means) must be specific to a customer’s submission, requiring authentication to ensure privacy. 

· For customers that are utilizing the public records search functionality, there are no specific security requirements.  As public records, documents can be viewed and printed by anyone.

Technical Information

The technical architecture for this application environment must meet all of the security standards identified by the DIT Office of Information Security (OES).  With the consideration that electronic information will be exchanged with customers, meeting the security standards is key.  Details regarding the DIT OES security standards can be found at:

http://www.michigan.gov/techtalk/0,1607,7-167-22160---,00.html

The design must be reviewed and approved by OES.

5.7 Auditing Requirements

The purpose of the Auditing Requirements section is to define any information that should be stored automatically by the system and viewed, but not modified, by any user through the “front-end” (graphical user interface) of the system. 

The Corporations Division is responsible for legal compliance and therefore demands audit ability of their documents and processes.  Basic audit requirements include:

· Action/Activity Dates – Receive, Review, Notice Sent, Notice Received, Additional Review, Actual Filing, Effective Filing 

· Resource Action/Activity – Receiver, Reviewer, Filer, etc.

· Financial Activity – Received From, Date Received, Dollars Received, Payment Form (cash, check, e-check, credit card/type), Received By, Reconciled By, Refunded By, Refunded To, etc.

5.8 Data Archiving and Purging Requirements

The purpose of the Data Archiving and Purging Requirements section is to explicitly define what information should be purged or archived, and when.

The Division follows the records retention schedule as outlined in the DLEG Policy.  This policy is attached in its entirety in Section 18.  Addition system specific records retention requirements include:

· All filed documents are public record and must be retained indefinitely by the Division.  This documents cannot be destroyed, modified or deleted and must be secured accordingly once becoming a public record.

· Documents that are “work-in-process” must be available internally (only) for Examiner and Customer Service use (status, collaboration, etc.).

· Documents submitted to or created by the Division while working with a customer to create a document filing are not public record and can be purged once the document in question is filed (and becomes public record).

· The Division must be able to identify documents by document type and manage document types according to records retention requirements.

· The records retention process must be automated to allow those persons with proper security to review and make determinations about documents.  Essentially the process should be automatic with review to manage exceptions.  An example, customer correspondence must be defined as a specific document type attached to a specific workflow status (closed file correspondence, work in process correspondence).  Correspondence on closed files should be reported monthly to an administrator, and handled according to office policy (i.e. purge, archive, etc.)  The policy should be enforced by document type reported, but allow exception management.

· The data records associated with documents purged or archived should also be eliminated with the document purge/archive process.

5.9 System Interface Requirements

The purpose of the System Interface Requirements section is to describe other systems with which the application must interface, the data that will be shared between the systems, and to what extent the systems must interact. 

COLA 

C3

Mail Room Cashiering

Counter Receipting

Order Entry

5.10 Technical Constraints

The purpose of the Technical Constraints section is to provide the Development Team (especially the Technical Architect(s)) with any constraints that must be considered when selecting development tools and platforms for the project.

Michigan.gov Domain Name URLs

The Department of information Technology has ownership of the Michigan.gov domain and makes it available to agencies that are launching applications, even if not part of the Michigan.gov technology platform.  Many applications hosted on state servers or outside systems will utilize their own domain name to address the application URL such as <www.state.mi.us/agency/appName>. The Michigan.gov standard also puts in place redirected URLs from the Michigan.gov domain. These URLs are intended to make it easier for applications to be advertised and marketed to constituents, through point of sale, radio, print, and TV advertising or official state government press releases. At the State of Michigan, users are typically notified of the improved on-line service through a press release through the Governor’s Office, the agency Public Information Officer, or through an event publication or direct mailing. In order to make the URL as memorable as possible, the Michigan.gov domain is used as a “marketing redirect” to the final application URL. For instance, URLs can be phrased to include names or familiar acronyms that direct users to the site more easily. It’s also a free service of the e-Michigan Web Development Team and can be put into production within 1-3 days. 

EXAMPLES:

Michigan.gov redirect URL Final destination URL

www.michigan.gov/scm http://meis.cepi.state.mi.us/scm/

www.michigan.gov/bccpermits http://www.accela.com/michigan

www.michigan.gov/magic http://magic.state.mi.us

www.michigan.gov/metrodetroittraffic http://metrocommute.com/detroitpopup.html
Using High Level Security and 128 bit Encryption

For security and 128 bit encryption requirements, some applications can and should be  accessed only with certain browser versions. The state allows for these exceptions provided: Prior to accessing secured or encrypted pages, introductory home page(s) of the application must be viewable in IE 5.X and Netscape 5.X to accommodate the greatest number of users at the state’s minimum standard. In the opening page, clearly identify the browser version requirements to transact secure state business and provide the correct privacy and support information detailing the need for specific browser versions. Provide and maintain links to specific commercial software sites that allow the download and installation of specific browser versions needed to maintain application security.

Logos and branding of 3rd party applications

There are circumstances where an agency has purchased Commercial Off-the-Shelf (COTS) software that is configured by the vendor as an out-of-box installation, and therefore carries with it the vendor’s proprietary branding and information explicit to that vendor. Under these circumstances, altering or removing the vendor brand would be cost prohibitive, and so those applications may utilize branding other than the State of Michigan’s. Where possible, even under these circumstances, vendors may have areas that are  configurable to a specific customer brand or logo, and minor code changes can be made to accommodate the customer brand. If these areas exist, the State of Michigan branding standards would apply, to the extent possible, most importantly being the banner header identifying the agency. If spaces allow a specific area to be filled, then please contact the e-Michigan Web Development office to obtain specially configured branding elements. Agencies that contract with outside software companies and vendors to build applications or web sites for the State of Michigan are prohibited from including the vendor’s logo or brand image on the site, or from providing links to the vendor’s commercial web site. Sites that wish to link to any official State of Michigan site may do so but must observe the policy restrictions. Please read and observe the policy language for compliance.

Copyright

Copyrights of 3rd party applications  All content displayed or information transacted through the use of electronic means by way of a web site, application or e-commerce site are the property of and copyright protected by the State of Michigan under the federal laws and U.S. Copyright Law and Related Laws Contained in the United States Code. Refer to the following web site for detailed information regarding Copyright: http://www.copyright.gov/ The State of Michigan policy on copyright protection insures that information is not captured and reused by third parties that portray themselves as an official State of Michigan agent. The information contained within any official State of Michigan web site is published for the users own personal use.

Browser Compatibility

Microsoft Internet Explorer (IE) and Netscape (NS) Browser compatibility Another key component to the Michigan.gov brand is browser compatibility. Applications must display and function correctly in both IE (Microsoft Internet Explorer) 5.X and NS (NetScape) 5.X minimum – See Excel spreadsheet for browser Statistics The state receives high-volume traffic from a variety of ISP’s (Internet Service Providers) as well as a full range of browser versions, the bulk of which use IE. Development Teams must consider the latest browser versions as well as pre-existing versions when developing sites, including Windows, Macintosh, AOL and WebTV users.

6 Technology Standards

The Exceptions to DIT or DLEG Standards section identifies exceptions to known DIT or DLEG standards, and defines the business and technical reasons for considering or requiring the exception.  The goal of this project is to stay within the Standards of the organization to lesson roadblocks at implementation. With Compelling business reasons, exceptions will be considered and requested.  All else equal, standard software/hardware will be utilized.  The key standards to consider are those set by the Office of Enterprise Security and the DIT Office of Strategy and Policy.  The available DIT standards for systems considered are listed below:

	Technology
	State Standard

	Scanning
	None

	Imaging
	None

	Workflow
	None

	Records Retention
	None

	Document Management
	FileNet, OpenText

	Database Software
	Oracle

Microsoft SQL 

	Development Tools
	Visual Studo.NET
Websphere SAD
MS Front Page
Macromedia Studio MX
UltraEdit32
XMLSpy

Adobe Suite
Macromedia Studio MX
Corel Draw 

Jdeveloper

.NET (Visual Studio, Visual Basic, Visual C++/C#, Visual FoxPro)

Oracle Developer
PowerBuilder
Java/J2 EE

	Servers
	Dell Power Edge 

Microsoft Windows Server 2003
Active Directory 2003

Microsoft Windows Server 2003 integrated DNS and DHCP
Existing Enterprise DNS

	Storage Systems
	EMC Symmetrix - Level 1 SAN
EMC Clariion - Level 2 SAN
EMC Celerra - Lansing-based NAS
Backup - EMC Clariion, Storage Tek tape libraries, and Veritas


6.1 Current Infrastructure

In an effort to save project dollars, the Corporations Division would like to use/re-use its existing hardware and software technology.  Where this is not possible, or less expensive solutions are available from a total cost of ownership prospective, the vendor is expected to make recommendations. 

	Category
	Description

	Network
	Windows Server 2000 & Windows Server 2003

	Operating Systems
	Windows 2000, Windows XP

	Database
	Oracle 9.2.0.5

	Client PC
	Windows 2000, Windows XP

	Client Browsers
	Internet Explorer 6.0 Netscape 7.2, Mozilla 1.7.2, Firefox 1.0

	Scanners
	Kodak 3250A & Kodak 990i

	Imaging Software 
	Kofax – Ascent Capture 6.0


7 General Features List

This section identifies the general, or high-level features of the proposed system. Contents will include items at a bullet-list level.

2. Division Management

· Provide automated customer notice process, creating and sending notices according to statutory guidelines (i.e. renewal registrations, renewals of assumed names, delinquency notices, notices of impending dissolution, and notices of impending revocation).

· Provide automated customer correspondence process, creating and sending letters to customers according to office policy and statutory guidelines (rejection notice).

· Provide automated process to update status: term expirations, not in good standing, dissolved, or revoked for failure to file.

· Provide ability to issue Certificates: Authority, Withdrawal, Revocation, Good Standing, etc.

· Management Reporting

· Provide management monitoring and status reporting on all documents in process within the unit.

· Provide management audit records and reports on documents processed in the division

· Provide management information and status reporting on customer service center including call volume (aggregate and by type) and CSR productivity.

· Provide management performance metrics and measurement information as currently tracked by the Division 

· Document Storage and Retrieval

· Provide document repository to store, retrieve and manage public records.  Documents indexed and retrievable in multiple ways

· Provide document repository to store, retrieve and manage “customer pending” documents and related correspondence.

· Secure and manage documents as “internal,” “work in process,” and public record.  Compliance example today - Fax filings are not available as public record until endorsed.

3. Document Review Unit

· Electronic forms

· Allow forms and/or documents to be submitted to the Division electronically (web, email)

· E-forms submission process flexible enough to accept both Division standard and forms otherwise developed. 

· Provide “smart forms” that can “retrieve, stuff, and validate” data prior to forms submission

· Provide customers electronic signature capability for documents submitted to the bureau electronically

· Provide customers credit card payment capabilities

· Scanning

· Allow document scanning up-front in the process to take full advantage of automated workflow capabilities (all documents routed and assigned electronically).

· Provide scanning tools that use OCR and ICR to identify and automatically index images when possible and ability for scanned documents to be manually indexed by exception

· Accept hard copy documents, scanned and routed as images, and return “originals” as currently defined in Fax filing process (customer paper converted electronically).

· Workload Management

· Allow Document routing by document priority, document type, examiner skill set, staff workload, etc.  Allow management intervention to manually handle exceptions to standard workflow (alternative routing for staff vacations, etc.) 

· Complete automated document “checking” prior to arriving in examiners inbox such as name availability, or other document/form “completeness”

· Provide examiners “instant” access to policy, procedures, operational memos, etc. that provide guidance and support to the work being completed

· Provide examiners a single inbox to manage entire workload, sorted as required by workflow rules with manual exceptions allowed/provided as needed (i.e. Expedited, FIFO regular new documents, document returns as allowed to meet time constraints).

· Provide examiners evidence of payment along with documents to file to ensure fees properly collected. And, Integrate the fee collection process to prevent Document Examiners from waiting for fee collection approval notice before filing documents.

· Provide Examiners the tools to manage those documents “waiting for customer feedback.“ Recognize and return those comeback documents to the same examiner and prioritize within the inbox process.

· Provide document examiners a “view” of all documents available/related to a document filing in process, original documents, customer correspondence sent and received, amended documents, etc.

· Recognize documents “waiting” and remind examiner to take action, and facilitate the action needed (close the file, send letter, etc.) 

· Provide customers ability to communicate with document examiners electronically in a two way exchange of information (documents routed to customer and returned to examiner directly and/or anonymously as needed)

· Provide examiner electronic endorsement capability (currently used in fax filing process) for all documents. 

· Provide capability to modify (with proper audit record) e-forms according to the Division’s current policy and procedure for paper document handling.

4. Customer Service Unit

· Provide technology to increase productivity and customer service levels by more quickly and easily finding available on-call document examiners.

· Provide the customer service staff standard document and record retrieval queries that are functionally driven, allowing them to more quickly find the answers to those most frequently asked customer questions (an “answer wizard”).

· Provide the customer service staff the ability to complete forms and document requests on behalf of customers.  Simplify the current process by 

· Selecting (not entering) address and contact data for frequent customers

· Completing the request as a bundle, and eliminating the document sorting process

· Reduce or eliminate the need for invoice processing by processing payment information when the order is taken.

· Reduce the manual data entry to manage bad checks and invoice payments (integrate financial system technology).

5. Customer Self-Service

· Reduce general information calls to service center. Utilize telephony and web services to answer simple inquiries (directions, office hours, etc)

· Allow customers to review the status of a document they submitted for review

· Allow automated forms and certificate requests to be made and completed 24X7 (with staff intervention during business hours only when exceptions occur).

· Provide customer self-service tools to allow for preliminary name availability checks

· Provide customers ability to utilize credit cards to purchase these services

8 Vendor Information 

8.1 Price Estimates

Please provide a price estimate for completing this project; estimates need only be general ranges. List assumptions made in providing these price estimates as needed.

8.2 Questions 

Questions concerning the information contained herein are to be submitted, in writing, no later than 12:00 noon ET on Friday, March 9, 2005.  Submit questions to:

Greg Faremouth

DMB, Acquisition Services

P O Box 30026

Lansing, MI 48909

Email: faremouthg@michigan.gov

The state will not respond to telephone inquiries or visitation by bidders or their representatives. All questions are to be put in writing and must be submitted electronically and sent as an attachment in MS Word 97 or Rich Text Format (RTF).  Answers will be posted to the web site underneath this RFI. 

Proposal Receipt

Submit 5 copies of the proposal in accordance with the following instructions, which will ensure that the integrity of the process:

1. PROPOSALS MUST BE RECEIVED AND TIME-STAMPED IN Acquisition Services ON OR BEFORE THE MARCH 18, 2005 at 3:00 PM. VENDORS ARE RESPONSIBLE FOR TIMELY RECEIPT IN ACQUISITION SERVICES OF THEIR PROPOSAL. 

Your proposal should also be submitted in electronic format on a 3 1/2” floppy disk or CD Rom. All documents and data must be created using tools that are compatible with the Microsoft Office Suite 97 standard desktop tools, without need for conversion. Your electronic submission must be submitted in the following Font type and size: Times New Roman, 12 point. The electronic format may be saved in a compressed format. Vendors are required to submit in electronic format along with the number of paper copies being requested. Any items contained in the Proposal that cannot be saved in the aforementioned format should be clearly identified by the vendor as the items that are excluded from the electronic submission.

Each envelope submitted must contain the response to only one RFI. Do not submit responses to more than one RFI in one envelope. 

2. VENDORS ARE RESPONSIBLE FOR ASSURING THAT THE FOLLOWING IDENTIFYINGINFORMATION APPEARS ON THE OUTSIDE ENVELOPE: The RFI Name, Number; Date Due; and the Vendor Identification Number (FEIN or SEIN). If a delivery service is used which prohibits such markings on their envelope or package, this information must be placed on the outside of an interior envelope or package.

3. The proposals may be submitted utilizing one of the methods below: 

a. Proposals may be delivered to the receptionist desk of Acquisition Services.

b. Acquisition Services address for proposals submitted by CONTRACT CARRIER, COURIER DELIVERY, or PERSONAL DELIVERY, is:

State of Michigan

Department of Management and Budget

Acquisition Services

2nd Floor, Mason Building

530 West Allegan Street

Lansing, Michigan 48933

c. Proposals submitted through the US. POSTAL SERVICE should be addressed as follows:

State of Michigan

Department of Management and Budget

Acquisition Services

Post Office Box #30152

Lansing, Michigan 48909

9 Appendix E – Corporations Current Technology Infrastructure
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