
MASTER VENDOR PROGRAM 
Security  

Category 2 Qualifications 
 

 
Security qualifications cover all aspects of State computer and associated business operations.  
Specifically: 
 

 Mainframes, networks, database servers, file and print servers and desktops hardware, physical 
security and operating systems. 

 Analyses of data systems written for the State’s Intranet and for the use across the Internet.   
 Business processes and physical implementations associated with data systems. 
 Portable devises and access from remote locations, e.g., encryptions and VPNs. 
 Establishing and assisting in the development of security awareness programs 
 Incident response 
 Tactical and strategic planning 
 Security assessments on a major project or information technology program 
 Security assessments of web application and management systems 
 Assessments of security measures for all aspects of project planning and execution 
 Development and execution of security test and acceptance processes 
 Provide security requirements determinations on a major project or information technology 

program 
 Provide security requirements determinations of web application and management systems 
 Development and implementation of security requirements for all aspects of project planning and 

execution 
 Development and execution of security test and acceptance requirements 

 
 
 


