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A – RFI Introduction

The State of Michigan is issuing this Request for Information (RFI) to any vendor interested and capable of providing the the Michigan Statewide Disclosure Reporting System outlined in this document.  The Michigan Statewide Disclosure Reporting System will be referred to as the Michigan Elections Compliance Core Application (MECCA) in this RFI and RFP
This RFI has the following objectives:

1) To prompt open communications with prospective vendors about the services available and general price range of services offered.

2) To determine if there are qualified vendors with solutions currently in existence that can meet the requirements of this RFP and provide the Election Compliance Core Applications that currently exist in Michigan.
3) To determine what the anticipated transition timeframe would be if a new vendor were awarded this contract as a result of a future RFP.
It is not our intention to ask vendors to prepare detailed proposals at this stage.  This RFI is designed so that a typical response can be crafted with minimal effort and time.  

B – RFI System Assumptions:  

· System must be fully recreated and satisfy all of the requirements contained herein.

· All existing data must be migrated or converted to the new system.

· The contractor will be responsible for non-State hosted facility.

· System must be developed in a State standard operating system (Oracle or Sequel Server).

· The State prefers that the system will be owned in its entirety by the State. 

· All responses must be related to providing an elections related compliance core system solution involving Campaign Finance, Lobby and Election processes.

C - Instructions to Vendors

We are looking forward to receiving your feedback on the requirements for our Election Compliance Core Applications.  However, we want to minimize the amount of preparation that you need to do at this stage. Our response format is intended not to require significant new material to be prepared.  You may include short case studies, but please make sure that the material provided is relevant to the question being asked.

Instructions:  Vendors are to respond by submitting (3) printed copies and (1) CD by 3:00PM EST on June 29, 2007 to the location indicated on the cover page.  All sections within the RFI that require a vendor response are indicated by the yellow boxes. Vendors should submit their response to these questions as Attachment 1 – RFI TECHNICAL RESPONSE.  
What you can expect in response:   We will acknowledge receipt of all RFI materials submitted electronically, to your designated point of contact, within five (5) business days.  We are not formally scoring or evaluating the RFI responses in any way, as this is solely an information-gathering process.  This RFI is issued solely for information and planning purposes only and does not constitute a solicitation.  We may use knowledge gained from the RFI responses to assist us in drafting a future RFP.   We may contact you after receiving your written response to clarify any material.  All information received in response to this RFI will be subject to Michigan FOIA Law.  Responses to the RFI will not be returned.
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Article 1 – DRAFT Statement of Work (SOW)

1.0
Project Identification

1.001
PROJECT REQUEST

The State of Michigan (State), through the Michigan Department of Information Technology (MDIT), with assistance of the Michigan Department of Management & Budget (DMB), have issued this Request for Proposals (RFP) for the purpose of obtaining proposals from firms to provide application maintenance, migration from current contractor, and enhancements for the Michigan Department of State (MDOS), Bureau of Elections (Bureau) Compliance Core Systems.  The systems consist of several major areas of responsibility:  Campaign Finance Act requirements, Election Administration, Lobby Registration Act Requirements and Casino Registration Act requirements.  These systems, unless otherwise noted, are owned by the State.  

The Bureau seeks a contract to include:

· System migration;

· Provide technical support for all of the systems included in the Compliance Core Applications;

· Provide for enhancement and technology refreshment of the same system over contract life;

· Provide primary and backup/redundant hosting facilities for the same systems;  

· Provide on-site support for the systems.

· Hardware hosting may be provided by contractor or State 

· Configuration, capacity planning and maintenance; 

· Optional hardware hosting proposals:  The contractor will propose scenarios and costs for hosting by the contractor and MDIT.  The State will select options based on proposals.

This project consists of the following components:  

( Purchase of equipment
( Lease of equipment

( LAN equipment

( Application server(s)

( Scanner(s)

( Installation of equipment

( Transition of business operations to the new equipment including 

· Migration

· Integration 

( Maintenance of equipment

( Purchased/leased equipment


( Procurement of software 

( Installation of software 

( Application design

( Application development

( Services to implement the application, including  

· Configuration

· Customization

· Modification 

· Interfaces 

· Data conversion

· Integration 

· Testing

( Transition of business operations to the new application, including 

· Data migration 

( Knowledge transfer to State operations staff

( Training 

· Train the trainer

· End user

· Technical

( Documentation, to include 

· User manuals

· Technical manuals 

( Operations services

· Systems management
· Disaster recovery
· Security administration services
· Storage services
Optional hosting scenarios:

( Remote/ on-site management with equipment at a State site

· Leased or owned by the State

OR

( Management with equipment at the Contractor site

· Owned by the Vendor and utilized by the State 

( Management with equipment at the Contractor’s site

· Owned by the Contractor and utilized by the State on a metered-usage basis.

( Maintenance 

( Support.

· Help desk

· Technical

If equipment is sought as part of the project, will it be:

( Replacing existing equipment
The equipment must be installed and fully operational 90 days from the contract award.  

DEFINITION OF TERMS

	TERMS
	DEFINITIONS

	Bureau
	Michigan Department of State, Bureau of Elections 

	CCI
	Contract Compliance Inspector

	CFR
	Campaign Finance Reporting

	CPM
	Contractor Project Manager

	CSR
	Customer Services Representative

	MDIT
	Michigan Department of Information Technology

	MDOS
	Michigan Department of State

	DMB
	Michigan Department of Management and Budget

	HAVA
	Help America Vote Act

	MECCA
	Michigan Election Compliance Core Applications 

	MERTS
	Michigan Electronic Reporting and Tracking System

	Mutually Agreeable
	The term “mutually agreeable” as used throughout the document is intended to represent a process used by both the contractor and the bureau staffs to come to a consensus on a topic, issue, or deliverable date.  If after several good-faith meetings, the CCI determines a consensus is not fourth coming, the CCI will make the final decision that is binding on both the Contractor and the Bureau.

	RFP
	Request for Proposal

	Primary Production Site


	The primary hosting site of the bureau systems.  The Primary Production Site must be in the Lansing vicinity preferably in close proximity of the Bureau office.

	Secondary Production Site


	The duplicative secondary hosting site of the bureau systems.  To be located away from Lansing in the event of a disaster at the Primary Site that renders it inoperable.  


1.02 BACKGROUND

The Bureau of Elections has created a number of systems that allow the Bureau to meet its statutory obligations under the Campaign Finance Act, the Lobby Registration Act, the Election Law and the Casino Registration Act.  All of these systems are separate from the Qualified Voter File.   Together these systems are commonly called the Michigan Elections Compliance Core Applications (MECCA).  MECCA is a largely integrated collection of applications that support the Bureau of Elections Core functions.  MECCA’s various components and their inter-relationships are depicted in the attached chart.  There are seven main inter-related applications, depicted horizontally across the top of the chart, which together support Campaign Finance Compliance and Reporting, ballot access, election results reporting, plus Lobbyist Registration and Tracking.  In addition, MECCA includes three stand-alone applications which are depicted at the bottom-center of the chart, which support election jurisdiction performance metrics, casino registration, and Judicial Data, respectively.  One more critical application is depicted at the very top of the chart, referred to as a ‘parser’ program, which interacts heavily with the seven applications immediately below it.  This application serves as a data traffic director, performs data validation functions, and otherwise manages the inter-relationships between these seven applications. 
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All of the MECCA components are written in Informix, a database language in common use in the last decade, but now increasingly difficult to support, and is not a State of Michigan Standard.    MDIT has no internal skills or resources for Informix support.  

The entire system has been developed over the last decade by NIC (known as SDR when initially contracted with MDOS).  The State of Michigan has unlimited ownership of all these systems, except for the application known as MERTS, and the ‘parser program’ which were developed early in the company’s engagement with MDOS, before State ownership of such software was standardized as a best practice.  

Since the mid 1990s, the Bureau has invested in the maintenance and the enhancement of the Compliance Core Applications to accommodate new ideas, directives and legislative requirements.  Much of the development was done internally by resources provided by the Michigan Department of State's Systems Planning and Implementation Division.   In 2001, the MDOS contracted to have the system hosted, maintained and enhanced by an outside contractor.  
Enhancements have been made moving the Bureau to more on-line based features and tweaking of the systems to provide for better customer service to our candidates, committees and other registrants.  With the release of an RFP, the Bureau is expecting to maintain the current levels of hosting, maintenance and enhancements.

MISSION STATEMENT

The Bureau is charged with the administration of the Michigan Election Law, Michigan Campaign Finance Act, Michigan Lobby Registration Act and the Casino Registration Act.  The Mission of the Bureau is to provide and protect the rights of the citizens of the State to free and fair elections.  To provide for and assist with the transparency of the election process by providing citizens with access to publicly filed documents, reports and data relevant to all of the laws administered by the Bureau

PROBLEM STATEMENT

The Bureau must have a vision of the future for the Michigan Elections Compliance Core Applications (MECCA), which can only be achieved through extensive and flexible automation.  This is due in part to the nature of the customer base and the expectations of the customer base.  Much of the Bureau’s work is dependent on the technology outside of the Bureau.  This is most evident with electronic filing of Campaign Statements.  All levels of public officials use the system including the Governor and the Governor’s Committee.  The Bureau is expected to provide systems that are compatible with the current levels of technology in the private sector.  An effective, integrated application system and a highly efficient and effective infrastructure are needed to achieve the Bureau’s vision.  The Bureau’s vision establishes the need for substantial process changes and creates an environment that dictates a continuously escalating need for change over the coming years.

MDOS must acquire development and hosting services for the MECCA, which will support the Bureau’s current and future business needs.

The overall purpose is to identify the most innovative, flexible, guaranteed and cost effective solution that meets or exceeds the Bureau’s service delivery and financial expectations.

The current system is hosted by an outside Contractor and is not hosted by the State of Michigan.  The Bureau is faced with some practical problems that must be addressed with the assistance of the Contractor.  The Contractor selected for this contract must provide a solution with all of the current system functionality, security and efficiencies starting no later than the last day covered by the current contract that will expire on XXXX.  The Bureau cannot suffer any scheduled or unscheduled down time during the transition from the current Contractor to the newly selected Contractor.

A portion of the current system, the MERTS Plus software, is vendor owned and not owned by the State of Michigan.  The State retains unlimited license rights.  The software is tightly coupled in the State-owned systems.  The Contractor may choose to license the software from the current Contractor or create a new product that performs those same functions.  As stated above, the Contractor selected for this contract must provide a solution with all of its current functionality, security and efficiencies starting no later than the last day covered by the current contract that will expire on XXXX.  

The Bureau does not have the financial resources to accommodate an overlap in payment between the current vendor and the selected Contractor.  The Bureau then seeks the Contractor to provide options for a billing structure that would allow the Bureau to migrate the system without payments from the inception of the contract to XXXX.

GOALS AND BUSINESS OBJECTIVES

The goal and business objective of this project is to provide the Bureau with a secure system that allows the Bureau to perform all of its current functions and that allows for future growth and enhancements to assist the Bureau in meeting its vision of the future.  As explained later in this document, the Bureau has a highly complex network of systems that are integrated together that must be replicated.  See Current Applications and Vision Statement/Goals below.  

CURRENT APPLICATIONS

The current system in the Disclosure Data Division is referred to as the Compliance Core Application.  It houses all major systems in the Bureau with the exception of the Qualified Voter File (QVF).  The Compliance Core Applications are in an Informix Database with an Access Interface and is currently hosted by a Contractor. The Compliance Core Applications consist of the major modules listed below.  Other minor modules are included within the major modules and are detailed in Appendix A, System Procedures and Specifications Documentation.

· Campaign Finance Act, Committee Tracking Module:  This module contains the committee data required to accept, analyze, process, and publish filing information for each committee filed under the Campaign Finance Act.  The module is also programmed to produce all statutory notices and referrals required under the Campaign Finance Act.  The Committee Tracking Module is integrated with the Elections Management Systems module, the Imaging Module and the Electronic Filing/Keying database.

	Q6. 
	Do you have an existing Campaign Finance Act, Committee Tracking Module in a production environment that would meet the requirements of the State as outlined in this Draft SOW and Appendix A?  

	Answer
	Provide Response In Attachment 1


· Imaging or Scan Module:  The Imaging Module, or often called the scanning module, was developed to allow for the paper campaign statements and other documents filed under the Campaign Finance Act to be imaged.  The images are then placed online to provide disclosure of the filings.  All incoming and outgoing paper documents are scanned or imaged into the system.

	Q7. 
	Do you have an existing Imaging or Scan Module in a production environment that would meet the requirements of the State as outlined in this Draft SOW and Appendix A?  

	Answer
	Provide Response In Attachment 1


· Login Module:  The Login Module provides for the initial tracking of the campaign finance documents that are filed with the Bureau.  The paper documents are entered into the system by staff.  Those documents that are filed electronically are automatically entered for tracking purposes and are distinguished by an (e) following the document type description.  All documents are logged into the system including filings, payments and miscellaneous correspondence.

	Q8. 
	Do you have an existing Login Module in a production environment that would meet the requirements of the State as outlined in this Draft SOW and Appendix A?  

	Answer
	Provide Response In Attachment 1


· Payments Module:  The Payments Module tracks the committee late filing fees that are assessed, paid or voided.  Assessments are generated based on system logic or generated by the analysts.  Payments are logged in and then applied to an assessment.  Late filing fees are voided when it is determined that they are not owed.

	Q9. 
	Do you have an existing Payments Module in a production environment that would meet the requirements of the State as outlined in this Draft SOW and Appendix A?  

	Answer
	Provide Response In Attachment 1


· Letters Module:  The Letters Module provides the logic for all of the correspondence that must be sent to committees.  Some letters are generated automatically in batch processes.  Others are generated based on the determination of an analyst.  All of the letters are tracked in the Committee Tracking System.

	Q10. 
	Do you have an existing Letters Module in a production environment that would meet the requirements of the State as outlined in this Draft SOW and Appendix A?  

	Answer
	


· Batch Letters and Notices Module:  The Batch Letters and Notices Module provide the logic for correspondence and referrals that must be sent to committees.  Some letters are generated automatically in batch processes.  Others are generated based on the determination of an analyst.  All of the letters and notices are tracked in the Committee Tracking System.

	Q11. 
	Do you have an existing Batch Letters and Notices Module in a production environment that would meet the requirements of the State as outlined in this Draft SOW and Appendix A?  

	Answer
	Provide Response In Attachment 1


· R2 Module:  The R2 Module is a tool developed to assist the analysts in reviewing the reports.  R2 allows the analysts to query the system for information on a specific report.  It also provides a validation of the report that details missing information and possible anomalies in the reports.  The R2 program also condenses the data on the schedules that allows for faster and easier printing of the Campaign Statement.

	Q12. 
	Do you have an existing R2 Module , or similar module in a production environment that would meet the requirements of the State as outlined in this Draft SOW and Appendix A?  

	Answer
	Provide Response In Attachment 1


· Electronic Filing/Keying Module:  In 1996, the Bureau developed a database and keying screens that allowed entry of the detailed information on the campaign finance reports filed with the Bureau.  Access to the database was allowed through query screens on the Internet.  In 1998, this database was leveraged to store the information that was now being filed electronically via the Internet using the MERTS Plus software.  For access to the paper forms provided by MDOS go to http://www.michigan.gov/sos/0,1607,7-127-1633_8723_8755---,00.html 
	Q13. 
	Do you have an existing Electronic Filing/Keying Module, or similar module in a production environment that would meet the requirements of the State as outlined in this Draft SOW and Appendix A?  

	Answer
	Provide Response In Attachment 1


· MERTS Plus Software:  MERTS Plus is PC-based software designed to automate the committee’s reporting requirements.  A major feature of MERTS Plus software is its ability to accept electronic campaign finance filings via the Internet.  The MERTS Plus electronic filing feature has a direct effect on the Bureau’s Back Office system.  The Back Office system includes the modules required for staff to process the filings that are received by the Bureau, either in paper or electronically. The two systems work in tandem to accept electronic filings from the campaign finance committees.  NIC Technologies built the MERTS Plus proprietary software and maintains www.MERTSplus.com Web site. The software is tightly coupled in the State owned systems.  The Contractor would have to procure rights to the source code to support MERTS Plus or develop a new system with the same functionality.  

	Q14. 
	Do you have an existing software package that automates committee reporting requirements, or similar module in a production environment that would meet the requirements of the State as outlined in this Draft SOW and Appendix A and the MERTS Plus Software Appendix F?  

	Answer
	Provide Response In Attachment 1


· www.MERTSplus.com:  In 2003, MERTSplus.com Web site was developed to provide a central location on the Internet where electronic filers can obtain information on the electronic filing program.  Committees can sign up for training, download the software, obtain their password, review and print manuals, and view an online tutorial that provides instructions on the use of the software.  Committees interested in attending a training session can register online.  The site also features a section on “Frequently Asked Questions.”  In October of 2003, an updated version of MERTS Plus was released which provided better import and export capabilities of the software.  The MERTSplus.com Web site will need to be hosted and supported by the selected contractor.  The domain name will be turned over to the State.

· Elections Management System (EMS) Module:  The EMS Module contains the data required to accept, analyze, process, and publish filing information for each candidate and ballot proposal appearing on the ballot at the State level.  The module is also programmed to produce many of the statutory documents and lists required under the Election Law.  The module produces County-by-County Election Night results that are published to the Internet after being submitted via an Internet application provided to the County Clerks or key entered by Bureau staff.  The EMS Module is integrated with the Campaign Finance Tracking Module as data is moved between modules.   

	Q15. 
	Do you have an existing Elections Management System (EMS) Module, or similar module in a production environment that would meet the requirements of the State as outlined in this Draft SOW and Appendix A? 

	Answer
	Provide Response In Attachment 1


· Precinct-by-Precinct Results Module:  This module contains all of the precinct-by-precinct data for the even year General Elections.  Currently data is keyed.  It is envisioned that the results will be gathered electronically for the 2006 election and beyond.  In addition, it is expected that data will be stored for more elections.  The Precinct-by-Precinct module is integrated with the EMS Module.  In addition, approved voting system vendors file precinct results electronically.

	Q16. 
	Do you have an existing Precinct-by-Precinct Results Module, or similar module in a production environment that would meet the requirements of the State as outlined in this Draft SOW and Appendix A?  

	Answer
	Provide Response In Attachment 1


Lobby Registration Act, Lobby Tracking Module:  This module contains the registrant data required to accept, analyze, process, and publish filing information for each registrant filed under the Lobby Registration Act.  The module is also programmed to produce all of the statutory notices and referrals required under the Lobby Registration Act.  In the fall of 2005, a Lobby Internet Filing application was completed to provide for electronic filing of Lobby reports data.  This reduced keying and paper management for the Bureau staff.  The Lobby Tracking Module is integrated with the Lobby database to display keyed or electronically filed data on the Internet.

	Q17. 
	Do you have an existing Lobby Registration Act, Lobby Tracking Module, or similar module in a production environment that would meet the requirements of the State as outlined in this Draft SOW and Appendix A?  

	Answer
	Provide Response In Attachment 1


        Login Module:  The Login Module provides for the initial tracking of the documents that are filed with the Bureau under the Lobby Registration Act.  The paper filed documents are entered into the system by staff.  Those documents that are filed electronically are automatically entered for tracking purposes and are distinguished by an (e) following the document type description.  All documents are logged into the system including filings, payments and miscellaneous correspondence.
 
	Q18. 
	Do you have an existing Login Module, or similar module in a production environment that would meet the requirements of the State as outlined in this Draft SOW and Appendix A?  

	Answer
	Provide Response In Attachment 1


        Payments Module:  The Payments Module tracks the registrants’ late filing fees that are assessed, paid or voided.  Assessments are generated based on system logic or generated by the analysts.  Payments are logged in and then applied to an assessment.  Late filing fees are voided when it is determined that they are not to be owed to the Bureau.
 
	Q19. 
	Do you have an existing Payments Module, or similar module in a production environment that would meet the requirements of the State as outlined in this Draft SOW and Appendix A?  

	Answer
	Provide Response In Attachment 1


        Letters Module:  The Letters Module provides the logic for all of the correspondence that must be sent to registrants.  Some letters are generated automatically in batch processes.  Others are generated based on the determination of an analyst.  All of the letters are tracked in the Lobby Tracking System.

	Q20. 
	Do you have an existing Letters Module, or similar module in a production environment that would meet the requirements of the State as outlined in this Draft SOW and Appendix A?  

	Answer
	Provide Response In Attachment 1


        Batch Letters and Notices Module:  The Batch Letters and Notices Module provide the logic for correspondence and referrals that must be sent to registrants.  Some letters are generated automatically in batch processes.  Others are generated based on the determination of an analyst.  All of the letters and notices are tracked in the Lobby Tracking System.

	Q21. 
	Do you have an existing Batch Letters and Notices Module, or similar module in a production environment that would meet the requirements of the State as outlined in this Draft SOW and Appendix A?  

	Answer
	Provide Response In Attachment 1


· Casino Registration Act, Casino Tracking Module:  This module contains the registrant data required to accept, analyze, process, and publish filing information for each registrant filed under the Casino Registration Act.  The module also provides for the required letters and notices that must be sent to the Casino registrants.  

	Q22. 
	Do you have an existing Casino Registration Act, Casino Tracking Module, or similar module in a production environment that would meet the requirements of the State as outlined in this Draft SOW and Appendix A?  

	Answer
	Provide Response In Attachment 1


· Judicial Database:  This module contains data relevant to the election of judges. 
	Q23. 
	Can your solution meet the requirements of the State for the Judicial Database as outlined in this Draft SOW and Appendix A?  

	Answer
	Provide Response In Attachment 1


· HAVA Performance Standards Module:  This module contains the data relevant to the requirements of the HAVA as required by the State Plan and is able to create reports required by the Michigan State Plan.

	Q24. 
	Can your solution meet the requirements of the State for the HAVA Performance Standards Module as outlined in this Draft SOW and Appendix A?  

	Answer
	Provide Response In Attachment 1


· Reports Module:  This module contains a variety of reports including mailing labels for the modules listed.

	Q25. 
	Can your solution meet the requirements of the State for the Reports Module as outlined in this Draft SOW and Appendix A?  

	Answer
	Provide Response In Attachment 1


· Internet Access:  The Committee Tracking, Lobby Tracking, Casino Tracking, EMS and Precinct Results modules have data and information that is provided via the Internet.  The search and downloading capabilities are very extensive.  The query screens are located at:  http://www.michigan.gov/sos/0,1607,7-127-1633_8723_8751---,00.html.

See Appendix B, System Architecture, for a detailed description of the system architecture.

See Appendix C for details of current system hardware and software.

VISION STATEMENT/GOALS

The Bureau has a broad and flexible vision of the future and is keeping with the stated mission of the Secretary of State, focusing on constant improvement of customer service.  To do this, we plan to apply state-of-the-art technology to programs administered by the Bureau to meet the needs and demands of our customer base.  The vision includes enhancing and extending the disclosure of campaign finance, elections and lobbyist data for all public users.  The Bureau’s vision statement is to:

1. Maintain and use the most current technology which balances cost, efficiency and convenience, to provide products and service to our customers.  

2. Provide the most secure environment for the acceptance, retrieval and storage of the Bureau’s data.

3. Reduce duplication of key entry, both internally and externally, by utilizing key entry at the source.  This includes enhancing the ability for filers to use the data entered in a variety of ways and developing a campaign management component.

4. Provide electronic filing and updating of Bureau records, which include the Statement of Organization, Late Contribution Reporting, Lobby Registration, and correspondence in and out of the Bureau.

5. Create a transaction based program versus the current program which is report based.

6. Provide cross-reference information for contributing political action committees (PACs) and Candidates. (Support Report)

7. Provide statistical reports online that are automatically updated with electronically filed information.

8. Better communicate with filers using the Internet and e-mail as methods of delivering correspondence and notices.

9. Eliminate manual scanning of documents by increasing electronic filings, creating correspondence forms, and converting Word-processed documents to an electronic form that can be automatically loaded to the Intranet.

10. Provide additional tools to the Disclosure analysts that will enhance their ability to track committees assigned to them.  For example, clear and informative e-mail and on-screen notifications of electronic filings that have been received or rejected by the system.  

11. Automate the review of electronically filed campaign statements.

12. Eliminate the image replica of electronically filed data in the system.

13. Develop Internet-based forms where applicable.

14. Optimize all applications to ensure that even in peak volumes, all customers receive adequate access to the system. 

15. Provide electronic filing access and support to local candidates.

16. Integrate the filings statewide by including the local candidate information that can be accessed seamlessly by filing officials, filers and the public.

17. Enhance the electronic filing software through the application of new technology, incorporating customer suggestions and staff suggestions.  For example to allow PACs to enter payroll deduction contributions with minimal effort and provide for networking of the software.

18. Integrate the current systems (CFR, EMS and Lobby) with the Qualified Voter File and County Clerks to electronically receive election night county results and Precinct-by-Precinct results in a real-time fashion.

19. Fully automate and integrate the Casino Registration Program into the system structure.

20. Provide remote access to Compliance Core Applications to allow for Bureau staff to work and monitor data from anywhere.

21. Provide for the enactment of the Campaign Finance Reform for Michigan proposed by the Secretary on April 24, 2006.  See Appendix D.

OTHER PROJECT SYSTEMS INVOLVED

The Bureau is also responsible for the State’s Qualified Voter File (QVF).  The QVF is a database that maintains the voter registration records for the State.  Although this QVF is not a part of this RFP, the Bureau is exploring options of using the QVF in conjunction with the database systems included in this contract.  Specific implications are not known at this time, but would likely be minimal to this contract. 

NIC Technologies, 4600 Northgate Blvd, Ste 105, Sacramento, CA 95834 - A portion of the current system called the MERTS Plus software is vendor owned and not owned by the State of Michigan.  The State retains unlimited license rights.  As stated above the Contractor selected for this contract must provide a solution with all of its current functionality, security and efficiencies starting no later than the last day covered by the current contract that will expire on XXXX or 90 days from the contract award, whichever is later.  

OFFICE LOCATIONS

The Bureau of Elections is located in Lansing, Michigan at 430 West Allegan Street.  The Bureau also maintains an office in the Upper Peninsula.

OTHER DOCUMENTS 

Appendix A: System Procedures and Specifications Documentation

Appendix B: System Architecture

Appendix C: System Hardware and Software

Appendix D: Campaign Finance Reform for Michigan   
Appendix E: MERTS Requirements (Contract)
Links to Filer Manuals:

Campaign Finance Act:  http://www.michigan.gov/sos/0,1607,7-127-1633_8723---,00.html

Candidate Committee:  http://www.michigan.gov/sos/0,1607,7-127-1633_8723_11893_41510---,00.html
Political Action Committee:  http://www.michigan.gov/sos/0,1607,7-127-1633_8723_11893_41511---,00.html
Ballot Question Committee:  http://www.michigan.gov/sos/0,1607,7-127-1633_8723_11893_41513---,00.html
Political Party Committee:  http://www.michigan.gov/sos/0,1607,7-127-1633_8723_11893_41512---,00.html
Lobby Registration Act:  http://www.michigan.gov/sos/0,1607,7-127-1633_11945---,00.html
Casino Registration Act:  http://www.michigan.gov/sos/0,1607,7-127-1633_11958---,00.html
Links to Filer Forms:

Campaign Finance Act:  http://www.michigan.gov/sos/0,1607,7-127-1633_8723---,00.html
Candidate Committee:  http://www.michigan.gov/sos/0,1607,7-127-1633_8723_11893_41510---,00.html
Political Action Committee:  http://www.michigan.gov/sos/0,1607,7-127-1633_8723_11893_41511---,00.html
Ballot Question Committee:  http://www.michigan.gov/sos/0,1607,7-127-1633_8723_11893_41513---,00.html
Political Party Committee:  http://www.michigan.gov/sos/0,1607,7-127-1633_8723_11893_41512---,00.html
Lobby Registration Act:  http://www.michigan.gov/sos/0,1607,7-127-1633_11945---,00.html
Casino Registration Act:  http://www.michigan.gov/sos/0,1607,7-127-1633_11958---,00.html
DOCUMENTS AND WEB ACCESSIBLE INFORMATION

Bureau of Elections Web site can be found at http://www.michigan.gov/sos/1,1607,7-127-1633---,00.html.
CURRENT SYSTEMS (See section on Current Applications above)

Information provided herein is intended solely to assist Contractors in the preparation of proposals.  To the best of the State’s knowledge, the information provided is accurate. However, the State does not warrant such accuracy, and any variations subsequently determined will not be construed as a basis for invalidating the Request for Proposal (RFP).  The State reserves the right to cancel this RFP, or any part of this RFP, at any time.

Contractors are advised that the State has methods, policies, standards and guidelines that have been developed over the years. Contractors are expected to follow these requirements. Specifically, the State’s Project Management Methodology (PMM) must be followed.  The PMM may be reviewed at www.michigan.gov/projectmanagement. 

1.1
Scope of Work and Deliverables

1.101
IN SCOPE

The Contractor will provide the following services for the complete and successful implementation of the MECCA Contract providing the functionality required for the State’s business operations for the MDOS at 430 West Allegan Street, Lansing Michigan.  

The primary focus of this Contract is to obtain hardware, software, and application support for MECCA. The system will be hosted either by the contractor or MDIT depending on proposals submitted by the contractor.  Depending on the Contractor’s proposed hosting solution, the Contractor shall delineate the respective obligations and responsibilities of the Contractor or MDIT.  The minimal services required are as follows:  (order does not imply importance)

· Hardware hosting

· Hardware configuration

· Capacity planning

· Printing services

· Disaster recovery

· Redundant data centers

· Optional application development of a new module to provide MERTS functionality

· Application support [MERTS Plus (or rewrite) and MECCA]

· CFR Internet electronic filing

· Help desk support [MERTS Plus (or rewrite) and MECCA]

· Telecommunications

· Remote access

· Application testing environment [MERTS Plus (or rewrite) and MECCA]

· Application and system documentation

· Training

· System migration

· Performance management

· Backup, archival, and restoration services

· Security procedures

· Service level performance

· Service level reporting

· Data confidentiality

· End of contract conversion process

· Appropriate contractor staffing

· Project management services required to accomplish the contract requirements 

1.102 OUT OF SCOPE

The contract scope does not include any hardware, software or application support for the Qualified Voter File.  Nor does the scope of this contract include any responsibilities for hardware, software or support that is the responsibility of MDIT.

1.103 ENVIRONMENT (CURRENT)

HARDWARE (CURRENT)

The detail of the current system hardware can be found in Appendix C. 

The development/test environment and production environment are maintained on two separate servers.  The file system for the production environment is also maintained on a separate enterprise-class server with a one-terabyte capacity each at Primary Production Site and Secondary Production Site.

OPERATING SYSTEM (CURRENT)

The current operating systems in the Elections Compliance Core Applications are Unix/Solaris and Windows 95-Vista.

DESKTOP WORKSTATIONS (CURRENT)
The Desktop Workstations are provided by and maintained by MDIT and meet MDIT standards.  The Bureau is currently working on Windows 2000.  In 2007, the Bureau will be receiving new PCs with Windows XP operating system. 

SOFTWARE LISTINGS (CURRENT)
A description of the current system software can be found in Appendix C.  

DATABASE (CURRENT)
A description of the current system architecture can be found in Appendix B, System Architecture, which contains the schemas of the Campaign Finance and Lobby Systems.  

· Currently the system is running Informix Dynamic Server provides High Availability Data Replication (HDR), which uses two active instances of IDS.  
NETWORK (CURRENT)
The system operates via a primary production environment located in Michigan (Primary Production Site Data Center) and employs a fully mirrored secondary production environment location (Secondary Production Site Data Center) as a fail-over site.  Because these sites are mirrored, the data in both Primary Production Site and Secondary Production Site is continuously replicated to be consistent and current.  In the event that Primary Production Site becomes non-operational, all activity (Bureau staff, MERTS filers, users of Bureau public Web site) is routed to Secondary Production Site.  

All system transactions from users of the Bureau’s public Web site and all MERTS Plus filers interact with the servers running on a dedicated DS3 line located within a DMZ.  The system uses multiple servers for balancing of heavy system traffic and load.  The approach must allow for the auto fail-over of server traffic.

The PCs used by the Bureau’s staff have direct access to the production server via a dedicated T1 line.



LOCATIONS (CURRENT)
The primary production environment is hosted in Lansing and the secondary production site is hosted in Virginia.

CAPACITY PROJECTIONS (CURRENT)
The Bureau expects the capacity of the system will increase at a moderate rate.  The Bureau has plans to reduce the amount of images in the system and begin purging some of the records from the system to assist in maintaining a moderate increase in the capacity of the system.

WORKLOAD PROFILE (CURRENT)
Volumes:

Election Management Volumes
The Bureau's Elections Management volumes are centered in the even year, however, work begins in the odd year before and continues into the next odd year.  There are four scheduled elections each year; however, the Bureau only manages the data for the state and federal elections in August and November of each even year.  The data volumes consist of approximately 1,000 candidate filings that are received and keyed.  For the August Primary Election, the election results are received from the 83 counties and entered into the system and displayed on the Internet.  For the November General Election, the election results are received from the 83 counties and entered into the system.  In addition, the General Election precinct level results are keyed or electronically filed into the system and displayed on the Internet. This is usually completed in March of the following year.  With the county-by-county numbers and the precinct level data, there are over 1,000,000 election result numbers entered into the system each cycle.

Campaign Finance Volumes
The Bureau's Campaign Finance volumes are different depending on even and odd years.  In odd years, we experience four major filing deadlines.   In 2005, 10,080 entries were made in Committee Tracking.  Of the 10,080 entries, 4,609 were correspondence received or sent by the Bureau.  The vast majority of the balance (5,135) was campaign statement filings received.  During 2005, 2,656 filings were received electronically with approximately 400,000 individual transactions loaded into the database.  Summary Page data is keyed from the paper filings and available via download on the Internet.  All of the documents sent and received by the Bureau are also represented as images on the Internet.  

In even years, we experience eight major filing deadlines and several minor filing deadlines.   In 2006, 19,819 entries were made in Committee Tracking.  Of the 19,819 entries, 6,813 were correspondence received or sent by the Bureau.  The vast majority of the balance (12,520) was campaign statement filings received.  During 2006, 7,041 filings were received electronically with approximately 900,000 individual transactions loaded into the database.  Summary Page data is keyed from the paper filings and available via download on the Internet.  All of the documents sent and received by the Bureau are also represented as images on the Internet. 

Lobby Registration Volumes
The Bureau's Lobby Registration volumes are evenly distributed each year.  Each year, there are two major filing deadlines where we expect approximately 2,600 filings.  In 2006, a total of 8,442 entries were made in Lobby Tracking.  Of the 8,442 entries, 1,723 were correspondence received or sent by the Bureau.  The vast majority of the balance (6,528) was financial report summary filings received.  During 2006, 1,588 filings were received electronically.  All data is either loaded or keyed into the database resulting in approximately 20,000 individual financial transactions loaded into the database.  

Casino Registration Volumes
The Bureau's Casino Registration volumes are evenly distributed each year with approximately 500 registrations and terminations filed each year.  No financial data is filed under this statute.  The registration information is displayed on the Internet.

DISASTER RECOVERY REQUIREMENTS AND PRIORITIES (CURRENT)
The Bureau has taken the disaster recovery of the system very seriously.  This is supported by the creation of the Secondary Production Site which runs a complete mirrored system of the Primary Production Site in Lansing.  The fail-over site is continuously operational and the transition period to the site is within three (3) hours of the determination to switch to the Secondary Production Site.  

DEVELOPMENT TOOLS/LANGUAGES (CURRENT)

JAVA, ANT, C, C++, Javascript, Microsoft Visual Studio, Microsoft Access, Microsoft Word macro language, Informix 4gl, Informix esql/c, Informix SPL, PHP, Perl, Unix Scripting languages (bourne, korn, cshell),Ghostscript, HTMLDOC, CSS.

BROWSER (CURRENT)
All of our applications support the State standards Internet Explorer and Netscape. A few internal applications are developed only to be run in Internet Explorer. They contain strict security rules etc. NICT also supports and tests application using the Firefox browser since approximately 10% of the BOE application users are utilizing Firefox as their browser.

REPORTING TOOLS (CURRENT)
Microsoft Access, Java, Ghostscript, Adobe, HTMLDOC, Informix 4gl

INTERFACES (CURRENT)
Primary:

· Data via Informix HDR (High-Availability Data Replication) and the file system is replicated with UNIX rsync. 

· An ODBC layer serves as an interface between the front-end back office apps and the backend database. 

· The MERTS parser interfaces electronic filing data to the backend database.

CURRENT ENHANCEMENTS UNDER WAY (CURRENT)
The Bureau is not working on any enhancements to the current system as this time.  

LEVELS OF USERS (CURRENT)
The Bureau has four levels of users:  1) the level of Administrator has full access to all of the user functions in the system, 2) the level of Analyst has access to fewer functions of the system, but can perform all of the functions necessary to complete their jobs, 3) the level of Administrative Support is used for staff that enters specific data and is allowed to change certain information in the system, 4) the level of Filer uses a Windows-based terminal.  Internet connections seem to be split between PAC (and other larger committees) using high-speed connectivity and the Candidate committees still utilizing the dial-up connectivity. Experience often varies with computer knowledge and application experience due to committee personnel rotation between election cycles.
OTHER SYSTEM/APPLICATIONS REQUIRING INTEGRATION (CURRENT)
None
1.104 WORK AND DELIVERABLES

The Contractor shall provide deliverables/services and staff, and otherwise do all things necessary for or incidental to the performance of work, as set forth below.  All requirements are mandatory except where specifically described as optional.

The Contractor must migrate the current system with all of the current functionality and efficiencies to the designated location for hosting.  The Contractor is in no way restricted to the current configuration and is encouraged to make recommendations for changes.  Any changes to the current configuration of the system, including software or hardware, must be detailed with an explanation to and approved by the CCI.
SYSTEMS TO BE SUPPORTED

The Contractor will provide support to the following applications.  Detailed requirements of each application are provided in Appendix A.  The selected Contractor will have access to all source code owned by the State.

The Contractor will work with the Bureau to ensure that all functions of the current system are present in the new hosting environments.  The efficiency of the system must meet or exceed the efficiency of the current system.  A response-time baseline will be established before transition.
· Campaign Finance Act, Committee Tracking Module.

· Imaging or Scan Module

· Login Module

· Payments Module

· Letters Module

· Batch Letters and Notices Module

· R2 Module

· Electronic Filing/Keying Database 

· Elections Management System (EMS) 

· Precinct-by-Precinct Results Module

· HAVA Performance Standards Module

· Lobby Registration Act, Lobby Tracking 

· Login Module

· Payments Module

· Letters Module

· Batch Letters and Notices Module

· Casino Registration Act, Casino Tracking Module  

· Judicial Database 

· Reports Module

· Internet Access to Campaign Finance searchable database, Lobby searchable database, Casino searchable database, EMS and Precinct results

	





FACILITIES (DATA CENTERS) 

The State wishes to retain the flexibility of selecting proposed infrastructure hosting options that provide the most benefit for the State.  Contractor’s are encouraged to submit two optional hosting scenarios in their proposals that delineate costs, designs, benefits and issues for (a) a contractor-hosted solution, and (b) a State/MDIT hosted solution.  The state wishes to select the option that maximizes lower costs and benefits.  

However, contractors are not required to submit both scenarios in their proposals if they are firmly declaring in advance to one or the other option.  The decision to declare to one or the other option must be clearly stated in the proposal. The scope (both in scope and out-of-scope) of all activities and responsibilities being assumed for a given option must also be clearly described.  If an MDIT-hosted option is being declared, then no hosting cost information for that option is to be submitted. The contractor would need to utilize the State of Michigan remote access solution, Cisco IPSEC VPN with SecurID or Dial-up with SecurID, to manage the systems. Each support technician will need a SecurID. However, the contractor must still submit recommended infrastructure designs and specifications.  If a contractor-hosted option is being declared, all details, including cost breakdowns for hosting, must still be provided. 

The following applies to contractor-hosted scenarios:
The Contractor is not required to dedicate the hosting facility serving the Bureau solely to the Bureau.  However, the Primary Production Site must be located in an agreed upon location.  The Secondary Production Site must be located at a physically separate location.  

This secondary production environment referred to as Secondary Production Site Data Center will be a fail-over site.  Because these sites must be mirrored, the data in both sites must continuously replicate to be consistent and current.  In the event that Primary Production Site becomes non-operational, all activity will be routed to Secondary Production Site.  The Contractor is expected to make recommendations for locations of Primary Production Site and Secondary Production Site based on the stated needs of the Bureau in this RFP.

The development and production environments must be maintained on two separate servers.  The file system for the production environment must have sufficient storage capacity.  

The Contractor will be responsible for all aspects of the systems operation including, but not limited to:  workload scheduling, performance management, capacity management, change management, problem management, service level management, resource accounting, end-of-contract exit process and disaster recovery. 

All system transactions from users of the public Web site and all MERTS Plus filers will interact with the web servers located within a DMZ.  The configuration must minimize the risk of intrusion due to the limited access to the primary production servers and file system.  The configuration must be scalable and load-balanced to handle heavy Internet traffic or peak electronic filing submissions.

The Bureau staff must have direct network access to the production environment via a dedicated circuit if the Contractor will be hosting the environment.

	Q26. 
	Have you provided a secondary production environment meeting the requirements of this section, as the fail over site must be available to public users immediately in the event that site one fails.

Explain how you would implement the fail over site.


	Answer
	Provide Response In Attachment 1


	Q27. 
	Have you provided a public web site within a DMZ that minimized the risk of intrusion.

	Answer
	Provide Response In Attachment 1


	






OPERATING ENVIRONMENT

The Contractor will provide separate production, test, development and other operating environments that are compatible with one another to support software migration and future enhancements.

The Contractor will use a version management tool to promote code from one environment to another in a smooth and controlled manner.  The contractor must comply with MDIT Change Control procedures for production changes.

The Contractor will establish a reporting structure and process to keep the Bureau informed concerning significant technical events or changes in any of the operating environments.

The Contractor will support all production application software and all applicable production processing to include online transaction processing and all forms of production batch processing.

The Contractor will provide the necessary processing capacity, complete data center operational support, system programming support and systems software support required to support the Bureau’s application software.

	Q28. 
	Explain what State standard operating system you would use (Oracle or Sequel Server) to develop the system and why.


	Answer
	Provide Response In Attachment 1


	



HARDWARE

Under the contractor-hosted option, the Contractor will provide the necessary hardware to support the system.  This includes, but is not limited to CPU, disk storage, archival media, print, output distribution, Web hosting, firewall/security and communication capabilities to be compatible with the requirements of and to adequately meet specific performance goals for applications.  The equipment is not required to be dedicated to this contract as long as other co-usage does not hinder, interfere or provide a security risk with the performance of this contract.  

If any of the hardware proposed for use in any hardware category is different from the existing hardware currently used for the Bureau in the current environment, the Contractor will detail:

· the reason for the recommendation,

· advantages and disadvantages of the proposed system hardware, 

· the conversion process, any additional work the Bureau will be required to perform for the conversion, 

· any additional work that exceeds the work required to use the existing hardware that the Bureau will need to undertake to use the hardware, 

· any training the Contractor will offer to the Bureau on the proposed products and 

· any additional costs associated with the conversions and training activities.

The Contractor will provide any hardware or software required to support the network printers currently in use, without the loss of any current network capabilities.

The Contractor must provide a comprehensive security plan which must be approved by MDIT Office of Enterprise Security. 

NETWORK

The Contractor will maintain the use of asynchronous data replication.  All supported systems must meet or exceed current standards.

· Back up:  Mirroring data and media backup required (full back-up weekly and incrementals daily).

· Virus Protection:  Virus protection and intrusion protection must also be included.
	Q29. 
	Do you have the prior experience and ability to meet the Network requirements detailed above.

	Answer
	Provide Response In Attachment 1


	



WORKLOAD PROFILE  

The Bureau’s processing workload fluctuates significantly as measured on an hourly, daily, weekly, monthly or annual basis. The State’s Election Cycle primarily drives the workload and the Bureau must service the workload within acceptable service levels whenever it occurs.  The Bureau is concerned that the Contractor fully understands the fluctuating nature of this workload and the requirement to have adequate capacity available to handle the workload as it occurs.  The Bureau requires a solution that provides adequate capacity as required with minimal disruption of service due to hardware capacity upgrades. Unanticipated and unplanned disruptions during peak periods must be avoided.  Contractor should detail their understanding of the Bureau’s processing environment and the Bureau’s concerns, and should provide a detailed explanation of how capacity planning and capacity management disciplines will be used to provide the service the Bureau requires. Additionally, Contractor should provide a description of the capacity that will be immediately available for the Bureau’s workload.

	Q30. 
	Do you have the prior experience and ability to meet the Workload Profile requirements detailed above.

	Answer
	Provide Response In Attachment 1


	



COMPUTER OPERATIONS

Depending on hosting options being specified, the Contractor will provide all necessary computer operations services to support the process of the applications such as, but not limited to:  Operation of computer hardware, hardware and data center maintenance activities, disk maintenance, Web hosting services, control and operation of online systems, support of “on request” jobs or reporting, support of “re-runs” when necessary, operation of applications at peak machine efficiency and in a manner conservative of site resources, the Bureau staff and public Help Desk, daily coordination and communication between the Contractor’s Customer Services Representative (CSR) and CCI and provision of data center operations activities not mentioned here but relevant to processing for the applications.

GENERAL TECHNOLOGY AND CURRENCY REQUIREMENTS 

Contractor shall maintain all software which the Contractor provides to the Bureau pursuant to this RFP, at the most current release level (including initial release and all maintenance and enhancement releases) no later than six (6) months after general availability of the release, with the following exceptions:

· The current release will not properly function with other software products the Bureau requires;

· The Bureau is not prepared to authorize the Contractor to modify application programs to function with the new release, and;

· That Contractor and the Bureau mutually agree to delay beyond the defined six (6) month requirement.

In the case of the first two bullets immediately above, Contractor and the Bureau shall mutually agree to establish a specific and reasonable schedule for implementing the release at the time the Contractor or the Bureau identifies that a conflict exists.

Contractor shall assure and maintain software compatibility with all hardware the Bureau currently utilizes.

Contractor shall establish and maintain a documented multi‑year, Bureau-specific technology plan that includes both hardware and system software technology.  

The Bureau agrees to work in concert with Contractor and to provide business objectives, application plan and other related data. 

Contractor’s technology plan shall include an overview of the general technology plan for the data center providing services to the Bureau.

Contractor shall establish the initial Bureau-specific technology plan as soon as it is reasonably possible after Contract execution, but no later than the date the Bureau transitions its processing to Contractor.

Contractor shall establish, on at least an annual basis, a detailed review of the technology plan and shall modify the plan as appropriate to meet the Bureau’s business objectives.

Contractor shall use industry best practices to continually evaluate and identify relevant software and hardware technology advances and propose options to the Bureau which the Contractor views as potentially advantageous to the Bureau.

Contractor's data center facilities, and associated supporting systems used to provide services to the Bureau, shall meet or exceed MDIT Standards for a Tier III data center:

· Facility support equipment (i.e., HVAC, Uninterruptible Power Systems, motor generators, turbines, communication facilities, etc.); Multiple power and cooling distribution paths with only one active; redundant components; concurrently maintainable less than 1.6 hours downtime per year

· Maintenance practices;

· Security equipment and practices (i.e., physical site security, software security, access control, etc.); Security camera’s in place at all sites, access requires an access security card.
· Safety equipment and practices (i.e., fire suppression, alarms, smoke detection, etc.). An incipient level smoke detection system should be installed, and

· Reliability and redundancy practices (i.e., multiple power feeds, multiple communication facility routings, etc.).

GENERAL SYSTEM SOFTWARE REQUIREMENTS

See Appendix C for a list of current System Software.

The Bureau uses a set of system and application software that has generally been selected based on an evaluation that determined the software provides the functionality that best satisfies the defined needs.  The Bureau is generally satisfied with this software and the functionality it offers.  The Bureau is concerned that acceptance of any alternative software, as proposed by Contractor, will result in decreased or insufficient functionality, which will require significant conversion effort, or that the Bureau will not be fully equipped to evaluate alternative recommendations.

If the Contractor is opting to host the system, it is the Contractor’s responsibility to keep all operational and application software compatible with the newest established technology standards.  If the hardware or software markets make significant changes and/or improvements that require modifications and/or rewrites of the Bureau’s applications, it is the Contractor’s responsibility to keep the Bureau’s systems current with the latest technology advancements.  The cost of such changes should be spread evenly over the life of the contract.

The Bureau is concerned with how Contractor will price future changes to this software/application portfolio.  The Bureau recognizes that the Change Authorization Process will define how future changes will be implemented, but the Bureau requires that Contractor establish a formula that defines the maximum charges applicable for future software/application additions outside the scope of this RFP.  Any software licenses procured by the Contractor to maintain or enhance the system will be owned by the State.  

The Bureau requires that the maximum charge for additional software/application should not exceed the lowest net price Contractor pays for the software license plus 0% markup.  

Contractor is required to confirm that they will make a reasonable effort to reduce this additional software/application cost to the lowest possible level by means such as usage-based licensing, shared cost, etc. 

Additionally, Contractor is required to pass on any reasonable cost reductions due to discontinued usage of software previously in use pursuant to work defined in this RFP.

SYSTEM MANAGEMENT SOFTWARE (Contractor-hosted Option):  Contractor shall provide sufficient system management software, such as the operating system, backup storage management, performance monitors, and system tuning software to maintain and monitor the agreed upon service levels.  Contractor will use the system management software in the automation of data center operations to provide efficient, cost effective usage of data center resources.

REPORT MANAGEMENT AND DISTRIBUTION SOFTWARE:  Contractor will provide report management and distribution software to support application reporting and distribution activities.  The supplied reporting software will:

· Be easy to learn and user friendly, allowing users to view reports online, and then print all or designated portions of the report;

· Include self‑use training materials, such as an online help feature and an online tutorial;

· Allow support standard ongoing report printing and distribution patterns.

BACKUP, ARCHIVAL, AND RESTORE SOFTWARE (Contractor-hosted option):  The Contractor will be responsible for providing all backup, archival, and restoration software.  Describe Contractor’s proposed level of software support in the areas of data backup, archival, and restore available at Contractor's data center.  Include at a minimum:

· Operating system features and utility programs

· Access method features and utility programs

· Database features and utility programs that contribute to the overall solution of the backup, archival, and restore issue

· Backup features

· Archival features

· Restore and recovery features

· Batch and online backup and recovery features

· Database rollback features

· Data logging features

· Any other features or comments pertinent to this subject that Contractor feels would be helpful or relevant

SECURITY SOFTWARE (Contractor-hosted option):  The Bureau must be able to maintain control of all security management functions, particularly those with a direct impact on the application software and its data.  Due to confidentiality requirements of State and federal laws, statutes and ordinances, the Bureau must employ controls and establish appropriate audit trails on all operating system and application files, user and operator IDs, archival methods and network connections.  The operating system environments must not share connections (direct, shared, chained or switchable) with any operating system environments not used by the Bureau without the direct and specific approval of the CCI.  Contractor will provide data center security software with the capability to protect items such as, but not limited to:

· System level access

· On‑line access

· On‑line transactions

· Program libraries

· Datasets

VIRUS PROTECTION SOFTWARE (Contractor-hosted option):  Virus protection software will be provided by Contractor to protect all software used in support of, or created pursuant to this contract. 

	Q31. 
	Do you have the prior experience and ability to meet the General System Software requirements detailed above.

	Answer
	Provide Response In Attachment 1


	



DATA PROCESSING SERVICES REQUIREMENTS, OPERATIONAL STANDARDS AND PROCEDURES

Contractors who are opting for a contractor-hosted option will deliver to the Bureau a draft Data Center Standards and Procedures Manual (to be used in connection with its services) within eight (8) weeks of the effective date of the Contract.

This draft Manual will then be subject to a review and approval process to be conducted by the CCI.

This review will be completed within thirty (30) business days following submission to the CCI and the resulting standards and procedures will be implemented upon approval of the Manual.

All Contractor staff servicing the Bureau account will be required to follow the approved operational standards.  Standards will be written in a clear and concise manner, as follows:

· Standards shall plainly state whether the rule is rigid (must, shall, will), advisory (should), or permissive (may).

· Standards shall clearly spell out exceptions.  If none are given, then none shall be permitted.

· Standards shall specify authority and responsibility.

· Standards shall be consistent.  One standard must never contradict or confuse another standard.

The Data Center Standards and Procedures Manual will have a periodic revision schedule and will be kept up-to-date by the Contractor.  Revisions will be submitted to the CCI for review and approval.  The following will be included:

· Each standard will include an effective date and, once revised, a revision date.

· The Manual shall include an index that lists the latest date for each standard.

· Revised standards will be issued when major events affecting standards occur.

· A cover memorandum describing the scope of the revision will be issued with each revision.

· When a revision is issued, changed information will be identified. A vertical bar in the margin next to changed material will be used for this purpose.

The Data Center Standards and Procedures Manual will be available in electronic media format (MS Word or approved alternative), with normal document and text features, such as machine searches on key words and phrases.  All production migration procedures shall be included or reported in the Data Center Standards and Procedures Manual.

Contractor shall provide policies and procedures for security, including the management structure as well as the development, implementation, monitoring, evaluation, modification, and documentation of strategies for security management, as a part of the Data Standards and Procedures Manual.

	Q32. 
Q33. 

	Q34. 
	Do you have the prior experience and ability to meet the Data Processing Services Requirements, Operational Standards and Procedures detailed above.

	Answer
	Provide Response In Attachment 1


SYSTEMS PROGRAMMING SUPPORT

Contractors opting for the contractor-hosted option will provide the necessary and requisite systems programming support required to keep the specified operating environments and application code functioning in good order.

Contractor shall keep all software on a compatible release currently supported by the applicable Contractor.

Contractor will provide appropriate personnel trained in systems programming to meet the needs of the Bureau and to maintain a technologically current environment in the Bureau data center.

Contractor shall develop a Quality Assurance process to assure the development of quality programs.  

	Q35. 
	Can you provide Systems Programming Support as detailed above.

	Answer
	Provide Response In Attachment 1


	



BACKUP, RETENTION AND RECOVERY SERVICES

Contractors opting for the contractor-hosted option will perform all backup, retention, and recovery procedures for the Bureau. 

Contractor will provide a minimum of one daily backup of all active datasets and the retention of current copies of all applications software, as well as retention for extended periods as directed by the CCI.  Selected production dataset backups may be needed with greater frequency than daily.  Keeping an identical mirrored system including programs, software, and operational staff in a second location may possibly meet this requirement.

Contractor will maintain a transaction log to allow the restoration of all transactions processed since the last backup, including the option of the transmission of the transaction log to a remote site several times during the day.

The Contractor will provide a detailed plan for keeping the two data center’s files synchronized providing data integrity.

Contractor will allow the Bureau the option of downloading copies of the applications software and applicable datasets to a location it designates.

Contractor will provide the same standards of processing, storage, security, access, and data integrity for the backup copies.

	Q36. 
Q37. 

	Q38. 
	Do you have the prior experience and ability to provide Backup Retention and Recovery Services as detailed above.

	Answer
	Provide Response In Attachment 1


SECURITY MANAGEMENT & RELIABILITY

For contractor-hosted options:

Contractor will support the following security management requirements as agreed to by the Bureau:

The Bureau desires to maintain control of all security management functions, particularly those with a direct impact on the application software and its data. Due to confidentiality requirements of State and federal laws, statutes and ordinances, the Bureau must employ controls and establish appropriate audit trails on all operating system and application files, user and operator IDs, and network connections.  

Contractor shall select and maintain the data processing facilities to provide low vulnerability of the location to natural disasters, such as flooding, earthquakes, damaging winds or other destructive events. 

Contractor shall provide and maintain a data processing facility, which minimizes the possibility of fire damage.

Contractor shall prevent unauthorized persons from having physical access to the processing facilities and critical areas within the data center, to include power supply facilities.

Contractor shall provide controls to limit physical access to communication devices and processes.

Contractor shall provide reliable equipment and establish maintenance practices, including preventive maintenance and maintaining on‑site spares, to ensure that service interruptions are minimal.

Contractor shall provide controls for system access to limit access to only personnel specifically associated with applications, both during regular operations and in emergency conditions.

Contractor shall provide program and data access change controls.

Contractor shall provide security procedures for the protection of on-site and off‑site application software and data storage and facilities.

Contractor shall provide the Bureau staff access to the security logs upon request.

Contractor shall provide the Bureau staff training required to interrupt the security logs.

Contractor shall provide the Bureau staff a downloadable copy of the security logs in the Bureau’s designated format.

Contractor shall provide for replacement of key personnel who become incapacitated or whose services are otherwise suddenly and unexpectedly lost within 24 hours.

Contractor shall provide procedures to detect and minimize the impact of hacking, security breaches, and physical damages, such as detection mechanisms, timely reactions to reduce the effect of detected problems, and recovery procedures; and to detect and prevent fraud.

Contractor shall maintain a log of access attempts, utilization, and down​ time, and provide reporting and monitoring capabilities, including:

· Logging to a remote and secure disk; and

· Providing a series of standard reports with the capability to sort on user‑defined parameters or selected data, based on user​-defined criteria (e.g., time period, level/type of employee, accessed programs and data, etc.).

Contractor shall be responsible for obtaining SAS70 reports or use other tools that document management assurance of internal controls.  [The American Institute of Certified Public Accountants (AICPA) developed the Statement on Auditing Standards (SAS) No. 70.  An SAS70 represents a service organization or service provider has been through an in-depth audit of their control activities, which generally include controls over information technology and related processes.]

Contractor shall develop, disseminate and periodically review/update security awareness and training policy and procedures.

Contractor shall provide a documented policy about media destruction and disposal.

Contractor shall cooperate with the Bureau to ensure that agreed upon security levels are met.

Contractor will ensure the systems security at the Secondary Production Site performs at the same level as that required for Contractor's Primary Production Site.

	Q39. 
Q40. 

	Q41. 
	Do you have the prior experience and ability to meet the Security Management and Reliability requirements detailed above.

	Answer
	Provide Response In Attachment 1


DISASTER RECOVERY SERVICES

The implementation of a complete disaster recovery system is an essential element of this project.  The Bureau must be able to respond in an effective and timely manner to both minor and major disruptions in processing.  The Bureau believes this can only be accomplished through the implementation of fully redundant data processing facilities providing effective service continuity and disaster recovery process.  

Contractor (or MDIT if an MDIT-hosted solution is adopted) will provide reliable systems protection, data protection, and disaster recovery for the applications that, at a minimum, comply with the Service Level Agreement conditions described below.

Contractor will develop an overall Bureau Disaster Recovery Plan.  The Plan will be a detailed description of all strategies, standards, procedures, schedules, and resources required to complete the disaster recovery process.  The document is a detailed work plan, which drives the disaster recovery effort.  The objectives of the Disaster Recovery Plan must include, among other things:

· Definition of roles and responsibilities.

· Ease of implementation.

· Quick restoration of operations.

· Currency and compatibility with normal operations.

The Disaster Recovery Plan will contain detailed descriptions of all strategies, standards, procedures, schedules and resources required to complete the disaster recovery process, including such elements as:

· Step‑by‑step actions to be taken immediately and as part of a more detailed survey of damages to determine additional actions necessary.

· Members of the disaster recovery team including names, titles, responsibilities under the plan and contact information for key team members.

· Decision tree in a disaster situation.

· Actions required by the Bureau in a coordinated disaster recovery plan, and impacts on processing during the recovery process.

· Security provisions at original, secondary and recovery sites during recovery.

· Backup provisions including off‑site storage during recovery.

· Periodic testing procedures, live and simulated, for the disaster recovery plan.

· Long‑term planned solutions, such as rebuilding the data center.

The Disaster Recovery Plan will provide that the CCI will make the ultimate decision as to whether to declare a disaster.

Contractor will develop an overall Disaster Recovery Manual.  The Manual will be a detailed reference guide that provides technical specifications, telephone numbers, and addresses of key disaster recovery team members, special processing characteristics, and other system specific detailed reference material.  The Disaster Recovery Manual serves as a supplement to the Disaster Recovery Plan.  Contractor, in conjunction with the Bureau, will develop a Disaster Recovery Test Plan.

· The Bureau will retain overall responsibility for the Test Plan, but will expect Contractor to cooperate fully with all disaster recovery procedures.

· The Test Plan will specify rigorous testing procedures, which are designed to certify the quality of the Bureau Disaster Recovery Plan.

· The test plan will define the goals, scope, and schedules for evaluating the quality of recovery test teams, data, computer equipment, and resources.

· The goal of disaster recovery testing will be to evaluate the proficiency and competence of resources necessary to complete a disaster recovery implementation.

· The test plan will include each team member required to perform the actual implementation and describe his or her roles and responsibilities.

· The Disaster Recovery Test Plan will be executed at least once every twelve (12) months.

· Written evaluations of test results are to be used to improve disaster recovery procedures and refine the recovery plan.

The secondary production site hardware, software and data will continue to meet or exceed the agreed upon service levels, including those for processing, storage, security, access, and data integrity.  Other backup site requirements include:

· Contractor will plan, arrange, test and provide a Secondary Production Site, which will not be affected by the declaration of a disaster at Contractor's Primary Production Site.

· The Secondary Production Site shall be accessible by airports, major highways, and other public transportation, and located within the continental United States.

· The Secondary Production Site will contain hardware and communications facilities, which are sufficient to handle normal processing loads.

· The backup processing site will be available for the Bureau inspection at any time at the Contractor’s convenience, upon 12-hour notification.

In the event of a declaration of a disaster by the CCI at the Primary Production Site, Contractor will restore processing at the Secondary Production Site within 3 hours.

The CSR or a designated representative will be available 24 hours per day, 7 days per week in order to receive official notification of a disaster and to coordinate Contractor's response to the disaster.  Upon official declaration of a disaster by the CCI, Contractor shall immediately initiate and execute the procedures to satisfy its responsibilities as described and defined in the overall Disaster Recovery Plan.

Contractor will maintain a complete and current backup copy of:

· All production application software

· All production application data

· All operating system software and other applicable system software

· All other files or software deemed necessary to restore the Bureau’s operating environments to an alternate site, if need be

Contractor will provide another complete and current backup copy of all files or software deemed necessary to restore the Bureau’s operating environments to an alternate site. The Bureau will maintain this back-up copy.

	Q42. 
	Do you have the prior experience and ability to provide the Disaster Recovery Services detailed above.

	Answer
	Provide Response In Attachment 1


	



CAPACITY MANAGEMENT

Contractor will perform the necessary capacity management activities to ensure that the Bureau will have the necessary computing resources available to meet the agreed‑upon service levels, as detailed in the Service Level Agreement (SLA).

DEVELOPMENT SOFTWARE AND SERVICES REQUIREMENTS

Contractor will provide tools, and development support services, which include, but are not limited to, access to all current and future development tools required by applications development and support personnel.

Contractor shall utilize development software that is equivalent to the development software that exists today.

The Contractor will provide full and complete system and application documentation.  The Bureau will provide all current documentation it has to the selected Contractor.   It will be the Contractor’s responsibility to assure the documentation is complete and accurate within six (6) months from the establishment of the contact.

When the Contractor makes changes to any of the Bureau’s systems or applications, it is the Contractor’s responsibility to update or create new documentation.  All modified or new documentation must be completed with 30 days (or sooner) of the change.  The CCI must approve all documentation before the Contractor’s responsibility will be considered completed.  The CCI will approve the format to be used to create the documentation.

REQUIRED SYSTEM ENHANCEMENTS

The Contractor shall provide a bank of hours annually of at least 775 hours.  Hours left over at the end of a fiscal year will roll into the next year and be added to the available bank.  No hours will be lost at the end of any fiscal year.  The Contractor can alternately propose a single allotment of hours of 3,875 for the initial five (5) years of the contract to be used as needed throughout the life of the contract.  Yearly extensions to the contract would provide for the 775 hours annually with all other provisions applying.

The additional hours will be prioritized and approved by Bureau for application development, enhancements, repair and support deemed necessary by the Bureau and may include but not limited to:

· Additional Maintenance and Help Desk Support

· Consulting and Advisory Services to the Bureau

· System Planning

· Design and Development

· Training Support

· Administrative Support

· Documentation

· Other Bureau Directed Initiatives

The Contractor and the CCI will develop an annual plan for the bank of hours usage to ensure that no hours will be lost to the Bureau.  

The Contractor must provide the actual rates for the following categories of resources that will be available to the Bureau.  The Contractor may average the cost of the categories of resources as a basis for determining usage.

1. Database Administrator

2. Certified Instructor

3. Applications Instructor

4. Internet/Intranet Developer

5. Program Manager

6. Programmer

7. Analyst

8. Systems Architect

9. Systems Engineer

10. Systems Technician

11. Technical Writer/Documentation Specialist

	Q43. 
	Provide estimated rates for the above personnel.

	Answer
	Provide Response In Attachment 1


	



SERVICE LEVEL REQUIREMENTS

If the Contractor is proposing an MDIT-hosted solution, the Contractor shall delineate which of the following requirements will apply to MDIT and which will apply to the Contractor.

The critical nature of the Bureau applications requires a system of high reliability, availability, and performance.  The users and taxpayers expect this system to respond in the needed timeframe and with accuracy each time it is invoked.  Contractor is expected to work with the State in a spirit of cooperative harmony to ensure that the established standards of reliability, availability, and performance are maintained.

A decision to outsource the Bureau’s processing facilities and services represents a certain level of risk from which the Bureau must protect itself.  Therefore, to provide the necessary protection, the Bureau requires the establishment of an agreement of service levels to be provided by Contractor.  The agreed upon service levels are to be monitored and measured periodically.  The detailed service level data from the measurement and monitoring effort are to be processed and summarized into clear and concise management reports that are consistent with and accurately support an assessment of the degree of compliance for each guaranteed service level.  

Generally, all service level monitoring, measurement, and reporting will be conducted by Contractor personnel and validated and verified by the CCI or a designated representative. 

Service level reporting is to be done periodically, consistent with the priority and importance of the measured or monitored item and in accordance with the published service level requirements.

If there are other items not identified in this section, which lend themselves to service level agreements, then Contractor is encouraged to include such items in their response to the RFP.

Response Times

· Response times are essential for the Bureau because long delays in system response result in inefficiency and low productivity for employees and results in poor service to the customers.  The goal of the Bureau is to deliver a transaction response time of no more than five (5) seconds on average for all, or at least 98% of the transactions.  The five (5) second objective is based on a three (3) second objective for internal CPU processing, and a two (2) second objective for delivery through the network (dedicated data line) to the Bureau staff.

· Transaction response time is defined here as the elapsed time from the moment the Bureau staff transmits a message to the moment the respondent message is received on the Bureau staff’s PC.

· The Bureau recognizes there cannot be any guarantees of transmission times when using the Internet as the communications transport.  The Bureau will allow for different response times for the customers using the Internet to access the Bureau data.  The goal of the Bureau is to deliver a transaction response time of no more than three (3) seconds on average for all, or at least 98% of the transactions.  The three (3) second time object is based on objective for internal CPU processing.

· For those customers (non-Bureau staff) accessing the Bureau data via the Internet, transaction response time is defined as the elapsed time from the moment the web servers receive a request to the moment the respondent message is sent to the Internet for delivery.

Normal Availability Summary

· Bureau production is 7 a.m. ‑ 7 p.m. Monday through Friday.

· Batch filling processing 24 hours/day Monday through Sunday.

· All times are displayed as local Lansing, Michigan time.

· Contractor must commit to the above listed normal availability summary.  In addition, Contractor's scheduling process must be flexible enough to allow for pre‑planned schedule changes and emergency availability requests.

· While the Bureau generally does not provide processing availability for its staff on official State of Michigan holidays, workload variations may require availability on holidays.

· Batch filing processing must be permitted during production online hours without degradation to the response time detailed in the Work Statement.  

The Contractor will conform to the service level requirements detailed below. 

MECCA Service Level Agreement

If the Contractor is proposing an MDIT-hosted solution, the Contractor shall delineate which of the following requirements will apply to MDIT and which will apply to the Contractor.

Contractor Responsibilities 

This Service Level Agreement details the level of service that the Bureau will receive for all MECCA deliverables as defined in this Contract and describes the basis by which these services will be measured, monitored and reported during the duration of the Contract.  The deliverables relate to the hardware and application software specified within the MECCA Systems.

Service Level Reporting

Contractor agrees to provide periodic service level reporting designed to track project status, application and support performance levels and application monitoring results.  Each report will be presented in a mutually agreed upon format.

Delivery of Services

Contractor is responsible for delivery of technical and support services for the applications as described within the Contract.  Procedures must be developed and approved by the CCI.  Each of these procedures is subject to periodic review and mutually agreed to process modifications are anticipated from time to time.  In the event that a modification to any of the above mentioned procedures is approved and jointly implemented by the Bureau and the Contractor, the Contractor’s responsibilities will also be adjusted to conform to these modifications. 

System Uptime

The Contractor is responsible for the operation and uptime of the applications for the MECCA project, exclusive of items identified in this contract.  This includes the maintenance of a primary Michigan-based production environment and a secondary, mirrored and geographically dispersed fail-over production environment.  

The Contractor will make every reasonable effort to maintain the MECCA applications availability and response times at a level equal to or better than the general system performance metrics recorded prior to the implementation of the initial Data Processing Facilities and Services.  This includes an application availability of 99% (availability) or greater during the Contract period.  This availability excludes mutually agreed upon downtime, scheduled maintenance periods, downtime caused by Excusable Failures or Harmful Code as defined below.

Upon the Contractor discovery of an MECCA application emergency or Primary Production Site inoperability, the Contractor Project Manager (CPM) will respond immediately using the processes developed by the CCI and CPM.  This response process includes the notification of the CCI, a determination of problem, an evaluation of resolution priority by CCI and CPM and as necessary, the reallocation of project resources to immediately bring the applications back to approved operating parameters.  

In the event application downtime is caused by a problem beyond the Contractor’s control, the CPM will notify the CCI immediately and make every reasonable effort to notify the responsible parties and cooperate with them to provide a contingency plan, workaround or permanent solution that restores operational status to the applications as soon as possible.

Except where agreed upon otherwise by the CCI and CPM, the Contractor will make the following level of support available to the Bureau:

	Issue
	Occurrence Period
	Time to Restore

	CONTRACTOR 

network failure that impacts public access to MECCA including Electronic Filing users 
	24 x 7
	Less than 4-hour correction time

	CONTRACTOR 

network failure that impacts Bureau staff’s access to MECCA
	Bureau Production Hours
	Less than 4-hour correction time 

Less than 2-hour correction time if within 24 hours of a Bureau CFR filing deadline day or a Bureau Election day.

	
	Bureau After Hours
	Less than 4-hour correction time OR up to one hour before start of next business day for Bureau

Less than 2-hour correction time if within 24 hours of a Bureau CFR filing deadline day or a Bureau Election day.

	CONTRACTOR 

hardware failure that impacts public access to MECCA including Electronic Filing users
	24 x 7
	Less than 4-hour correction time

	CONTRACTOR 

hardware failure that impacts Bureau staff’s access to MECCA
	Bureau Production Hours
	Less than 4-hour correction time 

Less than 2-hour correction time if within 24 hours of a Bureau CFR filing deadline day or a Bureau Election day.

	
	Bureau After Hours
	Less than 4-hour correction time OR up to one hour before start of next business day for Bureau 

Less than 2-hour correction time if within 24 hours of a Bureau CFR filing deadline day or a Bureau Election day.


Limitations  

The performance standards and response times set forth above are subject to the following limitations:

Scheduled Maintenance – The Contractor will require scheduled maintenance time periods each year in order to maintain and upgrade the MECCA infrastructure and applications.  Scheduled maintenance will typically occur after hours or during off-peak hours and will only be conducted following notification of and explicit consent from the CCI.  Service outages caused by such approved scheduled maintenance are not counted towards response time or application availability.

Primary Production Site Fail-Over – In the event that a fail-over from Primary Production Site (primary) to Secondary Production Site (back-up) is required, the Contractor staff will have three (3) hours to transition all applications to the secondary off-site data center.  The steps for this additional fail-over effort must be outlined as required by the Contract.  

Secondary Production Site Fail-Back – Unless otherwise required, the transition of applications from Secondary Production Site back to Primary Production Site will be handled in the same manner as scheduled maintenance.  Fail-back efforts will require the explicit consent of the CCI.

Failure to Conform to Response Times

If the Contractor is unable to conform to the service levels defined, the Contractor will (in coordination with the CCI) continue to make every reasonable effort to bring the applications back to within agreed to metrics.  If the Contractor misses the application availability, the Bureau CCI may evaluate the Contractor’s performance and determine whether the additional time required to bring the applications back within agreed to metrics results in any of the following: 1) a significant financial loss for the State, 2) a violation of legal statutes and agency mandates, 3) work stoppage, 4) data corruption, or 5) other potentially adverse issues that the CCI deems critical to the Bureau functionality.  

In the event that the Bureau’s services are adversely impacted by the Contractor’s failure to meet the application availability, the CCI may require that a calculated amount of project effort be added to the Bureau existing MECCA bank of hours balance set out in the Contract.  The maximum amount of project effort that may be added to the MECCA bank of hours is progressive and increases as the amount of time the state’s services are impacted increases.  This methodology reflects the increased impact of such a failure, as more time is required for resolution.  

The method for calculating the amount of effort that can be added to the bank of hours in response to a Contractor’s failure (as defined in the paragraph above) will be left to the CCI’s discretion and will not exceed more than one hour added to the bank of hours for every hour downtime that is experienced beyond the required Contractor response time.  Project effort added via this method will be considered effective immediately.  

Excusable Failure 

Neither the Contractor nor the Bureau shall be liable for any default or delay in the performance of its obligations under the Contract if and to the extent such default or delay is caused, directly or indirectly, by fire, flood, earthquake, elements of nature or acts of God, riots, civil disorders, the failure of the other party to perform its material responsibilities under the Contract (either itself or through another contractor), the failure of third parties, systems or processes outside of the control of the Contractor or Bureau (such as general Internet/State network failure), injunctions (provided the injunction was not issued as a result of any fault or negligence of the party seeking to have its default or delay excused), or any other cause beyond the reasonable control of such party, provided the non-performing party and its subcontractors are without fault in causing such default or delay, and such default or delay could not have been prevented by reasonable precautions and cannot reasonably be circumvented by the non-performing party through the use of alternate sources, workaround plans or other means, including disaster recovery plans, subject to the economic constraints of the project. 

In such event, the non-performing party will be excused from any further performance or observance of the obligation(s) so affected for as long as such circumstances prevail and such party continues to use its best efforts to recommence performance or observance whenever and to whatever extent possible without delay provided such party promptly notifies the other party in writing of the inception of the excusable failure occurrence, and also of its abatement or cessation.

Bureau Responsibility

Service Level Support

Bureau bears a general responsibility to report errors that prevent the applications from operating within the mutually agreed to metrics to the Contractor in a timely manner and to provide information and support the Contractor’s efforts to diagnose and correct such errors.  Bureau will use industry best practice effort in providing the Contractor with information to diagnose the root cause of the error to recreate the original problem in a controlled diagnostic environment.  The Contractor may require the Bureau to provide supervised access to a state system to enable the Contractor to gather additional diagnostic information. 
Upon the Contractor discovery of a MECCA system emergency or Primary Production Site inoperability, the Bureau must respond with urgency to the Contractor’s requests for information, verification of error correction and approval for migration of error corrections to the production environment.
The Contractor shall not be liable for any delays, failures or service outages that result from the State’s failure to provide timely information, approvals or consents, content or other deliverables necessary to maintain the MECCA system at the mutually agreed to metrics.  The Contractor’s performance and response times set forth in the Service Level Agreement do not include service outages caused by the State of Michigan, by its networks, by its applications on servers, by problems associated with State servers, failure of Internet connectivity due to State network unavailability or by changes to State specifications or standards that may be incompatible with MECCA system requirements and are implemented without adequate, prior notice and coordination.

Harmful Code

The Bureau represents and warrants to Contractor that no data, information or content shall be knowingly transmitted by State employees containing any program, routine or device which is designed to delete, disable, deactivate, interfere with or otherwise harm any software, program, data, device, system or service, including without limitation, any ‘time bomb,’ virus, drop dead device, malicious logic, worm, Trojan horse or trap or back door (collectively, Harmful Code).

Business Hours and Observed Holidays 

The Contractor working hours will be 8:00 AM to 5:00 PM Eastern Time, Monday to Friday, excluding statutory holidays for the State of Michigan (business hours).  The Contractor shall adjust and work additional hours needed for any filing deadlines or Election days as requested by the CCI.  Unless required otherwise, the Contractor shall recognize all holidays observed by the State of Michigan with the exception of Election Day.  

Confidentiality of Data and Information

All financial, statistical, personnel, technical and other data and information relating to the Bureau’s operation which are designated confidential by the Bureau and made available to the Contractor in order to carry out the Contract, or which become available to the Contractor in carrying out the Contract, shall be protected by the Contractor from unauthorized use and disclosure through the observance of the same or more effective procedural requirements as are applicable to the Bureau.  

If the methods and procedures employed by the Contractor for the protection of its own data and information are deemed by the Bureau to be adequate for the protection of the Bureau’s confidential information, such methods and procedures may be used, with the written consent of the Bureau, to carry out the intent of this section.

The Contactor shall not be required under the provisions of this section to keep confidential, (1) information generally available to the public, (2) information released by the Bureau generally, or to the Contractor without restriction, (3) information independently developed or acquired by the Contractor without reliance in any way on otherwise protected information of the Bureau.  Notwithstanding the foregoing restrictions, the Contactor and its personnel may use and disclose any information which it is otherwise required by law to disclose, but in each case only after the Bureau has been so notified, and has had the opportunity, if possible, to obtain reasonable protection for such information in connection with such disclosure.

	Q44. 
	Would you be willing to adhere to the Service Level Requirements detailed above?

Provide an example of a Service Level Agreement used in a similar contract.

	Answer
	Provide Response In Attachment 1


	




CONTRACTOR QUALIFICATIONS

A complete response is required to each of the following points that request general/specific background information:

Note:  The words "you" or "your" in this section represents (a) the Contractor and any sub‑contractors; and (b) each individual who is or will be an owner, principal or signatory to the response to this RFP or to any contract which might result from this RFP. Sub‑contractor data should be listed independently.

Business Organization Chart

Business Organization.  State the full name and address of your organization and, if applicable, the branch office or other subordinate element that will perform, or assist in performing the work defined in this RFP.  Indicate whether your firm operates as an individual or corporation.  If a corporation, include the state in which it is incorporated.  State whether you are registered to do business with Michigan State Government.

Company History

Provide a brief history of your company.  Include: (a) your mission and/or business purpose, (b) a discussion of why you chose to provide the type of services requested in this RFP, and (c) a description of your level of commitment to the success of the Bureau and to the services and service levels requested.

Business Organization Profile

Provide a business organization profile, defined here as that portion of the organization's business plan that describes the company or organization.  Include a list of principals and describe all associations such persons have with you.  The first part of this response must provide your profile.  The second part must provide a profile for each subcontractor, if any.

Product Line Description

Describe your "product line(s)."  State the industries or types of clients you service and the associated mix percentages.  Describe your customer base.

Description of Differences Between Other Contractors

Describe those elements that differentiate you from other potential Contractors.

Work History

Provide proof that you do not have a history of providing substandard work.

Service Level Agreement History

Provide proof of your history of meeting agreed‑upon Service Levels.

Business Activity Disclosure

Disclose all business activities that you either represent and/or in which you have any financial interests.

Financial History

Provide sufficient financial information to demonstrate your ability to perform the services defined in this RFP at an acceptable level.  Examples of documents that may be presented to satisfy this requirement include:

· For a publicly held company, the last quarterly audited profit and loss statement and the previous three (3) years audited financial statements.

· For a privately held company, a written statement from the company's certified public accountant stating the financial condition, and debt to asset ratio; a five-year performance set of financial statements beginning with the current year.

· If the specific information listed in above is not available, you must state the reason for the unavailability and provide a substitute response that attempts to fulfill the intent of the originally requested item.

Note: When your firm is a subsidiary, supplying financial information for the consolidated entity is not sufficient unless the consolidated entity provides a guarantee of the work and responsibilities of your firm with respect to this RFP.  The State reserves the right to determine whether the substitute information meets the requirements for Financial Information.

Criminal Disclosure

Disclose all civil or criminal convictions, litigation, investigations, or proceedings for you, which are pending or were concluded within the last seven (7) years prior to the date of this RFP.  You need only disclose items which involve:

· Products and/or services relevant to those to be provided to the State under this Contract

· Any claim or written allegation of fraud arising out of their business activities

· A claim or written allegation of a violation any State, federal or local statute, regulation, ordinance, or instruction

· A dispute between you and its client or between the Contractor and any of the Contractor's subcontractors on a systems development or integration project for which the total price is $250,000 or more, or

· A fine, penalty, payment of any type or other financial impact on you or your organization

Debarment History

Have you ever been debarred by any federal, state or local entity?  If so, please provide details.

Bankruptcy History
Have you ever filed for bankruptcy?  If so, please provide details.

Description of the Process to Monitor Federal and State Regulatory Proposals

Describe how you propose to monitor federal and state regulatory proposals and mandates in order to identify required changes.

Number of Employees and Location

Indicate your total number of employees and their distribution by function and geographic location(s) ‑ (city/state).

Legal Issues or Constraints 

Describe any legal issues or constraints that could conceivably affect a relationship with the Bureau.

Description of Experience with Data Processing Services

Describe your experience with providing data processing services, including those of similar scope.

Description of System Migration and Conversions

Describe your experience with providing system migration and conversions.

Customer References

Provide a minimum of three (3) customer references that are comparable to, or larger than the Bureau in size, configuration, complexity and scope/type of services requested.  In addition, provide three (3) references of customers, which are comparable or larger in size and that receive other, more generic services.  Include the following information:

1. Customer name, address and current phone number

2. Contact name, title and phone number

3. Type of industry

4. Number of employees

5. Operating environment

6. Years established as customer

7. Specific

8. Time period firm was on project

9. Description of major duties/responsibilities

10. Cost of the project

11. Relevance to this RFP

Description of Experience with Elections Systems Analysis

Describe any experience with systems analysis and design work on any Elections Systems Services project(s).

1. Define the scope of the project.

2. Provide names, key contacts and phone numbers of customers who can substantiate the quality of work performed and the interaction with the Contractor.

3. Provide an overall evaluation of the success of the project.

4. Provide the name of the key contractor personnel assigned to the project and list their responsibilities on the project.

Description of Customer Impact of Scheduled Outages

Describe customer impacts of scheduled outages for system software support and hardware maintenance:

1. Historically, what have your scheduled outages been?

2. What are your planned outages for the next 18 months?

3. How are maintenance contention issues resolved between customer and Contractor?

4. What are your systems software and change control freeze periods?

Projected Capital Expenditures

Describe your projected capital expenditures for the next three (3) years in the following categories: (Note: if you are a subsidiary, you may NOT include your parent company's capital projections.)

1. Hardware by CPU and device types

2. System software

3. Development tools

4. Performance and tuning tools

5. Diagnostic tools

Description of Future Growth Plans

Describe your future growth plans related to providing Data Processing Facilities and Services.

CONFIDENTIALITY OF GOVERNMENT RECORDS

The Department agrees to provide the Contractor with TCP/IP addresses for hardware connected to the Department’s administrative network (LMAN) and all relevant network diagrams.  In particular, TCP/IP addresses will be provided for the State’s Banyan Vines Servers and mini-computers.

The Contractor agrees that TCP/IP addresses and network diagrams are confidential records and that such records may not be copied or used for any purpose not directly connected with the Contractor’s duties as stated herein without the express written permission of the Department.  The Contractor shall notify all of its officers, employees, agents, sub Contractors (and their officers, employees and agents), and other persons providing services for the Contractor that TCP/IP addresses and network diagrams are strictly confidential and must not be copied or disseminated to unauthorized persons. 

The Contractor agrees to indemnify and save harmless the State, the Department, and their officers, employees and agents, from any claim of breach of privacy made by any person, firm or corporation, for an act committed by any officer, employee, agent, sub Contractor, or other person providing services on behalf of the Contractor.

The Contractor shall not sell, share or misuse the Bureau information, address or other personal information that is received, stored or processed through the Bureau’s data processing systems.

1.2
Roles and Responsibilities

1.201 CONTRACTOR STAFF, ROLES, AND RESPONSIBILITIES

2. Location of Work

a. The work is to be performed, completed, and managed at the following locations:

i. The Michigan Department of State’s Bureau of Elections at 430 West Allegan Street in Lansing.

ii. The location of Primary Production Site

iii. The location of Secondary Production Site

b. The State will provide the following resources for the Contractor’s use on this project at a location designated by the Bureau:

( Work space

( Desk

( Telephone

( Access to copiers and fax machine

Contractor’s staff must be able to pass a security clearance check conducted by the Contractor. 

Contractors must present certifications evidencing satisfactory background checks and drug tests for all staff identified for assignment to this project. 

Contractor is responsible for any costs associated with ensuring their staff meets all requirements.
The Contractor will provide, and update when changed, an organizational chart indicating lines of authority for personnel involved in performance of this Contract and relationships of this staff to other programs or functions of the firm.  This chart must also show lines of authority to the next senior level of management and indicate who within the firm will have prime responsibility and final authority for the work.

The Contractor will provide resumes for staff, including subcontractors, who will be assigned to the Contract, indicating the responsibilities and qualifications of such personnel, and stating the amount of time each will be assigned to the project.  The Contractor will commit that staff identified in its proposal will actually perform the assigned work.  Any staff substitution must have the prior approval of the State.

The Contractor will identify a Contract Administrator.  The duties of the Contract Administrator shall include, but not be limited to: i) supporting the management of the Contract, ii) facilitating dispute resolution, and iii) advising the State of performance under the terms and conditions of the Contract. The State reserves the right to require a change in the current Contract Administrator if the assigned Contract Administrator is not, in the opinion of the State, adequately serving the needs of the State.

The Contract Administrator shall be identified as a Key Personnel subject to the State’s interview and approval.  

The Contractor will provide a project manager to work closely with the designated personnel from the State to insure a smooth transition to the new system. The project manager will coordinate all of the activities of the Contractor personnel assigned to the project and create all reports required by State.

The Contractor shall assign a project manager for the services.  The Contractor's project manager responsibilities include, at a minimum:

· Manage all defined Contractor responsibilities in this Scope of Services.

· Manage Contractor’s subcontractors, if any

· Develop the project plan and schedule, and update as needed

· Serve as the point person for all project issues

· Coordinate and oversee the day-to-day project activities of the project team

· Assess and report project feedback and status 

· Escalate project issues, project risks, and other concerns 

· Review all project deliverables and provide feedback

· Proactively propose/suggest options and alternatives for consideration

· Utilize change control procedures

· Prepare project documents and materials

· Manage and report on the project’s budget

The Contractor will provide sufficient qualified staffing to satisfy the deliverables of this Statement of Work.  

The Bureau will continue to supply and control:

· Personal computer (PC) hardware, standard PC packaged software, LAN's and LAN servers.

· Internal State of Michigan telecommunications network (LMAN) excluding any required dedicated high-speed lines required to allow Elections’ staff access to the Contractor’s Data Center locations must be in compliance with the Service Level Agreement.

· All print operations using MDOS network printers.

Use of the term “batch process” throughout this Work Statement refers to the Bureau’s process for accepting filings via the Internet.  The process of accepting filings includes but is not limited to the following:

· Checking the filing for security and integrity;

· Processing the file through the error-checking process;

· Determining if the filing can be processed;

· Loading the accepted file into the Bureau’s data structure;

· Confirming acceptance of the filing to the committee.

For contractor-hosted solutions, Contractor's data processing facilities will be managed with appropriate staff using operational procedures and standards acceptable and agreed upon by the Bureau and will provide the following:

· Location of facilities within the continental United States;

· Transparency of facility location to the Bureau users in Michigan (i.e., service and performance will be comparable).

Contractor-hosted solutions shall provide all of the processing facility operational management services and personnel to support the applications, including, but not limited to the following services:

· Disk storage;

· Backup;

· Data security;

· Data transmission security;

· Web hosting services;

· The Bureau and User Help Desk(s)

· Disaster recovery procedures and capabilities.

Contractor shall provide a Customer Services Representative (CSR), to be permanently located in Lansing at the State office facility, with sufficient staff (preferably in the Lansing area) to effectively manage and administer the services defined in this contract.  The CSR (and his/her staff) shall be responsible for, but not limited to the following:

· Be available the same hours as the prime shift (currently Monday through Friday, 8 AM to 5 PM, local Lansing time, except State observed holidays), and otherwise as required to maintain service levels and resolve problems. During the conversion, filing deadlines periods, election days, certain subsequent applications implementation periods and for certain special projects, special availability may be required.

· Coordinate Contractor services and access to Contractor customer support staff.

· Arrange for processing availability outside previously agreed to hours as requested by users and approved by the CCI.

· Monitor day‑to‑day service levels and billings.

· Provide, on approval of the CCI, processes, procedures and an automated tracking system to report problems, track and monitor outstanding problems and the length of time from report to resolution, and document problem resolution. This will be available to the CCI, and coordinated with the Michigan Department of State Help Desk. 

· Develop and implement, with CCI approval, problem escalation procedures, management reporting mechanisms, and resolution procedures. 

· Develop and use a Change Management Plan as approved in advance by the CCI to obtain approval of all changes to all aspects of processing services and facilities prior to their implementation. 

Contractor will provide skilled personnel with appropriate expertise and experience for the tasks to be performed.

Contractor shall provide adequate quality assurance standards and procedures for general processing facility services and for services provided specifically for the Bureau. 

Contractor will obtain advance approval from the CCI for any management and control procedures, other than those previously agreed to, that are to be used.  

Contractor will provide the CCI with ongoing updated documentation on the data processing facilities and services as required by the CCI. 

Contractor shall provide adequate training to designated staff of the Bureau and other Contractor personnel to enable them to monitor the data processing facilities and services, and related reporting mechanisms, both initially and as a result of any changes thereto, at no additional charge to the Bureau. 

The Bureau and Contractor will agree in advance of contract signing on a problem identification, tracking, and resolution process to provide efficient and effective data processing facilities and services to the Bureau. 

Contractor will provide unrestricted access to work products and staff to fulfill the quality assurance process.

At a minimum, the Bureau’s CCI and Contractor will meet monthly and will conduct periodic audits to meet the following goals:

· Track and report on service level agreement performance.

· Validate customer utilization statistics.

· Help Desk utilization statistics. 

· Review issues and planned special processing needs; for example:

· Special Election(s), CFR filing schedule, month‑end, quarter‑end, and year‑end processing requirements.

· Peak Election cycles and/or special processing requirements.

Contractor shall provide the Bureau with the details of the management structure, corporate chain of command, problem notification and escalation procedures, and specific contact information for key Contractor personnel.  This information will be kept up to date throughout the term of the Contract.

All costs associated with any claim of services made by Contractor in response to this RFP will be considered as fully included in the usage pricing matrices, conversion cost, transition cost, or end of contract exit costs as defined in Contractor's Price Proposal. 

1.202 STATE STAFF, ROLES, AND RESPONSIBILITIES

The State project team will consist of the MDOS Implementation Core Team, a Project Manager, and an MDOS Contract Compliance Inspector.  

The MDOS Contract Compliance Inspector (CCI) who will be responsible for monitoring implementation and day-to-day operation is:

Evelyn Quiroga, Disclosure Data Division

Bureau of Elections

Michigan Department of State

Richard H. Austin Bldg, 1st. Floor

430 West Allegan Drive

Lansing, MI 48918

Phone: 517-335-2790

Fax: 517-241-4785

The MDOS Contract Compliance Inspector represents the impacted business area within MDOS as a subject matter expert and customer and will provide the vision for the business design and how the application shall provide for that vision.   The CCI will:

· Resolve project issues in a timely manner

· Review project plan, status, and issues

· Resolve deviations from project plan

· Provide user acceptance sign‑off

· Utilize change control procedures

· Ensure timely availability of State resources

· Make key implementation decisions, as identified by the Contractor’s project manager, within 48-hours of their expected decision date.

The State of Michigan Project Manager will oversee the project:

Pam Hile, Office of Project Management 

Michigan Department of State

Austin Bldg., 4th Floor

430 W. Allegan

Lansing, MI  48918-2050

Phone: 517-335-0384

Fax:  517-335-6955
The State’s Project Manager will provide the following services:

· Provide State facilities, as needed

· Coordinate the State resources necessary for the project 

· Facilitate coordination between various external contractors 

· Sign off MDOS milestone acceptance 

· Resolve project issues 

· Escalate outstanding/high priority issues 

· Utilize change control procedures

· Document and archive of all important project decisions

· Arrange, schedule and facilitate State staff attendance at all project meetings

· Recommend approvals for payments

· Communicate status and progress to State of Michigan stakeholders

Department of State Implementation Core Team – The following individuals will participate in concert with the Contractor in the development of business requirements, testing and implementation of the system.  They will perform all other necessary duties and responsibilities as assigned by the project manager(s) or sponsors.

Evelyn Quiroga

Finance/Audit (TBD)

MDIT Agency Services (TBD)

In addition, the following State personnel/resources may be required at stages of the project.  The Contractor’s Project Manager will make every effort to provide the State with advance notice of when those services may be required.

· Systems or Business Analyst

· Application/System Administrator

· Network Administrator

· Database Administrator

· Remote access to development and test database environments
1.203
OTHER ROLES AND RESPONSIBILITIES

Contractor shall identify any other staff that will be involved in providing the Deliverables/Services to the State.

1.3
Project Plan

1.301
PROJECT PLAN MANAGEMENT

A. Orientation Meeting

1. Upon ten (10) calendar days from execution of the Contract, the Contractor will be required to attend an orientation meeting to discuss the content and procedures of the Contract.

2. The meeting will be held in Lansing, Michigan, at a date and time mutually acceptable to the State and the Contractor.

3. The State shall bear no cost for the time and travel of the Contractor for attendance at the meeting.

2. Performance Review Meetings

1. The State will require the Contractor to attend monthly meetings, at a minimum, to review the Contractor’s performance under the Contract.

2. The meetings will be held in Lansing, Michigan, or by teleconference, as mutually agreed by the State and the Contractor.

3. The State shall bear no cost for the time and travel of the Contractor for attendance at the meeting.

3. Project Control

1. The Contractor will carry out this project under the direction and control of the MDOS.

2. Within twenty (20) working days of the award of the Contract, the Contractor will submit to the State project manager(s) for final approval a work plan.

a. This work plan must be in agreement with section 1.104 Work and Deliverables, and must include the following:

i. The Contractor’s project organizational structure.

ii. The Contractor's staffing table with names and title of personnel assigned to the project. This must be in agreement with staffing of accepted proposal.  Necessary substitutions due to change of employment status and other unforeseen circumstances may only be made with prior approval of the State.

iii. The project work breakdown structure (work plan) showing sub-projects, activities and tasks, and resources required and allocated to each.

iv. The time-phased plan in the form of a graphic display, showing each event, task, and decision point in the work plan.

3. The Contractor will manage the project in accordance with the PMBOK® (Project Management Body of Knowledge from the Project Management Institute) and the State’s Project Management Methodology (PMM). Methodology is available at www.michigan.gov/projectmanagement.

a. Contractor will use an automated tool for planning, monitoring, and tracking the Contract’s progress and the level of effort of any Contractor personnel spent performing Services under the Contract.

b. Contractor shall use automated project management tools, as reasonably necessary, in order to perform the cited Services, which shall include, through the end of the Contract, the capability to produce:

i. Staffing tables with names of personnel assigned to Contract tasks.

ii. Project plans showing tasks, subtasks, deliverables, and the resources required and allocated to each (including detailed plans for all Services to be performed within the next sixty (60) calendar days, updated semi-monthly).

iii. Updates must include actual time spent on each task and a revised estimate to complete.

iv. Graphs showing critical events, dependencies and decision points during the course of the Contract.

ii. Any tool(s) used by Contractor for such purposes must produce information of a type and in a manner and format that will support reporting in compliance with the State’s standard to the extent such standard is described with reasonable detail in the Statement of Work.

A. REPORTS

Reporting formats must be submitted to the State’s CCI for approval within 30 business days after the effective date of the contract resulting from this RFP.  Once both parties have agreed to the format of the report, it shall become the standard to follow for the duration of the contract.
Contractor shall provide a monthly report to the CCI for review and adjustment if necessary.  The report is due within 5 business days following the last day of each month.  The contents of the monthly report will be proposed by the Contractor and accepted or rejected by the CCI.  The reports will, at a minimum, contain 

· Project status

· Updated project plan

· Summary of activity during the report period

· Accomplishments during the report period

· Deliverable status

· Schedule status

· Action Item status

· Issues

· Change Control

· Repair status 

· Maintenance Activity

Contractor may propose a standard set of reports for managing the project as part of the bid response.  Identify and explain any deviations from the required reporting.   Identifying standard reports available and note where customization is necessary.  

1.4
Project Management

1.401
ISSUE MANAGEMENT

An issue is an identified event that if not addressed may affect schedule, scope, quality, or budget.

The Contractor shall maintain an issue log for issues relating to the provision of services under this Contract.  The issue management log must be communicated to the State’s Program Manager on an agreed upon schedule, with email notifications and updates.  The issue log must be updated and must contain the following minimum elements:

· Description of issue

· Issue identification date

· Responsibility for resolving issue.

· Priority for issue resolution (to be mutually agreed upon by the State and the Contractor)

· Resources assigned responsibility for resolution

· Resolution date

· Resolution description

The CCI will closely monitor Issue Management and will relate any issues which endanger the project to the attention of the Contractor, MDOS management and if deemed necessary by the CCI to the attention of the Contract Administrator. The project is endangered when the Bureau is unable to meet its statutory obligations in a timely manner.  

Contractor shall propose a standard issue management process for managing the project as part of its bid response.  The proposal shall include responsible parties, phone numbers, email addresses if relevant, and processes.

1.402
RISK MANAGEMENT

A risk is an unknown circumstance or event that, if it occurs, may have a positive or negative impact on the Contract.  Risk management generally involves (1) identification of the risk, (2) assigning a level of priority based on the probability of occurrence and impact to the project, (3) definition of mitigation strategies, and (4) monitoring of risk and mitigation strategy.  

Contractor’s proposal must define risks identified as being significant to the success of the project.  Include how you would propose to effectively monitor and manage these risks, including reporting of risks to the State.

The Contractor must create a risk management plan.  A risk management plan format will be submitted to the State for approval within twenty (20) business days after the effective date of the contract resulting from this RFP.  Once both parties have agreed to the format of the plan, it shall become the standard to follow for the duration of the contract. The plan must be updated bi-weekly, or as agreed upon. The risk management plan will be developed in accordance with the State’s PMM methodology and the PMBOK® (Project Management Institute).

The CCI will closely monitor risk management and relate any issues which endanger the project to the attention of the Contractor, MDOS management and if deemed necessary by the CCI to the attention of the Contract Administrator.  The project is endangered when the Bureau is unable to meet its statutory obligations in a timely manner.  The CCI will monitor the identified risks and mitigation strategy proposed by the Contractor.

Contractor shall propose a standard risk management process for managing the project as part of its bid response.  The proposal shall include:
· Identification of the risks in the project, 

· Assign a level of priority based on the probability of occurrence and impact to the project, 

· Definition of mitigation strategies, 

· A schedule of risk assessment review to ensure that they are conducted on a regular basis, 

· Identify and explain any deviations from the proposed risk management process, and 

· Identify the risk management process to be utilized for this project, including responsible parties, phone numbers, email addresses if relevant, and processes.
1.403
CHANGE MANAGEMENT

Change management is defined as the process to communicate, assess, monitor, and control all changes to system resources and processes.  The State also employs change management in its administration of the Contract.

If a proposed contract change is approved by the Agency, the Contract Administrator will submit a request for change to the Department of Management and Budget (DMB), Acquisition Services buyer, who will make recommendations to the Director of Acquisition Services regarding ultimate approval/disapproval of change request. If the DMB Acquisition Services Director agrees with the proposed modification, and all required approvals are obtained (including State Administrative Board), the Acquisition Services buyer will issue an addendum to the Contract, via a Contract Change Notice.  Contractors who provide products or services prior to the issuance of a Contract Change Notice by the DMB Acquisition Services, risk non-payment for the out-of-scope/pricing products and/or services. 

The Contractor must employ change management procedures to handle such things as “out-of-scope” requests or changing business needs of the State.

The Contractor will employ the change control methodologies to justify changes in the processing environment, and to ensure those changes will not adversely affect performance or availability. 

The State reserves the right to modify the services during the course of the contract with approval of the Contractor, and the DMB Acquisition Services. Such modifications may include adding or deleting tasks or services and /or other modification deemed necessary. 

1.5
Acceptance

1.501 CRITERIA

The acceptance criteria used by the State to determine Acceptance of the Services and/or Deliverables is stated in Sections 1.1.

1.502
FINAL ACCEPTANCE

Final acceptance is expressly conditioned upon completion of all deliverables, completion of all tasks in the project plan as approved, completion of all applicable inspection and/or testing procedures, and the certification by the State that the Contractor has met the defined requirements.

The following criteria will be used by the State to determine Acceptance of the Services and/or Deliverables provided under this SOW.  

The Bureau will accept deliverables after review, testing as appropriate and sign-off on a Change Request from or an Acceptance Criteria Document. 

2.088
Final Acceptance (Services)

Unless otherwise stated in the Statement of Work or Purchase Order, “Final Acceptance” of each Deliverable shall occur when each Deliverable/Service has been approved by the State following the State Review Periods identified in Sections 2.080-2.087.  Payment will be made for Deliverables installed and accepted.  Upon acceptance of a Service, the State will pay for all Services provided during the State Review Period that conformed to the acceptance criteria.

2.086
Final Acceptance (Software)

“Final Acceptance” shall be considered to occur when the Custom Software Deliverable to be delivered has been approved by the State and has been operating in production without any material deficiency for fourteen (14) consecutive days.  If the State elects to defer putting a Custom Software Deliverable into live production for its own reasons, not based on concerns about outstanding material deficiencies in the Deliverable, the State shall nevertheless grant Final Acceptance of the Project. 

1.6
Compensation and Payment

1.601
Compensation and Payment 

Contractor must identify all information related, directly or indirectly, to the Contractor’s proposed charges for services and deliverables including, but not limited to, costs, fees, prices, rates, bonuses, discounts, rebates, or the identification of free services, labor or materials. 

Contractor shall provide a breakdown of all proposal costs along with a brief narrative explaining each cost basis as follows:  

a. Purchase costs

b. Licensing costs

c. All installation and site preparation costs.

d. Systems integration costs

e. Conversion costs

f. Documentation and training costs

g. Start-up and Initialization - Consist of all preliminary, one-time costs to the State including, but not limited to, investigative, set-up, system initialization, conversion activities, workload migration activities, and network implementation, etc. 

h. Ongoing Operations - Consist of all recurring monthly cost to the State including, where applicable but not limited to, facilities, hardware, software, operations, scheduling and security administration services, network equipment and circuits, etc. SNA circuit monitoring and device support should be identified as a separate cost item.

i. Maintenance costs, including preventative maintenance and technical support

j. Anticipated upgrade or revision costs after initial installation

k. Options and/or Additions - Consist of any proposed optional services offered by the Contractor.

l. Discounts and rebates

m. All other costs not itemized above.

Identify any assumptions Contractor has made developing its Cost Proposal.

Payment

Electronic Payment Availability

Public Act 533 of 2004 requires that payments under this contract be processed by electronic funds transfer (EFT).  Contractor is required to register to receive payments by EFT at the Contract & Payment Express website (www.cpexpress.state.mi.us). 

All invoices should reflect actual work done.  Payment shall be made quarterly with the first quarterly payment due 15 days after the proposed Contract Agreement has been signed and accepted by both the Contractor and the Director of Purchasing, Department of Management & Budget.  

The first invoice and payment should be adjusted to synchronize to the State fiscal quarters.  Depending on the date the contract Agreement is signed the first payment may be more or less than a full quarter’s payment, depending on if the quarter is more than 50% completed or not.  If the quarter is less than half completed add the prorated days to the next quarter invoice.  If the quarter is more than half completed, invoice the prorated time up to the next quarter.

· 1st Quarter – October 1 thru December 31

· 2nd Quarter – January 1 thru March 31

· 3rd Quarter – April 1 thru June 30

· 4th  Quarter – July 1 thru September 30

1.7 Additional Terms and Conditions Specific to this SOW

The following are some of the major implementations that are currently projected during the contract period.  The Contractor will be given a detailed statement of work by the agency and the Contractor will provide a separate cost quote for each major implementation.  The Contractor in their response to this RFP will be required to give examples of where they have implemented Election core-compliance functionality.  The Contractor will ensure that they identify the skilled resources and rate cards that would be used to complete these implementations.

1. Development and implementation of centralized database of all election related information that can be exported to various other systems and agencies.  The data would include but is not limited to state and local candidate information, election results, redistricting information and voter registration information.

2. Development and implementation of an Internet based filing system of Michigan Campaign Finance receipts and expenditures that allows for real-time reporting of such information by filers and that would not require duplicate data entry into distributed software such as MERTS Plus or Contractor produced software.

3. Development and implementation of replacement parser code of the current Compliance Core System that allows secure validated data to be filed into the state owned system by a variety of different input sources.  All current functionality would be required to be maintained.

4. Any other enhancement within the scope of the RFP.

1.701
Additional Terms and Conditions Specific to this SOW

A. Directives

The Contractor may provide any additional statements, comments, or concerns as it relates to this contract that have not been addressed in the contract and that the Contractor believes should have been addressed in the contract.

The Contractor may leverage the applications and programming code to assist Michigan State County Clerk’s Offices in automating their Campaign Finance Systems.  

The Contractor may charge the County Clerk’s Offices only for the work or other services needed to accomplish the adjustments requested by the clerks and the normal profit margin paid to the Contractor under normal business contracts.  

The Contractor may not charge the County Clerk’s Office for work that MDOS has purchased or otherwise paid for in full or in part.

B. Oral Presentations and Visits to Contractor Site 

The State reserves the right to require, and each Contractor must plan to conduct prior to the selection of a winning Contractor, oral presentations on the content of its proposal. The Contractor’s Project Manager and other key Contractor personnel proposed for this project will conduct these oral presentations.  If it is determined by the State that oral presentations are to be conducted, they will be held at a time and/or location to be determined by the State. The State will be responsible for any State staff travel and accommodation costs.  The Contractor will be responsible for its own travel and accommodations. 

A list of Contractor participants and copies of the agenda and all presentation materials including, but not limited to, overheads and handouts should accompany the oral presentation, are the responsibility of the Contractor. The Contractor will be responsible for preparing written meeting minutes within three (3) business days of the presentation. All presentation materials and meeting minutes will be considered part of the Contractor’s proposal. The State will schedule these presentations.  The inability of a Contractor to meet a schedule for oral presentations may result in the Contractor’s disqualification.
C. Other Contractors

The State has and/or may contract with other entities to perform technical services or provide other equipment and software to work with the items provided under this contract.  The Contractor agrees to work with these other entities and provide them necessary technical information and required support to accomplish the efforts required by the contract with the State.
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