
 

 

Registration is now open through 
September 15th or until conference 
is full.                     
  mi.train.org  

        Registration Code # 1064122                    

Conference Information 
The Michigan State Police, Criminal Justice Information Center, welcomes 
attendees to the Third Annual Criminal Justice Information Center (CJIC) 
Crime and Information Technology (IT) Security Conference October 3-4, 
2016, held at the Radisson Hotel in Lansing, Michigan.  This year we are 
excited to welcome keynote speaker Mr. Jason Thomas. 

 

Mr. Jason Thomas facilitates, oversees, and executes long-term solutions 
to emerging technology threats. He works closely with governments, the 
private-sector, and non-governmental organizations to identify challenges 
and opportunities that will shape the future intelligence and national 
security environment.  He is a leading authority on the unlawful use of 
technology, speaks extensively on a variety of emerging issues at the 
Central Intelligence Agency, Defense Intelligence Agency, Department of 
Defense, Federal Bureau of Investigation, United States  (US) Department 
of Justice, US Department of State, US Senate, US House, World Bank, 
World Economic Forum, and others. He is an experienced intelligence 
professional with a practical understanding of terrorism, cybersecurity, data 
science, cryptocurrencies, identity, threat finance, and social data. Mr. 
Thomas is a creator and founding director of the FBI’s Internet Crime 
Complaint Center (IC3). 

Conference Location 
The conference will be held at The Radisson Hotel Lansing. A block of 
rooms are available at a discounted rate by using group code CS1016. 
Attendees requiring overnight accommodations should contact: 

RADISSON HOTEL AT THE CAPITOL 

111 North Grand Avenue 
Lansing, MI 48933  

Reservations:  1-800-395-7046 



Tuesday, October 4, 2016  

Continental Breakfast......................7:30 a.m. - 8:30 a.m. 
 
General Session............................8:30 a.m. - 10:30 a.m. 
 
Mr. Jeff Campbell — Federal Bureau of Investigation  (FBI) 
Information Security Officer (ISO) 

What’s New in Criminal Justice Information Services 
(CJIS) Security Policy 5.5? 
 
Advanced Authentication, Encryption , and Cloud 
Computing  

 
 Break and Vendor Visits………… 10:30 a.m. - 11:00 a.m. 

 
 General Session (continued.) ......11:00 a.m. - 12:30 p.m. 
 
 Ms. Liz Canfield — Michigan Department of State Police 
 

Sharing of Information in an Electronic World 
 
Background Checks and ICHAT 

 
 Lunch.........................................12:30 p.m. - 1: 30 p.m. 
 
 Breakout Sessions ....................1:30 p.m. - 2:30 p.m.  
 
 Audits for  Law Enforcement  -  Preparation and Overview 

for a LEIN audit. 
 
 Department of  Technology,  Management and Budget 

Cloud Offering to Governments and Microsoft Cloud 
 
 National Law Enforcement Telecommunications System 

20 Critical Controls From a Security Framework 
 
Closing Speakers 
  Mr. Ron Kraus &  Mr. Luke Thelen 
 Michigan Cyber Command Center (MC3) 
   2:45 p.m. - 4:00 p.m. 
“Michigan Cyber - Trends and Case Studies” 
             You don’t want to miss this!                                      
           Prizes awarded and dismissal 

Monday, October 3, 2016 (cont.) 

 Cleaning up Criminal History Records (CHR) Open 
Cases/Criminal History Records Internet Subscription 
Service (CHRISS) - Rapback for law enforcement 
employees 

 Freedom of Information Act (FOIA) What Applies to 
You?  (2 hour session) 

 
 Federal Bureau of Investigation (FBI) National Instant 

Criminal Background Check System (NICS) - 
Highlights from FBI NICS, NICS Index, Disposition of 
Firearms and MSP staff covers Entering a Denied 
Person into NICS Index  (2 hour session) 

 
 Traffic Crash Reporting New UD-10 
 
 Michigan Incident Crime Reporting (MICR) Quality 

Assurance Reviews (QAR) 
 
Breakout Sessions .....................3:30 p.m. - 4:30 p.m.   
 
 Dashboard  for Law Enforcement - Crime, Crash, and 

DDACTS (Repeat) 

 National Data Exchange (N-DEx)  
 
 FOIA (continued)  
 
 FBI NICS (continued) 
 
 Cleaning up Criminal History Records (CHR) Open 

Cases/Criminal History Records Internet Subscription 
Service (CHRISS)  Rapback for law enforcement 
employees (Repeat) 

 What’s in the Michigan Criminal Justice Information 
Network (MICJIN) and Law Enforcement Enterprise 
Portal (LEEP) (Repeat) 

                       Monday, October 3, 2016  
Continental Breakfast...............................8:30 a.m. - 9:30 a.m. 
 
Opening Remarks....................................9:30 a.m. - 10:00 a.m. 

 
  Opening Speaker 
  Mr. Jason Thomas 
  10:00 a.m. - 12:00 p.m. 
 

“The Next Cybersecurity Problem: Think you know what 
it is?” 

It is clear that a series of fundamental shifts in the 
unlawful use of technology has the potential to       
seriously hamper law enforcement and intelligence 
efforts. 

Mr. Thomas will expose the unlawful use and danger of 
a variety of emerging technologies, including the Dark 
Web, The Onion Router, alternative reality gaming, and 
others. You don’t want to miss this fascinating 
presentation! 
Lunch......................................................12:00 p.m. - 1:00 p.m. 

Breakout Sessions ................................1:00 p.m. - 2:00 p.m. 

 Statewide Records Management System (SRMS) 

 Dashboard  for Law Enforcement - Crime, Crash, and Data 
Driven Approaches to Crime and Traffic Safety (DDACTS)  

 Law Enforcement Information Network (LEIN) - Tips & Tricks 

 What’s in the Michigan Criminal Justice Information Network 
(MICJIN) and Law Enforcement  Enterprise Portal (LEEP) 

 Sex Offender Registry (SOR) Updates for Law Enforcement 

 Agency Data Related Reports in Michigan Incident Crime 
Reporting (MICR) 

 
Breakout Sessions .............................2:15 p.m. - 3:15 p.m. 
 
 Statewide Records Management System (SRMS) (Repeat) 
   


