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CV0059354

CONTRACT SUMMARY

ERP Hosting, Managed Services, Software License and Maintenance Agreement

EXPIRATION DATE

INITIAL EFFECTIVE DATE

INITIAL EXPIRATION DATE

INITIAL AVAILABLE OPTIONS

BEFORE

June 25, 2014

September 30, 2021

100 - 12 Months

September 30, 2032

PAYMENT TERMS DELIVERY TIMEFRAME
Net 45
ALTERNATE PAYMENT OPTIONS EXTENDED PURCHASING
[] P-Card [] Direct Voucher (PRC) [] Other Yes ] No

MINIMUM DELIVERY REQUIREMENTS

DESCRIPTION OF CHANGE NOTICE

OPTION LENGTH OF OPTION EXTENSION LENGTH OF EXTENSION REVISED EXP. DATE
[l 0
CURRENT VALUE VALUE OF CHANGE NOTICE ESTIMATED AGGREGATE CONTRACT VALUE
$210,871,413.00 $0.00 $210,871,413.00




DESCRIPTION
Effective July 1, 2024, this Contract is hereby amended for the following:

1. State Contract Administrator has changed to Brandon Samuel.
2. Professional Consulting Services (Discretionary, Flex, SME, etc.) Flex Team allotment for Additional Services
identified as available on the contract from FY23 (CN 14) to be made available to be used in Fiscal Years 25-32

in the amount of $2,503,087. These are existing funds, no change to the overall contract value is necessary.

All other terms, conditions, specifications, and pricing remain the same per contractor and agency agreement,
and DTMB Central Procurement Services approval.




STATE OF MICHIGAN
CENTRAL PROCUREMENT SERVICES

Department of Technology, Management, and Budget
320 S. WALNUT ST., LANSING, MICHIGAN 48933
P.O. BOX 30026 LANSING, MICHIGAN 48909

CONTRACT CHANGE NOTICE

Change Notice Number 23

to
Contract Number 07184300137

CGI TECHNOLOGIES AND SOLUTIONS INC Ruth Schwartz DTMB

(517) 284-7585

‘300 South Washington Square
‘East Lansing, MI 48933

schwartzrl@michigan.gov

Shannon Romein DTMB

(517) 898-8102
romeins@michigan.gov

Patrica McCabe
303-898-1876

JOLOVILNOD

patricia.mccabe@cgi.com

CV0059354

CONTRACT SUMMARY
\ERP HOSTING, MANAGED SERVICES, SOFTWARE LICENSE AN

June 25, 2014 September 30, 2021 100 - 1 Year September 30, 2032

%‘I

O P-Card O PRC O Other X Yes

J

DESCRIPTION OF CHANGE NOTICE

$210,871,413.00 $0.00 $210,871,413.00

DESCRIPTION
Effective March 12, 2024, this Contract has been amended as follows:

1. The following amendment is hereby incorporated into the Contract to restate the SIGMA 4x Upgrade Payment Schedule. No
additional funding is needed at this time; existing funds are adequate to support this change.

All other terms, conditions, specifications, and pricing remain the same per contractor and agency agreement, and DTMB
Central Procurement Services approval.




1  Description

The following amendment is hereby incorporated into the Contract to make zero cost revisions to the SIGMA 4x
Upgrade Payment Schedule.

2 Scope and Schedule of Work

There are no changes to scope or schedule of work for this Change Notice.

3 Milestone Payment Schedule

The table below provides a revised Milestone Payment Schedule. The SIGMA 4x Upgrade Payment Schedule
Table is replaced in its entirety.

Updates have been made to:
(1) split PM403 Milestone Report 3: Sprint Activities into two payment milestones, and
(2) split U402 User Acceptance Test Assistance into two payment milestones.

The changed payment milestones are highlighted in yellow.

SIGMA 4x Upgrade Payment Schedule Table:

ID Deliverable Payment / Milestone Task Task Name / Category Milestone / Payment Amount
TS401 TS401 TestSavvy Plan Task 0 | TestSavvy Automated MOPMT-1 185,146
Testing
TS402 TS402 TestSavvy Scripted, Tested and Approved Task 0 | TestSavvy Automated MOPMT-2 305,491
Test Cases Testing
TS402 TS402 TestSavvy Scripted, Tested and Approved Task O | TestSavvy Automated MOPMT-2 203,660
Test Cases - Addendum Testing
TS403 TS403 TestSavvy Training Task 0 | TestSavvy Automated MOPMT-3 231,432
Testing
PM400 Milestone Report 0: TestSavvy Automated Task 1 Project Management M1PMT-0 163,364
Testing
P401 Project Management Plan and Resource Task 1 Project Management M1PMT-1 57,330
Schedule
P402 Status Reporting Process Task 1 Project Management M1PMT-1
P401 Project Schedule Task 1 Project Management M1PMT-1
P403 Communications Plan Task 1 Project Management M1PMT-2 57,330
P404 Organizational Change Management Plan Task 1 Project Management M1PMT-2
P405 Completed Software Familiarization Sessions Task 1 Project Management M1PMT-3 120,000
PM401 Milestone Report 1: Project Management Task 1 Project Management M1PMT-4 39,900
T401 Configuration Management Procedures, if Task2 | Technical Services M2PMT-1 188,000
determined necessary




ID Deliverable Payment / Milestone Task Task Name / Category Milestone / Payment Amount
T402 Environment Readiness Test Plan Task2 | Technical Services M2PMT-1
T403 Updated Security Architecture and Design Task2 | Technical Services M2PMT-2 150,420
T404 Approved Security, Vulnerability and Task 2 Technical Services M2PMT-9 150,420
Penetration Plan
T405 Completed and Approved Security, Vulnerability | Task2 | Technical Services M2PMT-10 200,560
and Penetration Test
T406 Performance Testing and Tuning Plan & Task 2 Technical Services M2PMT-3 150,420
Procedures
T407 Completed and Approved Performance Testing Task2 | Technical Services M2PMT-11 350,980
and System Tuning
T408 Production and Production QA Environment Task 2 Technical Services M2PMT-4 250,700
Specification
T409 Non-Production (SH1, and SH2) Environment Task 2 Technical Services M2PMT-12 250,700
Specification
T410B Completed Production Environment (PRD) Task 2 Technical Services M2PMT-5 313,400
including environment readiness test results
T410C Completed User Acceptance Test Environment Task2 | Technical Services M2PMT-6 313,400
(MA1) including environment readiness test
results
T410D Completed Training Environment (SH1) Task 2 Technical Services M2PMT-7 313,400
including environment readiness test results
T410E Completed Development Environment (SH2) Task 2 Technical Services M2PMT-8 313,400
including environment readiness test results
PM402 Milestone Report 2: Technical Services Task 1 Project Management M1PMT-5 270,000
T411 Software Enhancement and Defect Assessment Task 3 Sprint Activities M3PMT-1 157,980.60
and Remediation
T411 Software Enhancement and Defect Assessment Task 3 Sprint Activities M3PMT-1 105,320.40
and Remediation - Addendum
T412 Interface Analysis and Confirmation Task3 | Sprint Activities M3PMT-1 184,310.70
Documentation and Remediation
T412 Interface Analysis and Confirmation Task 3 Sprint Activities M3PMT-1 122,873.80
Documentation and Remediation - Addendum
T413 Database Assessment and Remediation Task 3 Sprint Activities M3PMT-1 184,310.70
T413 Database Assessment and Remediation - Task3 | Sprint Activities M3PMT-1 92,155.80
Addendum
T413 Database Assessment and Remediation - Task 3 Sprint Activities M3PMT-1 30,718.00
infoAdvantage
PI1401 Sprint Zero - Installation Test Plan and Results Task3 | Sprint Activities M3PMT-2 200,000
P1402A1 Program Increment 1 - Sprint 1 Documentation Task 3 Sprint Activities M3PMT-3 819,667
P1402A2 Program Increment 1 - Sprint 2 Documentation Task 3 Sprint Activities M3PMT-3
P1402A3 Program Increment 1 - Sprint 3 Documentation Task 3 Sprint Activities M3PMT-3
P1402A4 Program Increment 1 Documentation Task 3 Sprint Activities M3PMT-3
P1402B1 Program Increment 2 - Sprint 1 Documentation Task 3 Sprint Activities M3PMT-4 819,667
P1402B2 Program Increment 2 - Sprint 2 Documentation Task 3 Sprint Activities M3PMT-4
P1402B3 Program Increment 2 - Sprint 3 Documentation Task 3 Sprint Activities M3PMT-4
P1402B4 Program Increment 2 - Sprint 4 Documentation Task 3 Sprint Activities M3PMT-4
P1402B5 Program Increment 2 Documentation Task 3 Sprint Activities M3PMT-4
P1402C1 Program Increment 3 - Sprint 1 Documentation Task 3 Sprint Activities M3PMT-5 737,699
P1402C2 Program Increment 3 - Sprint 2 Documentation Task 3 Sprint Activities M3PMT-5
P1402C3 Program Increment 3 - Sprint 3 Documentation Task 3 Sprint Activities M3PMT-5
P1402C4 Program Increment 3 - Sprint 4 Documentation Task 3 Sprint Activities M3PMT-5
P1402C5 Program Increment 3 - Sprint 5 Documentation Task 3 Sprint Activities N/A
P1402C6 Program Increment 3 - Sprint 6 Documentation Task 3 Sprint Activities N/A




ID Deliverable Payment / Milestone Task Task Name / Category Milestone / Payment Amount
P1402C7 Program Increment 3 Documentation Task 3 Sprint Activities M3PMT-5
P1402C8 Program Increment 3 Documentation - Task 3 Sprint Activities M3PMT-7 81,967
Addendum
CM401 Application Configuration Management Plan Task 3 Sprint Activities M3PMT-6 87,000
PM403 Milestone Report 3: Sprint Activities Task 1 Project Management M1PMT-6 420,300
PM403 Milestone Report 3: Sprint Activities - Task 1 Project Management M1PMT-6 46,700
Addendum
T414 Data Migration Plan Task 4 Data Migration M4PMT-1 188,000
T415 Data Migration Program Designs Task 4 Data Migration M4PMT-1
T416 Unit Tested Data Migration Programs Task 4 Data Migration M4PMT-1
T417 Migrated Data in all non-production Task 4 Data Migration M4PMT-2 313,400
environments (SH1, SH2, MA1)
T418 Migrated Data in Production Environment for Task 4 Data Migration M4PMT-3 313,400
User Acceptance Testing
T419 Re-Migrated Data in Production Environment Task 4 Data Migration M4PMT-4 814,800
for Go-Live
PM404 Milestone Report 4: Data Migration Task 1 Project Management M1PMT-7 150,000
T420 Disaster Recovery Test Plan Task 5 Disaster Recovery Testing M5PMT-1 290,000
T421 Disaster Recovery Test Results for the SIGMA 4x Task 5 Disaster Recovery Testing MS5PMT-2 435,000
environment
PM405 Milestone Report 5: Disaster Recovery Testing Task 1 Project Management M1PMT-8 75,000
U401 User Acceptance Test Plan and Scripting Task 6 User Acceptance Testing M6PMT-1 150,000
Assistance
U402 User Acceptance Test Assistance Task 6 User Acceptance Testing M6PMT-2 900,000
U402 User Acceptance Test Assistance - Addendum Task 6 User Acceptance Testing M6PMT-2 100,000
U403 Integration Test Plan & Schedule Task 6 User Acceptance Testing M6PMT-3 240,000
U404 Integration Test Cases Task 6 User Acceptance Testing M6PMT-3
U405 Integration Test Status Reporting Task 6 User Acceptance Testing M6PMT-3
U403/U404/U405 | Integration Test Plan & Schedule/Integration Task 6 User Acceptance Testing M6PMT-4 160,000
Test Cases/Integration Test Status Reporting-
Addendum
PM406 Milestone Report 6: User Acceptance Testing Task 1 Project Management M1PMT-9 233,150
DC401 Updated System Documentation Task 7 Documentation M7PMT-1 175,000
PM407 Milestone Report 7: Documentation Task 1 Project Management M1PMT-10 26,250
IM401 Implementation Cutover Plan including Task 8 Implementation and M8PMT-1 116,250
Implementation Cutover Checklist Agency Change
Management Assistance
IM402 Agency Implementation and Change Task 8 Implementation and M8PMT-1
Management Plans Agency Change
Management Assistance
IM403 Completed and Approved Change Management Task 8 Implementation and M8PMT-2 116,250
Assistance Agency Change
Management Assistance
IM404 Production Job Schedule Task 8 Implementation and M8PMT-3 244,875
Agency Change
Management Assistance
IM405 Approved Batch jobs on Job Scheduler Task 8 Implementation and M8PMT-3 244,875
Agency Change
Management Assistance
IM406 Completed Production Turnover Task 8 Implementation and M8PMT-3 326,500
Agency Change
Management Assistance
IM407 Vendor/ Supplier/Customer/ Local Outreach Task 8 Implementation and M8PMT-4 46,500

Plan

Agency Change
Management Assistance




ID Deliverable Payment / Milestone Task Task Name / Category Milestone / Payment Amount
IM408 Local Entity and Vendor Outreach Assistance Task 8 Implementation and M8PMT-4 69,750
Agency Change
Management Assistance
PM408 Milestone Report 8: Implementation and Task 1 Project Management M1PMT-11 168,750
Agency Change Management Assistance
PS401 Post Implementation Support Task 9 Post Implementation M9PMT-1 400,000
Support
PS402 Decommission Plan for 3.11 environments Task 9 Post Implementation M9PMT-2 200,000
Support
PS403 Written Confirmation of each Decommissioned Task 9 Post Implementation M9PMT-3 200,000
Environment including SOM environments and Support
PLT and PLP
PM409 Milestone Report 9: Task 1 Project Management M1PMT-12 133,750
Post Implementation Support
N/A Additional 3™ Party Software Licenses N/A 570,000

16,071,623
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DESCRIPTION OF CHANGE NOTICE

$210,871,413.00 $0.00 $210,871,413.00

DESCRIPTION
Effective September 8, 2023, this Contract has been amended as follows:

1. The following amendment is hereby incorporated into the Contract to restate the SIGMA 4x Upgrade Payment Schedule. No
additional funding is needed at this time; existing funds are adequate to support this change.

All other terms, conditions, specifications, and pricing remain the same per contractor and agency agreement, and DTMB
Central Procurement Services approval.




1 Description

The following amendment is hereby incorporated into the Contract to restate the SIGMA 4x Upgrade Payment

Schedule.

2 Scope and Schedule of Work

There are no changes to scope or schedule of work for this Change Notice.

3 Milestone Payment Schedule

COMPENSATION AND PAYMENT The SIGMA 4x Upgrade Payment Schedule Table is replaced in its entirety.
SIGMA 4x Upgrade Payment Schedule Table:

T5401

TS402

TS402

T5403

PM400

P401

P402

P401

P403

P404

P405

PM401

T401

T402

T403

T404

T405

Deliverable Payment / Milestone

TS401 TestSavvy Plan

TS402 TestSavvy Scripted, Tested and Approved Test Cases
TS402 TestSavvy Scripted, Tested and Approved Test Cases -

Addendum
TS403 TestSavvy Training

Milestone Report 0:

TestSavvy Automated Testing

Project Management Plan and Resource Schedule
Status Reporting Process

Project Schedule

Communications Plan

Organizational Change Management Plan
Completed Software Familiarization Sessions
Milestone Report 1:

Project Management

Configuration Management Procedures, if determined
necessary

Environment Readiness Test Plan
Updated Security Architecture and Design

Approved Security, Vulnerability and Penetration Plan

Completed and Approved Security, Vulnerability and
Penetration Test

Task

Task 0

Task 0

Task 0

Task 0

Task 1

Task 1

Task 1

Task 1

Task 1

Task 1

Task 1

Task 1

Task 2

Task 2

Task 2

Task 2

Task 2

Task Name / Category

TestSavvy Automated Testing

TestSavvy Automated Testing
TestSavvy Automated Testing

TestSavvy Automated Testing

Project Management

Project Management
Project Management
Project Management
Project Management
Project Management

Project Management

Project Management

Technical Services

Technical Services
Technical Services

Technical Services

Technical Services

Milestone /
Payment

MOPMT-1

MOPMT-2
MOPMT-2

MOPMT-3

M1PMT-0

M1PMT-1
M1PMT-1
M1PMT-1
M1PMT-2
M1PMT-2

M1PMT-3

M1PMT-4

M2PMT-1

M2PMT-1
M2PMT-2

M2PMT-9

M2PMT-10

Amount

185,146

305,491
203,660

231,432

163,364

57,330

57,330

120,000

39,900

188,000

150,420

150,420

200,560



T406

T407

T408

T409

T410B

T410C

T410D

TA10E

PM402

T411

T411

T412

T412

T413

T413

T413

PI1401

PI402A1

PI402A2

PI402A3

PI402A4

P1402B1

P1402B2

P1402B3

P1402B4

P1402B5

P1402C1

P1402C2

P1402C3

P1402C4

P1402C5

P1402C6

P1402C7

P1402C8

CM401

PM403

T414

Performance Testing and Tuning Plan & Procedures

Completed and Approved Performance Testing and System

Tuning

Production and Production QA Environment Specification

Non-Production (SH1, and SH2) Environment Specification

Completed Production Environment (PRD) including
environment readiness test results

Completed User Acceptance Test Environment (MA1)
including environment readiness test results
Completed Training Environment (SH1) including
environment readiness test results

Completed Development Environment (SH2) including
environment readiness test results

Milestone Report 2:

Technical Services

Software Enhancement and Defect Assessment and
Remediation

Software Enhancement and Defect Assessment and
Remediation - Addendum

Interface Analysis and Confirmation Documentation and
Remediation

Interface Analysis and Confirmation Documentation and
Remediation - Addendum

Database Assessment and Remediation

Database Assessment and Remediation - Addendum
Database Assessment and Remediation - infoAdvantage
Sprint Zero - Installation Test Plan and Results
Program Increment 1 - Sprint 1 Documentation
Program Increment 1 - Sprint 2 Documentation
Program Increment 1 - Sprint 3 Documentation
Program Increment 1 Documentation

Program Increment 2 - Sprint 1 Documentation
Program Increment 2 - Sprint 2 Documentation
Program Increment 2 - Sprint 3 Documentation
Program Increment 2 - Sprint 4 Documentation
Program Increment 2 Documentation

Program Increment 3 - Sprint 1 Documentation
Program Increment 3 - Sprint 2 Documentation
Program Increment 3 - Sprint 3 Documentation
Program Increment 3 - Sprint 4 Documentation
Program Increment 3 - Sprint 5 Documentation
Program Increment 3 - Sprint 6 Documentation
Program Increment 3 Documentation

Program Increment 3 Documentation - Addendum
Application Configuration Management Plan
Milestone Report 3:

Sprint Activities

Data Migration Plan

Task 2

Task 2

Task 2

Task 2

Task 2

Task 2

Task 2

Task 2

Task 1

Task 3

Task 3

Task 3

Task 3

Task 3

Task 3

Task 3

Task 3

Task 3

Task 3

Task 3

Task 3

Task 3

Task 3

Task 3

Task 3

Task 3

Task 3

Task 3

Task 3

Task 3

Task 3

Task 3

Task 3

Task 3

Task 3

Task 1

Task 4

Technical Services
Technical Services

Technical Services

Technical Services

Technical Services

Technical Services

Technical Services

Technical Services

Project Management

Sprint Activities
Sprint Activities
Sprint Activities
Sprint Activities
Sprint Activities
Sprint Activities
Sprint Activities
Sprint Activities
Sprint Activities
Sprint Activities
Sprint Activities
Sprint Activities
Sprint Activities
Sprint Activities
Sprint Activities
Sprint Activities
Sprint Activities
Sprint Activities
Sprint Activities
Sprint Activities
Sprint Activities
Sprint Activities
Sprint Activities
Sprint Activities
Sprint Activities

Sprint Activities

Project Management

Data Migration

M2PMT-3
M2PMT-11

M2PMT-4

M2PMT-12

M2PMT-5
M2PMT-6
M2PMT-7

M2PMT-8

M1PMT-5

M3PMT-1
M3PMT-1
M3PMT-1

M3PMT-1
M3PMT-1
M3PMT-1
M3PMT-1
M3PMT-2
M3PMT-3
M3PMT-3
M3PMT-3
M3PMT-3
M3PMT-4
M3PMT-4
M3PMT-4
M3PMT-4
M3PMT-4
M3PMT-5
M3PMT-7
M3PMT-8
M3PMT-9
N/A
N/A
M3PMT-10
M3PMT-11

M3PMT-6

M1PMT-6

M4PMT-1

150,420
350,980

250,700

250,700

313,400

313,400

313,400

313,400

270,000

157,980.60

105,320.40

184,310.70

122,873.80

184,310.70
92,155.80
30,718.00

200,000

819,667

819,667

737,699

81,967

87,000

467,000

188,000



T415

T416

T417

T418

T419

PM404

T420

T421

PM405

U401
U402
U403
U404

U405

U403/U
404/U40
5

PM406

DC401

PM407

IM401

IM402

IM403

IM404

IM405

IM406

Data Migration Program Designs

Unit Tested Data Migration Programs

Migrated Data in all non-production environments (SH1,
SH2, MA1)

Migrated Data in Production Environment for User
Acceptance Testing

Re-Migrated Data in Production Environment for Go-Live
Milestone Report 4:
Data Migration

Disaster Recovery Test Plan

Disaster Recovery Test Results for the SIGMA 4x
environment

Milestone Report 5:

Disaster Recovery Testing

User Acceptance Test Plan and Scripting Assistance
User Acceptance Test Assistance

Integration Test Plan & Schedule

Integration Test Cases

Integration Test Status Reporting

Integration Test Plan & Schedule/Integration Test
Cases/Integration Test Status Reporting-Addendum

Milestone Report 6:

User Acceptance Testing
Updated System Documentation
Milestone Report 7:

Documentation

Implementation Cutover Plan including Implementation
Cutover Checklist

Agency Implementation and Change Management Plans

Completed and Approved Change Management Assistance

Production Job Schedule

Approved Batch jobs on Job Scheduler

Completed Production Turnover

Task 4

Task 4

Task 4

Task 4

Task 4

Task 1

Task 5

Task 5

Task 1

Task 6

Task 6

Task 6

Task 6

Task 6

Task 6

Task 1

Task 7

Task 1

Task 8

Task 8

Task 8

Task 8

Task 8

Task 8

Data Migration

Data Migration

Data Migration

Data Migration

Data Migration

Project Management

Disaster Recovery Testing

Disaster Recovery Testing

Project Management

User Acceptance Testing
User Acceptance Testing
User Acceptance Testing
User Acceptance Testing

User Acceptance Testing

User Acceptance Testing

Project Management

Documentation

Project Management

Implementation and Agency
Change Management
Assistance

Implementation and Agency
Change Management
Assistance

Implementation and Agency
Change Management
Assistance

Implementation and Agency
Change Management
Assistance

Implementation and Agency
Change Management
Assistance

Implementation and Agency
Change Management
Assistance

M4PMT-1

M4PMT-1

M4PMT-2

M4PMT-3

MA4PMT-4

M1PMT-7

M5PMT-1

M5PMT-2

M1PMT-8

M6PMT-1

M6PMT-2

M6PMT-3

M6PMT-3

M6PMT-3

M6PMT-4

M1PMT-9

M7PMT-1

M1PMT-10

M8PMT-1

M8PMT-1

M8PMT-2

M8PMT-3

M8PMT-3

M8PMT-3

313,400

313,400

814,800

150,000

290,000

435,000

75,000

150,000

1,000,000

240,000

160,000

233,150

175,000

26,250

116,250

116,250

244,875

244,875

326,500



IM407

IM408

PM408

Ps401

PS402

PS403

PM409

N/A

Vendor/ Supplier/Customer/ Local Outreach Plan

Local Entity and Vendor Outreach Assistance

Milestone Report 8:

Implementation and Agency Change Management
Assistance

Post Implementation Support

Decommission Plan for 3.11 environments

Written Confirmation of each Decommissioned
Environment including SOM environments and PLT and PLP

Milestone Report 9:
Post Implementation Support

Additional 3 Party Software Licenses

Task 8

Task 8

Task 1

Task 9

Task 9

Task 9

Task 1

N/A

Implementation and Agency
Change Management
Assistance

Implementation and Agency
Change Management
Assistance

Project Management

Post Implementation Support

Post Implementation Support

Post Implementation Support

Project Management

M8PMT-4

M8PMT-4

M1PMT-11

M9PMT-1

MYPMT-2

M9PMT-3

M1PMT-12

46,500

69,750

168,750

400,000

200,000

200,000

133,750

570,000

16,071,623
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CONTRACT SUMMARY
\ERP HOSTING, MANAGED SERVICES, SOFTWARE LICENSE AN

June 25, 2014 September 30, 2021 1000 - 1 Year September 30, 2032

%‘I

O P-Card O PRC O Other X Yes

J

DESCRIPTION OF CHANGE NOTICE

$207,802,333.00 $3,069,080.00 $210,871,413.00

DESCRIPTION
Effective July 12, 2023, this Contract has been amended as follows:

1. This Contract has been increased by $3,069,080.00 per the attached SOW.

2. The attached SOW is hereby incorporated into this Contract to add the Advantage Intelligence module including annual fees
through 9/30/2032.

3. The previous total ESTIMATED AGGREGATE CONTRACT VALUE was incorrect due to an error made on Change Notice 19.
The error resulted in an undervaluation of $361,700.00. The CURRENT VALUE has been corrected to $207,802,333.00.

All other terms, conditions, specifications, and pricing remain the same per contractor and agency agreement, DTMB Central
Procurement Services approval, and State Administrative Board approval on 7/11/2023.
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1

Scope of Work

CGI Advantage Intelligence consisting of the following modules will be included as part of this Change Notice:

+ Advantage Assistant: Tailored on-screen guidance and video tutorials for your business processes, reducing
training time, increasing employee adoptions and limiting help desk calls

+ Sofia: Self-learning virtual assistant to assist your employees with collecting and analyzing data, processing
transactions and interacting with your knowledge base

* CGI EngageHub: Design forms or pages without the need to code, providing increased flexibility to automate
your business processes

1.

Advantage Intelligence will implement containers specific to the State of Michigan within NIST boundaries
along with existing Advantage application containers. The Advantage Intelligence databases are located in
the StateRAMP boundaries. Advantage Intelligence metadata and configuration data are stored in the
Advantage Intelligence databases. The Disaster Recovery (DR) environment for Advantage Intelligence
and the Advantage Intelligence databases follow the same path to Philadelphia along with the Michigan
Advantage DR environment. If the deployment model or location should change, CGI and the State will
discuss the changes and, if required, execute a separate Change Notice that reflects the changes and
addresses ongoing compliance with the State's security requirements.

Advantage Intelligence accesses State of Michigan Advantage data using the Advantage Connect APIs.
Advantage Connect is an existing component of Advantage and its containers reside along with other
Advantage application containers in the Michigan environment. All Advantage Intelligence access of
Michigan Advantage data will maintain audit trails consistent with existing Michigan Advantage system
requirements.

Conversation history is used by Sofia as an additional input to “learn” and refine the path of its interactions
with the user. Sofia provides a configuration option that enables a conversation to be stored, which
enhances this capability. If not enabled, conversations are not stored and will not be available to refine the
path of Sofia’s interactions. Conversation details can be masked when stored, using a configuration option.
This provides data protection since conversations are not stored as plain text. During implementation the
State will decide what configuration option best meets the State requirements of data security and
functionality.

A third-party vendor site (Vidyard) is used to host videos. Vidyard’s infrastructure is managed by Amazon
Web Services (AWS) and customer videos are stored within AWS US regions. Vidyard adheres to industry-
standard frameworks such as NIST and ISO 27001. Vidyard does quarterly penetration tests and is SOC
Type-Il compliant. Vidyard uses an Independent Service Auditor to perform a SOC 2 Type 2 audit in the
Security, Availability and Confidentiality categories. Vidyard's employees and contractors are also within
the scope of this SOC2 Type 2 audit. The un-redacted SOC 2 Type 2 report can be provided, if required,
on the execution of a Non-Disclosure Agreement. Each Advantage client is assigned a partitioned folder
within Vidyard, that is used to store videos. Access to these partitioned folders are secured by a secure
token. Advantage uses these tokens and Vidyard APIs to access the videos.

Advantage Intelligence components and Vidyard will comply with existing contract security and State data
protections. CGI will work with the State of Michigan to put in a governance process by which Advantage
Intelligence artifacts (Sofia bots, Assistant custom videos and Screen Guides, and EngageHub apps)
available to the State will be approved by the State before deployment into Production. The process will
include review and approval to avoid storing State Data outside of the NIST boundaries in the Michigan
environment including in videos, FAQ/Knowledge Base documents, and other artifacts.



10.

11.

12.

13.

One (1) production and one (1) non-production environment instance of CGl Advantage Intelligence will be
deployed.

The non-production environment instance of Advantage Intelligence will be integrated with MA1, SH1 and
SH2 non-production environments used by State of Michigan. CGl Advantage Intelligence uses a “tenant-
id” to distinguish multiple Advantage instances connecting to it, so one non-production Advantage
Intelligence environment can be used for multiple non-production Advantage environments

A Disaster Recovery (DR) environment instance of CGI Advantage Intelligence will be provisioned for
Production only.

No direct access to the CGI Advantage Intelligence databases will be provided to State of Michigan.

The scope of this Change Notice is limited to the deployment and integration of the CGI Advantage
Intelligence to other Advantage 4 Applications with baseline functionality and any baseline bots, videos,
Screen Guides and EngageHub artifacts, plus services to support implementation as may be described in
this Change Notice. Advantage Intelligence will be enabled both for intra- and inter-net access.

The maintenance window for Advantage Intelligence is aligned to the StateRAMP environment which is
different from the maintenance window for all other components. .  All other Michigan maintenance will
occur as set forth in other provisions of the contract, the monthly maintenance window for Advantage
Intelligence only will occur on the second Saturday of the month, following completion of Michigan
Advantage (SIGMA) Friday night processing, which occurs through Saturday 7:00am ET. Advantage
Intelligence maintenance will start after that and complete by 7:00pm Sunday. Advantage Intelligence will
be unavailable during this maintenance window weekend while other Michigan Advantage applications are
available.

Quarterly maintenance windows for Advantage Intelligence will fall within the same window with other
Michigan environments.

Monthly and quarterly maintenance windows for Advantage Intelligence will not follow abbreviated window
as outlined for all other Michigan environments. In addition, it is not possible to opt out of monthly or
quarterly maintenance windows as these are critical for operations and security remediations.

CGl will provide up to 2,000 hours of implementation services to support and assist with building and deploying
custom bots, videos, Screen Guides or EngageHub artifacts. These services are available through the agreed upon
3 month post go-live period for the Advantage 4 upgrade. Additional implementation services may be obtained

through a subsequent Change Notice, Supplemental Services, or Discretionary Hours.

Exhibit A: Advantage Intelligence — Data Storage

and answers used by Sofia FAQ bots
Client-provided documentation/PDF
files that Sofia knowledge bots display
to the end-user

Advantage What is stored in the Intelligence Other considerations
Intelligence

Component

Sofia Client-provided predefined questions Will be configured to not store

conversation history

Conversations Data can be masked
when stored

Client provided artifacts/data to be
reviewed as part of governance and




Client-provided script of
dialog/conversation

Dynamic bots access Advantage data
— but that Advantage data is not stored
within Sofia

Sofia Metadata/configuration data
System Logs— no user information.

DevSecOps to protect / restrict
information/data where needed

e Access to Advantage using Advantage
Connect API

e No direct access to Intelligence
databases

The state retains all rights to
determine if and what State Data will
be stored by EngageHub as well as
ability to permanently remove any
State Data from EngageHub as
needed

EngageHub Apps can access
Advantage data, if designed to do so
Audit data — userid, actions and
timestamps

Assistant - Metadata / configuration data related Videos streamed directly from Vidyard to
Videos to videos (e.g. location/URLs, user browser
business roles) Videos should be reviewed as part of
System logs — userid stored for audit governance to protect/restrict
(when video is updated/created) information/data
Access logs for analysis — number of No direct access to Intelligence databases
times videos accessed, geolocation
etc.
Assistant - Metadata / configuration data related Screen Guides should be reviewed as part
Screen to steps and screens/pages of a of governance to protect/restrict
Guides screen guide No direct access to Intelligence databases
System logs — userid when screen
guide created
EngageHub Metadata related to apps To ensure the security is in place a

governance process will be inserted to
review all artifacts before they are
deployed to production.

Governance process to restrict/protect
information/data where needed.

Access to Advantage using Advantage
Connect API

No direct access to Intelligence databases

2 Schedule

CGl will deploy the non-production and production instances of Advantage Intelligence, for use with the MA1
instance of Advantage ERP and the Production instance of Advantage ERP respectively, as shown below.

Advantage Intelligence
Instance

Integrated with Advantage
ERP Solution

Deployed Date

Non-production

Integrated with MA1
environment of Advantage ERP
Solution. Online configuration of
Screen Guides will be available
in this environment.

Within 30 calendar days of
approved change notice

Production

Integrated with Production
environment of Advantage ERP
Solution

Within 45 calendar days of non-
production instance deployment




Disaster Recovery Integrated with Production Within 60 calendar days of non-
environment of Advantage ERP | production instance deployment
Solution

3 Service Level Agreement

The following Service Level Agreements (SLA) will be applicable to the CGI Advantage suite of modules per the scope defined
above. Other SLAs listed elsewhere in the contract will not apply to Advantage Intelligence.

SLAs are applicable as stated below in the Standards after initial go-live of Advantage Intelligence.

Production On-Line Application Availability (for Advantage Intelligence only)
This SLA will be added as a new Standard 3c.

Calculations for Advantage Intelligence
Standard 3 apply here.

The monthly maintenance window for

2317 Advantage Intelligence will occur on the
excluding second Saturday of every month (PRD
scheduled and NPD). This maintenance window is

maintenance different from all other Michigan
window and environments and therefore does not fall

nightly under previous maintenance window
Application contractual language as this maintenance
restart window will not be abbreviated.

Advantage Intelligence availability will be
calculated separate from other
applications.

Availability Calculation: A = X-Y-Z/X-Y

None 10% 25% 50% for the non-public facing components
>=99.5%  <99.5%but>=  <99%  <95% Where:
99% but >= X = Minutes of planned availability per
95% day multiplied by planned days of

availability in the month

Y = Minutes of planned outages for
the month

Z = Minutes of unplanned outages for
the month

» An outage of Advantage Intelligence
application is considered and
calculated as an outage.




For example, a 1 hour outage of FIN
results in Z = 60 minutes

Production Major Function Unavailability

Standard 2 will be modified as below to include EngageHub and Advantage Assistant.

Standard 2 — Production Major Function Unavailability

Sliding Scale Penalty

Structure

Penalty | None 10% 25% 50%
<99.5% | <99%

Service | >=99.5% | But But <95%

Rate >=99% | >=95%

As applicable only to Issues or Incidents that produce the
inability to use major/key functionality for the core
applications within the applicable defined Hours of
Availability, as detailed in Standard 3, for the specific
transaction in question.

For each of the transaction sets below, creating four (4)
subtargets for this standard:

* Ifthe Incident/Issue is a defect for purposes of this
Agreement, it will be subject to Standard 2 and not
subject to Standard 1; considered a Critical/Urgent
Incident/Issue using standard Severity/Priority
definitions and the Service Target Response and
Resolution times in Standard 1; and held to the
Resolution Service Rate to the left.

* Ifthe Incident/Issue is NOT a defect for purposes of this
Agreement, it will be measured in minutes the same as
Standard 3.

Transactions to be Tested for Major Function

Unavailability Determination.

Unavailability for purposes of this Standard is any one or
more, but not all, of the noted transactions for a module
being inoperative/inaccessible.

FIN
* PO, GAX, CR, and JV create/validate/submit
* Vendor, Commodity, Invoice, Receiving, Document

Catalog Searches and Disbursement Query

HRM: Take timesheet from worklist and approve timesheet
to final

PB:

* Execute a Budget Query
* View a Budget Request

* View a Project Definition

*  Submit a Budget Request Form
ESS

* Create timesheet, enter data and submit for approval
*  Create and submit travel expense document




MSS

*  Take timesheet from worklist and approve timesheet to
next approval level

VSS

*  Click on each of Address Contacts tab, Financial
transaction tab then scheduled Payments, scheduled
Checks/EFT and scheduled Invoices/Requests sub-tabs

*  Perform search for agreement
infoADV

* thereports identified in Section B.7 of this exhibit
representing the reporting query benchmarks

Advantage Intelligence

*  Access to Screen Guides and/or Videos within
Advantage Assistant

. Major functionality within EngageHub to be reviewed
within 6 months of Production implementation. With
mutual agreement between CGl and the State one area
of major functionality will be defined and added to
Standard 2.

For example:

* If atimesheet defect prevents users from
processing timesheets either online or via batching,
the Incident/Issue will be measured as a
Critical/Urgent per Standard 1 calculations but will
be measured against a >99.5 rate versus the 94% in
Standard 1.

* If ABI stops polling, preventing workflow necessary
for timesheet approvals to be processed, the
unavailability of that function will be measured in
minutes per Standard 3 calculations.

* |If both of the above are true, if either measure
misses its respective Service Rate to the left, the
Service Metric is missed.

Service Level credits for Advantage Intelligence will not exceed 14% of the annual service fees for Advantage
Intelligence with an annual cap of $75,000. The new cumulative amount of Service Credits will not exceed
$875,000 without Advantage Insight option exercised. The new cumulative amount of Service Credits will not
exceed $950,000 with Advantage Insight option exercised. This annual cap on assessed Service Credits will reset
annually on January 1 each year as defined in the larger contract.



4

Sizing and User Limits

The following sizing and user limits are applicable to this Change Notice.

1.

5

5.1

Across all the CGI Advantage Intelligence suite of Managed Applications, the maximum concurrent users
supported will be 4,730 users for the first three (3) months following the initial go-live of CGIl Advantage
Intelligence. This is to account for higher usage in the initial months after go-live. After these three (3)
months, the maximum concurrent users supported across all the CGIl Advantage Intelligence suite of
Managed Applications will be 2,500 users. Concurrent user count is a measure of number of users
currently in a Sofia chat session, number of users using an EngageHub artifact, and any active
connections to Advantage Assistant. Videos and screen guides metadata information is obtained with a
short-lived connection to Advantage Assistant. That connection does not live on when a user is viewing a
video or using a screen guide and is only considered part of the concurrent user count during the short-
lived connection.

Custom videos and custom Screen Guides are created and maintained by State users.

A maximum total number of 250 custom videos will be supported. Base configuration includes support for
250 custom Screen Guides. Additional tiers of 250 Screen Guides each can be configured as needed at
additional cost as provided in the pricing and payment schedule

Each video shall not exceed 20 GB in size.

A maximum of three (3) State of Michigan users will be provided access to upload videos. Videos in the
supported formats (mp4, mov, mkv, webm) will need to be created offline. There is no limit imposed by
Advantage on the number of users creating videos. Configured users of State of Michigan ERP solution will
be able to access videos.

Screen Guides are created and managed using the Advantage application. Although there is no limit on the
number of users that are allowed to create and manage Screen Guides, this functionality should be limited

to a small set of users using Advantage security.

A maximum of 500 GB of disk space is provided for Knowledge Management artifacts that are accessed by
Sofia.

A maximum of 500 GB of disk space is provided for EngageHub artifacts.

Pricing and Payment Schedules

Advantage Intelligence

Payments for Transition services to deploy Advantage Intelligence for the State of Michigan will be according to the
following Milestone Table:

Payment Milestone Amount

Deployment to include Milogin connectivity and verified $ 30,000
shakedown of non-production instance of Advantage

Intelligence. Online configuration of Screen Guides will be

available in this environment.



Deployment production instance of Advantage Intelligence $20,000

Deployment of disaster recovery instance of Advantage $20,000
Intelligence

Implementation services to support and assist with building and deploying custom bots, videos, Screen Guides or
EngageHub artifacts will be provided at an hourly rate of $155.00 per hour. These services will be invoiced
monthly based upon approved written requests from the State of Michigan and supporting status reports.

The annual fees for Advantage Intelligence is listed below and is payable per the same terms as the annual fees
for the Advantage ERP Solution including quarterly holdback.

Year From-To Advantage Intelligence Annual Fee

Year 8/FY22 10/1/2021 -9/30/2022 n/a
*The annual fee for 2023 is $280,000 and will be
pro-rated with a monthly rate of $23,333. The
pro-rated annual fee will be based on the
number of months remaining in the fiscal year,
starting with when the software is delivered to
the agreed upon Non-Production environment,
with confirmation of major functionality as

Year 9/FY23 10/1/2022 -9/30/2023 defined in Standard 2, the availability of
recording and playing of Screen Guides on
modals, and the capability for online
configuration of Screen Guides. The functionality
of recording and playing of Screen Guides on
modals will be available in the Non-Production
environment by June 30, 2023.

Year 10/FY24 10/1/2023 -9/30/2024 $288,400

Year 11/FY25 10/1/2024 -9/30/2025 $288,400

Year 12/FY26 10/1/2025 -9/30/2026 $297,052

Year 13/FY27 10/1/2026 -9/30/2027 $297,052

Year 14/FY28 10/1/2027 -9/30/2028 $305,964

Year 15/FY29 10/1/2028 -9/30/2029 $305,964

Year 16/FY30 10/1/2029 -9/30/2030 $305,964

Year 17/FY31 10/1/2030 -9/30/2031 $315,142

Year 18/FY32 10/1/2031 -9/30/2032 $315,142

The annual fees above include support for an initial tier of 250 custom Screen Guides. Each additional tier of 250
custom Screen Guides is priced at an additional annual fee of $15,000. This fee includes any additional compute
power, storage, configuration and maintenance of the additional Screen Guides.

Additional storage for Advantage Intelligence is priced at a monthly fee of $225 ($2,700 annually) for each 100 GB
of space above the initial limit provided in the section Sizing and User Limits.
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CONTRACT CHANGE NOTICE
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to
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DESCRIPTION OF CHANGE NOTICE

o . 0o | ____NA___
$206,155,723.00 $1,284,910.00 $207,440,633.00

DESCRIPTION
Effective April 12, 2023, this Contract has been amended as follows:

1. This Contract has been increased by $1,284,910.00 per the attached SOW.

2. The attached SOW is hereby incorporated into this Contract to add an Operational Readiness Period to shakedown
operational processes associated with the new Advantage 4 delivery model for distributing software updates. This will extend
the Advantage 4 Upgrade schedule as well as refines the associated Milestone Payment Schedule

All other terms, conditions, specifications, and pricing remain the same per contractor and agency agreement, DTMB Central
Procurement Services approval, and State Administrative Board approval on 4/11/2023.
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State of Michigan - Advantage 4 Upgrade
Extension

The enclosed Change Notice proposal is submitted to address:

(1) An extension to the Advantage 4 Upgrade schedule per the agreed upon baseline project plan.

(2) Add an Operational Readiness Period to shakedown operational processes associated with the new
Advantage 4 delivery model for distributing software updates.

(3) Refine the associated Milestone Payment Schedule.
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1  Scope of Work

This Change Notice is for CGI to provide account team services and continued infrastructure and operational
support (managed services) for Advantage 3.11 during an Operational Readiness period prior to the cutover and
start of Advantage 4 production operations. This Change Notice:

(1) Extends the Advantage 4 Upgrade schedule per the agreed upon baseline project plan.

(2) Adds an Operational Readiness Period to shakedown operational processes associated with the new
Advantage 4 delivery model for distributing software updates.

(3) Refines the associated Milestone Payment Schedule.

Exhibit 1 on the following page presents the revised schedule, including the Operational Readiness Period.
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Exhibit 1 - SIGMA 4 Upgrade, Revised Timeline as of 3/24/2023

JAN FEB MAR APR MAY JUN JUL SEP  OCT NOV DEC JAN FEB MAR APR MAY JUN

- Sprint 6 (27272023
SPIINEIS - 3/20/2023)

Perf Test Perf
2 Test 3

Sec/Vuln/ ATO Issued
Pen 13 (11/22/23)

ull
Tes
13 23 ® oG [ OPERATIONALREADINESS | <> CutcwerTask, Go-Live 3/11/2024

m405 | [ 74108 ’ Decommission 3.11 SH1/SH2 Post Go Live
4/19/23 5/1/23
Remaining

T410C IM404 Del erables
4/21/23 5/4/23
T414 IM401 jeed,
LoiE a3 Decommission 3.11 PROD/MA1’
T416
4/25/23 T417

5/18/23
T413

4/26/23 T419
5/1/24

Agency/User Reports Migration

Perf Test 1b 3/6/2023 - 3/24/2023 Mock Conversion 1 1/13/2023 - 2/8/2023
Perf Test 1b Tuning  3/27/2023 - 5/5/2023 Mock Conversion 2 3/24/2023 - 4/4/2023
Perf Test 2 7/12/2023 -8/8/2023 MAT1 Refresh 3 5/1/2023 - 5/5/2023
Perf Test 2 Tuning 8/9/2023 - 9/5/2023 Mock Conversion 3 6/7/2023 - 6/15/2023
Perf Test 3 10/11/2023 - 10/31/2023 MA1 Refresh 4 6/16/2023 - 6/23/2023
Deliverable dates above’ Mock Conversion 4 1/2/2024 - 1/10/2024
represent final approval date MA1 Refresh 5 1/11/2024 - 1/18/2024
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1.1

Account Team Services

Account Team Services to be provided during the Operational Readiness phase in addition to the scope of work
already contemplated include:

1.
2.

7.
8.

Prioritized tailoring of additional User Acceptance Test (UAT) scenarios

Preparation and testing of End User Support Materials and Readiness (for example, Advantage
Assistant)

Self Service user communications and familiarization

Dry run of agile operations and program increment process (testing and implementing feature sets and
containers with severity level 1 and 2 fixes)

Residual upgrade Production Work Requests (PWR) items — Requests from Agencies or SIGMA
Operations members to make a change in the Advantage application, either through an Enhancement
Request (ER) or configuration change

Organizational Change Management
Regular online, daily/nightly, weekly, monthly cycle(s)

Additional activities as may be mutually agreed upon

These services will be provided by the team members identified in the table below, at the specified assignment and
utilization levels.
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% Assigned
Total Readiness SeIrl\1l1izes

ASSIGNMENT MEMBER

Engagement Manager William Hutchinson 25% 20% 5%
Project Manager Rachelle Wilkins 70% 46% 25%
Organizational Change Management Tanya Northman 50% 40% 10%
SME - TELL Alex Dan 75% 60% 15%
SME - FIN-Inv/Assets-Debt/Treasury Sanjay Rodrigues 50% 40% 10%
SME - Procurement/VSS Kevin Klapp 50% 40% 10%
SME - Cost Acctg/Grants James Rishell 50% 40% 10%
SME - PB Holly DePaul 0% 0% 0%
SME - Advantage Configuration Tim McDonnell 100% 80% 20%
Configuration Management / TestSavvy | Colleen Barton 100% 80% 20%
TestSavvy Maintenance Klayton Kuban 100% 50% 50%
SME - Advantage Integration Wael Amoudi 50% 40% 10%
SME - Advantage Integration TBD - Technical Lead 50% 40% 10%
SME - General Support TBD - Sr Analyst 100% 80% 20%

1.2 Infrastructure and Operations Support

CGl will continue to provide infrastructure support and managed services for Advantage 3.11 PROD and MA1
environments, per the existing contract.

Advantage 3.11 SH1 and SH2 environments shall be decommissioned at the start of the Operational Readiness
period, at which time those environments will no longer be available for use by the State.

Advantage 4 environments (PROD, MA1, SH1 and SH2) shall be maintained and supported during the Operational
Readiness period at no additional cost to the State. Support provided includes:

e Infrastructure and managed services required to support Operational Readiness activities
e Infrastructure and managed services required to execute regular online, daily/nightly, weekly, monthly
cycles

Some activities may be requested that are not part of completing Advantage 4 upgrade activities or addressing
associated issues and represent additional scope beyond what is currently provided in the Advantage 4 upgrade.
These will be addressed as additional scope items that can be estimated and provided at a fixed price at the time
of request. Such activities may include, but are not restricted to:

e Additional mock conversion executions
e Additional full cutover practice
e Additional data refreshes

DevOps Upgrade Support Services attributable to the Advantage 4 upgrade that are the responsibility of the CGI
ACDCS Transition Team will be provided at no additional cost to the State. These activities include:

e Maintain DevOps Upgrade Services Environments
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e Support for MI-specific configurations and Ml-specific issues of software
e General Support

2 Schedule

The Operational Readiness period is anticipated to be a four-month Activity running from August 31, 2023 through
December 28, 2023. The actual start and end dates will be dependent upon substantial completion of upgrade
activities through User Acceptance Test (UAT) as agreed to between the State and CGI. The Operational
Readiness period may be extended upon mutual agreement by the State and CGI.

Advantage 3.11 SH1 and SH2 environments will be decommissioned at the start of the Operational Readiness
period and will not be available for use by the State from that date forward.

3 Service Level Agreement

There are no changes to the Service Level Agreement Standards as a result of this change notice.
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4  Pricing and Payment Schedule

4.1 Operational Readiness

Implementation services to support the Operational Readiness period will be provided per the monthly rates in the
table below. These rates are valid only for the Operational Readiness period.

Services will be invoiced monthly at the end of the month in which the services are provided. Monthly fees will be
prorated based on the actual agreed upon start date for the Operational Readiness period. The pro-rated fee will
be calculated based on business days. Should the Operational Readiness Period end before the last day of a
month, the monthly fee will be prorated based on the actual agreed upon end date for the Operational Readiness
period. The pro-rated fee will be calculated based on business days.

Readiness Hourly Rate
ROLE MEMBER Hrs per Mo | (Modified Travel) Monthly Rate
Engagement Manager William Hutchinson** 32.0 $ 305.00 $ 9,760.00
Project Manager Rachelle Wilkins** 72.8 $ 245.00 $ 17,836.00
Communications Tanya Northman** 64.0 $ - $ -
SME - TELL Alex Dan** 96.0 $ 230.00 $ 22,080.00
SME - FIN-Inv/Assets- Sanjay Rodrigues** 64.0 $ 230.00 $ 14,720.00
Debt/Treasury
SME - Procurement/VSS | Kevin Klapp** 64.0 $ 230.00 $ 14,720.00
SME - Cost James Rishell** 64.0 $ 230.00 $ 14,720.00
Acctg/Grants
SME - PB Holly DePaul** - $ 230.00 $ -
Senior BA - Advantage Tim McDonnell 128.0 $ 155.00 $ 19,840.00
Configuration
Senior BA - Colleen Barton 128.0 $ 155.00 $ 19,840.00
Configuration
Management/Test
Savvy
TestSavvy Maintenance | Klayton Kuban 80.0 $ 155.00 $ 12,400.00
Technical Project Wael Amoudi** 64.0 $ 245.00 $ 15,680.00
Manager
SME - Advantage TBD - Technical Lead** 64.0 $ 180.00 $ 11,520.00
Integration
SME - General Support TBD - Sr Analyst** 128.0 $ 230.00 $ 29,440.00

** Member is not local. Rate includes $5.00 travel surcharge.

For purposes of the Operational Readiness Period, the State may use equivalent available Discretionary Hours
dollars or Supplemental Services funding, to the extent that Discretionary Hours dollars are not available, to pay for
these services. In the event that Discretionary Hours dollars or Supplemental Services funding is not available, the
State will utilize alternate, approved funding sources to pay for these services.
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The fees for supporting Advantage 3.11 environments during the Operational Readiness period are provided in the
table below.

Environment Price
MA1 Non-Production Environment $ 614,800
Production Environment $ 691,650
Production 3 Party costs $ 122,960
Total for environments $1,429,410
Discount ($ 144,500)
Total Managed Services Price $1,284,910

Advantage 3.11 hosting fees during the Operational Readiness period are to be paid in monthly installments per
the table below.

Month Payable Fee
$ 321,227.50

This fee will be prorated based on the actual
Month 1 — September 2023 | 10/1/2023 agreed upon start date for the Operational
Readiness period. The pro-rated fee will be
calculated based on calendar days.

Month 2 — October 2023 11/1/2023 $321,227.50
Month 3 — November 2023 12/1/2023 $321,227.50
Month 4 — December 2023 1/1/2024 $321,227.50

In the event the Operational Readiness period is
extended, additional months may be purchased
at the monthly fee of $321,227.50. Should the
The first day of the extension end before the last day of a month,
following month. this fee will be prorated based on the actual
agreed upon end date for the Operational
Readiness period. The pro-rated fee will be
calculated based on calendar days.

Additional Months
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4.2  Milestone Payment Schedule

The table below provides a revised Milestone Payment Schedule that aligns with the new schedule.

ID Deliverable Payment / Milestone Task Task Name / Category Milestone / Payment Amount
TS401 TS401 TestSavvy Plan Task O TestSawy Automated MOPMT-1 185,146
Testing
TS402 TS402 TestSavvy Scripted, Tested and Task 0 TestSawy Automated MOPMT-2 509,151
Approved Test Cases Testing
- TestS Aut ted
TS403 | TS403 TestSavvy Training Task 0 ngtinzwy utomate MOPMT-3 231,432

Milestone Report 0:
PM400 Task 1 Project Management M1PMT-0 163,364
TestSavvy Automated Testing

Project Management Plan and Resource

P401 Task 1 Project Management M1PMT-1

Schedule J 9
P402 Status Reporting Process Task 1 Project Management M1PMT-1 57,330
P401 Project Schedule Task 1 Project Management M1PMT-1
P403 Communications Plan Task 1 Project Management M1PMT-2

Organizational Change Management 57,330
P404 Ple?na ational Lhange Manageme Task 1 Project Management M1PMT-2

Completed Software Familiarization .
P405 P Task 1 Project Management M1PMT-3 120,000

Sessions

Milestone Report 1:
PM401 Task 1 Project Management M1PMT-4 39,900
Project Management

Configuration Management Procedures,

T401 . . Task 2 Technical Services M2PMT-1

if determined necessary
188,000

T402 Environment Readiness Test Plan Task 2 Technical Services M2PMT-1

T403 Updgted Security Architecture and Task 2 Technical Services M2PMT-2 150,420
Design

T404 Approveq Security, Vulnerability and Task 2 Technical Services M2PMT-9 150,420
Penetration Plan

T405 Completed and Approved Security, Task2  Technical Services M2PMT-10 200,560
Vulnerability and Penetration Test

T406 EerfoimancelicsanglansiiininglElanks Task 2 Technical Services M2PMT-3 150,420
Procedures

T407 Completed and Approved Performance Task 2 Technical Services M2PMT-11 350,980

Testing and System Tuning

10
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T408

T409

T410B

T410C

T410D

T410E

PM402

T411

T411

T412

T412

T413

T413

P1401

P1402A1

P1402A2

PI1402A3

P1402A4

Deliverable Payment / Milestone

Production and Production QA
Environment Specification

Non-Production (SH1, and SH2)
Environment Specification

Completed Production Environment
(PRD) including environment readiness
test results

Completed User Acceptance Test
Environment (MA1) including
environment readiness test results

Completed Training Environment (SH1)
including environment readiness test
results

Completed Development Environment
(SH2) including environment readiness
test results

Milestone Report 2:

Technical Services

Software Enhancement and Defect
Assessment and Remediation

Software Enhancement and Defect
Assessment and Remediation -
Addendum

Interface Analysis and Confirmation
Documentation and Remediation

Interface Analysis and Confirmation
Documentation and Remediation -
Addendum

Database Assessment and Remediation

Database Assessment and Remediation -
Addendum

Sprint Zero - Installation Test Plan and
Results

Program Increment 1 - Sprint 1
Documentation

Program Increment 1 - Sprint 2
Documentation

Program Increment 1 - Sprint 3
Documentation

Program Increment 1 Documentation

Task

Task 2

Task 2

Task 2

Task 2

Task 2

Task 2

Task 1

Task 3

Task 3

Task 3

Task 3

Task 3

Task 3

Task 3

Task 3

Task 3

Task 3

Task 3

Task Name / Category

Technical Services

Technical Services

Technical Services

Technical Services

Technical Services

Technical Services

Project Management

Sprint Activities

Sprint Activities

Sprint Activities

Sprint Activities

Sprint Activities

Sprint Activities

Sprint Activities

Sprint Activities

Sprint Activities

Sprint Activities

Sprint Activities

Milestone / Payment

M2PMT-4

M2PMT-12

M2PMT-5

M2PMT-6

M2PMT-7

M2PMT-8

M1PMT-5

M3PMT-1

M3PMT-1

M3PMT-1

M3PMT-1

M3PMT-1

M3PMT-1

M3PMT-2

M3PMT-3

M3PMT-3

M3PMT-3

M3PMT-3

Amount

250,700

250,700

313,400

313,400

313,400

313,400

270,000

157,980.60

105,320.40

184,310.70

122,873.80

184,310.70

122,873.80

200,000

819,667

11
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ID

P1402B1

P1402B2

P1402B3

P1402B4

P1402B5

P1402C1

P1402C2

P1402C3

P1402C4

P1402C5

CM401

PM403

T414

T415

T416

T417

T418

T419

PM404

T420

Deliverable Payment / Milestone

Program Increment 2 - Sprint 1
Documentation

Program Increment 2 - Sprint 2
Documentation

Program Increment 2 - Sprint 3
Documentation

Program Increment 2 - Sprint 4
Documentation

Program Increment 2 Documentation

Program Increment 3 - Sprint 1
Documentation

Program Increment 3 - Sprint 2
Documentation

Program Increment 3 - Sprint 3
Documentation

Program Increment 3 - Sprint 4
Documentation

Program Increment 3 Documentation

Application Configuration Management
Plan

Milestone Report 3:
Sprint Activities
Data Migration Plan

Data Migration Program Designs

Unit Tested Data Migration Programs

Migrated Data in all non-production
environments (SH1, SH2, MA1)

Migrated Data in Production Environment
for User Acceptance Testing

Re-Migrated Data in Production
Environment for Go-Live

Milestone Report 4:

Data Migration

Disaster Recovery Test Plan

Task

Task 3

Task 3

Task 3

Task 3

Task 3

Task 3

Task 3

Task 3

Task 3

Task 3

Task 3

Task 1

Task 4

Task 4

Task 4

Task 4

Task 4

Task 4

Task 1

Task 5

Task Name / Category

Sprint Activities

Sprint Activities

Sprint Activities

Sprint Activities

Sprint Activities

Sprint Activities

Sprint Activities

Sprint Activities

Sprint Activities

Sprint Activities

Sprint Activities

Project Management

Data Migration

Data Migration

Data Migration

Data Migration

Data Migration

Data Migration

Project Management

Disaster Recovery Testing

Milestone / Payment

M3PMT-4

M3PMT-4

M3PMT-4

M3PMT-4

M3PMT-4

M3PMT-5

M3PMT-7

M3PMT-8

M3PMT-9

M3PMT-10

M3PMT-6

M1PMT-6

M4PMT-1

M4PMT-1

M4PMT-1

M4PMT-2

M4PMT-3

M4PMT-4

M1PMT-7

M5PMT-1

Amount

819,667

819,666

87,000

467,000

188,000

313,400

313,400

814,800

150,000

290,000

12
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T421

PM405

U401

u402

U403

U404

U405

U403/U404/
U405

PM406

DC401

PM407

IM401

IM402

IM403

IM404

IM405

IM406

Deliverable Payment / Milestone

Disaster Recovery Test Results for the
SIGMA 4x environment

Milestone Report 5:

Disaster Recovery Testing

User Acceptance Test Plan and Scripting
Assistance

User Acceptance Test Assistance

Integration Test Plan & Schedule

Integration Test Cases

Integration Test Status Reporting
Integration Test Plan &
Schedule/Integration Test

Casesl/Integration Test Status Reporting-
Addendum

Milestone Report 6:

User Acceptance Testing
Updated System Documentation

Milestone Report 7:

Documentation

Implementation Cutover Plan including
Implementation Cutover Checklist

Agency Implementation and Change
Management Plans

Completed and Approved Change
Management Assistance

Production Job Schedule

Approved Batch jobs on Job Scheduler

Completed Production Turnover

Task

Task 5

Task 1

Task 6

Task 6

Task 6

Task 6

Task 6

Task 6

Task 1

Task 7

Task 1

Task 8

Task 8

Task 8

Task 8

Task 8

Task 8

Task Name / Category

Disaster Recovery Testing

Project Management

User Acceptance Testing

User Acceptance Testing

User Acceptance Testing

User Acceptance Testing

User Acceptance Testing

User Acceptance Testing

Project Management

Documentation

Project Management

Implementation and Agency
Change Management
Assistance

Implementation and Agency
Change Management
Assistance

Implementation and Agency
Change Management
Assistance

Implementation and Agency
Change Management
Assistance

Implementation and Agency
Change Management
Assistance

Implementation and Agency
Change Management
Assistance

Milestone / Payment

M5PMT-2

M1PMT-8

M6PMT-1

M6PMT-2

M6PMT-3

M6PMT-3

M6PMT-3

M6PMT-4

M1PMT-9

M7PMT-1

M1PMT-10

M8PMT-1

M8PMT-1

M8PMT-2

M8PMT-3

M8PMT-3

M8PMT-3

Amount

435,000

75,000

150,000

1,000,000

240,000

160,000

233,150

175,000

26,250

116,250

116,250

244,875

244,875

326,500
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IM407

IM408

PM408

PS401

PS402

PS403

PM409

N/A

Deliverable Payment / Milestone

Vendor/ Supplier/Customer/ Local
Outreach Plan

Local Entity and Vendor Outreach
Assistance

Milestone Report 8:

Implementation and Agency Change
Management Assistance

Post Implementation Support
Decommission Plan for 3.11
environments

Written Confirmation of each
Decommissioned Environment including
SOM environments and PLT and PLP

Milestone Report 9:

Post Implementation Support

Additional 3 Party Software Licenses

Task

Task 8

Task 8

Task 1

Task 9

Task 9

Task 9

Task 1

N/A

Task Name / Category

Implementation and Agency
Change Management
Assistance

Implementation and Agency
Change Management
Assistance

Project Management

Post Implementation
Support

Post Implementation
Support

Post Implementation
Support

Project Management

Milestone / Payment

M8PMT-4

M8PMT-4

M1PMT-11

MOPMT-1

MOPMT-2

MOPMT-3

M1PMT-12

Amount

46,500

69,750

168,750

400,000

200,000

200,000

133,750

570,000

16,071,623
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STATE OF MICHIGAN
CENTRAL PROCUREMENT SERVICES

Department of Technology, Management, and Budget
320 S. WALNUT ST., LANSING, MICHIGAN 48933
P.O. BOX 30026 LANSING, MICHIGAN 48909

CONTRACT CHANGE NOTICE

Change Notice Number 19

to
Contract Number 07184300137

CGI TECHNOLOGIES AND SOLUTIONS INC Ruth Schwartz DTMB

(517) 284-7585

300 South Washington Square
East Lansing, M| 48933
Patrica McCabe

303-898-1876

schwartzrl@michigan.gov

Shannon Romein DTMB

(517) 898-8102
romeins@michigan.gov

@)
o)
Z
-
b
>
N
-
o
X

patricia.mccabe@cgi.com
CV0059354

CONTRACT SUMMARY
\ERP HOSTING, MANAGED SERVICES, SOFTWARE LICENSE AN

June 25, 2014 September 30, 2021 1000 - 1 Year September 30, 2032

%‘I

O P-Card O PRC O Other X Yes

J

DESCRIPTION OF CHANGE NOTICE

$206,155,723.00 $361,700.00 $206,517,423.00

DESCRIPTION
Effective February 14, 2023, this Contract has been amended as follows:

1. This Contract has been increased by an additional $361,700.00 to move the two AT&T dedicated circuits associated with
the banking ODFI from Auburn Hills, Ml to Ashburn, VA and for the increased ongoing costs for the circuits in Ashburn, VA,

All other terms, conditions, specifications, and pricing remain the same per contractor and agency agreement, DTMB Central
Procurement Services approval, and State Administrative Board approval.




1 Overview and Background

The State and CGI have agreed to:

(1) Comerica Bank is decommissioning their Auburn Hills location. They are requesting that the
State/CGI relocate the 2 AT&T primary redundant circuits that connects Comerica Bank’s Data
Center to CGl’s Phoenix Data Center from Auburn Hills, M| to Ashburn Hills, VA.

2 Scope of Work

Effective with this change notice, the State is adding funding per the attached SOW for a one time move the two
AT&T dedicated circuits associated with the banking ODFI from Auburn Hills, Ml to Ashburn, VA and for the
increased ongoing costs for the circuits in Ashburn, VA.

Old Circuit Address:
3701 Hamlin Road
Auburn Hills, MI 48326
New Circuit Address:
44790 Performance Circle
Ashburn, VA 20147

4 Schedule

Project Milestone Key Date
AT&T Circuits -Order 2 new Circuits from AT&T
3/1/2023
Acquire, configure and deploy Switch Gear and Firewall 7/1/2023-8/31/2023
to new circuit location.
Turn up and test new circuit 9/1/2023-10/31/2023
Deactivate existing Auburn Hills, Ml circuits 1/30/2024




3 COMPENSATION AND PAYMENT

CGl will complete the specified one-time circuit move for a fixed price as follows:

The circuit move is required to be completed before January 30, 2024. The scope of work is predicated
upon the following assumptions:

®  Prices are based on requirements and assumptions per Sections 3 and 6 in this document.
Changesto either will result in changes to the pricing which will be presented as change
requests.

e AT&T no longer offers the 1.5Mb circuit speed that was implemented in Auburn Hills. The
minimum new speed available is 10Mb resulting in a price increase. The prices in this document
reflect the 10Mb circuit that will be implemented in Ashburn, VA.

e Terms of services are applicable to the duration of time to complete the aforementioned
circuit move.

e Thereis up to a 128 day lead time for this change once the request is submitted to AT&T.

e  Execution of this Change Notice is required prior to submitting the request for change to AT&T
and any delays in the same will result in an extended wait time with AT&T in addition to the 128
days mentioned above.

e  (Circuit decommission is required prior to January 30, 2024.

There will be an increase of $4,300 per month effective 07/01/2023 for a period of 7 months while both
the existing Auburn Hills, Ml and the additional Ashburn, VA circuits and the additional Ashburn, VA
circuits are active. Starting with month 8 the rate will decrease from $4,300 to $2,900 per month until
09/30/2032 as a result of a credit of $1,400 per month for costs of the original circuits that are included in
the annual hosting fees listed in CN-14.

In addition to the changes noted in the Summary Table for Annual Fees, additional payments of:

e $12,900 will be due on July 1, 2023 for FY23 (prorated annual fee change).
e $30,000 will be due upon activation of the circuit at 44790 Performance Circle Ashburn, VA
20147 (scheduled to start July 1, 2023).

Advantage and Bundled Software and Maintenance

Total Advantage and Bundled Software and Maintenance $2,258,749.00 $2,426,028.00 $2,586,028.00 $2,592,478.00 $2,677,104.00 $2,895761.00 $2,945,135.00 $3,070,945.00 $3,145,945.00 $ 3,195,945.00
Hosting Managed and Saas Services $5,584,571.00 $5,761,803.00 $5,601,803.00 $6,023,340.00 55,938,714.00 $6,015571.00 $5,966,197.00 $5,840,387.00 $6,141,887.00 $6,091,887.00
Credit for Shut Down of Comerica Circuit in Auburn Hills, MI $  (11,200.00) $ (16,800.00) $ (15,800.00) $ (16,800.00) § (15,800.00) S (16,800.00) $ (15,800.00) S (16,800.00) § (16,800.00)
Comerica Circuits in Ashburn, VA $ 12,900.00 § 51,600.00 § 51,600.00 $§ 51,600.00 $ 51,600.00 § 51,600.00 $ 51L600.00 § 51,600.00 § 51,600.00 $ 51,600.00
One time fees S 30,000.00 3 s - s - s - s - s - 5 - 5 - S
Total change for Comerica Circuit Relocation $  42,900.00 $ 40,400.00 $ 34,800.00 $ 34,800.00 S 34,800.00 $ 34,800.00 $ 34,800.00 S 34,800.00 $ 34,800.00 $  34,800.00

Hosting Managed and Saas Services $5,627,471.00 $5,802,203.00 $5,636,603.00 $6,058,140.00 $5,973,514.00 $6,050,371.00 $6,000,997.00 $5,875,187.00 $6,176,687.00 $6,126,687.00

Grand Totals with Comerica Circuit Relocation $7,886,220.00 58,228,231.00 $8,222,631.00 $8,650,618.00 §$8,650,618.00 58,946,132.00 $8,946,132.00 $8,946,132.00 59,322,632.00 $9,322,632.00



STATE OF MICHIGAN
CENTRAL PROCUREMENT SERVICES

Department of Technology, Management, and Budget

320 S. WALNUT ST., LANSING, MICHIGAN 48933
P.O. BOX 30026 LANSING, MICHIGAN 48909

CONTRACT CHANGE NOTICE

Change Notice Number 18

to
Contract Number 071B4300137

CGI TECHNOLOGIES AND SOLUTIONS INC Ruth Schwartz DTMB

(517) 284-7585

300 South Washington Square
East Lansing, MI 48933
Patrica McCabe

303-898-1876

schwartzrl@michigan.gov

Shannon Romein DTMB

(517) 898-8102
romeins@michigan.gov

dO1DVHINOD

patricia.mccabe@cgi.com
CV0059354

CONTRACT SUMMARY
ERP HOSTING, MANAGED SERVICES, SOFTWARE LICENSE AN

June 25, 2014 September 30, 2021 1000 - 1 Year September 30, 2032

O P-Card O PRC O Other Yes O No

DESCRIPTION OF CHANGE NOTICE
. O N/A
$203,655,723.00 $2,500,000.00 $206,155,723.00

DESCRIPTION

Effective 11/16/2022, this Contract is hereby increased by $2,500,000.00 and the following amendment incorporated to add
Agency and User report migration to the scope of the SIGMA 4 Upgrade Project.

All other terms, conditions, specifications, and pricing remain the same. Per contractor, agency, DTMB procurement and State
Administrative Board approval on 11/15/2022.
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1

Work Description

Work to be performed consists of the following tasks:

2

1. Setup -

a. Document migration process for Agencies

b. Define and establish migration folders

c. Setup migration utility and report transfer protocols
Perform Migration

a. Move reports to designated folder for validation and migration.

b. Validating reports to be migrated.

c. Transfer approved/validated reports to the CGI migration team.

d. Execute migration utility.

e. Completes additional manual steps to complete report migration, if required.
Verify migration of reports —

a. Verify output is generated per provided input parameters (validity of output data is not part of

this test and is the responsibility of agencies during UAT)

b. Confirm formatting of cover page, columns and pagination (page breaks)
Deliver migrated reports to SOM
Provide support related to migration issues during Agency UAT

Schedule

This proposal assumes work starts November 1, 2022 for Setup Activities and November 15 for report migration.

It assumes a team of resources supporting report migration as follows:

1.

With a core team capable of migrating 300 reports per week, 3,600 agency enterprise reports could be
migrated in 12 weeks. If started November 15, migration of these reports would be completed by February

To migrate 9,000 agency user reports, CGI will ramp up the migration team to start migration of the agency
user December 1, in parallel with the agency enterprise report migration. With additional resources capable
of migrating 100 reports per week, plus transition of the core team from agency enterprise to user reports
in mid-February, migration of these reports would be completed by the end of July 2023, with Agency UAT
still required.

Work is to be completed prior to September 30, 2023.

3

Responsibilities

CGl will be responsible for executing Tasks 1 through 5 above.

Proprietary and Confidential
© 2022 CGl Inc.
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SOM SIGMA team will be responsible for:
1. Supporting CGl in the execution of its responsibilities
2. Agency communications
3. Approving the process and file structures to be used in the migration effort
4. Managing the identification, approval, and audit of reports to be migrated
5. Managing the Agency UAT effort to test migrated reports

Agencies will be responsible for:
1. Moving reports to be migrated to the designated migration folder
2. Providing input parameters for report execution in the verification process.
3. Testing migrated reports.

4 General Notes and Assumptions

1. Migration will move reports from 3.11 to Adv4.

2. CGl needs an initial minimum set of 500 reports to be identified and available for migration in the shared folder
by the start of this activity. Changes to the list of reports or the reports may impact the cost/duration of the
activity. USIS Advantage requires a 45-day notice of the final set of reports to be migrated.

3. For each report to be migrated, the Client will provide a set of report parameter values that USIS developers
can use to test the report execution in the development/test environment.

4. Upon completion of the migration process (utility execution and additional manual steps), the USIS Advantage
team will perform a basic verification test consisting of the following:

Execute per report parameter values provided by the client.

Confirm output is generated

Verify formatting of cover page

Verify column formatting

Verify pagination (page breaks)

o0 T

5. The work to migrate the initial set of 3,000 reports is expected to begin November 2022 and be completed in
February 2023 or earlier. Additional reports identified for migration will be added to the backlog of 3,000 reports
on a weekly basis as identified. To ensure resources are continuously utilized, it is expected that a backlog of
500 reports will be maintained until such time as the migration effort is completed.

6. Agencies are responsible for testing reports that have been migrated. It is anticipated that will occur during the
User Acceptance Test period identified for the SIGMA Adv4 Upgrade project, currently scheduled for February,
March, April and May. Reports delivered prior to February 2023 will be tested within six weeks of the start of
UAT. Testing of reports delivered February 2023 or later will be completed within four weeks of delivery of the
final migrated report.

7. Support to address migration issues will be provided by the USIS Advantage team. Client User Acceptance
Testing (UAT) support for functional or general Business Objects assistance is the responsibility of the CGI and
SOM Adv4 Upgrade team.

Proprietary and Confidential
© 2022 CGl Inc.
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8. To triage issues promptly, the USIS Advantage migration team may need application shares, VPN access, or
other visibility into the SOM testing environments. Such requests will be sent through the Account Team for
approval by the SOM. Prompt execution of such requests will be paramount to timely issue remediation.

9. This proposal does not include technology or third party upgrades or certifications.

10. Performance, ADA and Penetration testing are not within scope of this proposal. Given there are no logic
changes to a report during the migration process, performance testing is also not within scope. If logic changes
are required, approval to make such changes will be requested. Reports with modified logic will be subject to a
comparison of execution times conducted by the State against before/after migration versions.

11. This LOE estimate accounts for software licenses and hardware for the scope of work defined in this proposal.
Should there be changes to the scope that result in requiring additional software or hardware, a revised LOE
estimate will be required.

12. Any training or user documentation is not within scope of this work.

13. This proposal does not include costs associated with onsite travel for CGI team members. Onsite travel
deemed necessary for the effort and mutually agreed upon between CGIl and SOM will be treated as additional
cost and invoiced in addition to the costs outlined within this proposal.

5 Pricing and Payment Schedule

Initial set of 3,000 reports = $360,000
Each additional set of 500 reports = $60,000

Per report cost = $120
Payments are to be made at the end of each month as follows:

(1) All reports migrated and staged in the month by CGI to the designated location for SOM testing. At that
time, 75% of the per report cost ($90) is due for each report staged for SOM testing.

(2) All reports tested in the month by the State of Michigan and meeting acceptance criteria. Acceptance
criteria will be per items 4 and 10 in the General Notes and Assumptions section above plus a comparison
of output between pre- and post- migrated reports. At that time, 25% of the per report cost ($30) is due for
each accepted report.

(3) Beginning February 28, 2023, payment is due at the end of the month in which 30 days has elapsed from
delivery of a report by CGl for testing, unless a validated defect has been reported against that report or
environment access or performance issues prevent agency testers from completing their testing as
planned.

Proprietary and Confidential
© 2022 CGl Inc.
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CONTRACT CHANGE NOTICE

Change Notice Number 17

to
Contract Number 071B4300137

Ruth Schwartz DTMB
(517) 284-7585

CGI TECHNOLOGIES AND SOLUTIONS INC

300 South Washington Square
East Lansing, MI 48933
Patrica McCabe

303-898-1876

schwartzrl@michigan.gov

Shannon Romein DTMB
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CV0059354

CONTRACT SUMMARY
ERP HOSTING, MANAGED SERVICES, SOFTWARE LICENSE AN

June 25, 2014 September 30, 2021 1000 - 1 Year September 30, 2032

O P-Card O PRC O Other Yes O No

DESCRIPTION OF CHANGE NOTICE
. O N/A
$203,655,723.00 $0.00 $203,655,723.00

DESCRIPTION
Effective 9/16/2022, the following amendment is hereby incorporated into the Contract to restate the SIGMA 4x Upgrade
Payment Schedule Table in section G. Compensation and Payment contained in CN 14 and amended in CN16. No additional
funding is needed at this time; existing funds are adequate to support this change.

Please note, the State's Contract Administrator has been updated to Shannon Romein and the Contractor's Contract
Administrator to Patrica McCabe.

All other terms, conditions, specifications, and pricing remain the same. Per contractor, agency and DTMB procurement.
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MICHIGAN DEPARTMENT OF
TECHNOLOGY,MANAGEMENT AND
BUDGET
IT SERVICES
for

SIGMA Project Additional Implementation

ServicesService Request

This Service Request is entered into by the Department of Technology, Management and Budget
(“DTMB”or “State”) and CGI Technologies and Solutions Inc. (“Contractor” or “Vendor”) under the terms
of the Managed Services Agreement (Contract #071B4300137) (“Agreement”), dated June 25, 2014,
between DTMB and Contractor in accordance Exhibit 2-1 Contract Change Management Process.

Project Title: Period of Performance:
Additional ERP Implementation Services 6/1/2021 — 09/30/2032
Project Director: Contractor Project

Ruth Schwartz Manager:Stephen Arrants
SchwartzR1@michigan.gov stephen.arrants@cgi.com
(517) 284-7585 (303) 898-1876

1. OVERVIEW AND BACKGROUND
The State and CGI have agreed to:

¢ Breakdown payment structure for several key deliverables in the SIGMA 4x Upgrade
Payment Schedule Table.

2. OBIJECTIVES OF SERVICE REQUEST
e Replace the SIGMA 4x Upgrade Payment Schedule Table from CN14 with a new table.

3. SCOPE OF WORK

e There are no changes to the Statement of Work. This change notice only updates the
SIGMA 4x Upgrade Payment Schedule Table.


mailto:SchwartzR1@michigan.gov
mailto:stephen.arrants@cgi.com

4. PROJECT SCHEDULE
There are no project schedule changes for this Change Notice.

5. PROIJECT STAFFING
There are no specific staffing requirements for this Change Notice.

6. COMPENSATION AND PAYMENT

The SIGMA 4x Upgrade Payment Schedule Table is replaced in its entirety.

SIGMA 4x Upgrade Payment Schedule Table

ID Deliverable Payment / Task Task Name / Milestone / | Amount
Milestone Category Payment Implementation
TS401 TestSavvy Plan Task 0 | TestSavvy MOPMT-1 S 185,146
Automated
Testing
TS402 TestSavvy Scripted, Task 0 | TestSavvy MOPMT-2 ) 509,151
Tested and Approved Test Automated
Cases Testing
TS403 TestSavvy Training Task 0 | TestSavvy MOPMT-3 S 231,432
Automated
Testing
PM400 | Milestone Report O: Task 1 | Project MOPMT-4 S 163,364
TestSavvy Automated Management
Testing
P401 Project Management Plan | Task 1 | Project M1PMT-1 S 57,330
and Resource Schedule Management
P402 Status Reporting Process | Task1 | Project M1PMT-1
Management
P403 Communications Plan Task 1 | Project M1PMT-2 S 57,330
Management
P404 Organizational Change Task 1 | Project M1PMT-2
Management Plan Management
P405 Completed Software Task 1 | Project M1PMT-3 S 120,000
Familiarization Sessions Management
PMA401 | Milestone Report 1: Task 1 | Project M1PMT-4 S 39,900
Project Strategy and Plan Management
T401 Configuration Task 2 | Technical M2PMT-1 S 188,000
Management Procedures, Services
if determined necessary
T402 Environment Readiness Task 2 | Technical M2PMT-1




Test Plan Services
T403 Updated Security Task 2 | Technical M2PMT-2 501,400
Architecture and Design Services
T404 Approved Security, Task 2 | Technical M2PMT-2
Vulnerability and Services
Penetration Plan
T405 Completed and Approved | Task 2 | Technical M2PMT-2
Security, Vulnerability Services
and Penetration Test
T406 Performance Testing and | Task 2 | Technical M2PMT-3 501,400
Tuning Plan & Procedures Services
T407 Completed and Approved | Task 2 | Technical M2PMT-3
Performance Testing and Services
System Tuning
T408 Production and Task 2 | Technical M2PMT-4 501,400
Production QA Services
Environment
Specification
T409 Non-Production (SH1, and | Task 2 | Technical M2PMT-4
SH2) Environment Services
Specification
T410B Completed Production Task 2 | Technical M2PMT-5 313,400
Environment (PRD) Services
including environment
readiness test results
T410C Completed User Task 2 | Technical M2PMT-6 313,400
Acceptance Test Services
Environment (MA1)
including environment
readiness test results
T410D Completed Training Task 2 | Technical M2PMT-7 313,400
Environment (SH1) Services
including environment
readiness test results
T410E Completed Development | Task2 | Technical M2PMT-8 313,400
Environment (SH2) Services
including environment
readiness test results
PM402 | Milestone Report 2: Task 1 | Project M1PMT-5 270,000
Technical Services Management
T411 Software Enhancement Task 3 | Sprint Activities

and Defect Assessment
and Remediation




Software Enhancement
and Defect Assessment
and Remediation —
Assessment & Plan for
Remediation

Task 3

Sprint Activities

M3PMT-1A

157,980.60

Software Enhancement
and Defect Assessment
and Remediation -
Remediation

Task 3

Sprint Activities

M3PMT-1B

105,320.40

T412

Interface Analysis and
Confirmation
Documentation and
Remediation

Task 3

Sprint Activities

Interface Analysis and
Confirmation
Documentation and
Remediation —
Assessment & Plan for
Remediation

Task 3

Sprint Activities

M3PMT-1C

184,310.70

Interface Analysis and
Confirmation
Documentation and
Remediation -
Remediation

Task 3

Sprint Activities

M3PMT-1D

122,873.80

T413

Database Assessment and
Remediation

Task 3

Sprint Activities

Database Assessment and
Remediation —
Assessment & Plan for
Remediation

Task 3

Sprint Activities

M3PMT-1E

184,310.70

Database Assessment and
Remediation -
Remediation

Task 3

Sprint Activities

M3PMT-1F

122,873.80

Pl401

Sprint Zero - Installation
Test Plan and Results

Task 3

Sprint Activities

M3PMT-2

200,000

Pl402A1

Program Increment 1 -
Sprint 1 Documentation

Task 3

Sprint Activities

M3PMT-3

P1402A2

Program Increment 1 -
Sprint 2 Documentation

Task 3

Sprint Activities

M3PMT-3

P1402A3

Program Increment 1 -
Sprint 3 Documentation

Task 3

Sprint Activities

M3PMT-3

Pl1402A4

Program Increment 1
Documentation

Task 3

Sprint Activities

M3PMT-3

819,667

P1402B1

Program Increment 2 -

Task 3

Sprint Activities

M3PMT-4

819,667




Sprint 1 Documentation

P1402B2 | Program Increment 2 - Task 3 | Sprint Activities | M3PMT-4
Sprint 2 Documentation

P1402B3 | Program Increment 2 - Task 3 | Sprint Activities | M3PMT-4
Sprint 3 Documentation

P1402B4 | Program Increment 2 - Task 3 | Sprint Activities | M3PMT-4
Sprint 4 Documentation

P1402B5 | Program Increment 2 Task 3 | Sprint Activities | M3PMT-4
Documentation

P1402C1 | Program Increment 3 - Task 3 | Sprint Activities | M3PMT-5 S 819,666
Sprint 1 Documentation

P1402C2 | Program Increment 3 - Task 3 | Sprint Activities | M3PMT-5
Sprint 2 Documentation

P1402C3 | Program Increment 3 - Task 3 | Sprint Activities | M3PMT-5
Sprint 3 Documentation

P1402C4 | Program Increment 3 - Task 3 | Sprint Activities | M3PMT-5
Sprint 4 Documentation

P1402C5 | Program Increment 3 Task 3 | Sprint Activities | M3PMT-5
Documentation

CMA401 | Application Configuration | Task 3 | Sprint Activities | M3PMT-6 S 87,000
Management Plan

PM403 | Milestone Report 3: Task 1 | Project M1PMT-6 S 467,000
Sprint Activities Management

T414 Data Migration Plan Task 4 | Data Migration | M4PMT-1 S 188,000

T415 Data Migration Program Task 4 | Data Migration | M4PMT-1
Designs

T416 Unit Tested Data Task 4 | Data Migration | M4PMT-1
Migration Programs

T417 Migrated Data in all non- | Task4 | Data Migration | M4PMT-2 S 313,400
production environments
(SH1, SH2, MA1)

T418 Migrated Data in Task 4 | Data Migration | M4PMT-3 S 313,400
Production Environment
for User Acceptance
Testing

T419 Re-Migrated Data in Task 4 | Data Migration | M4PMT-4 S 814,800
Production Environment
for Go-Live

PMA404 | Milestone Report 4: Data | Task1 | Project M1PMT-7 S 150,000
Migration Management

T420 Disaster Recovery Test Task 5 | Disaster M5PMT-1 S 725,000
Plan Recovery

Testing




T421 Disaster Recovery Test Task 5 | Disaster M5PMT-1
Results for the SIGMA 4x Recovery
environment Testing
PM405 | Milestone Report 5: Task 1 | Project M1PMT-8 75,000
Disaster Recovery Testing Management
U401 User Acceptance Test Task 6 | User M6PMT-1 150,000
Plan and Scripting Acceptance
Assistance Testing
Assistance
U402 User Acceptance Test Task 6 | User M6PMT-2 1,000,000
Assistance Acceptance
Testing
Assistance
U403 Integration Test Plan & Task 6 | User M6PMT-3 400,000
Schedule Acceptance
Testing
Assistance
U404 Integration Test Cases Task 6 | User M6PMT-3
Acceptance
Testing
Assistance
U405 Integration Test Status Task 6 | User M6PMT-3
Reporting Acceptance
Testing
Assistance
PM406 | Milestone Report 6: User | Task1 | Project M1PMT-9 233,150
Acceptance Testing Management
DC401 Updated System Task 7 | Documentation | M7PMT-1 175,000
Documentation
PM407 | Milestone Report 7: Task 1 | Project M1PMT-10 26,250
Documentation Management
IM401 Implementation Cutover | Task 8 | Implementation | M8PMT-1 116,250
Plan including and Agency
Implementation Cutover Change
Checklist Management
Assistance
IM402 Agency Implementation Task 8 | Implementation | M8PMT-1
and Change Management and Agency
Plans Change
Management

Assistance




IM403 Completed and Approved | Task 8 | Implementation | M8PMT-2 116,250
Change Management and Agency
Assistance Change
Management
Assistance
IM404 Production Job Schedule Task 8 | Implementation | M8PMT-3 816,250
and Agency
Change
Management
Assistance
IM405 Approved Batch jobs on Task 8 | Implementation | M8PMT-3
Job Scheduler and Agency
Change
Management
Assistance
IM406 Completed Production Task 8 | Implementation | M8PMT-3
Turnover and Agency
Change
Management
Assistance
IM407 Vendor/ Task 8 | Implementation | M8PMT-4 116,250
Supplier/Customer/ Local and Agency
Outreach Plan Change
Management
Assistance
IM408 Local Entity and Vendor Task 8 | Implementation | M8PMT-4
Outreach Assistance and Agency
Change
Management
Assistance
PM408 | Milestone Report 8: Task1 | Project M1PMT-11 168,750
Implementation and Management
Agency Change
Management Assistance
PS401 Post Implementation Task 9 | Post MI9PMT-1 400,000
Support Implementation
Support
PS402 Decommission Plan for Task 9 | Post M9PMT-2 400,000
3.11 environments Implementation
Support
PS403 Written Confirmation of Task 9 | Post M9PMT-2
each Decommissioned Implementation
Environment including Support

SOM environments and
PLT and PLP




PMA409 | Milestone Report 9: Post | Task1 | Project M1PMT-12 S 133,750
Implementation Support Management
N/A Additional 3rd Party N/A S 570,000
Software licenses
Total S 16,071,623
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CONTRACT CHANGE NOTICE

Change Notice Number 16

to
Contract Number 071B4300137

CGI TECHNOLOGIES AND SOLUTIONS INC Ruth Schwartz DTMB

(517) 284-7585
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East Lansing, MI 48933
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CONTRACT SUMMARY
ERP HOSTING, MANAGED SERVICES, SOFTWARE LICENSE AN

June 25, 2014 September 30, 2021 1000 - 1 Year September 30, 2032

O P-Card O PRC O Other Yes O No

DESCRIPTION OF CHANGE NOTICE
. O N/A
$203,655,723.00 $0.00 $203,655,723.00

DESCRIPTION

Effective 12/13/2021, the following amendment is hereby incorporated into the Contract to restate the SIGMA 4x Upgrade
Payment Schedule Table in section G. Compensation and Payment contained in CN14. Additionally, select references to the
MAZ2 environment contained in CN12 are being replaced with MAL or deleted as the MA2 environment no longer exists. No
additional funding is needed at this time; existing funds are adequate to support this change.

All other terms, conditions, specifications, and pricing remain the same. Per contractor, agency and DTMB procurement.
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MICHIGAN DEPARTMENT OF
TECHNOLOGY,MANAGEMENT AND
BUDGET
IT SERVICES
for

SIGMA Project Additional Implementation

ServicesService Request

This Service Request is entered into by the Department of Technology, Management and Budget
(“DTMB”or “State”) and CGI Technologies and Solutions Inc. (“Contractor” or “Vendor”) under the terms
of the Managed Services Agreement (Contract #071B4300137) (“Agreement”), dated June 25, 2014,
between DTMB and Contractor in accordance Exhibit 2-1 Contract Change Management Process.

Project Title: Period of Performance:
Additional ERP Implementation Services 6/1/2021 — 09/30/2032
Project Director: Contractor Project

Ruth Schwartz Manager: Stephen Arrants
SchwartzR1@michigan.gov stephen.arrants@cgi.com
(517) 284-7585 (303) 898-1876

1. OVERVIEW AND BACKGROUND

The State and CGI have agreed to:
e reorder the SIGMA 4x Upgrade Payment Schedule Table in CN14, and
e correct references to the MA2 environment in CN12 either replacing with MA1 or deleting, and
e correct Standard 1 language overlaid incorrectly in CN14, and

2. OBIJECTIVES OF SERVICE REQUEST

o Replace the SIGMA 4x Upgrade Payment Schedule Table from CN14 with a new table.

e Add a statement to clarify the environment naming convention surrounding the Advantage
4 upgrade as it pertains to environment naming convention. Environment names have since
been updated from MA2 to MA1 (4). References to MA2 should be replaced with MA1(4)
with a statement to clarify the difference.

e Correct Standard 1 language surrounding sliding scale penalty structure. During the drafting
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of CN12, the sliding scale percentage was updated inaccurately. Previously the structure
stated Penalties = None for percentages equal to or greater than 94%. The CN inadvertently
updated this to 99.5%. The State and CGI agree this was unintentional and is updated inline
below.

3. SCOPE OF WORK
Changes to Attachment 2 (Statement of Work)

For the purposes of this agreement beginning with CN12 as it relates to the upgrade to
Advantage 4.x, references to MA2 represent the MA1 (4) environment. As of April of
2020, MA2 is no longer in service and at the request of the State in alignment with CN8,
MA2 was fully decommissioned. Examples of environment naming updates are shown
below within Task 2 and Task 4. This change is specific to the SIGMA Upgrade to
Advantage 4.x project and its Statement of Work. Other references to work with MA2
are required in case the State activates the MA2 environment option in the future and
remain unaffected by this change notice.

Task 2 Deliverables

9. Non-Production (MA2-MA1(4) SH1, and SH2) Environment Specification
10. Completed Test Environment MA2-MAL(4) including environment readiness test
results

Task 4 Deliverables

4. Migrated Data in all non-production environments (SH1, SH2, MA2-MA1(4); MAL)
F. Preparation and Certification of a Production Ready Production Environment

The Contractor shall migrate configured, extended, enhanced, tested, and approved
Advantage 4 software, data, and any other application software specified in the
Proprietary Software License Agreement including all site specific code including that
for reports, interfaces, enhancements to the Hosted/Managed Services MA2-MAL1(4),
Production, Training, SH2, and Production QA environment as mutually agreed to be
needed to meet the schedule for performance testing, user acceptance testing,
security testing or upgrade cutover. Prior to each implementation, the Contractor shall
test the environment and certify its readiness for production use.

The Contractor shall also create and certify a Production QA environment that is
identical in specification and capacity to the certified Production Environment. One
difference between the Production and ‘Quality Assurance’ Environment will be the
'‘Quality Assurance' Environment will not be available on the Internet and the
Production QA environment may share certain non-enterprise-wide third-party
licensing with other non-production environments.

Attachment 2, Exhibit A — Service Level Agreement Section



Section D of Exhibit A is modified as follows:

With the exception of the following changes, all other SLAs remain in effect as written in
previous change notices and are applicable to Advantage Insight, if that option is
exercised.

Only the Sliding Scale Penalty Structure for Standard 1 is modified as part of this change

notice. The change, as specified below, restores the sliding scale penalty structure to its
intended model from Change Notice 8.

Sliding Scale Penalty Structure

Penalty | None 10% 25% 50%
<94% <92%

Service >=94% Bu.t But <90%

Rate 99:5% >292% >=90% 95%
99% 95%

Standard 4 of Section D is modified as specified below.

Standard 4 — Non-Production On-Line Application Availability

Application Suite | MA1 SH1 SH2
Hours of Availability | VA2 Hours of Hours of
Hours of Availability | Availability
Availability
Non- | HRM 7am = 7am —
. FM 6pm
Public . 4pm
Facing PB Business Saturdays | 7am —6pm
InfoADV | Days 7am—6pm | 7am—6pm
5 Mon-Sat
public- MSS Mon-Sat Mon-Sat
Facing Vss 24/7
Trans
Portal
Weight with VIA2 | 35% 20% 35% 10%
Weight without 0% 45% 10%
MA2 45%
Weight during . o
SIG!VIA 4 Upgrade mzi (34)11 ::"/At: 0% 20% 10%
Project
Sliding Scale Penalty Structure
Penalty | None 10% 25% 50%
Service <92% <87%
Rate >=92% But But <82%
>=87% | >=82%

Transactions to be Tested for Availability
Determination:

Same as Standard 3.
Availability Calculation:

Same as Standard 3 with the following
exception: Once the outcome is calculated
for any given environment (e.g., MA1, SH1,
SH2), the percentage of the Sliding Scale
Penalty Structure will be multiplied by the
Weight for that environment found in the
table to the left.

For the MA2 calculation, if MA2 is in service
per the contract, the weighting row ‘with
MA2’ will be used. If MA2 is contractually
decommissioned, the weighting row with
‘without MA2’ will be used. No additional
change to this SLA is required.

For the MA1(4) calculation during the
SIGMA 4 Upgrade Project (while two MA1
environments exist), the weighting row




‘during SIGMA 4 Upgrade Project ’ will be
used.

NOTE: ADV4 Upgrade note: As outlined in CN12
Task 8, Non-Production penalties will be
applicable for Advantage MA1(4) and Advantage
4 Production environments prior to the go live.
MA1(4) will be primary environment monitored
against this standard. During User Acceptance
Testing, PRD(4) will replace MA1(4) on the
‘Weight during SIGMA 4 Upgrade Project’ row.

4. PROJECT SCHEDULE

There are no project schedule changes for this change notice.

5. PROJECT STAFFING
There are no specific staffing requirements for this Change Notice.

6. COMPENSATION AND PAYMENT

The SIGMA 4x Upgrade Payment Schedule Table is replaced in its entirety.

SIGMA 4x Upgrade Payment Schedule Table

ID Deliverable Payment / Task Task Name / Milestone / | Amount
Milestone Category Payment Implementation
TS401 TestSavvy Plan Task 0 | TestSavvy MOPMT-1 S 185,146
Automated
Testing
TS402 TestSavvy Scripted, Task 0 | TestSavvy MOPMT-2 S 509,151
Tested and Approved Test Automated
Cases Testing
TS403 TestSavvy Training Task 0 | TestSavvy MOPMT-3 S 231,432
Automated
Testing




PMA400 | Milestone Report 0: Task 1 | Project MOPMT-4 163,364
TestSavvy Automated Management
Testing

P401 Project Management Plan | Task 1 | Project M1PMT-1 57,330
and Resource Schedule Management

P402 Status Reporting Process | Task 1 | Project M1PMT-1

Management
P403 Communications Plan Task 1 | Project M1PMT-2 57,330
Management

P404 Organizational Change Task 1 | Project M1PMT-2
Management Plan Management

P405 Completed Software Task 1 | Project M1PMT-3 120,000
Familiarization Sessions Management

PMA401 | Milestone Report 1: Task 1 | Project M1PMT-4 39,900
Project Strategy and Plan Management

T401 Configuration Task 2 | Technical M2PMT-1 188,000
Management Procedures, Services
if determined necessary

T402 Environment Readiness Task 2 | Technical M2PMT-1
Test Plan Services

T403 Updated Security Task 2 | Technical M2PMT-2 501,400
Architecture and Design Services

T404 Approved Security, Task 2 | Technical M2PMT-2
Vulnerability and Services
Penetration Plan

T405 Completed and Approved | Task 2 | Technical M2PMT-2
Security, Vulnerability Services
and Penetration Test

T406 Performance Testingand | Task 2 | Technical M2PMT-3 501,400
Tuning Plan & Procedures Services

T407 Completed and Approved | Task 2 | Technical M2PMT-3
Performance Testing and Services
System Tuning

T408 Production and Task 2 | Technical M2PMT-4 501,400
Production QA Services
Environment
Specification

T409 Non-Production (SH1, and | Task 2 | Technical M2PMT-4
SH2) Environment Services
Specification

T410B Completed Production Task 2 | Technical M2PMT-5 313,400
Environment (PRD) Services

including environment




readiness test results

T410C Completed User Task 2 | Technical M2PMT-6 S 313,400
Acceptance Test Services
Environment (MA1)
including environment
readiness test results

T410D Completed Training Task 2 | Technical M2PMT-7 S 313,400
Environment (SH1) Services
including environment
readiness test results

T410E Completed Development | Task2 | Technical M2PMT-8 S 313,400
Environment (SH2) Services
including environment
readiness test results

PM402 | Milestone Report 2: Task 1 | Project M1PMT-5 S 270,000
Technical Services Management

T411 Software Enhancement Task 3 | Sprint Activities | M3PMT-1 S 877,670
and Defect Assessment
and Remediation

T412 Interface Analysis and Task 3 | Sprint Activities | M3PMT-1
Confirmation
Documentation and
Remediation

T413 Database Assessment and | Task 3 | Sprint Activities | M3PMT-1
Remediation

Pl401 Sprint Zero - Installation Task 3 | Sprint Activities | M3PMT-2 S 200,000
Test Plan and Results

PI402A1 | Program Increment 1 - Task 3 | Sprint Activities | M3PMT-3 S 819,667
Sprint 1 Documentation

PI402A2 | Program Increment 1 - Task 3 | Sprint Activities | M3PMT-3
Sprint 2 Documentation

PI1402A3 | Program Increment 1 - Task 3 | Sprint Activities | M3PMT-3
Sprint 3 Documentation

P1402A4 | Program Increment 1 Task 3 | Sprint Activities | M3PMT-3
Documentation

P1402B1 | Program Increment 2 - Task 3 | Sprint Activities | M3PMT-4 $ 819,667
Sprint 1 Documentation

P1402B2 | Program Increment 2 - Task 3 | Sprint Activities | M3PMT-4
Sprint 2 Documentation

P1402B3 | Program Increment 2 - Task 3 | Sprint Activities | M3PMT-4
Sprint 3 Documentation

P1402B4 | Program Increment 2 - Task 3 | Sprint Activities | M3PMT-4




Sprint 4 Documentation

P1402B5 | Program Increment 2 Task 3 | Sprint Activities | M3PMT-4
Documentation

P1402C1 | Program Increment 3 - Task 3 | Sprint Activities | M3PMT-5 S 819,666
Sprint 1 Documentation

P1402C2 | Program Increment 3 - Task 3 | Sprint Activities | M3PMT-5
Sprint 2 Documentation

P1402C3 | Program Increment 3 - Task 3 | Sprint Activities | M3PMT-5
Sprint 3 Documentation

P1402C4 | Program Increment 3 - Task 3 | Sprint Activities | M3PMT-5
Sprint 4 Documentation

P1402C5 | Program Increment 3 Task 3 | Sprint Activities | M3PMT-5
Documentation

CM401 | Application Configuration | Task 3 | Sprint Activities | M3PMT-6 S 87,000
Management Plan

PM403 | Milestone Report 3: Task 1 | Project M1PMT-6 S 467,000
Sprint Activities Management

T414 Data Migration Plan Task 4 | Data Migration | M4PMT-1 S 188,000

T415 Data Migration Program Task 4 | Data Migration | M4PMT-1
Designs

T416 Unit Tested Data Task 4 | Data Migration | M4PMT-1
Migration Programs

T417 Migrated Data in all non- | Task4 | Data Migration | M4PMT-2 S 313,400
production environments
(SH1, SH2, MA1)

T418 Migrated Data in Task 4 | Data Migration | M4PMT-3 S 313,400
Production Environment
for User Acceptance
Testing

T419 Re-Migrated Data in Task 4 | Data Migration | M4PMT-4 S 814,800
Production Environment
for Go-Live

PMA404 | Milestone Report 4: Data | Task1 | Project M1PMT-7 S 150,000
Migration Management

T420 Disaster Recovery Test Task 5 | Disaster M5PMT-1 S 725,000
Plan Recovery

Testing

T421 Disaster Recovery Test Task 5 | Disaster M5PMT-1
Results for the SIGMA 4x Recovery
environment Testing

PMA405 | Milestone Report 5: Task 1 | Project M1PMT-8 S 75,000
Disaster Recovery Testing Management




U401 User Acceptance Test Task 6 | User M6PMT-1 150,000
Plan and Scripting Acceptance
Assistance Testing
Assistance
U402 User Acceptance Test Task 6 | User M6PMT-2 1,000,000
Assistance Acceptance
Testing
Assistance
U403 Integration Test Plan & Task 6 | User M6PMT-3 400,000
Schedule Acceptance
Testing
Assistance
U404 Integration Test Cases Task 6 | User M6PMT-3
Acceptance
Testing
Assistance
U405 Integration Test Status Task 6 | User M6PMT-3
Reporting Acceptance
Testing
Assistance
PM406 | Milestone Report 6: User | Task1 | Project M1PMT-9 233,150
Acceptance Testing Management
DC401 Updated System Task 7 | Documentation | M7PMT-1 175,000
Documentation
PMA407 | Milestone Report 7: Task 1 | Project M1PMT-10 26,250
Documentation Management
IM401 Implementation Cutover | Task8 | Implementation | M8PMT-1 116,250
Plan including and Agency
Implementation Cutover Change
Checklist Management
Assistance
IM402 Agency Implementation Task 8 | Implementation | M8PMT-1
and Change Management and Agency
Plans Change
Management
Assistance
IM403 Completed and Approved | Task 8 | Implementation | M8PMT-2 116,250
Change Management and Agency
Assistance Change
Management
Assistance
IM404 Production Job Schedule Task 8 | Implementation | M8PMT-3 816,250
and Agency
Change

Management




Assistance

IM405 Approved Batch jobs on Task 8 | Implementation | M8PMT-3
Job Scheduler and Agency
Change
Management
Assistance
IM406 Completed Production Task 8 | Implementation | M8PMT-3
Turnover and Agency
Change
Management
Assistance
IM407 Vendor/ Task 8 | Implementation | M8PMT-4 116,250
Supplier/Customer/ Local and Agency
Outreach Plan Change
Management
Assistance
IM408 Local Entity and Vendor Task 8 | Implementation | M8PMT-4
Outreach Assistance and Agency
Change
Management
Assistance
PM408 | Milestone Report 8: Task 1 | Project M1PMT-11 168,750
Implementation and Management
Agency Change
Management Assistance
PS401 Post Implementation Task 9 | Post M9PMT-1 400,000
Support Implementation
Support
PS402 Decommission Plan for Task 9 | Post M9PMT-2 400,000
3.11 environments Implementation
Support
PS403 Written Confirmation of Task 9 | Post M9PMT-2
each Decommissioned Implementation
Environment including Support
SOM environments and
PLT and PLP
PM409 | Milestone Report 9: Post | Task1 | Project M1PMT-12 133,750
Implementation Support Management
N/A Additional 3rd Party N/A 570,000
Software licenses
Total 16,071,623
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CONTRACT SUMMARY

ERP HOSTING, MANAGED SERVICES, SOFTWARE LICENSE AND MAINTENANCE AGREEMENT

June 25, 2014 September 30, 2021 1000 - 1 Year September 30, 2032

O P-Card Other Yes

DESCRIPTION OF CHANGE NOTICE

| |
0o |/ | o | | NA |
| |

$203,549,950.00 $203,655,723.00

DESCRIPTION
Effective 5/28/2021, this Contract is increased by $105,773.00 and the following amendment is hereby incorporated to
move the AT&T dedicated circuit associated with the banking ODFI from Livonia, MI to Elk Grove Village, IL.

Cost Breakdown:

$85,525.00 — Cost difference between current and new circuit from 10/1/2021 — 9/30/2032
$1,912.00 - Cost difference between current and new circuit from 9/1/2021-9/30/2021
$18,336.00 - One-time circuit move

All other terms, conditions, specifications and pricing remain the same. Per contractor, agency and DTMB Procurement
approval.
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Technology, Management & Budget

MICHIGAN DEPARTMENT OF TECHNOLOGY,
MANAGEMENT AND BUDGET
IT SERVICES
for
SIGMA Project Additional Implementation Services

Service Request

This Service Request is entered into by the Department of Technology, Management and Budget (“DTMB”
or “State”) and CGI Technologies and Solutions Inc. (“Contractor” or “Vendor”) under the terms of the
Managed Services Agreement (Contract #071B4300137) (“Agreement”), dated June 25, 2014, between
DTMB and Contractor in accordance Exhibit 2-1 Contract Change Management Process.

Project Title: Period of Performance:
Additional ERP Implementation Services 6/1/2021 — 09/30/2032
Project Director: Contractor Project Manager:
Ruth Schwartz Stephen Arrants
SchwartzR1@michigan.gov stephen.arrants@cgi.com
(517) 284-7585 (303) 898-1876

1. OVERVIEW AND BACKGROUND
The State and CGI have agreed to:

(1) Relocate the AT&T circuit that connects Comerica Banks Data Center to CGl’s Phoenix Data Center. The
circuit will be moved
From: 39200 W Six Mile Road, Livonia, Ml
To: 1905 Lunt Ave Elk Grove Village, IL

2. OBIJECTIVES OF SERVICE REQUEST
Complete the circuit move per the costs Section 6 of this Change Notice.


mailto:SchwartzR1@michigan.gov
mailto:stephen.arrants@cgi.com

3. SCOPE OF WORK
Contractor will perform the task and other services specified in this Section 3 (“Services”) at the rates specified
in Section 6 of this Statement of Work. The schedule for performance of the Services is specified in Section 4.

The Scope of Work is as follows:

1. Aone-time effort to move the AT&T circuit from: 39200 W Six Mile Road, Livonia, Ml to 1905 Lunt Ave
Elk Grove Village, IL.

4. PROJECT SCHEDULE
The schedule for performance of the Services is specified in the Integration Master Schedule (IMS), Agency
Implementation Plan, and Agency Technical Schedule. The high level project schedule dates are included below.

Key Date Date

Project Start Date 06/01/2021
Order New Circuit from AT&T 06/01/2021
Acquire, configure and deploy Switch Gear and Firewall to new circuit location. 09/30/2021
Turn up and test new circuit 10/01/2021
Deactivate existing Livonia circuit 9/30/2022

5. PROIJECT STAFFING
There are no specific staffing requirements for this Change Notice.



COMPENSATION AND PAYMENT

The activities described in this Service Request fall within the definition of a “Change” as set out in

Section 3.2 of Exhibit 2-1 Contract Change Management Process.

CGl has informed the State that this Service Request constitutes a Contract Change Request and has

provided explanation of the basis on which CGI has made the determination.

The State Project Executives have delegated review and approval of this service request to the State

Project Director via email on July 25, 2016.

The State Project Director acknowledges and agrees that the Service Request constitutes a Contract

Change Request.

The State Project Director has submitted the Contract Change Request.

CGI will complete the specified one-time circuit move for a fixed price as follows:

Payment Milestone 1 - $18,336
Due upon completion and activation of the circuit at 1905 Lunt Ave Elk Grove Village,

The circuit move is required to be completed before September 15, 2021. The scope of work is predicated

upon the following assumptions:

Prices are based on requirements and assumptions per Sections 3 and 6 in this document. Changes
to either will result in changes to the pricing which will be presented as change requests.

AT&T no longer offers the 1.5Mb circuit speed that was implemented in Livonia. The minimum
new speed available is 10Mb resulting in a price increase. The prices in this document reflect the
10Mb circuit that will be implemented in Elk Grove Village.

Terms of services are applicable to the duration of time to complete the aforementioned circuit
move.

There is up to a 128 day lead time for this change once the request is submitted to AT&T.

Execution of this Change Notice is required prior to submitting the request for change to AT&T and
any delays in the same will result in an extended wait time with AT&T in addition to the 99 days
mentioned above.

There will be an increase of $1,912 per month effective 09/01/2021 for a period of 12 months while both
the existing Livonia circuit and the additional Elk Grove Village circuits are active. Starting with month 13
the rate will decrease from $1,912 to $533per month until 09/30/2032 as a result of a credit of $1379.00
per month for costs of the original circuit that are included in the annual hosting fees listed in CN-14.



Summary Table for Annual Fees

Starting in FY22, this Contract Change Notice modifies Attachment 3 Payment Schedule replacing as specified in this Section 4: (i) the
Summary Table for Annual Fees and (ii) Price Table 4. All other components of Attachment 3 remain unchanged.

Year 8/Fy22 Year 9/FY23 Year 10/Fy24 Year 11/FY25 Year 12/FY26 Year 13/FY27 Year 14/FY28 Year 15/FY29 Year 16/FY30 Year 17/FY31 Year 18/FY32
10/1,/2021 - 10,/1/2022 - 10/1,/2023 - 10/1/2024 - 10/1/2025 - 10/1/2026 - 10/1/2027 - 10/1/2028 - 10/1/2029 - 10/1/2030 - 10//1/2031 -
9/30/2022 9/30/2023 9/30/2024 9/30/2025 9/30/2026 9/30/2027 9/30/2028 9/30/2029 9/30/2030 9/30/2031 9/30/2032
‘Summary Price Table by Component
Advantage and Bundled Software and Maintenance
OnCue3sld
TOTAL Advantage and Bundled Software and Maintenance $2,201,949 $2,258,749 52,426,023 52,536,028 52,592,478 52,677,104 52,895,761 $2,945,135 43,070,945 $3,145,945 53,195,945
Hosting, Managed and 53a5 Services
Credit for Shut Down of Comerica Circuit at old location {1,379) (16,548) (16,548) (16,548) |15,548) (16,548) |15,548) (16,548) (16,548) [15,548) (15,548)
Comerica Circuit at new Location 22,544 22,944 22944 22944 22944 22544 23944 22544 22944 22944 22,944
TOTAL Hosting, Managed or Saa’ Services § 5634616 $ 5584571 | § 5761803 | § 560,803 | § 6023,340| 5 5938714 | 5§ 6015571 | 5§ 5965157 | 5 5840337 | § 6141837 | § 6,091,837
GRAND TOTALS
All Services Above s 7,836,565 % 7.843,320 | & 8187831 | & 8,187,831 | & 8,615,818 | & 8,615,818 | % 8,911,332 | § 8,911,332 | & 8911332 | % 9,287,832 | & 9,287,832

In addition to the changes noted in the Summary Table for Annual Fees, additional payments of:

e 5$1,912.00 will be due on September 1, 2021 for FY21.

e 518,336 will be due upon completion and activation of the circuit at 1905 Lunt Ave Elk Grove Village.




STATE OF MICHIGAN
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Department of Technology, Management, and Budget

525 W. ALLEGAN ST., LANSING, MICHIGAN 48913
P.O. BOX 30026 LANSING, MICHIGAN 48909

CONTRACT CHANGE NOTICE

Change Notice Number 14

to
Contract Number 071B4300137

CGI TECHNOLOGIES AND SOLUTIONS INC Ruth Schwartz DTMB

(517) 284-7585

300 S. Washington Square
East Lansing, Ml 48933
Stephen Arrants
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@)
o
Z
—
S
N
-
o
X

CONTRACT SUMMARY

ERP HOSTING, MANAGED SERVICES, SOFTWARE LICENSE AND MAINTENANCE AGREEMENT

June 25, 2014 September 30, 2021 1000 - 1 Year September 30, 2021

O P-Card Other Yes

DESCRIPTION OF CHANGE NOTICE

| |
| eiveaopis | D | | Scpember3,20@
| |

$99,989,951.00 $103,559,999.00 $203,549,950.00

DESCRIPTION
Effective 12/15/2020, the State is hereby exercising the option specified in Contract Change Notice 12 to execute the SIGMA 4x
Upgrade project. The following amendments, schedule, attachment, exhibit, and Statement of Work are hereby incorporated. In
addition, the State exercises 8 option years. The revised Contract expiration date is September 30, 2032. The Contract is
increased by $103,559,999.00 to cover costs through this period.

This Change Notice also addresses clerical errors found in Change Notices 10 and 11 and corrects the “CURRENT VALUE” to
account for a missing $2,251,200.00. The new “CURRENT VALUE” is $99,989,951.00.

The “CURRENT VALUE” on CN 10 should have been $72,608,751.00 adding $2,251,200.00 to the Contract and bringing the
“ESTIMATED AGGREGATE CONTRACT VALUE” to $74,859,951.00, not $74,532,351.00. The “CURRENT VALUE” on CN 11
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mailto:schwartzr1@michigan.gov
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should have been $74,859,951.00 adding $0.00 to the Contract and bringing the “ESTIMATED AGGREGATE CONTRACT
VALUE” to $74,859,951.00, not $72,608,751.00.”

All other terms, conditions, specifications, and pricing remain the same per Contractor and Agency agreement, DTMB
Procurement approval, and State Administrative Board approval on December 15, 2020.
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Technology Management & Budget

MICHIGAN DEPARTMENT OF TECHNOLOGY,
MANAGEMENT AND BUDGET
SIGMA 4x Upgrade Project

Project Title: Period of Coverage:
SIGMA 4X Upgrade Project December 2020 — March
2026

Requesting Department:

DTMB

DTMB Project Manager: Phone:

Ruth Schwartz (517) 284-7585
Summary

OVERVIEW AND BACKGROUND:

Exercise of Option by the State

Contract Change Notice 12 provided the State with the option at a future date to contract to upgrade SIGMA from
Advantage 3.11 to the CGI Advantage 4 release (also known as SIGMA 4x Upgrade, Advantage 4, and Advantage
4x Upgrade). The option included a Statement of Work for the upgrade and other terms and conditions required to
support the upgrade. By entering into this Contract Change Notice 14, the State exercises the option granted in
Contract Change Notice 12. In addition, this Contract Change Notice 14 specifies the final, mutually agreed
Statement of Work and other terms and conditions of supporting the upgrade and extends the term of the
Contract. In addition to codifying the State’s exercise of the option for the upgrade to Advantage 4, this Contract
Change Notice (“CCN”) extends (i) the term of the Contract through September 30, 2032 and (ii) the Flex Team
Allotment through September 30, 2024 in accordance with Pricing Table Two of Contract Attachment 3 (Payment
Schedule). This CCN also provides the State an option to implement Advantage Insight via a future Contract
Change Notice to be exercised at the sole discretion of the State.

1.0 Advantage Insight Option

CGl is proposing Advantage Insight as an option in this Change Notice 14. Advantage Insight is an advanced
business intelligence (BI), analytics, & reporting solution.

Advantage Insight provides the following capabilities:
e Ability to bring in data from across your enterprise ecosystem and external sources, not just Advantage 4 ERP

e Ingestion of data near real time, & through asynchronous processes

e Advanced Analytics

e Predict future trends and suggest possible solutions with machine learning and sentiment analysis

e Eliminate technical complexity and easily find and access information using a business driven semantic layer

Report Migration — If this Advantage Insight option is exercised, existing Webi Reports will be predominantly



migrated to PowerBIl Paginated Reports leveraging a Migration Utility. Some manual intervention is expected to
finalize migrated report development degree based upon complexity. A subset of reports will be recreated as an
analytic or configurable inquiry with the State expanding the number of analytics/inquiries over time. CGI will be
responsible for the migration/conversion of reports that have been adopted as part of the SIGMA System.

Reports Assessment - If this Advantage Insight option is exercised, sprints will be conducted to assess the reports
that should be recreated either as an analytic or configurable inquiry the numbers of analytics/inquiries will be
bounded within a sprint. Sprints will review existing reports and group into classifications focused on core reports
and not all reports:

e No Longer needed

e Replaced by Configurable Inquiries

o Rebuilt as Power Bl Analytics

e Migrate to Power Bl Pagination Reports

CGl estimates that initially approximately 10% as Configurable Inquiries and 10% as Analytics Remaining 80%
will be migrated to PowerBI paginated reports. CGI will provide training to Departments for them to perform similar
assessments assumption is they are migrated unless specifically identified.

Timeline

Advantage Insight Rollout Timeline

Non-prod Insight End of Advantage Insight InfoAdv
Available sprints Go-Live Go-Live Decommission
Month number > Fo21 § 22 ¢ 23 1 24 | 25 31 | 32 30 | 40 [ 41 [ 42 64 | 65 I 66 143
Month and Year - iijul-zz Aug-22Sep-22 | Oct-22 [Nov-22 May-23} Jun-23 Jan-24 ; Feb-24 Mar-24; Apr-24 Feb-26 |Mar-26: Apr-26 Sep-32
Insight Transition - Setup 1

Insight Transition - Impl
Insight Steady State

Overlap with
infoAdvantage
Insight Steady State - No
infoAdv
| |
Color Legend : Production Overlap of
- infoAdv and Insight
~ Steady State < Migrate from InfoAdv to Insight (42 months) > < Only Insight>

Price

If the option is exercised in accordance with the timeline above, the pricing during the implementation of
Advantage Insight is based on an annual fee for the software, hosting, and managed services of $1,328,787 as
follows:



InfoAdvantage

Advantage | Pricing Prior to and
Insight (Al) During Al

Pricing Implementation
Fy21 389,057
FY22 389,057
FY23 680,000 389,057
FY24 1,000,000 272,640
FY25 1,328,787 189,486
FY26 1,328,787 189,486
FY27 1,328,787 -
FY28 1,328,787 -
FY29 1,328,787 -
FY30 1,328,787 -
FY31 1,328,787 -
FY32 1,328,787 -
Total 12,310,296 1,818,783

InfoAdvantage pricing of $389,057 annually is part of current contract costs and included in pricing summary table.

Optional Implementation Services Costs for 44 FTE months of Non-Adopted Report Conversion Support:
$1,005,213.75.

2.0CGlI Advantage 4 Upgrade:
A. Budget Checkpoints

The parties acknowledge that the State has occasional budget checkpoints, including the State of Michigan
January Consensus Revenue Estimating Conference in January 2021. Ifitis determined during these
checkpoints that there are insufficient funds to continue the project, the State has the right to terminate pursuant to
Section 2.154 of the Contract.

B. SIGMA Upgrade Background

SIGMA is currently on the CGI Advantage 3.11 release of the software. Advantage 4 brings a simplified and
intuitive user interface. In addition, Advantage 4:
e Delivers a role-based paradigm allowing the State to tailor the user experience for individual types of users
without customization, addressing the remaining usability challenges for self-service users.
e Shifts from the software delivery model of costly, major upgrades every 3 to 5 years to a ‘Feature Set’
model.
o New features and functions will be delivered on an 8-month cadence and will be included in our
base managed services costs.
o This eliminates major technical upgrades and related projects every 3 to 5 years.
o This positions SIGMA Operations and Support to deliver continual updates and improvements in an
agile manner.
e Introduces a container layer into the architecture that reduces the complexity to deploy updates.

An upgrade approximately 3 years after implementation was always planned in order to meet the overarching
objective of staying current with technology. Due to the shift in the software delivery model, this project will be the
first and last major upgrade for SIGMA.



The objective and scope of the upgrade are detailed in Change Notice 12 and further revised as stated below:

C. SCOPE OF WORK:
The following tasks and deliverables are added to the scope of work:

Task O - TestSavvy Automated Testing
The Contractor shall be responsible for the following TestSavvy tasks, activities and deliverables:
1. Installation and configuration of TestSavvy software
2. Automation and execution of the 275 Michigan shakedown/regression test scripts
3. Automation and execution of 944 Michigan User Acceptance test scripts (50% of the 1,887 test
scripts).
4. Provide TestSavvy training to State team members
5. Provide TestSavvy assistance

The State will be responsible for identification of the 944 test cases within 30 days after the start of the project.

Task 0 Deliverables
1. TestSavvy Plan
2. TestSavvy Scripted, Tested and Approved Test Cases
3. TestSavvy Training

D. PROJECT SCHEDULE:

The following timeline reflects the State and CGI’s upgrade planning efforts that were completed in May 2020. The timeline
includes multiple layers of information including the project tasks, environment delivery schedule and the Advantage 4
Patchset schedule.

2021 2022 2023

JAN FEB MARIAPRJMAY'JUNIJUL'AUG'SEP OCT NOV DEC FEB |MAR APR MAY | JUN JULIAUG SEP | OCT|NOV|DEC| JAN | FEB  MAR | APR|MAY | JUN | JUL

31
Code
Freeze
Other [ [ | l_
Than '

C/S or Reg

Limited COE &
iStakeholder Avail

lQtrly 3.11 Patches (other |
{than Critical & Serious) |
Booster Patch

[YE Tax Updates 3.11

IContinued prod changes
in 3.11 (external initiatives)|

Restart Plan

Test Savvy Rollout
and Script
Development

Environment Delivery MA1 Scaled Up

Installation Testing —‘

|{Agile Sprint Execution [ |

IMA1 Scaled Up and
Baseline Perf Test

Integration Testing
User Acceptance Testing
Performance Test

End User Support Material

{Agency Outreach,
Engagement & Comm

Production Cutover
Post Impl Support

Patchset Featureset Patchset Featureset Patchset Featureset Patchset Featureset




E. PROJECT STAFFING AND KEY PERSONNEL:
The following roles have been designated as Key Personnel Roles and are subject to the provisions of Article 2-
Sections 2.062 and 2.243 and Attachment 4 covering Key Personnel and Service Level Credits. The Key
Personnel identified in the table below are unique to the SIGMA 4x Upgrade Project. These positions will not be
considered Key Personnel after the completion of the SIGMA 4x Upgrade Project. Upon restart, a staffing plan to
address these roles will be prepared by CGI in consultation with the State and is subject to the approval of the
State. As a result of the COVID-19 pandemic and the resulting mitigation efforts including lockdowns and closing
of offices, the designation of location is subject to change. Itis anticipated that the project will be conducted
remotely to start and onsite work will be limited and mutually agreed upon.

Labor Category Name Functional Area Location
Project Manager TBD Project Management Partially Onsite
Agile Coach/Scrum Master TBD Agile Sprint Management Partially Onsite
Scrum Master TBD Agile Sprint Management Partially Onsite
Scrum Master TBD Agile Sprint Management Partially Onsite
Advantage Configuration SME TBD Configuration Partially Onsite
Security & Workflow SME TBD Security and Workflow Partially Onsite
Data Analytics TBD Analytics Offsite
Advantage Integration SME TBD Integration Offsite
Test Savvy Support TBD Test Savvy Test Automation | Offsite
Implementation SMEs
Budget TBD Budget Development Partially Onsite
FIN - Inv/Assets - Debt/Treasury | TBD Record to Report Partially Onsite
Cost Acctg/Grants TBD Projects and Grants Partially Onsite
PROC/VSS TBD Procure to Pay Partially Onsite
TELL TBD TELL Partially Onsite
COE Staff Augmentation
Financial TBD Staff Augmentation Partially Onsite
Financial TBD Staff Augmentation Partially Onsite
Various TBD Staff Augmentation Partially Onsite
Procurement TBD Staff Augmentation Partially Onsite
TELL TBD Staff Augmentation Partially Onsite

The following roles are critical to the success of the project and will be required to participate as specified

in the state approved SIGMA Upgrade Staffing Plan.

Product SMEs

FIN - Inv/Assets - Debt/Treasury | TBD Product Manager Partially Onsite for

- Cost Acctg/Grants Familiarization Sessions,
Sprint 1 and as necessary
within approved staffing
plan

Procurement/VSS TBD Product Manager Partially Onsite for

Familiarization Sessions,
Sprint 1 and as necessary
within approved staffing
plan




TELL TBD Product Manager Partially Onsite for
Familiarization Sessions,
Sprint 1 and as necessary
within approved staffing
plan

Budget* TBD Product Manager Partially Onsite for
Familiarization Sessions,
Sprint 1 and as necessary
within approved staffing
plan

InfoAdvantage TBD Product Manager Partially Onsite for
Familiarization Sessions,
Sprint 1 and as necessary
within approved staffing
plan

Technical* TBD Product Manager Partially Onsite for
Familiarization Sessions,
Sprint 1 and as necessary
within approved staffing
plan

* Staffing level expectation with regard to amount of time is shared between Budget and Technical.

F. Upgrade Roles and Responsibilities

The following Roles and Responsibilities matrix outlines the primary roles the State and CGI will assume to
execute the upgrade project. These roles may be further delineated in other sections of this document.

Services State CGl

Technical upgrade activities including Technical

Project Management Consulted Lead
Overall Project Management Joint Joint
Agile Sprints Assist Lead
Application/Software Configuration Updates Assist Lead
Integrated System Test Joint Joint
User Acceptance Testing Lead Assist
Performance Testing Assist Lead
Overall Defect Management Joint Joint
Training and OCM Joint Joint
Cutover Coordination and Post-implementation

Support Assist Lead

G. COMPENSATION AND PAYMENT:

Payment will be made on satisfactory acceptance of deliverables and milestones basis. DTMB will pay
CONTRACTOR upon receipt of properly completed invoice(s) which shall be submitted to the billing address on the
State issued purchase order not more often than monthly. DTMB Accounts Payable area will coordinate obtaining
Agency and DTMB Project Manager approvals. All invoices should reflect actual work completed by payment date,
and must be approved by the Agency and DTMB Project Manager prior to payment. The invoices shall describe and
document to the State’s satisfaction a description of the work performed, the progress of the project, and fees. When
expenses are invoiced, receipts will need to be provided along with a detailed breakdown of each type of expense.

Payment shall be considered timely if made by DTMB within forty-five (45) days after receipt of properly completed



invoices. See SIGMA 4x Upgrade Payment Schedule Table.

TS401

15402

TS403

P401

P402

P403

P404

P405

PM401

T401

T402

T403

T404

SIGMA 4x Upgrade Payment Schedule Table

Deliverable Task Name / Milestone /
Payment / Task Cateqor Pavment Amount
Milestone gory y
TestSavvy
TestSavvy Plan Task O Automated Testing MOPMT-1 $185,146
TestSavvy Scripted,
Tested and TestSavvy
Approved Test Task 0 Automated Testing MOPMT-2 $509,151
Cases
- TestSavvy
TestSavvy Training Task O Automated Testing MOPMT-3 $231,432
Milestone Report O:
TestSavvy Task 1  Project Management MOPMT-4 $163,364
Automated Testing
Project Management
Plan and Resource Task 1  Project Management M1PMT-1
Schedule $57,330
Status Reporting .
Process Task 1  Project Management M1PMT-1
I(g:g:mumcaﬂons Task 1  Project Management MI1PMT-2
Organizational $57,330
Change Task 1  Project Management MI1PMT-2
Management Plan
Completed Software
Familiarization Task 1  Project Management M1PMT-3 $120,000
Sessions
Milestone Report 1:
Project Strategy and Task 1  Project Management M1PMT-4 $39,900
Plan
Configuration
Management
Procedures, if Task 2  Technical Services M2PMT-1
determined $188,000
necessary
Enqunment Task 2  Technical Services M2PMT-1
Readiness Test Plan
Updated Security
Architecture and Task 2  Technical Services M2PMT-2
Design
. $501,400
Approved Security,
Vulnerability and Task 2  Technical Services M2PMT-2

Penetration Plan




T405

T406

T407

T408

T409

T4108B

T410C

T410D

T410E

PM402

Completed and
Approved Security,
Vulnerability and
Penetration Test

Task 2

Technical Services

M2PMT-2

Performance Testing
and Tuning Plan &
Procedures

Completed and
Approved
Performance Testing
and System Tuning

Task 2

Task 2

Technical Services

Technical Services

M2PMT-3

M2PMT-3

$501,400

Production and
Production QA
Environment
Specification

Non-Production
(SH1, and SH2)
Environment
Specification

Task 2

Task 2

Technical Services

Technical Services

M2PMT-4

M2PMT-4

$501,400

Completed
Production
Environment (PRD)
including
environment
readiness test
results

Task 2

Technical Services

M2PMT-5

$313,400

Completed User
Acceptance Test
Environment (MA1)
including
environment
readiness test
results

Task 2

Technical Services

M2PMT-6

$313,400

Completed Training
Environment (SH1)
including
environment
readiness test
results

Task 2

Technical Services

M2PMT-7

$313,400

Completed
Development
Environment (SH2)
including
environment
readiness test
results

Task 2

Technical Services

M2PMT-8

$313,400

Milestone Report 2:
Technical Services

Task 1

Project Management

M1PMT-5

$270,000




T411

T412

T413

P1401

PI402A1

PI402A2

PI402A3

P1402B

P1402C

P1402D

PI402E

CMA401

PM403

T414

T415

T416

T417

Software
Enhancement and
Defect Assessment
and Remediation

Interface Analysis
and Confirmation
Documentation and
Remediation

Database
Assessment and
Remediation

Task 3

Task 3

Task 3

Sprint Activities

Sprint Activities

Sprint Activities

M3PMT-1

M3PMT-1

M3PMT-1

$877,670

Sprint Zero -
Installation Test Plan
and Results

Task 3

Sprint Activities

M3PMT-2

$200,000

Program Increment
1-Sprintl
Documentation

Task 3

Sprint Activities

M3PMT-3

$140,750

Program Increment
1 - Sprint 2
Documentation

Task 3

Sprint Activities

M3PMT-4

$140,750

Program Increment
1 Documentation

Task 3

Sprint Activities

M3PMT-5

$259,500

Program Increment
2 Documentation

Task 3

Sprint Activities

M3PMT-6

$482,000

Program Increment
3 Documentation

Task 3

Sprint Activities

M3PMT-7

$482,000

Program Increment
4 Documentation

Task 3

Sprint Activities

M3PMT-8

$482,000

Program Increment
5 Documentation

Task 3

Sprint Activities

M3PMT-9

$472,000

Application
Configuration
Management Plan

Task 3

Sprint Activities

M3PMT-10

$87,000

Milestone Report 3:
Sprint Activities

Task 1

Project Management

M1PMT-6

$467,000

Data Migration Plan

Data Migration
Program Designs

Unit Tested Data
Migration Programs

Task 4

Task 4

Task 4

Data Migration

Data Migration

Data Migration

M4PMT-1

M4PMT-1

M4PMT-1

$188,000

Migrated Data in all
non-production
environments (SH1,
SH2, MA1)

Task 4

Data Migration

M4PMT-2

$313,400




T418

T419

PM404

T420

T421

PM405

U401

U402

U403

U404

U405

PM406

DC401

PM407

IM401

Migrated Data in
Production

Environment for Task 4 Data Migration M4PMT-3 $313,400

User Acceptance

Testing

Re-Migrated Data in

Production Task 4 Data Migration M4PMT-4 $814,800

Environment for Go-

Live

Milestone Report 4: .

Data Migration Task 1  Project Management MI1PMT-7 $150,000

Disaster Recovery Task 5 Dlsa_ster Recovery M5PMT-1

Test Plan Testing

Disaster Recovery $725.000

Test Results for the Disaster Recovery ’

SIGMA 4x Task S Testing MSPMT-1

environment

Milestone Report 5:

Disaster Recovery Task 1  Project Management M1PMT-8 $75,000

Testing

User Acceptance User Acceptance

Test Plan and Task 6 oot o o MEPMT-1 $150,000

Scripting Assistance g

User Acc_eptance Task 6 User_ Accep;ance MEPMT-2 $1,000,000

Test Assistance Testing Assistance

Integration Test Plan User Acceptance )

& Schedule Task 6 Testing Assistance MBPMT-3

Integration Test User Acceptance )

Cases Task 6 Testing Assistance MBPMT-3 $400,000

Integration Test User Acceptance i

Status Reporting Task 6 Testing Assistance MBPMT-3

Milestone Report 6:

User Acceptance Task 1  Project Management M1PMT-9 $233,150

Testing

Updated System Task 7 Documentation M7PMT-1 $175,000

Documentation

Milestone Report £ Task 1  Project Management M1PMT-10 $26,250

Documentation

Implementation Implementation and

Cutover Plan Agency Change

:rrli:ll:éjggmation Task 8 Management M8PMT-1 $116,250
b Assistance

Cutover Checklist




IM402

IM403

IM404

IM405

IM406

IM407

IM408

PM408

PS401

PS402

PS403

Agency Implementation and
Implementation and Task 8 Agency Change MSPMT-1
Change Management
Management Plans Assistance
Completed and Implementation and
Approved Change Task 8 Agency Change MSPMT-2 $116,250
Management Management
Assistance Assistance
Implementation and
Production Job Agency Change
Schedule Task 8 Management M8PMT-3
Assistance
Implementation and
Approved Batch jobs Agency Change i
on Job Scheduler Task 8 Management MBPMT-3 $816,250
Assistance
Implementation and
Comple_ted Task 8 Agency Change M8PMT-3
Production Turnover Management
Assistance
Implementation and
Vendor/
Supplier/Customer/ Task 8 /:\Agency Change M8PMT-4
Local Outreach Plan anagement
Assistance
I _ q $116,250
Local Entity and )Ibr\nzsénegﬁlr?nean
Vendor Outreach Task 8 Mgana {ament 9 M8PMT-4
Assistance 1ag
Assistance
Milestone Report 8:
Implementation and
Agency Change Task 1  Project Management M1PMT-11 $168,750
Management
Assistance
Post Implementation Post Implementation
Support Task 9 Support MOPMT-1 $400,000
Decommission Plan Post Implementation
for 3.11 Task 9 P MOPMT-2
X Support
environments
Written Confirmation
ofeach $400,000
Decommissioned Post Implementation
Environment Task 9 P MOPMT-2

including SOM
environments and
PLT and PLP

Support




Milestone Report 9:

PM409 | Post Implementation Task 1  Project Management MI1PMT-12 $133,750
Support
Additional 3rd Party
Software licenses N/A $570,000
Total $16,071,623

EXPENSES:

The State will NOT pay for any travel expenses, including hotel, mileage, meals, parking, etc.
3.0 ADDITIONAL CONTRACT CHANGES ASSOCIATED WITH THIS CHANGE NOTICE:

A. Changes to Article 2 (Terms and Conditions)

If the Advantage Insight option is exercised Article 2, Section 2.243 (Service Level Credits), as previously
amended by Contract Change Notice 8 (green font) is amended as follows (blue font):

It is agreed between Contractor and the State that the actual damages to the State as a result of
Contractor’s failure to provide the promised Services and/or Deliverables in the manner specified in
Attachment 2, Exhibit A of this Agreement, would be difficult or impossible to determine with accuracy.
The State and Contractor therefore agree that service level credits as set out in in this Agreement shall be
a reasonable approximation of the damages that shall be suffered by the State as a result thereof.
Accordingly, in the event of such damages, the State may assess service level credits as set forth herein.
Service level credits will be assessed against the next payment due for Managed Services unless no other
payments are due under the Agreement, in which case, Contactor will pay State in readily available funds.
The State will notify Contractor in writing of any assessment of service level credits on or before the date
the State assesses such credits. No delay by the State in assessing or collecting service level credits shall
be construed as a waiver of such rights. Assessment of service level credits pursuant to this Section 2.243
shall be the State’s sole and exclusive monetary remedy with respect to the failure or delay giving rise to
the assessment. The State shall not be permitted to assess service level credits under this Section 2.243
where: (i) the parties have entered into dispute resolution proceedings under Section 1.105 of this
Agreement regarding the facts and circumstances giving rise to the State’s claim and where such dispute
resolution proceedings are still pending; or (ii) where the applicable failure of Contractor results entirely or

in part from the actlon or inaction of the State —ms—petsenhet—ms—etheeeentﬁaemps—eeethepeehelmens—ee

m%eetten—Z—%Z&— The amount of comblned Serwce Credlts Penalt\tes excludlnq Power B, assessed as a
Service Credit in any month will not exceed one-twelfth of the fees specified in Row 7 of Summary Table
of Annual Fees of Attachment 3 for the current Fiscal Year. The cumulative amount of Service Credits
assessed in any given calendar year, will not exceed the lesser of (i) 14% of the fees specified in Row 7 of

Summary Table of Annual Fees of Attachment 3 for the Fiscal Year in which the applicable calendar year
begins or (ii) $800,000. The maximum credit amount will reduce by $55,000 when infoAdvantage is no
longer in use by the STATE and is removed from the invoicing. This annual cap on assessed Service
Credits will reset annually on January 1 each year. In the event that the number of months remaining in
the Contract is less than 12, the denominator for the applicable Amount at Risk will be prorated based on
the number of months remaining instead of 12. For the Power Bl component of Advantage Insight, the
amount of the combined Service Credits assessed as a Service Credit in any one month will not exceed




one-twelfth of the fees specified for annual price of Advantage Insight for the current Fiscal Year. The
cumulative amount of Service Credits associated with Advantage Insight in_any given calendar year will
not exceed the lesser of 14% of the annual price of Advantage Insight for the current Fiscal year or
$150,000. The new cumulative amount of Service Credits will not exceed $895,000 after infoAdvantage is

no longer in use and Advantage Insight is in production. This annual cap on assessed Service Credits for
the Power Bl component of Advantage Insight will reset annually on January 1 each year. In the event
that the number of months remaining in the Contract is less than 12, the denominator for the applicable
Amount at Risk will be prorated based on the humber of months remaining instead of 12.

If more than one service level failure results from the same cause, only the highest available credit shall
be imposed. For example, if a network outage results in a failure by Contractor to meet the Availability
SLA, and the On Line Response Time SLA, only the highest credit shall be payable, but Contractor’s
failure to meet the Issue Response Time SLA following the outage, (which was not itself caused by the
outage) would result in a second, separate credit. The exception to this is in the event that a defect or
issue related to Power Bl results in the Advantage solution being unavailable, both the Power Bl
availability SLA and the Advantage availability SLA will be applied.

B. Changes to Attachment 2 (Statement of Work)

Pursuant to this CCN, the following provisions of Attachment 2 Statement of work are hereby modified
as specified below effective when the Advantage 4.x upgrade project is complete:

e Monitoring and measuring for Service Level metrics may be performed by one or more
tools, as necessary, which may change during the contract life, as long as the
contractually required metrics are met or exceeded by the tools chosen by CGI. Any
changes will be made in accordance with Attachment 2, “Hosting and Managed Services
Statement of Work”, Section 3, “Hardware, System Software, and Infrastructure
Maintenance, Timeliness, Tracking, Scheduling”.

e Exhibit A Service Level Agreement

Attachment 2, Exhibit A — Service Level Agreement

Section B(7) of Exhibit A is modified by replacing the first sentence as follows: “SLA
Standard 5: Online Response Time shall not apply to reports run through CGI
infoAdvantage and/or Advantage Insight.”

Section B(10) is added to Exhibit A as follows: (10) If the Advantage Insight Option is
exercised, Upon go-live of the Advantage Insight/Power Bl and the decommission of
infoAdvantage all Service Level Agreement Standards will cease to apply with respect
to InfoAdvantage.

Section D of Exhibit A is modified as follows:

With the exception of the following changes, all other SLAs remain in effect as written
in previous change notices and are applicable to Advantage Insight, if that option is
exercised.

Standard 1 of Section D is modified as specified below.

Standard 3b is added to Section D as follows:



Standard 3b — Production On-Line Application Availability (for PowerBI only)

24/7

None 10% 25% 50%
<97% <92%

>=97% But But <87%
>=92% >=87%

Calculations for Public-Facing applications excluding
InfoAdvantage from Standard 3 apply here.

Standard 4b is added to Section D as follows:

Standard 4b — Non-Production On-Line Application Availability (for PowerBI only)

6am —6pm | 6am —6pm
Mon-Sat Mon-Sat
45% 10%

Calculations for Public-Facing applications from Standard 4
apply here.




>=85%

>=80%




C. Changes to Attachment 3, Payment Schedule

Starting in FY22, this Contract Change Notice modifies Attachment 3 Payment Schedule replacing as specified in this Section 4: (i) the
Summary Table for Annual Fees and (ii) Price Table 4. The Statement of Work incorporated in this Contract Change Request 14 and

Change Request 12 for the SIGMA 4x Upgrade Project contains a separate Payment Schedule. All other components of Attachment 3
remain unchanged.

Summary Table for Annual Fees

Year 8/FY22 Year 9/FY23 Year 10/FY24 Year 11/FY25 Year 12/FY26 Year 13/FY27 Year 14/FY28 Year 15/FY29 Year 16/FY30 Year 17/FY31 Year 18/FY32
10/1/2021 - 10/1/2022 - 10/1/2023 - 10/1/2024 - 10/1/2025 - 10/1/2026 - 10/1/2027 - 10/1/2028 - 10/1/2029 - 10/1/2030 - 10/1/2031 -
Summary Price Table by Component 9/30/2022 9/30/2023 9/30/2024 9/30/2025 9/30/2026 9/30/2027 9/30/2028 9/30/2029 9/30/2030 9/30/2031 9/30/2032
Advantage and Bundled Software and Maintenance
OnCue360
TOTAL Advantage and Bundled Software and Maintenance $2,201,949 $2,258,749 $2,426,028 $2,586,028 $2,592,478 $2,677,104 $2,895,761 $2,945,135 $3,070,945 $3,145,945 $3,195,945
Hosting, Managed and Saa$ Services
TOTAL Hosting, Managed or Saa$ Services $ 5613051 $ 5578175 $ 5755407 $ 5595407 $ 6,016,944 $ 5,932,318 $

6,009,175 $ 5,959,801 $ 5,833,991 $ 6,135491 $ 6,085,491
GRAND TOTALS

All Services Above $7,815,000 $7,836,924 $8,181,435 $8,181,435 $8,609,422 $8,609,422

$8,904,936 $8,904,936 $8,904,936 $9,281,436 $9,281,436

Year 8/FY22 Year 9/FY23 Year 10/FY24 Year 11/FY25 Year 12/FY26 Year 13/FY27 Year 14/FY28 Year 15/FY29 Year 16/FY30 Year 17/FY31 Year 18/FY32
10/1/2021 - 10/1/2022 - 10/1/2023 - 10/1/2024 - 10/1/2025 - 10/1/2026 - 10/1/2027 - 10/1/2028 - 10/1/2029 - 10/1/2030 - 10/1/2031 -
OPTIONAL Service Components 9/30/2022 9/30/2023 9/30/2024 9/30/2025 9/30/2026 9/30/2027 9/30/2028 9/30/2029 9/30/2030 9/30/2031 9/30/2032
Professional Consulting Services (Discretionary, Flex, SME, etc.)
OPTIONAL: CN14-Conversion Support $0 $263,248 $271,146 $279,280 $191,539 $0 $0 S0 S0 $0 S0
TOTAL Flex and SME Support $o $263,248 $271,146 $279,280 $191,539 $0 $0 $o $o $0 $o
Advantage and Bundled Software and Maintenance
OPTIONAL: CN14-Remove MIDB Maintenance (infoAdvantage/BO) ($189,486) (5189,486) ($189,486) ($189,486) (5189,486) ($189,486)
TOTAL Advantage and Bundled Software and Maintenance $0 $0 $0 $0 $0 ($189,486) ($189,486) ($189,486) ($189,486) ($189,486) ($189,486)
Hosting, Managed and Saa$ Services
OPTIONAL: CN14-Advantage Insight $680,000 $1,000,000 $1,328,787 $1,328,787 $1,328,787 $1,328,787 $1,328,787 $1,328,787 $1,328,787 $1,328,787
OPTIONAL: CN14- Remove MIDB (infoAdvantage) ($116,416) ($199,571) ($199,571) ($199,571) ($199,571) ($199,571) ($199,571) ($199,571) ($199,571)
TOTAL Hosting, Managed, Saa$ or Subscription Services $0 $680,000 $883,584 $1,129,216 $1,129,216 $1,129,216 $1,129,216 $1,129,216 $1,129,216 $1,129,216 $1,129,216
GRAND TOTAL
All Services Above $0 $943,248 $1,154,730 $1,408,496 $1,320,755 $939,730 $939,730 $939,730 $939,730 $939,730 $939,730




Year 8/FY22 Year 9/FY23 Year 10/FY24
] 10/1/2021- | 10/1/2022- | 10/1/2023- fotal
Summary Price Table by Component 9/30/2022 9/30/2023 9/30/2024
Professional Consulting Services (Discretionary, Flex, SME, etc.)
Flex Team Allotment for Additional Services $2,430,182 $2,503,087 $2,578,180 $7,511,449

The Summary Table For Annual Fees includes the full 12 month FY21 fees for Hosting, Managed Services and Software License,
Maintenance and Support. The client will only be invoiced for nine (9) months of Hosting, Managed Advantage, and Software Maintenance
and Support for the remainder of FY21. CGI has already invoiced and the State has already paid for the annual Software License,
Maintenance and Support fees for FY21.

With this change notice invoices for Hosting and Managed Services will be issued annually on October 1 of each State Fiscal Year. There
will be a holdback of the annual cap for Service Level Credits from the annual invoice. Any amount not utilized for Service Level Credits
will be invoiced quarterly in the following allocation of unused Service Level Credit fees:

Q1 (October 1 — December 31) — 20%
Q2 (January 1 - March 31) — 20%

Q3 (April 1 —June 30) — 20%

Q4 (July 1 — September 30) — 40%

Contract Change Notice 12 Test Savvy option to be exercised upon written request from the State. Not invoiced unless exercised. In the event
fewer than 7 licenses are requested, the license amount will be prorated based on how many licenses are requested.

*If the SIGMA 4 X upgrade has not been completed by December 2024, the annual Hosting and Managed Services fees for version 3.11 will be
subject to an escalation of 10% applied to the total Software Maintenance and Hosting and Managed Services fees. This escalation will be prorated
for the number of full months remaining in Fiscal Year 2025 at the point CGI notifies the State in writing that extended support for version 3.11 is
required. This notification may be on or after December 1, 2024. The escalation fee will be waived if circumstances beyond the control of the State
delay the completion of the upgrade.

As effectuated in Change Notice 12, replacement Section 20.0 defines the continuous software update activities, including deployment of Feature
Sets, that will be performed by the Contractor under the terms of this Agreement. Effective with this Change Notice 14, there are no charges for the
delivery, installation, and support of Feature Sets, they are included in the annual fees as defined in the “Summary Table for Annual Fees” above.

Price Table 4: Rates for Additional Services and Larger Projects
The work shall be completed on-site unless the State provides prior approval. If work is completed offsite the offsite rate shall apply. The State does

not compensate Contractors for premium overtime or holiday pay. The Onsite rates are inclusive of any travel or other expenses as described in
Section 1.600. The State reserves the right to negotiate lower rates and to seek a fixed price for any larger efforts it may wish to undertake using



Contractor staff.

Professional Service Category (e.g. Programmer/Analyst) Hourly Rate Hourly Rate Offsite
Onsite

Project Manager $260 $240
Deputy Project Manager $235 $215
Subject Matter Expert $245 $225
Security Lead $300 $280
Security Specialist $220 $200
Technical Architect $245 $225
Technical Lead $195 $175
Team Lead $195 $175
Senior BA $175 $155
BA $135 $115
Senior PA $175 $155
PA $135 $115
Change Management/Communications $175 $155
Tester $120 $100
Trainer $135 $115
System Administrator $135 $135
Operations Support $135 $135
Technical Writer $95 $95
Project Assistant $70 $70

*Note — The Flex Team Allowance is not to be included in the calculation of the limits on annual Service Level
Credits provided in Sections 2.243 and 2.221 of the Contract.

Starting with FY25 the hourly rates specified in Price Table 4 will increase by a percentage notto exceed the lesser of 3% or the percentage increase in
the Consumer Price Index — All Urban Consumers published by the US Bureau of Labor Statistics for the preceding year



D. Changes to Attachment 5 Capacity, Processing and Other Standards

Attachment 5 (Change Notice 8 Appendix C) Bullet C is modified as specified below.

C. User Capacity Requirements for Advantage 3.11

For all functions other than time and leave management — support 1,500 concurrent users
across the FIN, VSS and PB application modules.

For the time and leave management functions — support 3230 concurrent users across the
HRM, MSS and ESS application modules.

C.1 User Capacity Requirements for Advantage 4

For VSS and PB application modules — support 1,500 concurrent users.

For all functions across FIN, HRM and Advantage Insight (exclusive of Power Bl) modules —
support 4,730 unique concurrent users in each applicable module.

PowerBIl — support 2100 concurrent users and an additional 2630 concurrent users for 4
primary timekeeping days during each of the state’s 26 pay periods as identified on the
State’s Annual Processing Calendar.

The following matrix highlights which modules are used for specific functions:

Advantage 4 Analytics, Visualizations and Reporting

Visualizations High Charts High Charts
Paginated Reports infoAdvantage, Power Bl Insight, Power Bl
Configurable N/A Insight, High Charts
Inquiries

Embedded infoAdvantage, Power Bl Insight, Power Bl
Analytics

E. Attachment 6 — Contractor Licensed Software

Pursuant to CCN 12, the Advantage Toolkit Modules List Table included in Attachment 6 was replaced
on an ongoing basis by Section 6 (Bundled Software Products) of Attachment 9, Exhibit A Proprietary
Software License Agreement.



F. Changes to Attachment 9, Exhibit A Proprietary Software License Agreement

Pursuant to this CCN 14, Exhibit A to Attachment 9 (Proprietary Software License Agreement) is amended
as follows:



Attachment 9, Exhibit A

CGI Technologies and Solutions Inc.
Proprietary Software License Agreement

1. Changes to Section 1. “Licensed Software”.

Advantage infoAdvantage *
Advantage infoAdvantage Dashboard *

* Advantage infoAdvantage and Advantage infoAdvantage Dashboard will be replaced with
Advantage Insight should the Client chose to exercise the option adding Advantage Insight.

2. Changes to Section 6. “Bundled Software Products and Third Party Software”.

The following is added to the list Annual Subscriptions Products under Third-Party Software under
section 6.
Microsoft Power Bl Embedded — support 2100 concurrent users and an additional 2630
concurrent users for 4 days during each of the state’s 26 pay periods.

Additional Terms and Conditions for this CCN 14 Statement of Work:

1. Accessibility. CGI will provide reasonable accommodations consistent with ADA. Contractor must provide
a description of conformance with WCAG 2.0 Level AA specifications by providing a completed PAT for
Advantage ERP provided under the Contract. At a minimum, Contractor must comply with the WCAG 2.0
Level AA conformance claims it made to the State, including the level of conformance provided in any PAT.
Throughout the Term of the Contract, for all Software provided by Contractor under this, and any future,
Statement of Work Contractor must:

1.1. meet or exceed the level of conformance provided in its written materials, including the level of
conformance provided in each PAT,;

1.2. use reasonable efforts to comply with plans and timelines approved by the State to achieve
conformance in the event of any deficiencies;

1.3. ensure that no Maintenance Release, New Version, update or patch, when properly installed in
accordance with this Contract, will have any adverse effect on the conformance of Contractor’s
Software to WCAG 2.0 Level AA as described in the completed PAT for such Software;

1.4. promptly respond to and resolve any complaint the State receives regarding accessibility of
Contractor’'s Software;

1.5. upon the State’s written request, provide evidence of compliance with this Section by delivering to the
State Contractor’'s most current PAT for Advantage ERP provided under the Contract; and

1.6. participate in the State of Michigan Digital Standards Review described below.



2. State of Michigan Digital Standards Review. Contractor must assist the State, at no additional cost, with
development, completion, and on-going maintenance of an accessibility plan, which requires Contractor,
upon request from the State, to submit a completed PAT, as set forth above, or other reasonable
information requested to complete the Digital Standards Review.. Prior to the solution going-live and
thereafter on an annual basis, or as otherwise required by the State, re-assessment of accessibility may be
required. At no additional cost, Contractor must remediate all issues identified from any assessment of
accessibility in accordance with the existing SLAs.

3. Warranty. Contractor warrants that all WCAG 2.0 Level AA conformance claims made by Contractor
pursuant to this Contract, including all information provided in any PAT Contractor provides to the State,
are true and correct.



SCHEDULE E — DATA SECURITY REQUIREMENTS

1. Definitions. For purposes of this Schedule, the following terms have the meanings set forth below. All
initial capitalized terms in this Schedule that are not defined in this Schedule shall have the respective
meanings given to them in the Contract.

“Contractor Security Officer” has the meaning set forth in Section 2 of this Schedule.

“‘FedRAMP” means the Federal Risk and Authorization Management Program, which is a federally
approved risk management program that provides a standardized approach for assessing and
monitoring the security of cloud products and services.

“FISMA” means The Federal Information Security Modernization Act of 2014 (Pub.L. No. 113-283 (Dec.
18, 2014.).

“Hosting Provider” means any Permitted Subcontractor that is providing any or all of the Hosted
Services under this Contract.

“NIST” means the National Institute of Standards and Technology.

“PCI” means the Payment Card Industry.

“PSP” or “PSPs” means the State’s IT Policies, Standards and Procedures.
“SSAE” means Statement on Standards for Attestation Engagements.

“Security Accreditation Process” has the meaning set forth in Section 6 of this Schedule

2. Security Officer. Contractor will appoint a Contractor employee to respond to the State’s inquiries
regarding the security of the Hosted Services who has sufficient knowledge of the security of the Hosted
Services and the authority to act on behalf of Contractor in matters pertaining thereto (“Contractor Security
Officer”).

3. Contractor Responsibilities. Contractor is responsible for establishing and maintaining a data privacy and
information security program, including physical, technical, administrative, and organizational safeguards,
that is designed to:

3.1. ensure the security and confidentiality of the State Data;

3.2. protect against any anticipated threats or hazards to the security or integrity of the State Data;

3.3. protect against unauthorized disclosure, access to, or use of the State Data,;

3.4. ensure the proper disposal of any State Data in Contractor’s or its subcontractor’s possession; and
3.5. ensure that all Contractor Representatives comply with the foregoing.

The State has established Information Technology (IT) PSPs to protect IT resources under the authority

outlined in the overarching State 1305.00 Enterprise IT Policy. In no case will the safeguards of Contractor’'s

data privacy and information security program be less stringent than the safeguards used by the State, and

Contractor must at all times comply with all applicable public and non-public (within 6 months of when non-

public policies are provided to the Contractor or as mutually agreed) State IT policies and standards, of which
the publicly available ones are at https://www.michigan.gov/dtmb/0,5552,7-358-82547 56579 56755---



https://www.michigan.gov/dtmb/0,5552,7-358-82547_56579_56755---,00.html

00.html. Any change or enhancement to the Contractor’s Services, obligations, or Advantage 4 which are

required due to new or changed State IT PSPs which are not tied to Federal standards will be documented
through a Change Order which will address the scope of the change, and the impact on the Contract price and
schedule, if they give rise to any significant ongoing Contractor costs.

This responsibility also extends to all service providers and subcontractors with access to State Data or an
ability to impact the contracted solution. Contractor responsibilities are determined from the PSPs based on
the services being provided to the State, the type of IT solution, and the applicable laws and regulations.

4. Acceptable Use Policy. To the extent that Contractor has access to the State’s IT environment, Contractor
must comply with the State’s Acceptable Use Policy, see
https://www.michigan.gov/documents/dtmb/1340.00.01_Acceptable_Use_of Information_Technology_ Stan
dard_458958 7.pdf. All Contractor Personnel will be required, in writing, to agree to the State’s Acceptable
Use Policy before accessing State systems. The State reserves the right to terminate Contractor’'s and/or
subcontractor(s) or any Contractor Personnel’'s access to State systems if the State determines a violation
has occurred.

5. Protection of State’s Information. Throughout the Term and at all times in connection with its actual or
required performance of the Services, Contractor will:

5.1.

5.2.

5.3.

5.4.

5.5.

5.6.

If Hosted Services are provided by a Hosting Provider, ensure each Hosting Provider maintains
FedRAMP authorization for all Hosted Services environments throughout the Term, and in the event a
Hosting Provider is unable to maintain FedRAMP authorization, the State, at its sole discretion, may
either a) require the Contractor to move the Software and State Data to an alternative Hosting Provider
selected and approved by the State at Contractor’s sole cost and expense without any increase in
Fees, or b) immediately terminate this Contract for cause pursuant to Section 15.1 of the Contract;

for Hosted Services provided by the Contractor, maintain either a FedRAMP authorization or an annual
SSAE 18 SOC 2 Type Il audit based on State required NIST Special Publication 800-53 MOD Controls
using identified controls and minimum values as established in applicable State PSPs.

ensure that the Software and State Data is securely hosted, supported, administered, accessed, and
backed up in a data center(s) that resides in the continental United States, and minimally meets
Uptime Institute Tier 3 standards (www.uptimeinstitute.com), or its equivalent;

maintain and enforce an information security program including safety and physical and technical
security policies and procedures with respect to its Processing of the State Data that complies with the
requirements of the State’s data security policies as set forth in this Contract, and must, at a minimum,
remain compliant with FISMA and NIST Special Publication 800-53 MOD Controls using identified
controls and minimum values as established in applicable State PSPs;

provide technical and organizational safeguards against accidental, unlawful or unauthorized access to
or use, destruction, loss, alteration, disclosure, encryption, transfer, commingling or processing of such
information that ensure a level of security appropriate to the risks presented by the processing of State
Data and the nature of such State Data, consistent with best industry practice and consistent with
applicable standards (including, but not limited to, compliance with FISMA, NIST, CMS, IRS, FBI, SSA,
HIPAA, FERPA and PCI requirements as applicable);

take all reasonable measures to:

5.6.1. secure and defend all locations, equipment, systems and other materials and facilities employed
in connection with the Services against “malicious actors” and others who may seek, without


https://www.michigan.gov/dtmb/0,5552,7-358-82547_56579_56755---,00.html
https://www.michigan.gov/documents/dtmb/1340.00.01_Acceptable_Use_of_Information_Technology_Standard_458958_7.pdf
https://www.michigan.gov/documents/dtmb/1340.00.01_Acceptable_Use_of_Information_Technology_Standard_458958_7.pdf
http://www.uptimeinstitute.com/

authorization, to destroy, disrupt, damage, encrypt, modify, copy, access or otherwise use Hosted
Services or the information found therein; and

5.6.2. prevent (i) the State and its Authorized Users from having access to the data of other customers
or such other customer’s users of the Services; (ii) State Data from being commingled with or
contaminated by the data of other customers or their users of the Services; and (iii) unauthorized
access to any of the State Data;

5.7. ensure that State Data is encrypted in transit and at rest using FIPS validated AES encryption modules
and a key size of 128 bits or higher;

5.8. ensure the Hosted Services support Identity Federation/Single Sign-on (SSO) capabilities using
Security Assertion Markup Language (SAML), Open Authentication (OAuth) or comparable State
approved mechanisms;

5.9. ensure the Hosted Services implements NIST compliant multi-factor authentication for
privileged/administrative and other identified access.

Security Accreditation Process. Throughout the Term, Contractor will assist the State, at no additional
cost, with its Security Accreditation Process, which includes the development, completion and on-going
maintenance of a system security plan (SSP) using the State’s automated governance, risk and
compliance (GRC) platform, which requires Contractor to submit evidence, upon request from the State, in
order to validate Contractor’s security controls within two weeks of the State’s request. On an annual
basis, or as otherwise required by the State such as for significant changes, re-assessment of the system’s
controls will be required to receive and maintain authority to operate (ATO). All identified risks from the
SSP will be remediated through a Plan of Action and Milestones (POAM) process with remediation time
frames based on the risk level of the identified risk. For all findings associated with the Contractor’s
solution, at no additional cost, Contractor will be required to create or assist with the creation of State
approved POAMs and perform related remediation activities. The State will make any decisions on
acceptable risk, Contractor may request risk acceptance, supported by compensating controls, however
only the State may formally accept risk. Failure to comply with this section will be deemed a material
breach of the Contract.

Unauthorized Access. Contractor may not access, and shall not permit any access to, State systems, in
whole or in part, whether through the Hosted Services or otherwise, without the State’s express prior
written authorization. Such authorization may be revoked by the State in writing at any time in its sole
discretion. Any access to State systems must be solely in accordance with the Contract and this Schedule,
and in no case exceed the scope of the State’s authorization pursuant to this Section. All State-authorized
connectivity or attempted connectivity to State systems shall be only through the State’s security gateways
and firewalls and in compliance with the State’s security policies set forth in the Contract as the same may
be supplemented or amended by the State and provided to Contractor from time to time.

Security Audits.

8.1. During the Term, Contractor will maintain complete and accurate records of its data protection
practices, IT security controls, and the security logs relating to State Data, including but not limited to
any backup, disaster recovery or other policies, practices or procedures relating to the tate Data and
any other information relevant to its compliance with this Contract.

8.2. Without limiting any other audit rights of the State, the State has the right to review Contractor's data
privacy and information security program prior to the commencement of Services and from time to time
during the term of this Contract. The State, at its own expense, is entitled to perform, or to have
performed, an on-site audit of Contractor's data privacy and information security program. If the State



chooses to perform an on-site audit, Contractor will, make all such records, appropriate personnel and
relevant materials available during normal business hours for inspection and audit by the State or an
independent data security expert that is reasonably acceptable to Contractor, provided that the State:
(i) gives Contractor at least five (5) Business Days prior notice of any such audit; (ii) undertakes such
audit no more than once per calendar year, except for good cause shown; and (iii) conducts or causes
to be conducted such audit in a manner designed to minimize disruption of Contractor's normal
business operations and that complies with the terms and conditions of all data confidentiality,
ownership, privacy, security and restricted use provisions of the Contract. The State may, but is not
obligated to, perform such security audits at the STATE’s cost, which shall, at the State’s option and
request, include penetration and security tests performed by a mutually agreed third party, of any and
all Hosted Services and their housing facilities and operating environments.

8.3. During the Term, Contractor will, when requested by the State, provide a copy of Contractor’s or
Hosting Provider's FedRAMP System Security Plan(s) or SOC 2 Type 2 report(s) to the State within
two weeks of the State’s request. The System Security Plan and SSAE audit reports will be recognized
as Contractor’'s Confidential Information.

8.4. With respect to State Data, Contractor must implement any safeguards required by this Contract, as
identified by the State or by any audit of Contractor’s data privacy and information security program.

The State reserves the right, at its sole election, to immediately terminate this Contract or a Statement of
Work without limitation and without liability if the State determines that Contractor fails or has failed to meet
its obligations under this Section 8. Application Scanning. During the Term, Contractor must, at its sole
cost and expense, scan all Contractor provided applications, and must analyze, remediate and validate all
vulnerabilities identified by the scans as required by the State Secure Web Application and other applicable
PSPs.

Contractor’s application scanning and remediation must include each of the following types of scans and
activities:

9.1. Dynamic Application Security Testing (DAST) — Scanning interactive application for vulnerabilities,
analysis, remediation, and validation (may include Interactive Application Security Testing (IAST).

9.1.1. Contractor must either a) grant the State the right to dynamically scan a deployed version of the
Software; or b) in lieu of the State performing the scan, Contractor must dynamically scan a
deployed version of the Software using a State approved application scanning tool, and provide
the State a vulnerabilities assessment after Contractor has completed such scan. These scans
and assessments i) must be completed and provided to the State quarterly (dates to be provided
by the State) and for each major release; and ii) scans must be completed in a non-production
environment with verifiable matching source code and supporting infrastructure configurations or
the actual production environment.

9.2. Static Application Security Testing (SAST) - Scanning Source Code for vulnerabilities, analysis,
remediation, and validation.

9.2.1. For Contractor provided applications, Contractor, at its sole expense, must provide resources to
complete static application source code scanning, including the analysis, remediation and
validation of vulnerabilities identified by application Source Code scans. These scans must be
completed for all Source Code initially, for all updated Source Code, and for all Source Code for
each major release and Contractor must provide the State a vulnerability assessment after
Contractor has completed the required scans.

9.3. Software Composition Analysis (SCA) — Third Party and/or Open Source Scanning for vulnerabilities,
analysis, remediation, and validation.



9.3.1. For Software that includes third party and open source software, all included third party and
open source software must be documented and the source supplier must be monitored by the
Contractor for notification of identified vulnerabilities and remediation. SCA scans may be included
as part of SAST and DAST scanning or employ the use of an SCA tool to meet the scanning
requirements. These scans must be completed for all third party and open source software
initially, for all updated third party and open source software, and for all third party and open
source software in each major release and Contractor must provide the State a vulnerability
assessment after Contractor has completed the required scans if not provided as part of SAST
and/or DAST reporting.

9.4. In addition, application scanning and remediation may include the following types of scans and
activities if required by regulatory or industry requirements, data classification or otherwise identified by
the State.

9.4.1. If provided as part of the solution, all native mobile application software must meet these
scanning requirements including any interaction with an application programing interface (API).

9.4.2. Penetration Testing — Simulated attack on the application and infrastructure to identify security
weaknesses.

10. Infrastructure Scanning.

10.1. For Hosted Services, Contractor must ensure the infrastructure and applications are scanned
using an approved scanning tool (Qualys, Tenable, or other PCI Approved Vulnerability Scanning
Tool) at least monthly and provide the scan’s assessments to the State in a mutually agreed upon
format to be used to track the remediation. Contractor will ensure the remediation of issues identified
in the scan according to the remediation time requirements documented in the State’s PSPs.

11. Nonexclusive Remedy for Security Breach.

11.1. Any failure of the Services to meet the requirements of this Schedule with respect to the security
of any State Data or other Confidential Information of the State, including any related backup, disaster
recovery or other policies, practices or procedures, is a material breach of the Contract for which the
State, at its option, may terminate the Contract immediately upon written notice to Contractor without
any notice or cure period, and Contractor must promptly reimburse to the State any Fees prepaid by
the State prorated to the date of such termination.
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CONTRACT CHANGE NOTICE

Change Notice Number 13

to
Contract Number 071B4300137

CGI TECHNOLOGIES AND SOLUTIONS INC Ruth Schwartz DTMB

(517) 284-7585
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CONTRACT SUMMARY
ERP HOSTING, MANAGED SERVICES, SOFTWARE LICENSE AND MAINTENANCE AGREEMENT

June 25, 2014 September 30, 2021 1000 - 1 Year September 30, 2024

Other

DESCRIPTION OF CHANGE NOTICE

| |
.| o | September3 2024
| |
$97,608,751.00 $130,000.00 $97,738,751.00

DESCRIPTION
Effective 9/23/2020, this Contract is hereby increased by $130,000.00 and amends the Proprietary Software License Agreement
(Attachment 9) to add a subscription to CGl OnCue360 CRF Sub-Recipient Reporting Portal and provides associated
implementation services through addition of an Implementation Statement of Work, and makes associated pricing changes
through amendment of the Payment Schedule (Attachment 3).

All other terms, conditions, specifications, and pricing remain the same. Per contractor, agency and DTMB procurement.
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GIVID

Technology, Management & Budget

MICHIGAN DEPARTMENT OF TECHNOLOGY,
MANAGEMENT AND BUDGET

Project Title: Period of Coverage:

Implementation of CGlI OnCue360 CRF Sub-Recipient Reporting Portal June 24, 2014 - September
30, 2024

Requesting Department:

DTMB

DTMB Project Manager: Phone:

Ruth Schwartz (517) 284-7585

PROJECT REQUEST

This Statement of Work (“SOW?”) is created for CGIl Technologies and Solutions Inc.
(“Contractor”) to provide the CGI OnCue360 CRF Sub-Recipient Reporting Portal to assist
the State of Michigan (“State”) in managing grant funds received through the Coronavirus
Aid, Relief, and Economic Security Act (“CARES Act”).

All work performed pursuant to this SOW is subject the Terms and Conditions of the existing
Contract 071B4300137 (the “Contract”), except as otherwise expressly stated herein. All
terms, conditions, and specifications contained in the existing Contract remain in full force
and effect; provided, however, that this Statement of Work includes an update to Contract
Attachment Three (Payment Schedule). This SOW includes additional terms for the Amazon
Cloud Managed Services scope required to complete this project. Any additional terms
contained within this SOW will not govern any Services performed under the Contract that
are outside of this SOW.

We have documented our understanding as follows:

e Contractor’'s Understanding of the State’s Objectives
e Project Scope and Approach

o Solution Overview

o Assumptions

o Out of Scope
e Project Timeline
e Parties’ Respective Staff, Roles, and Responsibilities
e Project Pricing
e Additional Terms and Conditions

CONTRACTOR’S UNDERSTANDING OF THE STATE’S OBJECTIVES

CGl understands the State’s objectives are be to establish a system that will do the following: 1).
Provide the State the capability to collect expenditure data from municipalities, school districts and
other recipients of CARE Act funding from the state. 2). Facilitate personnel from the state,



municipalities and school districts throughout Michigan who have received funds from the CARES
Act to report on a quarterly basis how the money has been spent by entering the data into a
system that will produce reports that can be used by the state to support data entry into the
Grants Solution system developed by the US Treasury.

PROJECT SCOPE AND APPROACH

Solution Overview

CGl is proposing to implement the CGI OnCue360 Desktop Data Collection system and
develop forms and reports necessary to support entry of data and related reporting to
accomplish the CARES Act reporting. The CGl OnCue360 solution will be deployed on the
Amazon Web Services (AWS) public cloud and will consist of a (1) non-production and (1)
production environments

Assumptions

Solution will be hosted on the AWS Public Cloud

State will provide CGI with requirements for this system based on the US Treasury OIG &
PRAC Financial Reporting requirements no later than September 8, 2020

At this time, this Solution is known to consist of (3) OnCue360 forms and (7) OnCue360
reports. Additional forms, reports, or functions may be developed under the supplemental
services contract.

State will conduct a User Acceptance of the deployed system, form and reports and approve
for release into the production environment

State will provide outreach and training to the users of the system

State authorized users will provide all data entry and input into the system

At the end of the term of the SOW CGl will provide the state the form data entered into the
system in one of the standard OnCue360 report formats (PDF or Excel) within thirty (30) days
of the SOW expiration.

CGl will load the initial Sub-Recipient Profile information into the system via spreadsheet import

State will provide all Sub-Recipient Profile information to CGI in a mutually agreed Excel
spreadsheet format prior to go-live.

Out of Scope
Interfaces or integration to or from the OnCue360 system to any other system

Data Conversion other than the import of Sub-Recipient Profile information from a mutually
agreed Excel spreadsheet format

End User Training for departmental, Michigan municipality or Michigan school district users of
the system

PROJECT TIMELINE

The implementation project will start on September 1, 2020 and will go live with user access on



September 21, 2020. The hosting services and support will start on September 1, 2020 and end
on August 31, 2021.

PARTIES’ RESPECTIVE STAFF, ROLES AND RESPONSIBILITIES

This Section specifies the types of support that CGI will provide. For each such category, this
Section specifies the support that CGI will provide and the respective responsibilities of the parties
with respect to the Managed Applications.

1. Technical and Operational Management

1.1.

1.2.

2.1.

2.2.

3.1.

3.1.2.1.
3.1.2.2.
3.1.2.3.
3.1.2.4.
3.1.2.5.
3.1.2.6.
3.1.2.7.

CGlI Responsibilities

1.1.1
1.1.2

i Perform issue management and resolution.

. Configure hosting facility infrastructure for the Managed Application
environments and provide the infrastructure management strategy, standards,
procedures and third-party supplier management.

State Responsibilities

1.2.1.

Provide, manage, and operate State employee workstation hardware, software,
and other onsite State equipment.

Network Management

CGI Responsibilities

2.1.1.

2.1.2

Provision infrastructure and install/configure/test network elements in support of
the CGI System.

i Provide Internet access to the Managed Applications in the hosting facility.

State Responsibilities

2.2.1.

Provision, configure, maintain, and manage SMTP electronic mail services,
specifically Office 365, sent from the Managed Applications.

Physical/Virtual Environment and Storage

CGI Responsibilities

3.1.1.

Provide, install, and maintain hardware, operating system, database,
monitoring, and other software required to support the CGI provided Managed
Applications.

Perform the following monitoring activities to support the Managed
Applications.

Device discovery

Anti Malware

Vulnerability scanning

Security Incident and Event Management (SIEM)

Security Orchestration And Response (SOAR)

Log Analytics / Storage - 365 days retention - currently baseline

Host Intrusion Detection (HIDS)



3.1.2.8. File Integrity Monitoring (FIM)

3.1.3.

3.1.4.

For the CRF Sub-Recipient Reporting Portal, provide one (1) production
environment xx) and one (1) non-production environment. The AWS hosting
service will auto scale up when average data volume exceeds 150MBytes of
data sent or received during a five minute period. The AWS hosting services
will scale back down when average data volume drops below 20MBytes for a
five minute period. This auto scale feature will provide a seamless performance
experience for the users. CGI does not anticipate the system needing to scale
up with the number of users, forms and data content on each form.

Install and configure the CGI System storage infrastructure to support the
Managed Applications.

3.1.4.1. Provision and allocate storage capacity for the Managed Application

environments.

3.1.4.2. Perform storage growth analysis and monitoring, capacity and

performance management to support the environments.

3.1.4.3. Perform daily backups.

3.1.5.

Define requirements and perform set-up of the requisite environment
configuration to support the Managed Applications. This includes, but is not
limited to, configuration of operating system, database and port settings;
naming and other conventions for use by the State and CGl; and system user
access.

3.1.6.  State Responsibilities

3.1.6.1. Provide .GOV URLS for the non-production and production sites

3.1.6.2. Provide and maintain certificates for the two sites

4. Managed Application Environments

4.1. CGI Responsibilities

4.1.1.

4.1.2.

4.1.3.

4.1.4.

4.1.5.

Define, configure, manage and maintain the databases required for the
Managed Applications. Provide database administration support including
configuration and monitoring.

Provide and install the Managed Applications by the readiness date of
September 8, 2020 for the non-production environment and September 18,
2020 for the production application.

On the readiness date per Section 1.4.1.2, provide online access to the
Managed Applications 7 days per week from 8 AM to 9 PM (the “Hours of
Availability”) in the State’s time zone for the project activities absent the need to
schedule maintenance during those hours to achieve project goals.

The CGI System will be unavailable during Scheduled Maintenance, including
Sundays from 12am ET to Monday 6am ET weekly.

Provide online access to the Managed Applications during the Hours of
Availability. CGl may add Scheduled Maintenance in the event:



4151, Of an urgent business necessity, to coincide with times of minimal traffic

or use for the State and on reasonable advance notice to State; or,

415.2. CGI determines that a failure to do so may harm CGI or the State,

immediately on notice to State at any time of day.

In either case, CGI will make reasonable efforts to obtain the State's prior written
approval of the institution of such Scheduled Maintenance.

State Responsibilities

5.1.  Provide support for reporting including, but not limited to, creating, maintaining, and
resolving issues with custom State reports.

5.2.  Execute testing including user acceptance testing.

Managed Application Maintenance

6.1. CGI Responsibilities

6.1.1.

Perform issue management and resolution.

Issue Resolution for Defects with CGl OnCue360 Software

The support programs include response to and resolution of defects with CGI
Oncue360 Software. Defect is a reproducible error, flaw, failure or fault in the
supported software that produces an incorrect or unexpected result, or to behave
in unintended ways or in a manner that is contrary to the system documentation
or user guide.

As mutually agreed upon, resolution may include the following:
1. Work around;
2. Delivery of a new release of supported software;
3. Other resolution provided over the phone or remotely.

All specified response and resolution times are limited to the standard OnCue360
Business Hours. With mutual agreement, CGI will classify and respond to
reported software issues and defects with the CGI OnCue360 software based on
the severity of the problem. The following describes the severity levels and
response times. If CGl is unable to meet the target timeframes set out below,
the analyst will contact the client with a revised timetable.

Classification: Severity 1 Problem (Critical) — All users unable to login or work
within the application, application is down. and no workaround is available.

Response: CGl agrees that it will acknowledge the issues upon receipt and
commence its investigation promptly, and provide a response within 2 hours.
CGl will continue to work on the issue as a priority until the issue is resolved or
mitigated. The resolution will be delivered to client as a mutually agreed
workaround, software release provided by CGI, or other resolution that provides
a reasonable degree of relief to the problem. Client is responsible for assisting
triage of the problem at CGI’s request, and for providing additional information
requested by CGI to diagnose and remedy the issue. CGI will keep client
informed on an hourly basis while resolution of the issue is in progress.

Classification: Severity 2 Problem (High) — Specific key or mission critical
functionality/process is not working within the software due to a defect and no



work around is available to perform the specific process.

Response: CGI agrees that it will acknowledge the issues upon receipt and
commence its investigation promptly, and provide a response within 24 business
hours. CGI will continue to work on the issue as a priority until the issue is
resolved or mitigated. The resolution will be delivered to client as a mutually
agreed workaround, software release provided by CGl, or other resolution that
provides a reasonable degree of relief to the problem. Client is responsible for
assisting triage of the problem at CGl’s request, and for providing additional
information requested by CGI to diagnose and remedy the issue. CGI will provide
the client an update every 4 business hours while resolution of the issue is in
progress.

Classification: Severity 3 Problem (Medium) — all defects related to non-
production environments (except emergency fixes provided as a result of a
severity 1 or severity 2 issue). Defects in the production environment that causes
an inconvenience where tasks can continue to process or a mutually agreed
workaround exists.

Response: CGI agrees that it will provide a response by an analyst within three
(3) business days. CGI will exercise reasonable efforts to provide workarounds
or other resolutions, or provide software fixes in future releases as applicable.
Client is responsible for implementing a workaround. Client is responsible for
assisting triage of the problem at CGl’s request. CGI will keep client informed at
reasonable intervals while the issue is open.

Classification: Severity 4 Problem (Low) — Tasks can continue, there is a
mutually agreed workaround and the issue is cosmetic and minor without day-to-
day impact.

Response: CGI will log the defect and consider it when planning future releases.

In addition to these category classifications for problems, clients may pose a
general inquiry. CGI will provide a reasonably and timely response to general
inquiries. Inquiries are to appropriate parties for response.

Service Level Credit Allocations

The service level credits will be determined based on the allocation of the annual
OnCue360 subscription fee between three components: AWS Hosting Fees,
OnCue360 Solution Fees, and Security and Monitoring Services Fees as
specified in the following table. SLA credits arising from the OnCue360 Solution
issue service obligations apply only to the allocated amount the OnCue360
Solution fees. Credits arising from AWS Hosting Services availability apply only
to the allocated amount of AWS hosting fees. The Security and Monitoring
Services and associated allocated fee amounts are not subject to SLA credits.

Component Allocated Amount
AWS Hosting Fees $36,000.00 per year
OnCue360 Solution fees $60,000.00 per year




| Security and Monitoring Services | $34,000.00 per year

OnCue360 Solution Issue Service Obligation Target Table

The OnCue360 Response and Resolution Times are measured only during standard OnCue360
Business Hours. The maximum amount of fees subject to these credits is $5,000.00 per month which
represents the monthly fee for the OnCue360 Solution. The maximum SLA credit arising from the
OnCue360 Solution for any month shall not exceed $750.00. Where the OnCue360 Solution is
rendered inoperable or unavailable due to an AWS service, only the service credits specified for the
AWS hosting services specified above apply. In the event of any other outage caused by events or

conditions beyond CGl’s control, no service credits apply.

Response and

Severity Response Time Resqlut|on Resolution Example Problem
Time -
Credit
1 business 10% of the Subrecipients cannot enter data or
1-Critical 2 business hours da OnCue360 no one can log into the OnCue360
y monthly fee solution.
% of Data can be entered but cannot be
. . 2 business 5% 0 saved or submitted or all reporting
2-Major 8 business hours OnCue360 .
days functions are down.
monthly fee
Provide
. 48 business _software fixes Non-cosmetic problem with a
3-Medium in future No penalty .
hours specific form or report.
releases as
applicable
Cosmetic issue on screen or
report.
Within Within
4-Low reasonable reasonable No penalty . . .
; ; A minor issue that does not impact
period period )
the overall function of the system.

Amazon Web Services (AWS) Availability Service Credits

The following table reflects the standard AWS Service Level Agreement for

system availability. The maximum amount of fees subject to these credits is
$3,000.00 per month which represents the AWS hosting fees applicable to
system availability.




AWS Hosting Services Credits

Monthly Uptime Percentage Service Credit

Percentage
Less than 99.99% but equal to or greater than 10%
99.0%
Less than 99.0% but equal to or greater than 30%
95.0%
Less than 95.0% 100%

6.1.2. Provide configuration management and application code version control and
tracking for the Managed Applications.

6.2.  State Responsibilities

6.2.1. Establish and perform application functional support and configuration
activities.

7. Operations Management
7.1. CGI Responsibilities

7.1.1. Report any issues with configuration and/or processing to the appropriate State
contact(s) for resolution.

7.1.2. Perform updates to processing scripts and backups for the Managed
Application production environment as CGI determines to be necessary.

8. Security
8.1. CGI Responsibilities

8.1.1. CGlis expected to comply with “Security Accreditation Process” outlined in the
“Statement of Work Terms and Conditions”. If CGI, through the accreditation
process, is found to not comply with any of the State Information Technology
(IT) Policies, Standards and Procedures (PSPs), CGI will work with the State to
resolve them and come into compliance.

8.2.  State Responsibilities

8.2.1.  The State will issue CGI a provisional ATO (Authority to Operate) to allow for
the expedited implementation of this solution.

PROJECT PRICING

Changes to Attachment 3 (Payment Schedule)

Pursuant to this CCN, Attachment 3 (Payment Schedule) is amended and restated in its entirety
as follows:



Attachment 3 Payment Schedule

The new Summary Table for Option Years and Major and Minor Upgrade Removal is added to Attachment 3 (Change Notice
8 Appendix B). The Statement of Work associated with the SIGMA 4x Upgrade Project will contain a separate Payment
Schedule. Continuous Update Pricing is specified below the Summary Table for Option Years. All other components of
Attachment 3 remain unchanged.

Summary Table for Option Years

FY20 FY21 Option Year 1 Option Year 2 Option Year 3*
10/02/2019- 10/02/2020- 10/1/2021- 10/1/2022 - 10/1/2023 -
9/30/2020 =~ 9/30/2021 = 9/30/2022 9/30/2023 9/30/2024
Hosting
Original Contract Option Year 7 Total $3,031,791 $3,148,290 $3,259,120
CN1a Added network connection for Comerica $16,548 $16,548 $16,548
CN1b Added infoAdvantage Environment $199,571 $199,571 $199,571
CN 5 Addition of Transparency Portal $25,500 $25,500 $25,500
CN8 Increased storage and hardware $521,381 $610,016 $713,719
CN8 Option years for hosting/managed Proc. And VSS $84,270 $86,187 $87,994
Test Savvy Hosting # $33,000 $33,000 $33,000 $33,000 $33,000
Revised option year price after change notices $3,912,061 $3,912,061 $4,119,112 $4,119,112 $4,335,452 $4,335,452
Managed
Original Contract Option Year 7 Total $2,394,515 $2,401,597 $2,423,049
CN 7/8 Reduction in discretionary services ($516,000) ($516,000) ($516,000)
CN 7/8 additional key personnel $329,000 $329,000 $329,000
Revised option year price after change notices $2,207,515 $2,207,515 $2,214,597 $2,214,597 $2,236,049 $2,236,049
$6,285,906  $6,275,934 $6,119,576 $6,333,709 $6,571,501
Removal of Major and Minor Upgrade line 19 ($241,050)  ($482,101) ($482,101) ($482,101) ($482,101)
Total Hosting & Managed Services $6,044,856  $5,793,833 $5,637,475 $5,851,608 $6,089,400
Software License and Maintenance
Original ADV Maintenance $993,141 $993,141 $1,082,524
Original Bundled Maintenance $391,837 $403,591 $429,824
CN 1a Swap Adobe for BIRT ($348) ($357) ($380)
CN 1b Increased for Proc/MIDB 3rd Party $237,840 $249,741 $265,974
CN 6 Change for Patternstream $4,117 $4,240 $4,516
CN 8 Increased for Procurement $478,405 $509,502 $542,619
CN 8 Increased for Procurement (3rd Party) $29,757 $31,691 $33,751
CN 12 Increased for Test Savvy (7 licenses) # $67,200 $67,200 $67,200 $67,200 $67,200
CN 12 MA2 in optional years
CN 13 CGI OnCue360 Grant Application Portal $130,000.00
Revised option year price after change notices $2,213,612  $2,278,416 $2,201,949 $2,201,949 $2,258,749 $2,258,749 $2,426,028 $2,426,028

Total Revised Hosting, Manages Services and Software and Mainte  $8,258,468  $8,072,249 $7,839,424 $8,110,357 $8,515,428



Exercised upon written request from client. Not invoiced unless exercised. In the event fewer than 7 licenses are requested, the license
amount will be prorated based on how many licenses are requested.

*If the SIGMA 4 X upgrade has not been completed by December 2023, the annual Hosting and Managed Services fees for version 3.11 will
be subject to an escalation of 10% applied to the total Software Maintenance and Hosting and Managed Services fees. This escalation will
be prorated for the number of full months remaining in Fiscal Year 2024 at the point CGI notifies the State in writing that extended support for
version 3.11 is required. This notification may be on or after December 1, 2023.

This CCN retitles and replaces Section 20.0 (formerly titled “Major and Minor Technical Upgrades and Updates,” as retitled, “Continuous
Updates”) of Attachment 2 (Statement of Work). Replacement Section 20.0 defines the continuous software update activities, including
deployment of Feature Sets that will be performed by the Contractor under the terms of this Agreement. During the term of this Agreement,
the fee charged for each Feature Set deployed is $710,000, and the annual fee for Feature Sets (averaged for annual fixed fee pricing) is
$1,065,000 based on deployment of three (3) Feature Sets every two (2) contract years (beginning October 1). The average annual fee of
$1,065,000 will be added to the annual managed services fees commencing upon go live with the Advantage 4 solution; provided, however,
if the Advantage 4 go live does not occur at the beginning of a contract year (October 1), CGI will invoice and the State will pay the per-
Feature-Set fee of $710,000 for any Feature Set deployed during the partial contract year following Advantage 4 go-live, and thereafter the
average annual fee of $1,065,000 will be included in the applicable managed services fee beginning with the first full contract year after go
live.
In the event of termination of this Agreement pursuant to Article 2, Section 2.150, of the Agreement, the State and Contractor will determine
the impact of the number of Feature Sets that have been deployed. In the event that a termination of this Agreement does not fall at the
conclusion of a two-contract-year cycle of deployment of three (3) Feature Sets, the applicable fees will be adjusted as follows:
¢ Where the annual average fee(s) paid by the State for the two-contract-year cycle in question is more than the aggregate per-Feature-
Set fee(s) for the Feature Set(s) actually deployed during the applicable two-contract year cycle, Contractor will refund to the State the
difference between the applicable average annual fee(s) paid and the applicable aggregate per-Feature-Set fee(s).

¢ Where the annual average fee(s) paid by the State for the two-contract-year cycle in question is less than the aggregate per-Feature-Set
fee(s) for the Feature Set(s) actually deployed during the applicable two-contract-year cycle, the State will pay Contractor the difference
between the applicable average annual fee(s) paid and the applicable aggregate per-Feature-Set fees(s).



ADDITIONAL TERMS AND CONDITIONS

Intellectual Property Rights

To the extent any intellectual property is created under this SOW, the State is
granted ownership of such intellectual property created by Contractor under this
SOW pursuant to the terms of the Contract.

Inapplicable Contract Terms and Conditions

Given the nature of these services and the resulting cloud-based solution, the
parties agree that the following sections of the Contract and any service
levels/performance standards set forth therein, will not apply to this SOW: Article
1; Article 2, Sections 2.073, 2.074, 2.094, 2.111, 2.121(h)-(k), 2.231, 2.232, 2.270,
2.290, 2.400 as they relate to AWS and the AWS Services; Article 2, Sections
2.095, 2.096, 2.243; and Attachments 1 (definitions of issue and incident priority
and severity), 2, 4, 5, 6, 7, 8, and 10.

Statement of Work Terms and Conditions

Notwithstanding anything to the contrary in the Contract, or this SOW, the following
terms and conditions apply to this SOW:

“AWS” means Amazon Web Services.

“AWS Services” means the AWS infrastructure, hosting, and all other services to be
provided by AWS.

“State End Users” means all persons authorized by the State to access and use the
OnCue360 Solution.

“‘OnCue360 Solution” means the CGl OnCue360 CRF Sub-Recipient Reporting
Portal, including all related forms, reports, portal, applications, and AWS Services provided
by Contractor under this SOW._

“OnCue360 Solution Business Hours” means 8 am to 5 pm Eastern Time, Monday
through Friday, exclusive of statutory holidays.

Third Party Supplier. AWS is a third party supplier to Contractor under this SOW,
as described in Article 2, Section 2.402. Contractor will be responsible and liable for the
acts and omissions of each such third party supplier in their performance of services
supporting work under this SOW, including but not limited to AWS.

State Standards. The State has established Information Technology (IT) Policies,
Standards and Procedures (PSPs) to protect IT resources under the authority outlined
in the overarching State 1305.00 Enterprise IT Policy. In no case will the safeguards of
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Contractor’s data privacy and information security program be less stringent than the
safeguards used by the State, and Contractor must at all times comply with all
applicable public and non-public State IT PSPs, of which the publicly available ones
are at https://www.michigan.gov/dtmb/0,5552,7-358-82547 56579 56755---,00.html.
This responsibility also extends to all service providers and Subcontractors with access
to State Data or an ability to impact the contracted solution. Contractor responsibilities
are determined from the PSPs based on the services being provided to the State, the
type of IT solution, and the applicable laws and regulations.

State Data. All data and content used, collected, or generated by the OnCue360
Solution is included in the definition of State Data. Upon expiration or termination of
this SOW for any reason, Contractor agrees to return and destroy all State Data stored
or retained by Contractor and any of its Subcontractors pursuant to this SOW in
accordance with written instructions provided by the State.

Discovery. Contractor shall immediately notify the State upon receipt of any requests
which in any way might reasonably require access to State Data. Contractor shall notify
the State Program Manager by the fastest means commercially available and also in
writing. Contractor shall not respond to subpoenas, service of process, FOIA requests,
and other legal requests related to the State without first notifying the State (to the
extent legally permitted by such request) and obtaining the State’s prior approval of
Contractor’s proposed responses. Contractor agrees to use reasonable efforts to
provide its completed responses to the State, ideally with adequate time for State to
review and suggest revisions.

ADA Compliance. The State is required to comply with the Americans with Disabilities
Act of 1990 (ADA), and has adopted a formal policy regarding accessibility
requirements for websites and software applications. The State acknowledges that at
the time of execution of this SOW, Contractor's OnCue360 Solution was not tested for
compliance with level AA of the World Wide Web Consortium (W3C) Web Content
Accessibility Guidelines (WCAG) 2.0. Throughout the term of the SOW, Contractor
agrees to (a) make commercially reasonable efforts to test for and comply with Web
Content Accessibility Guidelines (WCAG) 2.0 level, (b) provide updates regarding
efforts and progress towards compliance with the WCAG 2.0 level AA standard any
time upon the reasonable request of the State; and (c) promptly respond to and use
commercially reasonable efforts to resolve complaints the State receives alleging
noncompliance of Contractor's OnCue360 Solution with level AA of the World Wide
Web Consortium (W3C) Web Content Accessibility Guidelines (WCAG) 2.0.

Security Accreditation Process. Contractor will provide the State, at no additional cost,
with evidence of compliance by the OnCue360 Solution to the security, technical, and
organizational measures stated in this SOW and the applicable documentation for the
OnCue360 Solution. Updates to this evidence (such as, but not limited to, attestations,
third party audit reports, or responses to requests for information), shall be provided not
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less than annually. In the case that any Contractor or Contractor's third-party
assessment or audit risk findings, Contractor will create and implement a remediation
plan to remove or remediate the cause of such findings. Contractor will not diminish or
remove any of its obligations regarding the security, protections, or privacy
requirements of the OnCue360 Solution at any time during the term of this SOW. The
State will utilize the provided information (whether requested via its automated
governance, risk, and compliance (GRC) platform, or requested separately, to validate
Contractor's controls.

Modification to Warranties Provision

Article 2, Section 2.121(g) is replaced in its entirety with respect to this SOW as
follows:

During the term of Contract Change Notice 13, the OnCue360 Solution will
conform in all material respects to the specifications, functions, descriptions,
standards, and requirements set forth in Contract Change Notice 13.
Contractor shall correct any failure of the OnCue360 Solution to operate in
accordance with the performance warranty set forth above at no additional
cost to the State.

Modification to Contract Limitation of Liability Provision

Article 2, Section 2.221 (Limitation of Liability) of the Contract is modified as
follows as it applies to this SOW: In the first sentence of the second paragraph and
in the third paragraph of Section 2.221 the limit on each party’s liability for damages
to the other party arising from Contract Change Notice 13 is limited to the total
specified price of this SOW. The parties acknowledge that any damages recovered
under or related to Contract Change Notice 13 will not apply to the limitations of
liability cap specified in Article 2 Section 2.221 pertaining to the scope other than as
specified in Contract Change Notice 13. All other provisions of Article 2, Section
2.221 otherwise apply to Contract Change Notice 13.

Amazon Cloud Managed Services Terms
The following additional terms and conditions apply to the AWS Services:

e The Contractor shall have and maintain in effect at all times, during the term of
this SOW, all licenses and rights necessary in, and in connection with, the
AWS Services that Contractor is using to provide the OnCue360 Solution to
the State. All AWS Services will be hosted within the continental United
States, and all State Data stored within the AWS Services will be stored only
within the continental United States, including any State Data stored on
backup or disaster recovery systems and media. Contractor and its
Subcontractors may only transmit, process, destroy, use, and disclose State
Data as provided for, authorized by, or contemplated by this SOW, or as
required by applicable law.
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e Backup and Extraction of State Data. Contractor will conduct, or cause to be
conducted back-ups of State Data at a frequency and in a manner so that no
more than one (1) Business Day of data is lost and any lost data could be
restored within 24 hours of the State’s request. Contractor must, within five (5)
Business Days of the State’s request, provide the State, without charge and
without any conditions or contingencies whatsoever (including but not limited
to the payment of any fees due to Contractor), an extract of State Data in a
mutually agreed format, or make State Data available for download by
Contractor.

e The State acknowledges that the only access the State shall have to the AWS
Services shall be through the OnCue360 Solution as end users, without any
administrative access or management rights to the AWS Services.

e The parties agree that use of the OnCue360 Solution is subject to the CGI
Solution Provider Account Access Policy attached below.

e The State agrees and acknowledges that the AWS Services will utilize AWS
infrastructure and notwithstanding anything to the contrary in the Contract, any
security or infrastructure security requirements specified in the Contract shall
apply only with respect to Contractor systems and infrastructure used to
provide the AWS Services, excluding the AWS infrastructure. The security
standards and controls applicable to the AWS infrastructure are documented in
“Amazon Web Services: Overview of Security Processes” dated March 2020
and may be found at, https://d1.awsstatic.com/whitepapers/aws-security-
whitepaper.pdf?did=wp_card&trk=wp card

e Additionally, information regarding the AWS infrastructure and security
controls, including applicable SOC Reports, are documented in “Introduction to
AWS Security” dated January 2020 and may be found at:
https://d1.awsstatic.com/whitepapers/Security/Intro_to AWS _Security.pdf

e If AWS changes any security standards and controls in any manner that may
negatively impact the security of State Data, Contractor will notify the State
within 72 hours of being notified by AWS of such change, and the State may,
as mutually agreed, either a) perform a new Michigan Security Accreditation
Process (MiSAP) to identify modifications to the solution that the State may
want to address, if any, or (b) request that the Contractor move the OnCue360
Solution and State Data to an alternative hosting arrangement selected and
approved by the parties, provided Contractor is not obligated to make any such
modifications unless and until the parties agree in writing to the scope and
impacts associated therewith via a mutually executed Change Notice. If the
parties are unable to reach agreement on a Change Notice as specified in (a)
or (b) above, the State may immediately terminate this SOW without any
notice or cure period, and Contractor must promptly reimburse to the State any
fees prepaid by the State prorated to the date of such termination, and
Contractor must also pay for all reasonable costs incurred by the State in
terminating this SOW, including but not limited to any reasonable direct
additional costs the State may incur to procure the Solution required by this
SOW from other sources, up to a cap of $25,000. For the purposes of
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clarification, such termination will not be deemed Termination for Cause.

L]
Changes to Attachment 9 (Proprietary Software License Agreement)

Pursuant to this CCN, Exhibit A to Attachment 9 (Proprietary Software License
Agreement) is amended and restated in its entirety as follows (updated
language noted in green, underscored font):

Attachment 9, Exhibit A Proprietary Software License Agreement
Attachment 9, Exhibit A

CGI Technologies and Solutions Inc.
Proprietary Software License Agreement

1. Licensed Software. CGl is licensing to Client the following computer software
components: Proprietary software comprising the “Advantage Software”:
CGI Advantage® Financial Management Base System including:

Advantage Asset Management

Advantage Grant Lifecycle Management
Advantage Cash Management

Advantage Travel and Expense Management
Advantage Inventory Management

CGlI Advantage Procurement Professional including
Advantage Procurement/Vendor Self Service
Advantage VSS Mobile
Advantage Procurement/VSS — Locality License

CGlI Advantage Performance Budgeting & Formulation (includes Salary and
Benefits Forecasting)

Advantage Human Resource Management Base System (restricted use) including:
Advantage Labor Distribution
Advantage HR Self-Service (restricted use — functions beyond time and
labor and expense reimbursement are not in scope)

Advantage infoAdvantage

Advantage infoAdvantage Dashboard
Advantage FileNet Integration Adapter
Advantage Documentum Adapter
Advantage Transparency Portal
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CGIl OnCue360 CRF Sub-Recipient Reporting Portal — Limited to use for CRF Sub-
Recipient Reporting, effective through August 31, 2021 — subject to terms and
conditions specified in Contract Change Notice 13. In lieu of an electronic copy of
the CGl OnCue360 CRF Sub-Recipient Reporting Portal, CGI will provide the
Client with access to one test and one production instance of CGl OnCue360 CRF
Sub-Recipient Reporting Portal via AWS.

CGl will provide one (1) electronic copy of the Advantage Software to the Client.

Optional CGI Advantage® software components available to the State are specified
in Attachment 2 to Exhibit A.

2. Licensed Documentation. The Specifications for the Advantage Software are as
set forth in the documentation, which is available for download on the CGI website
and which is collectively (along with documentation for Bundled Software and Third
Party Software) referred to in this License Agreement and the Contract as
“‘Documentation”

Documentation for Advantage Financial

Documentation for Advantage Human Resource Management
Documentation for Advantage Performance Budgeting
Documentation for Advantage Administration

CGl will provide Client access to its Documentation on the CGI website,

https://sc.cgi.com/advantage/

CGl will inform Client of revisions and updates to Bundled Software and Additional
Third Party Software within 30 days of any such update. Documentation for
Bundled Software or additional Third Party Software is available on the applicable
third party website.

3. License Type. The Advantage Software is licensed to Client on the following
basis:

The Advantage Software described in Paragraph 1 (Licensed Software) of this
Attachment 9, Exhibit A) above is licensed to the Client as an enterprise license.

Site License. Client is permitted to use the Advantage Software at the computer
facility or facilities listed below with the exception of CGI infoAdvantage which is a
named user license (or server license if Server Bundle). In the event of the failure
of the computers at the listed location(s), Client may use the Advantage Software at
a back-up computer facility in the same country until operations at the primary
facility have been restored.

CGI Phoenix Data Center

Should the Client elect to discontinue Hosting and Managed Services, the
Advantage Software may be used in accordance with this Attachment 9: Software
License Agreement.
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Should Client desire to use the Software for additional named users or at additional
facilities, as the case may be, Client may purchase additional licenses at CGl’s
then-current prices.

Locality License. Each participating Locality, as defined in the Statement of Work,
will be given two Advantage Procurement/VSS system users.

4, Work That May Be Processed. Client may only use the Advantage Software for
its own business purposes.

5. License Fee. The licenses specified in this Attachment 9, Exhibit A are granted to
Client for a License Fee specified in Attachment 6, Contractor Licensed Software,
Section 1, License Fees.

6. Bundled Software Products and Third Party Software. Included in the license
fees set forth in Section 5 of this Attachment 9, Exhibit A are the license fees for
certain bundled software products (the “Bundled Software Products”). CGl is also
providing to the Client; Annual Subscription Products, Third Party Software
Products and Third Party Products Added/Upgraded by this Contract Change
Notice 12 (billed as “Additional 3rd Party Software Licenses” in the SIGMA 4x
Upgrade Payment Schedule Table)(collectively “Third Party Software”). The
Bundled Software Products and Third Party Software are all required to be used in
connection with Advantage Software.

CGl is providing the following Bundled Software Products to Client:
Adobe RoboHelp — 1 Authorized User

Eclipse BIRT Engine — Production — 4 Core
Eclipse BIRT Engine — Non-Production — 4 Core
** Unlimited copies of BIRT Designer come with BIRT modules**

Pervasive Data Integrator Universal Edition Engine — 1 License — 4-cores

Pervasive Data Integrator Universal Edition Engine (non-prod) — 1 License — 4-
cores

Pervasive Data Integrator Universal Edition Developer — 5 Authorized Licenses
Stream

Finite Matters, Pattern Stream with FrameScript — 5 Named User Licenses

Adobe FrameMaker® — 5 Named User Licenses for use with Pattern Stream —
Maintenance services to be cancelled with this Amendment 12

Adobe Acrobat Pro — 5 Named User Licenses — Maintenance services to be
cancelled with this Amendment 12
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Versata Logic Server — 1 Site license
Versata Designer Studio — 3 Named User License

IBM WebSphere Application Server Network Deployment —10,000 IBM Processor
Value Units (PVU) - Sub-Capacity — Maintenance services to be cancelled October
1, 2022 upon Go-live.

IBM WebSphere Application Server Processor — 400 IBM Processor Value Units —
Maintenance services to be cancelled October 1, 2022 upon Go-live.

IBM Process Server — 100 IBM Processor Value Units (Maintenance cancelled in
Change Notice 1)

Monsell EDM DeltaXML — 1 Site License

BA&T SAP BusinessObjects Business Intelligence Platform — 175 concurrent
sessions

BA&T SAP BusinessObjects Web Intelligence — 175 concurrent sessions

BA&T SAP BusinessObjects Dashboard — 175 concurrent sessions

BA&T SAP BusinessObjects Explorer - 175 concurrent sessions

BA&T SAP BusinessObjects Crystal Reports — 25 concurrent sessions

BA&T SAP BusinessObijects Business Int. Platform Mobile add-on - 150 concurrent
sessions

BA&T SAP BusinessObjects Analysis Edition for OLAP - 25 concurrent sessions
BA&T SAP BusinessObjects Analysis Edition for Office - 25 concurrent sessions
SAP Application Standalone Bl Limited User — 380 Named Users

BA&T SAP BusinessObjects Business Intelligence Platform — 400 Named Users
SAP Application Standalone Business Analytics Professional User - 20 Named
User

SAP Business Objects Enterprise Public Document — 9 Named Users

CGil is providing the following Third Party Software to Client:
Annual Subscription Products

Convey Taxport- unlimited users based on 25,000 of documents created [Annual
service use is governed by Publisher’s Shrink-wrap License]

Liaison punch-out — up to 5 vendors

Additional Third Party Software Products

Pitney Bowes Group 1 — 1 Prod & 1 Non Prod — Enterprise
Perforce — 20 Named User Licenses
Jira — 100 Named User Licenses
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jMeter [www.jmeter.apache.org]
MapQuest Enterprise Edition

Bundled Software Products and Additional Third Party Products
Added/Upgraded with Amendment 12:
Actian Data Integrator v9 (formerly Pervasive Data Integrator)

Actian Data Integrator Universal Edition Engine — 1 License — 4-cores
Actian Data Integrator Universal Edition Engine (non-prod) — 1 License — 4-cores
Actian Data Integrator Universal Edition Developer — 5 Authorized Licenses

With regard to the Actian Third Party Software Product specified in this Section 6,
applicable product-specific license terms of the Actian Third Party Supplier is attached to
Exhibit A to the Agreement as indicated below:

e Attachment 1.a — Actian License Terms (added through CCN 12)

All rights and licenses of Client in and to the Bundled and Third Party Software Products
are governed by the terms and conditions of Article 2 — Terms and Conditions of the
Contract, including but not limited to Section 2.260 of the Contract, this Attachment 9,
Exhibit A: Proprietary Software License Agreement, the Managed Services Agreement, the
Maintenance Agreement, and the Implementation Services Agreement. CGIl may provide
some Bundled or Third Party Software by utilizing a third party supplier’s cloud or hosting
services. All such third party suppliers are deemed to be Subcontractors under the
Contract, and pursuant to Section 2.073 of the Contract Terms, CGl is responsible for the
service and performance of its Subcontractors. CGI does not itself give or make any
warranty of any kind with respect to the Bundled Software Products. Changes in the
Software which CGI may make from time to time may make it necessary for CGI to provide
Client updated versions of the Bundled Software Products or Third Party Software, which
may require additional fees.

Any audit rights contained in any third-party software license agreement or end user
license agreement for third-party software incorporated in or otherwise used in conjunction
with the Advantage Software, will apply solely to CGlI’s (or its Subcontractors) facilities and
systems that host the services (including any disaster recovery site), and regardless of
anything to the contrary contained in any third-party software license agreement or end
user license agreement, third-party software providers will have no audit rights whatsoever
against Client systems or networks.

CGl acknowledges that Client cannot indemnify any third parties, including but not limited
to any third-party software providers that provide software that will be incorporated in or
otherwise used in conjunction with the Advantage Software, and that notwithstanding
anything to the contrary contained in any third-party software license agreement or end
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user license agreement, the Client will not indemnify any third party software provider for
any reason whatsoever. Further, CGI agrees that Client will not be bound by any terms
requiring consent to arbitration, permitting remote access to the State’s systems, or
agreeing to be bound by the laws of another jurisdiction contained in any third-party
software license agreement or end user license agreement.

Agreed to and initialed for identification by:

(Client)  (CGI)
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CGI SOLUTION PROVIDER ACCOUNT ACCESS POLICY

This CGI Solution Provider Account r Access Policy (“Access Policy”) is hereby incorporated into this
Contract Change Notice 13 (the “Agreement”) and is between [ State of Michigan ]
(“Customer”) and [ CaGl ]

(“Solution Provider”) regarding Customer’s use of and access to the Solution Provider Accounts.
Section 7 contains definitions of capitalized terms.

1. Scope. This Access Policy is not an agreement with Amazon Web Services, Inc. (“AWS”). It sets out
the rules, conditions, and restrictions that apply to Customer’s use of the Solution Provider Accounts.

2. Use of the Services.

2.1 Generally. Solution Provider gives Customer access to the AWS Services via Solution Provider
Accounts, and Customer’s use of and access to the AWS Services is governed by the Agreement and this
Access Policy. Contractual commitments by AWS to Solution Provider (for example, service level
agreements) do not apply as between Customer and AWS. Customer must look solely to Solution Provider
under this Agreement regarding any claims or damages relating to, or arising out of, the AWS Services.
Solution Provider is not an agent of AWS and is not acting on behalf of AWS, and Customer is not a third
party beneficiary of any agreement between Solution Provider and AWS.

2.2 If AWS terminates Contractor’s Solution Provider Accounts for any reason that is not the fault of
Customer, Contractor may move the OnCue360 Solution and State Data to an alternative
hosting arrangement selected and approved by the parties, provided the parties agree in writing
to the scope and impacts associated therewith via a mutually executed Change Notice. If the
parties are unable to reach agreement on such Change Notice, the State may immediately
terminate this SOW without any notice or cure period, and Contractor must promptly reimburse
to the State any fees prepaid by the State prorated to the date of such termination, and
Contractor must also pay for all reasonable costs incurred by the State in terminating this SOW,
including but not limited to any reasonable direct additional costs the State may incur to procure
the Solution required by this SOW from other sources, up to a cap of $25,000. For the purposes
of clarification, such termination will not be deemed Termination for Cause.

2.3 Third-Party Content. Through the use of the AWS Services or the AWS Site, Customer may have
access to Third-Party Content, which is made available directly to Customer by other entities or individuals
under separate terms and conditions, including separate fees and charges. Customer’s use of any Third-
Party Content is at its sole risk.
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2.4 AWS Services Policies. All access to and use of AWS Services is subject to the AWS Services
Policies. Notwithstanding the foregoing sentence, Customer will not be bound by any terms requiring
indemnification by the Customer to third-parties; consent to arbitration; provisions regarding audits;
provisions regarding remote access to Customer’s systems; agreeing to be bound by the laws of another
state; or to waive any claims or defenses, including governmental or sovereign immunity contained in any
of the AWS Services Policies. Further, Solution Provider hereby accepts the terms of the AWS Services
Policies and Solution Provider is solely responsible for ensuring that its use of the AWS Services and its
use and provision of the Solution Provider Accounts it provides to Customer comply with the AWS Services
Policies (Notwithstanding anything in the Acceptable Use Policy and AWS Service Terms, these two AWS
Services Policies are not separate agreements between Customer and AWS.)

2.5 Customer Responsibilities. Customer is responsible for (a) compliance of Account Content that
is State Data with the AWS Services Policies and applicable law; (b) any action Customer permits, assists,
or facilitates any End User to take under Solution Provider Accounts; and (c) use of AWS Services or
Account Content by End Users under Solution Provider Accounts (and ensuring that End Users comply with
Customer obligations under this Access Policy). If Customer becomes aware of any violation of its
obligations under this Access Policy caused by itself or an End User, Customer will immediately suspend
such End User’s access to Account Content and the AWS Services by such End User, and upon
investigation, may, in its sole discretion, terminate End User’s access..

3. AWS Services Interruption. Customer and Solution Provider acknowledge that AWS may suspend
the Solution Provider Accounts used by Customer to access the AWS Services immediately if AWS
determines Customer’s or an End User’s use of the AWS Services (i) violates the AWS Services Policies;
(ii) poses a security risk to the AWS Services or any other AWS customer, (iii) may harm AWS systems or
the systems or Content of any other AWS customer; or (iv) may subject AWS to liability as a result of any of
the foregoing.. In the event of such AWS Services suspension, Solution Provider will immediately,
and no later than 1 calendar day following such suspension, provide notice to the State of such
service suspension and will provide all necessary information relating to the suspension, including
all relevant records, logs, files, and other materials and include the actions it believes the
Customer must take to resolve the suspension and reinstate its access. Nothing in this Section 3
will operate to limit Customer’s rights or remedies otherwise available to Customer against Solution Provider
under the Agreement or applicable law.

4. Transition of Solution Provider Accounts. Except as otherwise provided by law or the Agreement,
a transition of Solution Provider Accounts from Solution Provider to a third party (or directly to AWS) requires
advance written consent by Solution Provider (which Solution Provider must also obtain from AWS).. In any
case, absent prior authorization by AWS, Customer may not transfer Solution Provider Accounts to other
providers that are not authorized to resell AWS Services.

s. Proprietary Rights

5.1 Generally. AWS or its licensors own all right, title, and interest in and to the AWS Services, and all
related technology and intellectual property rights. Customer (a) has the right to access and use the AWS
Services under Solution Provider Accounts solely in accordance with this Access Policy and the Agreement,
and (b) may copy and use the AWS Content provided by Solution Provider (or, as applicable, by AWS) solely
in connection with Customer’s permitted use of the AWS Services. Except as provided in this Section 5,
Customer obtains no rights under this Access Policy from AWS, its affiliates, or Solution Provider to the
AWS Services, the AWS Content, or Third-Party Content, including any related intellectual property rights.
Some AWS Content and Third-Party Content may be provided to Customer under a separate license, such
as the Apache License, Version 2.0, or other open source license. By using those materials, Customer is
subject to such additional terms.

5.2 Restrictions. Neither Customer nor any End User nor Solution Provider will use the AWS Services
or AWS Content in any manner or for any purpose other than as expressly permitted by this Access Policy
and the Agreement. Neither Customer nor any End User nor Solution Provider will, or will attempt to (a)
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modify, distribute, alter, tamper with, repair, or otherwise create derivative works of any AWS Content or
Content included in the AWS Services (except to the extent Content included in the AWS Services is
provided to Customer under a separate license that expressly permits the creation of derivative works), (b)
reverse engineer, disassemble, or decompile the AWS Services or apply any other process or procedure
to derive the source code of any software included in the AWS Services (except to the extent applicable
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law doesn’t allow this restriction), or (c) access or use the AWS Services in a way intended to avoid
incurring fees or exceeding usage limits or quotas.

6. Representations and Warranties. Customer agrees that to the best of its knowledge Customer’s and
its End Users’ use of the Solution Provider Accounts (including any use by its employees, personnel, and
(except for Solution Provider) contractors) will not violate this Access Policy. Each party represents and
warrants with regard to its own Account Content, that (a) the party owns all right, title, and interest in and
to its Account Content; and (b) the Account Content (including the use, development, design, production,
advertising, or marketing of Account Content) or the combination of Account Content with other applications,
Content, or processes, do not and will not violate any applicable laws or infringe or misappropriate any third-
party rights.

7. Definitions.

“Account Content” means Content that Customer or any End User or Solution Provider (a) runs on
the AWS Services, (b) causes to interface with the AWS Services, or (c) uploads to the AWS Services
or otherwise transfer, process, use or store in connection with the AWS Services.

“AWS Content” means Content AWS makes available (either directly or indirectly) in connection with
the AWS Services or on the AWS Site to allow or facilitate access to and use of the AWS Services,
including WSDLs; Documentation; sample code; software libraries; command line tools; and other
related technology. AWS Content does not include the AWS Services.

“AWS Services” means, collectively or individually (as applicable), the web services made
commercially available by us to Solution Provider for use under this Access Policy, including (as
applicable) those web services described in the AWS Service Terms.

“AWS Services Agreement” means the AWS Customer Agreement at
http://aws.amazon.com/agreement, or other written agreement by and between AWS and Customer
(if any) governing Customer’s access to and use of the AWS Services.

“AWS Services Policies” means the following provisions (uses of the pronoun “you” shall refer to
Customer):

o AWS Acceptable Use Policy, located at http://aws.amazon.com/aup (as it may updated by
AWS from time to time), which describes prohibited uses of the AWS Services and the AWS
Site;

e AWS Service Terms, located at http://aws.amazon.com/serviceterms (as they may be
updated by AWS from time to time), which include the rights and restrictions for particular
AWS Services;

o AWS Site Terms, located at http://aws.amazon.com/terms/ (as they may be updated by AWS
from time to time), which govern the use of the AWS Site; and

e All restrictions described in the AWS Content and on the AWS Site.

“AWS Site” means http://aws.amazon.com and any successor or related site designated by AWS.

“Content” means software (including machine images), data, text, audio, video or images.

Public Sector Access Policy Page 14 of
AWS Solution Provider Program
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“Documentation” means the developer guides, getting started guides, user guides, quick reference guides, and
other technical and operations manuals, instructions and specifications for the Services currently located at
http://aws.amazon.com/documentation, as such documentation may be updated by us from time totime.

“End Customer Account” means an AWS account designated as such under the AWS Solution Provider Program,
through which AWS Services are provided by Solution Provider to Customer, and in connection with which AWS and
Customer have an AWS Services Agreement.

“End User” means all persons authorized by the Customer to access and use the OnCue360 Solution. The term
“End User” does not include individuals or entities when they are accessing or using the AWS Services or any
Content under their own AWS account, rather than Solution Provider Accounts.

“Solution Provider Accounts” means Solution Provider's AWS accounts through which AWS Services are provided
by Solution Provider to Customer.

“Suggestions” means all suggested improvements to the AWS Services or AWS Content that Customer provides
to AWS or its affiliates.

“Third-Party Content” means Content made available to Customer by any third party on the AWS Site or in
conjunction with the AWS Services.

Public Sector Access Policy Page 15 of
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STATE OF MICHIGAN
CENTRAL PROCUREMENT SERVICES

Department of Technology, Management, and Budget

525 W. ALLEGAN ST., LANSING, MICHIGAN 48913
P.O. BOX 30026 LANSING, MICHIGAN 48909

CONTRACT CHANGE NOTICE

Change Notice Number 12

to
Contract Number 071B4300137

CGI TECHNOLOGIES AND SOLUTIONS INC Ruth Schwartz DTMB

) (517) 284-7585
300 S. Washington Square

East Lansing, M| 48933

schwartzrl@michigan.gov

Matt Weiss DTMB

Stephen Arrants

(303) 898-1876
stephen.arrants@cgi.com
CV0059354

517-256-9895
Weissm4@michigan.gov

JOLOVULNOD

CONTRACT SUMMARY
ERP HOSTING, MANAGED SERVICES, SOFTWARE LICENSE AND MAINTENANCE AGREEMENT

June 25, 2014 September 30, 2021 1000 - 1 Year September 30, 2021

Other

DESCRIPTION OF CHANGE NOTICE

$72,608,751.00 $25,000,000.00 $97,608,751.00

DESCRIPTION
Effective 5/20/2020, the State is exercising 3 option years for this Contract, with an increase of $25,000,000.00. The revised
Contract expiration date is September 30, 2024. The attached amendments and Statement of Work associated with the SIGMA
4x Upgrade project are being included as an Option that can be exercised at a future date. The contract is reduced $2,169,243
by elimination of the funds for a Major or Minor Upgrade. Please note, the Contract Administrator has been changed to Matt
Weiss.

All other terms, conditions, specifications, and pricing remain the same. Per Contractor and Agency agreement, DTMB
Procurement approval, and State Administrative Board approval on May 19, 2020.
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Technology, Management &Budget

MICHIGAN DEPARTMENT OF TECHNOLOGY,
MANAGEMENT AND BUDGET

Project Title: Period of Coverage:

SIGMA 4X Upgrade Project June 24, 2014 — September
30, 2024

Requesting Department:

DTMB

DTMB Project Manager: Phone:

Ruth Schwartz (517) 284-7585

Summary

e OVERVIEW AND BACKGROUND

This CCN exercises three Option Years and adds an option to exercise an upgrade
project. SIGMA is currently on the CGI Advantage 3.11 release of the Advantage
Software and will be upgraded to the Advantage 4 release. In addition, this CCN will
address a shift in the Advantage Software delivery model, shifting from major upgrades
every 3 to 5 years to a ‘feature set’ model. Additional contract administrative changes
and the execution of option years are included in this CCN.

e OBJECTIVES OF REQUESTED CHANGES
The purpose of this CCN is to effectuate the Contract updates.

e CHANGES IN SCOPE AND PROCESS

Pursuant to this CCN the State exercises three Option Years (through September 30,
2024) as specified in Attachment 3 of the Agreement.

In addition, this CCN modifies the following provisions of the Contract relating to scope
and process:

e Attachment 2 (Statement of Work)

e Attachment 5 (Capacity, Processing, and Other Standards)
e Attachment 6 (Contractor Licensed Software)

e Attachment 9 (Proprietary Software License Agreement

This CCN also includes a statement of work (“Upgrade Statement of Work”)
associated with upgrading the SIGMA system to Advantage 4.




e ADMINISTRATIVE CHANGES IN OTHER CONTRACT TERMS

Other terms and conditions of the Contract are modified as specified below. Except as
so modified, the Contract remains in full force and effect. Replacements of entire
Attachments to the Contract are specified as such with the replacement attachment
attached to this CCN. In-line modifications within Contract provisions are tracked as
follows: additions are noted with blue underlining, deletions are noted with blue strikes,
moves are noted with blue double underlining and double strikes.

A. Changes to Scope and Pricing
1. Changes to Article 1 — Statement of Work

Pursuant to this CCN, the following provisions of Article 1 are hereby modified as
specified below:

o Atrticle I, Section 1.202 (State Staff, Roles, and Responsibilities)

e Atrticle I, Section 1.302 (Contract Management), relating to meetings

All other sections of Article 1 remain unchanged.

1.202 STATE STAFF, ROLES, AND RESPONSIBILITIES
The named State resources will consist of a Project Director (which will be
filled by the SIGMA Operations and Support Director) and a-BDTMB-

Business-Relationship-Manager(BRM) the SIGMA Business Operations
and New Development (BOND) Director.

State Project Director and BRM-BOND Director
The State’s Project Director and BRM BOND Director will provide the following
services:
e Provide State facilities, as needed
Coordinate the State resources necessary for the project
Facilitate coordination between various external contractors
Facilitate communication between different State departments/divisions
Provide acceptance and sign-off of deliverable/milestone
Review and sign-off of timesheets and invoices
Resolve project issues
Escalate outstanding/high priority issues
Utilize change control procedures
Conduct regular and ongoing review of the project to confirm that it
meets original objectives and requirements
Document and archive all important project decisions
e Arrange, schedule and facilitate State staff attendance at all project
meetings.

State Project Director and BRM-BOND Director

Name Agency/Division Title

Ruth Schwartz DTMB - SBO Project Director / SIGMA




Operations and Support

Director
Lisa Evani DTMB - Customer Services | Business Relationship Manager
SBO Business Operations and New

Development Director

1.302 CONTRACT MANAGEMENT

The Contractor must carry out this project under the direction and control of the
Michigan Department of Technology, Management and Budget.

A. Orientation Meeting

1. Upon ten (10) calendar days from execution of the Agreement, the
Contractor must attend an orientation meeting to discuss the content
and procedures of the Agreement.

2. The meeting will be held in Lansing, Michigan, at a date and time
mutually acceptable to the State and the Contractor.

3. The State shall bear no cost for the time and travel of the
Contractor for attendance at the meeting.

B. Reports
The Contractor will provide the reports identified in Attachment 7 through the life of
the Agreement.

C. Meetings
At a minimum and upon go-live of the respective ERP functionality, the following
meetings must be held between appropriate representatives of the Contractor and
the State to review the Contractor’s performance under the agreement. The
meetings will be held in Lansing, Michigan, or by teleconference, as mutually
agreed by the State and the Contractor:

The Weekly Client Status Meeting will include:

1. Change Management Meeting — Reviews any problems that have
occurred during the previous week and reviews the schedule for the
next week. This meeting must be attended by both the State and the
Contractor management and staff, and must be conducted on a
weekly basis;

2. Production Coordination Meeting — Weekly review the
development and production requirements to assure the
production schedule must meet the needs of the State;

The SLA Weekly Call will include:

3. Service Level Attainment Review — Ad-hoc meetings with the
State Division Director and Technical Manager to review
Service Level Reports from the prior month as needed;

The following meetings are scheduled as described below:
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4. Quarterly Executive Governance Meeting -

= Meeting attendees include representatives from the State and the

Contractor

— State of Michigan SIGMA Operations and Support Director

— State of Michigan Business Operations and Development
Director

— State of Michigan Business Centers of Excellence Director

— State of Michigan Business End User Support Director

— Additional SBO and DTMB Senior Executives based on
meeting agenda

— Contractor Delivery Executive

— Contractor Project Executive

— Contractor Senior Vice President of Great Lakes Business
Unit

— Contractor Advantage Client Delivery & Cloud Services
Executive

— Contractor Strategic Operations Executive

— Contractor Vice President of Government Solutions

= Discuss the evolving business agenda of both organizations

= Review and refresh the strateqgic goals for the ongoing
relationship

= |dentify changes on the horizon that will need to be managed

= Explore ways to extend the relationship to solve new business
problems

= Quarterly Capacity Planning Meeting — Quarterly meetingto review
projected utilization of server resources.

Offsite Contractor representatives may on occasion participate in
this meeting remotely.

5. Annual Technical and Security Plan Meeting - At least once each year
representatives of the Contractor must meet with the State to review
technical and security plans and discuss possible changes to be
implemented during the coming year. At such meetings the Contractor
must present recommendations to the State on Hardware and
Software improvements and changes that the Contractor believes
would significantly reduce costs, improve service or enhance the
operability or reliability of the ERP Solution. If necessary, the State can
request meetings more frequently.

= Meeting attendees include representatives from the State and the
Contractor:

— State of Michigan Project Director SIGMA Operations and
Support Director

— State of Michigan Business Operations and Development
Director

— State of Michigan DTMB Agency Services Team supporting
SIGMA

— State of Michigan DTMB CyberSecurity liaison

— State of Michigan Centers of Excellence Director (Optional)

— State of Michigan End User Support Director (Optional)

— Contractor Delivery Executive and designees




— Contractor Project Executive and designees
— Contractor Operations Manager
— Contract Application Support Lead (Optional)

Joint-Steering-Committee (JSC)-Meeting Weekly SIGMA Management
Meeting — The objectives of-the JSC are:

» Meeting attendees include representatives from the State and the

Contractor

— State of Michigan PrejectDirector SIGMA Operations and
Support Director

— State of Michigan Business-Relatienship-Manager Business
Operations and Development Director

— State of Michigan Centers of Excellence Director

— State of Michigan End User Support Director (Optional)

— Contractor Delivery Executive

— Contractor Project Executive

— Contractor Delivery-Project-Executive-Operations Manager
— Contract Application Support Lead

= Discuss the evolving business agenda of both organizations

*= Review and refresh the strategic goals for the ongoing relationship

» Ratify (and sometimes recommend) changes to the
agreement and/or how it is being managed

» Identify changes on the horizon that will need to be managed

= Review performance against the strategic goals (business and
relationship)

» Review industry business trends and the impact of technology

» Evaluate Contractor industry initiatives for applicability

= Explore ways to extend the relationship to solve new business
problems

Joint-Management Committee (MG Meeting Weekly Technology
Checkpoint Meeting — The objectives ef-the-JMC are:

= Meeting attendees include

— S loenilichicon Bralocl Dirnoion
— State of Michigan Business-Relatienship-Manager Business

Operations and New Development Director
— State of Michigan ManagerBTMB BOND Managers

— Contractor Delivery Project Executive
— Contractor On-site Operations Project Manager

= Develop strategies and plans to meet the goals set by the Joint-
Steering-Committee-Weekly Management Meeting

= Review performance against set metrics, and address
any systemic contractual or management problems

= Periodically, systematically and formally assess the quality of the
working relationship, and plan appropriate actions to strengthen it

» Spot and address conflicts on the horizon; resolve conflicts escalated
to IMC-this group

= Spot and manage impending change

= Continuously (informally) assess how the State and the




Contractor are working together, and plans to improve the
relationship
= Continuously looks for new places/ways to deliver business value
» Make recommendations to the Joint Steering Committee on any
large changes that need to be made to objectives or strategy, the
agreement, or the relationship

Meetings must have a published agenda distributed sufficiently in advance of the
meeting to allow meeting participants a reasonable opportunity to prepare for the
meeting.

B. Changes to Article 2 — Terms and Conditions

Pursuant to this CCN, the following provisions of Article 2 (Terms and Conditions)
are hereby modified as specified below:

e Atrticle 2, Section 2.021 (Issue Office)
e Atrticle 2, Section 2.023 (State Project Director)

e Atrticle 2, Exhibit 2-1 (Contract Change Management Process)

All other Terms and Conditions remain unchanged.

2.021 Issuing Office

This Agreement is issued by the Department of Technology, Management and
Budget, Procurement in collaboration with the State Budget Office (collectively,
including all other relevant State of Michigan departments and agencies, the
“State”). DTMB-Procurement is the sole point of contact in the State with regard to
all procurement and contractual matters relating to the Agreement. The DTMB-
Procurement Contract Administrator for this Agreement is:

Whithie-Zuker Matt Weiss
State of Michigan

Department of Technology,
Management and Budget
Procurement

1st Floor, Constitution Hall 525
West Allegan Street

Email: ZukeAM@michigan.gov-
WeissM4@michigan.gov
Phone: 517-284-7030
517-256-9895

Lansing, Michigan 48909

2.023 State Project Director

The following-individual SIGMA Operations and Support Director will oversee the
project:
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Ruth Schwartz

State of Michigan

State Budget Office

The Victor Center, 7* 8'" Floor
201 N Washington Sq
Lansing, MI 48909

Email: SchwartzR1@michigan.gov
Phone: 517-284-7585

Exhibit 2-1 Contract Change Management Process

3.3 Service Requests Versus Contract Change Requests

Whenever the State submits a formal request to Contractor, or otherwise directs
Contractor, to take specific action under or in relation to the Agreement (whether or
not the requested action qualifies as a Change), the State’s request will constitute a
“Service Request.” Any State Service Request that the State does not itself identify
as a Contract Change Request will presumptively be deemed to be a request for
Contractor to carry out previously contracted Services under the Agreement (i.e.,
not a Change) unless all of the following conditions are satisfied, in which case the
Service Request shall also constitute a Contract Change Request:

(&) The activities requested fall within the definition of a "Change" as set out
in Section 3.2 above;

(b) Prior to carrying out the Service Request, Contractor informs the State
in writing that Contractor considers the Service Request to constitute a
Contract Change Request and provides a reasonable explanation of the
basis on which Contractor has made its determination; and

(c) The StateProjectExecutives SIGMA Operations and Support Director
or their designee acknowledges or agrees in writing that the Service

Request constitutes a Contract Change Request.

Any dispute between Contractor and the State as to whether a Service Request
constitutes a Contract Change Request will be escalated and resolved via first
escalating to the State’s-ProjectBirestor SIGMA Operations and Support Director

and if it cannot be resolved there to the State’s Project-Executives Deputy State
Budget Director for resolution.

C. Changes to Attachment 2 (Statement of Work)

Pursuant to this CCN, the following provisions of Attachment 2 Statement of work are
hereby modified as specified below:

e Section 9.0 Database Support
e Section 21.0 Discretionary Services

e Section 44.0 Subscription Product Environments
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e Exhibit A Service Level Agreement

9.0 Database Support

Section 9.0 is modified as specified below.

The Contractor shall provide ERP Application and Data warehouse
(InfoAdvantage) Data Base Management System (DBMS) maintenance
and support as follows:

A.

® mm o

Installing, configuring, maintaining, and upgrading Database
System Software and associated program products upon State
approval

Installing and applying Database fixes as requested by the State or
as identified by Contractor if under a Managed Services model and
per update/upgrade requirements and Section 20 in this Agreement.

Identifying and resolving Database and Database subsystem problems
and/or related database problems

Providing ongoing Database subsystem performance management
Providing physical database design, review, and support, as required
Providing DBMS performance utilization tracking

Table reorganization synchronization, and compression activities, as
needed, to ensure optimum application performance per Contractor’s
obligations in this Agreement

Table space and directory structure management activities
Ongoing data integrity maintenance at the database table level

Any other activities, as needed, to ensure the integrity and optimal
performance of the database

21.0 Discretionary Services

Section 21.0 is modified as specified below.

Contractor shall be responsible for making minor alterations or
enhancements as mutually agreed to Applications within the scope of
the Managed Services. Due to the sporadic nature of these
requirements (e.g., minor display field changes, edits, reports, etc.),
the State may require the Contractor to provide these services as
needed. The Contractor must include, for each year of the
Agreement, a pool of four thousand (4,000) hours per year, to be
used for such services. The Contractor and the State agree that, in
the event there are insufficient hours available in the Development
Pool of Hours in the Implementation Services Agreement, Contract
number 071B4300138 and in accordance with its provisions, the
State may elect to use these hours during the implementation of



Phase 2. Dependent on the nature of work, the Contractor will ensure
appropriately skilled resources are leveraged to conduct the work.
Such hours will not be used to address defects in the delivered
software nor to correct variances from approved designs or concept

papers.

The Contractor must also provide tracking and reporting of hours
used and remaining available within a given year. Upon receipt of an
approved request from the State, the Contractor shall:

A. Prepare and deliver a proposal that includes the following:

1. A Project Plan including project schedule

2. Delivery cost estimate (in hours) and resource
estimates for each phase of the Project.

a.

The cost and resource estimates must be
provided within two (2) - four (4) weeks
depending on the complexity of the request
unless an alternate date for delivery of the
estimates is mutually agreed upon.

Cost estimate hours are without regard to
resource level, if the State requests specific,
named, onsite resources the cost estimate
hours may involve a negotiated and mutually
agreed upon factor. The State may authorize
the named resource to conduct work remotely.

3. Cost estimates for the ongoing maintenance resource
and infrastructure requirements and costs for the
solution(s) post-implementation

4. Provisions for project management due diligence including:

a.

Preparation and maintenance of project
plans and schedules using Microsoft Project
or other tool as may be required by State
standards at the time

Preparation and maintenance of project organization and
staffing chart

Status reports and weekly status meetings

Issue identification, logging, review, escalation, and resolution

Monitoring, reporting, and analyzing actual results
versus forecasted results including budget, hours,
milestone achievement, estimates to complete, key
dependencies, key quality or acceptance gates and
any other items the Contractor or State deems
necessary to deliver the Project

B. For each proposed project approved by the State, the Contractor

shall:



1. Deliver Projects in a manner that is designed to help minimize
disruption to the State business environment.

2. Balance Project scope, quality, effort, schedule, budget, and
resource risks or conflicts jointly with the State.

3. Develop and report business and technical risk and impact
analyses.

4. Conduct post-delivery analysis, documenting preferred
experiences, and compiling recommendations for purposes of
continuous service improvements.

C. Report and Universe Support

1. The Contractor will provide an onsite resource to improve the
support for reports and universes by being on the ground to
have direct and immediate access to the issues and also to
have the direct channels into the CGI support organizations to
provide more timely efficient response to issues and requests.
The cost of the onsite would be split between CGI and State.
The State will leverage 1,000 discretionary hours to cover this
cost each fiscal year essentially lowering the total annual
discretionary hours available for other activities from 4,000 to
3,000). This cost will be prorated in the event the resource is
not onsite and assigned to the State full time for the entire
year.

The proposed model will provide the following benefits over
the existing model:
e Eliminate the need for the report adoption process as it

currently exists but still providing the review and guidance
to maintain good performance and accurate results with
from new reports

e There would be no additional charges for supporting each
new report as this would be supported by the onsite
resource within the 1000 discretionary hour allocation

e Provides aresource on the ground to have direct and
immediate access to issues and direct access to CGI
support organizations to provide more timely efficient
response to issues and requests

e Provides an additional resource to assist the state’s report
team with development or modification of reports and
universes for the state’s business users

e Provide an advocate for the state’s report team on all report
and universe support issues

The following tables outline the roles and responsibilities for
Report and Universe Support. The activities described in the
tables below, as it relates to InfoAdvantage, include all reports,
universes, ETL, etc... identified as part of the R09 Deliverable



as approved on 12/04/2019.

Report Related: Support Activities

| Activity

| Current Model

| New Model

Baseline Reports

Recreate issue in Ml
PLT

CGl infoAdv CAPS

CGl infoAdv CAPS

Recreate issue in
Baseline

CGlinfoAdv CAPS

CGlinfoAdv CAPS

Fix issue in Baseline

CGl infoAdv Solutions

CGl infoAdv Solutions

Deploy and test fix in
PLT

CGlinfoAdv CAPS

CGlinfoAdv CAPS

Packaging and
Documentation

CGl infoAdv CAPS

CGl infoAdv Solutions

Deploy Fix in MA1, MA2,
SH1 and SH2

CGI ACDCS CM

CGI ACDCS CM

Deploy on Production

CGI ACDCS CM

CGI ACDCS CM

Deploy Fix in PLP

CGl infoAdv CAPS

CGl infoAdv CAPS

SME Support for Client
Testing

CGl infoAdv CAPS

Onsite Support *

Application, Arch and
Infrastructure Support

CGI GTO
CGI ACDCS Arch
CGl infoAdv CAPS

CGI GTO
CGI ACDCS Arch
CGl infoAdv CAPS

SIGMA Corporat

e Reports (Centrally Supported Reports)

Recreate issue

CGl infoAdv CAPS

Onsite Support *

Root Cause Analysis

CGl infoAdv CAPS

Onsite Support *

Fix Issuein PLT

CGl infoAdv CAPS

CGl infoAdv CAPS

Packaging and
Documentation

CGl infoAdv CAPS

Onsite Support *

Deploy Fix in MA1, MA2,
SH1 and SH2

CGI ACDCS CM

CGI ACDCS CM

Deploy on Production

CGI ACDCS CM

CGI ACDCS CM

Deploy Fix in PLP

CGlinfoAdv CAPS

CGlinfoAdv CAPS

SME Support for Client
Testing

CGlinfoAdv CAPS

Onsite Support *

Application, Arch and
Infrastructure Support

CGIGTO
CGI ACDCS Arch
CGlinfoAdv CAPS

CGIGTO
CGI ACDCS Arch
CGlinfoAdv CAPS

Universe Related: Support Activities

Category | Activity

| Current Model

| New Model

Baseline Universes

Recreate issue in PLT

CGl infoAdv CAPS

CGl infoAdv CAPS

Recreate issue in
Baseline

CGl infoAdv CAPS

CGl infoAdv CAPS

Root Cause Analysis

CGl infoAdv Solutions

CGl infoAdv Solutions

Fix Issuein PLT

CGl infoAdv CAPS

CGl infoAdv CAPS

Packaging and
Documentation

CGl infoAdv CAPS

CGl infoAdv CAPS




Category

Activity

Current Model

New Model

Deploy Fix in MA1,
MA2, SH1 and SH2

CGI ACDCS CM

CGI ACDCS CM

Deploy on Production

CGI ACDCS CM

CGI ACDCS CM

Deploy Fix in PLP

CGl infoAdv CAPS

CGl infoAdv CAPS

SME Support for
Client Testing

CGl infoAdv CAPS

CGl infoAdv CAPS

Application, Arch and
Infrastructure Support

CGI GTO
CGI ACDCS Arch
CGlinfoAdv CAPS

CGI GTO
CGI ACDCS Arch
CGlinfoAdv CAPS

Custom Universes

Recreate Issue in PLT

CGl infoAdv CAPS

Onsite Support *

Root Cause Analysis

CGl infoAdv CAPS

Onsite Support *

Fix Issue in PLT

CGl infoAdv CAPS

Onsite Support *

Packaging and
Documentation

CGlinfoAdv CAPS

Onsite Support *

Deploy Fix in MA1,
MA2, SH1 and SH2

CGI ACDCS CM

CGI ACDCS CM

Deploy on Production

CGI ACDCS CM

CGI ACDCS CM

Deploy Fix in PLP

CGl infoAdv CAPS

Onsite Support *

SME Support for
Client Testing

CGl infoAdv CAPS

Onsite Support *

Application, Arch and
Infrastructure Support

CGI GTO
CGI ACDCS Arch
CGl infoAdv CAPS

CGI GTO
CGI ACDCS Arch
CGl infoAdv CAPS

Migration Related: Support Activities

Category

| Task

| Current Model

| New Model

Baseline Report/Universe Migration

ACDCS

Package Delivery to

CGl infoAdv CAPS

CGl infoAdv CAPS

Deploying to MA1

CGI ACDCS CM

CGI ACDCS CM

Deploying to Prod

CGI ACDCS CM

CGI ACDCS CM

SH1, and SH2

Deploying to MA2,

CGI ACDCS CM

CGI ACDCS CM

Deploy on
Production

CGI ACDCS CM

CGI ACDCS CM

Deploy Fix in PLP

CGl infoAdv CAPS

CGl infoAdv CAPS

SME Support for
Deployment

CGl infoAdv CAPS

CGlinfoAdv CAPS

Custom Report/

Universe Migration

Package Delivery to
ACDCS

CGl infoAdv CAPS

Onsite Support *

Deploying to MA1

CGI ACDCS CM

CGI ACDCS CM

Deploying to Prod

CGI ACDCS CM

CGI ACDCS CM

Deploying to MA2,
SH1, and SH2

CGI ACDCS CM

CGI ACDCS CM

Deploy on
Production

CGI ACDCS CM

CGI ACDCS CM

Deploy Fix in PLP

CGl infoAdv CAPS

Onsite Support *




Category Task Current Model New Model
SME Support for CGl infoAdv CAPS | Onsite Support *
Deployment
Change Requests: Support Activities
Category | Activity | Current Model | New Model

Custom Report/Universe

Change Request Client Onsite Support * /Client

The need for an LOE does not exist in
the New Model as this activity is covered
by the Onsite Support resource. One
exception is if the Onsite Support
resource does not have the availability
to complete a large request in the
desired timeframe. In that scenario, the
State and CGI may agree to pursue the
change through the LOE process.

LOE and SOW CGl infoAdv CAPS

Development and | CGl infoAdv Onsite Support *
Testing (PLT) Solutions
Packaging and CGlinfoAdv Onsite Support *
Documentation Solutions

Deployment on
MA1

CGI ACDCS CM

CGI ACDCS CM

Deployment on
Prod

CGI ACDCS CM

CGI ACDCS CM

Deployment on
PLP

CGl infoAdv CAPS

Onsite Support *

Deployment on
MA2, SH1 and
SH2

CGI ACDCS CM

CGI ACDCS CM

SME Support
during and post

CGlinfoAdv CAPS

Onsite Support *

deployment
Baseline Universe

Change Request Client Client

LOE and SOW CGl infoAdv CGl infoAdv Solutions
Solutions

Development and | CGlinfoAdv CGlinfoAdv Solutions

Testing Solutions

Packaging and CGl infoAdv CGl infoAdv Solutions

Documentation Solutions

Deployment on

CGl infoAdv CAPS

CGl infoAdv CAPS

PLT
Deployment on CGI ACDCS CM CGI ACDCS CM
MA1
Deployment on CGI ACDCS CM CGI ACDCS CM
Prod

Deployment on
PLP

CGl infoAdv CAPS

CGl infoAdv CAPS




Category Activity Current Model New Model
Deployment on CGI ACDCS CM CGI ACDCS CM
MA2, SH1 and
SH2

SME Support
during and post
deployment

CGl infoAdv CAPS

CGl infoAdv CAPS

Report Adoption: Support Activities

Category

| Task

| Responsible Team | New Model

Adoption of Custom Reports

Knowledge Transition
to CGI CAPS

Client / CGlI
infoAdv CAPS

Onsite Support *

Deploy on PLT

CGlinfoAdv CAPS

Onsite Support *

Deploy on Prod

CGI ACDCS CM

CGI ACDCS CM

Deploy on PLP

CGl infoAdv CAPS

Onsite Support *

Deploy on MA2, SH1,
and SH2

CGI ACDCS CM

CGI ACDCS CM

Application, Arch and
Infrastructure Support

CGI GTO
CGI ACDCS Arch
CGl infoAdv CAPS

CGI GTO
CGI ACDCS Arch
CGl infoAdv CAPS

Re-Adoption
Knowledge Transition | Client / CGl Onsite Support *
to CGl infoAdv CAPS
Deploy on PLT CGlinfoAdv CAPS | Onsite Support *
Deploy on Prod CGI ACDCS CM CGI ACDCS CM
Deploy on MA2, SH1, | CGI ACDCS CM CGI ACDCS CM
and SH2
Deploy on PLP CGlinfoAdv CAPS | Onsite Support *
Application, Arch and | CGI GTO CGI GTO
Infrastructure Support | CGlI ACDCS Arch CGI ACDCS Arch
CGlinfoAdv CAPS | CGlinfoAdv CAPS
Re-Adoption indicates a handoff from the Onsite Support resource
to the CGl infoAdv CAPS support. This is addressed by CGI behind
the scenes and is used to ensure future support needs for the re-
adopted report is streamlined. If report adoption alters the number
or complexity of reports being supported by managed services,
adjustments to support hours may be necessary. This will be
evaluated on a quarterly basis and is subject to the mutual
agreement of the State and Contractor.
ETL: Support Activities
Category | Task | Responsible Team | New Model
ETL

Trouble shoot and fix
ETL issues

CGl infoAdv CAPS

Onsite Support * /Arch-
DBA / CGI ACDCS OPS

Application, Arch and
Infrastructure Support

CGI GTO
CGI ACDCS Arch
CGl infoAdv CAPS

CGI GTO
CGI ACDCS Arch
CGl infoAdv CAPS




Data Assurance: Support Activities

Category

| Task

| Responsible Team

| New Model

Data Assurance

Trouble shoot Data
integrity issue and fix

CGl infoAdv CAPS

Client / CGIl infoAdv
CAPS / ACDCS -OPS

Application, Arch and
Infrastructure Support

CGI GTO
CGI ACDCS Arch
CGl infoAdv CAPS

CGI GTO
CGI ACDCS Arch
CGlinfoAdv CAPS

Report Performance Tuning: Support Activities

Category

| Task

| Responsible Team

| New Model

Performance related to Reports

Confirm and validate
report design to CGlI-
Info Adv standards /
report development

CGl infoAdv CAPS

Onsite Support / CGI
infoAdv CAPS

guide lines

Design / testing phase | Client/ CGl infoAdv | Client / Onsite Support /
- SQL tuning & CAPS / Arch-DBA CGl infoAdv CAPS/
recommendation — Arch-DBA

MA2 & MA1

Trouble shoot
performance issue and
fix - PROD

Client / CGIl infoAdv
CAPS / Arch-DBA

Client / Onsite Support /
CGl infoAdv CAPS/
Arch-DBA

Application, Arch and
Infrastructure Support

CGI GTO
CGI ACDCS Arch
CGl infoAdv CAPS

CGI GTO
CGI ACDCS Arch
CGl infoAdv CAPS

* While the intention is to have a single resource cover these activities,
this report support model does not diminish CGl infoAdv CAPS (how
named CGIl Advantage Customer Support) responsibilities to provide
support should additional resources or escalation of issues be required
to meet the service level obligations.

44.0 Subscription Product Environments

Section 44.0 is modified as specified below.
Punch-Out Catalog Subscription Product(s) such as Open Text (formerly
Liaison) will be configured functionality for the Production and Production QA

environments only. Additional production environments can be configured at
additional costs from CGI and the Subscription Product vendor(s).

Attachment 2, Exhibit A — Service Level Agreement

Section B.7 is modified as specified below.



SLA Standard 5: Online Response Time shall not apply to reports
run through CGI infoAdvantage. The Parties have identified up to six
(6) reports using Business Objects that will serve as benchmarks for
‘ad hoc’ query performance. These reports will be representative of
the range of expected reasonable production ‘ad hoc’ queries in
terms of size, complexity, and result sets. This set of reports is not
intended to be representative of the largest ad hoc queries that the
State might create but rather the range of query sizes that are typical
of State use in a given month. If a change is required to the
benchmarks identified, replacement benchmark reports and the
performance standards for each will be mutually agreed upon by the
State SIGMA Operations Director and the Contractor Project
Manager and will be performance tested to validate that the
standards are reasonable and can be met.

The State is able to submit and run the benchmark reports
periodically and record the results. If standards for the benchmark
reports are not met, then Contractor agrees to work with the State to
address any performance issues. Contractor will have access to,
and the right to periodically run the benchmark reports as a basis for
proactively monitoring report performance and response times or in
an attempt to validate State reported performance issues.

If the State observes that benchmark performance is not being met
on a consistent basis over a 30 day period the State will notify
Contractor of the performance issue. If Contractor does not address
the issue in a manner that is mutually agreed to be satisfactory, then
the Parties agree to create a new Service Metric related to ad hoc
guery performance and to include it in the Managed Services
Agreement via a change order within 15 business days of the State’s
request.

The reports currently identified as the benchmark are:

Row Report Name Benchmark
(report duration
in seconds)
1 MI-TELL-0003 BB 223
Prompts:

Enter Pay Period End date: 1/12/19
Enter Department: 313
2 MI-BS-0001 Trial Balance BB 296
Prompts:
Enter Fiscal Year: 2018
Enter Accounting Period: 13
Enter Department: 751
Enter Fund Class: 112
3 FIN-GA-0017 Detailed Transaction Listing BB 146
Prompts:
Enter Fiscal Year: 2019
Enter Accounting Period: 1
Enter Beginning Record Date: 10/1/18
Enter Ending Record Date: 10/31/18
Enter Doc Department: 751
Enter Fund Class: 112



4 FIN-TREA-0010 Check Disbursement Printing
and Handling Control
Prompts:
No prompts
5 FIN-GA-0019 Document Messages and
Exception Report

Prompts:
Enter Application Name: Advantage
Financial Enter Document Department
Code: 751

6 BUD-APPVAL-0001 Appropriation Validation

Prompts:
Enter BFY: 2020
Enter Appropriation Code: *
Enter Fund Code: *
Enter Home Organization: *
Enter Salary Projection
Code:2020_BASE PROJ

The Contractor and the State will work together to define the
Benchmarks noted as TBD by March 31, 2019.

The chart above has been updated to reflect these
benchmarks

FBDB 485

FBb 1,264

FBb 76



Standard 5 is modified as specified below.

Standard 5 — Online Response Time

Both online inquiry and online update
transactions must be achieved within the
cumulative transaction response times
specified below:

Standard | Metric
A:<2sec| 91%
B:<3sec | 93%
C:<4sec | 95%
D:<5sec | 97%

Sliding Scale Penalty Structure

Penalty None 10% 25% 50%
Servi
RZ?:ce 100% N/A <100% N/A

New Relic graphs will be provided showing the transaction counts at the
macro solution level as well as the ADV root level. The graphs will be
accompanied by charts detailing the transaction counts for each of the
four measures to the left. Both the singular percentage of the measure
as well as the cumulative percentage to achieve the measurements to
the left will be provided.

Individual transactions for this metric and their associated targets will be
mutually agreed by the parties no later than 12/1/2018 and
implemented in-phases-concludingnelaterthan9/1/2019 during the
SIGMA 4x Upgrade Project by confirmation from the State of
completion. At that time, graphs similar to those described above will be
either added to the reporting or replace those above as the sole measure
for this metric. Prior to the completion of the 4x Upgrade Project, this
metric will be reviewed periodically by the State based on user
experience.

The State and CGI have agreed on using the same set of transactions

defined in SLA Standard 2 as the individual transactions to use in this

Standard with the following exceptions:

« ‘enter data’ will not be measured as part of the ESS transaction:
o Create timesheet, enter data and submit for approval

« Navigation activities are not measurable for the purposes of this
Standard, therefore the following VSS items will not be included:
o Click on each of Address Contacts tab, Financial transaction
tab then scheduled Payments, scheduled Checks/EFT and
scheduled Invoices/Requests sub-tabs




Standard 10 is modified as specified below.

Standard 10 - Off-Line Batch Processing — Delivery

100%

All scheduled output from normal nightly batch
processing except the following batch cycles must
be complete and delivered to the specified State
end user in the manner elected by such end user:

e HRM Day 2

e HRM Day3

e HRM AMDemo Cycle

For the purposes of this Section, the term
“delivered” shall mean with respect to end users
who are defined end users of the Contractor System
and who elect to receive their output in electronic
format, the Contractor must have such output
available by 7 a.m. each Business Day.

Any failure to complete results in a
missed Service Metric.




Attachment 3 Payment Schedule

The new Summary Table for Option Years and Major and Minor Upgrade Removal is added to Attachment 3 (Change Notice
8 Appendix B). The Statement of Work associated with the SIGMA 4x Upgrade Project will contain a separate Payment
Schedule. Continuous Update Pricing is specified below the Summary Table for Option Years. All other components of
Attachment 3 remain unchanged.

Summary Table for Option Years

Y20 FY21 Optlo: Year OptIO: Year Optlc;r; Year
10/02/2019 10/02/2020 10/1/2021 10/1/2022
- - - - 10/1/2023 -
9/30/2020 9/30/2021 9/30/2022 9/30/2023 9/30/2024
Hosting
?;Lillnal Contract Option Year 7 $3,031,791 $3,148,290 $3,259,120
CN1la Addgd network connection $16,548 $16,548 $16,548
for Comerica
CNl.b Added infoAdvantage $199,571 $199,571 $199,571
Environment
CN 5 Addition of Transparency $25,500 $25,500 $25,500
Portal
CN8 Increased storage and $521,381 $610,016 $713,719
hardware
CN8 Option years for
hosting/managed Proc. And VSS 284,270 »86,187 287,994
Test Savvy Hosting # $33,000 $33,000 $33,000 $33,000 $33,000
Revised option year price after change notices $3,912,061 $3,912,061 $4,119,112 $4,119,112 $4,335,452 $4,335,452

Managed



Original Contract Option Year 7

$2,394,515 $2,401,597 $2,423,049
Total
CN 7-/8 Reduction in discretionary ($516,000) ($516,000) ($516,000)
services
CN 7/8 additional key personnel $329,000 $329,000 $329,000
Revised option year price after change notices $2,207,515 $2,207,515 $2,214,597 $2,214,597 $2,236,049 $2,236,049
$6,285,906 $6,275,934 $6,119,576 $6,333,709 $6,571,501
Removal of Major and Minor
Upgrade line 19 ($241,050) ($482,101) ($482,101) ($482,101) ($482,101)
Total Hosting & Managed Services $6,044,856 $5,793,833 $5,637,475 $5,851,608 $6,089,400
Software License and Maintenance
Original ADV Maintenance $993,141 $993,141 $1,082,524
Original Bundled Maintenance $391,837 $403,591 $429,824
CN 1a Swap Adobe for BIRT ($348) ($357) (5380)
CN 1b Increased for Proc/MIDB 3rd $237.840 $249,741 $265,974
Party
CN 6 Change for Patternstream $4,117 $4,240 $4,516
CN 8 Increased for Procurement $478,405 $509,502 $542,619
CN 8 Increased for Procurement $29,757 431,691 433,751
(3rd Party)
CN 12 Increased for Test Savvy (7 $67,200 $67,200 $67,200 $67,200 $67,200
licenses) #
CN 12 MA2 in optional years
Revised option year price after change notices $2,083,612 $2,148,416  $2,201,949 $2,201,949 $2,258,749 $2,258,749 $2,426,028 $2,426,028
Total Revised Hosting, Manages Services and $8,128,468 $7.942,249 $7,839,424 $8,110,357 48,515,428

Software and Maintenance

Exercised upon written request from client. Not invoiced unless exercised. In the event fewer than 7 licenses are requested, the license amount will
be prorated based on how many licenses are requested.

*If the SIGMA 4 X upgrade has not been completed by December 2023, the annual Hosting and Managed Services fees for version 3.11 will be
subject to an escalation of 10% applied to the total Software Maintenance and Hosting and Managed Services fees. This escalation will be prorated
for the number of full months remaining in Fiscal Year 2024 at the point CGlI notifies the State in writing that extended support for version 3.11 is
required. This notification may be on or after December 1, 2023.

This CCN retitles and replaces Section 20.0 (formerly titled “Major and Minor Technical Upgrades and Updates,” as retitled, “Continuous Updates”)
of Attachment 2 (Statement of Work). Replacement Section 20.0 defines the continuous software update activities, including deployment of Feature
Sets, that will be performed by the Contractor under the terms of this Agreement. During the term of this Agreement, the fee charged for each



Feature Set deployed is $710,000, and the annual fee for Feature Sets (averaged for annual fixed fee pricing) is $1,065,000 based on deployment
of three (3) Feature Sets every two (2) contract years (beginning October 1). The average annual fee of $1,065,000 will be added to the annual
managed services fees commencing upon go live with the Advantage 4 solution; provided, however, if the Advantage 4 go live does not occur at the
beginning of a contract year (October 1), CGI will invoice and the State will pay the per-Feature-Set fee of $710,000 for any Feature Set deployed
during the partial contract year following Advantage 4 go-live, and thereafter the average annual fee of $1,065,000 will be included in the applicable
managed services fee beginning with the first full contract year after go live.

In the event of termination of this Agreement pursuant to Article 2, Section 2.150, of the Agreement, the State and Contractor will determine the
impact of the number of Feature Sets that have been deployed. In the event that a termination of this Agreement does not fall at the conclusion of a
two-contract-year cycle of deployment of three (3) Feature Sets, the applicable fees will be adjusted as follows:

o Where the annual average fee(s) paid by the State for the two-contract-year cycle in question is more than the aggregate per-Feature-Set
fee(s) for the Feature Set(s) actually deployed during the applicable two-contract year cycle, Contractor will refund to the State the difference
between the applicable average annual fee(s) paid and the applicable aggregate per-Feature-Set fee(s).

o Where the annual average fee(s) paid by the State for the two-contract-year cycle in question is less than the aggregate per-Feature-Set
fee(s) for the Feature Set(s) actually deployed during the applicable two-contract-year cycle, the State will pay Contractor the difference
between the applicable average annual fee(s) paid and the applicable aggregate per-Feature-Set fees(s).



Attachment 4

Key Personnel

Attachment 4 is modified by updating the table of Key Personnel below and including the

statement follo

wing the table.

On-Site Project Executive | FBB-subjectto- Part Time Deteber
approvalofthe State- Plevempber 2040
i March 2019
Stephen Arrants
On-Site Operations Full Time October2048
Manager Damion Scott September 2019
Delivery Project Executive| Banna-‘Westeott Part Time (25%)
Eric Thibodeaux October 2019
Service Delivery Manager Full Time Mareh 2048
Maren Brannon November 2019
Data Base Administrator | Shared Resource Full Time across March 2015
Shared Resources
Disaster Recovery Lead | Shared Resource Part Time across March 2015
Assigned/designated Shared Resources /
to coordinate Disaster
Recovery
testing or in the
event of an actual
Disaster
On-Site ERP Application | Senthil Bagavathy Full Time October 2018 — January
Maintenance Lead 31,2019

Scott Waldman

Beginning February 1,
2019

Attachment 9 — Proprietary Software License Agreement

Attachment 9, Section 11, Bullet A is modified as specified below.

11. GENERAL

A.

Any legal notice or other communication required or permitted to be made or
given by either party pursuant to this Agreement will be in writing, in English,
and will be deemed to have been duly given: (i) five (5) business days after the
date of mailing if sent by registered or certified

U.S. malil, postage prepaid, with return receipt requested; (ii) when transmitted if
sent by facsimile, provided a confirmation of transmission is produced by the
sending machine and a copy of the notice is promptly sent by another means
specified in this section; or (iii) when delivered if delivered personally or sent by
express courier service. All notices will be sent to the other party at its address as
set forth below or at such other address as the party may specify in a notice given
in accordance with this section.




In the case of Client:

with a copy of legal notices to:

State of Michigan

State Budget Office

The Victor Center, 7 8" Floor
201 N Washington Sq
Lansing, Ml 48909

Attn:  Ruth Schwartz
Phone: 517-284-7585
E-Mail: SchwartzR1@michigan.gov

Department of Technology,
Management and Budget
Procurement

1st Floor, Constitution Hall
525 West Allegan Street

Attn:  Whitnie Zuker Matt
Weiss

Phone: 517-284-7030-
517-256-9895E-Mail:-
WeissM4@michigan.gov

In the case of CGI:

with a copy of legal notices to:

CGlI Technologies and Solutions Inc.
11325 Random Hills Road

Fairfax, Virginia 22030

Attn: Surabhi Subramanyam

President

Email: subramanyam.surabhi@cgi.com

CGI Technologies and Solutions
Inc.
11325 Random Hills Road, 8™

Floor

Fairfax, Virginia 22030

Attn:  Office of General Counsel
Fax: 703.267.7288

Attachment 9, Exhibit A Proprietary Software License Agreement .

Attachment 9, Exhibit A

CGlI Technologies and Solutions Inc.

Proprietary Software License Agreement

Licensed Software. CGl is licensing to Client the following computer software components:

Proprietary software comprising the “Advantage Software”:
CGI Advantage® Financial Management Base System including:

Advantage Asset Management

Advantage Grant Lifecycle Management
Advantage Cash Management

Advantage Travel and Expense Management
Advantage Inventory Management

CGI Advantage Procurement Professional including
Advantage Procurement/Vendor Self Service
Advantage VSS Mobile
Advantage Procurement/VSS — Locality License



mailto:ZukerW@michigan.gov
mailto:SchwartzR1@michigan.gov
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CGI Advantage Performance Budgeting & Formulation (includes Salary and Benefits
Forecasting)

Advantage Human Resource Management Base System (restricted use) including:
Advantage Labor Distribution
Advantage HR Self-Service (restricted use — functions beyond time and labor and
expense reimbursement are not in scope)

Advantage infoAdvantage

Advantage infoAdvantage Dashboard
Advantage FileNet Integration Adapter
Advantage Documentum Adapter
Advantage Transparency Portal

CGl will provide one (1) electronic copy of the Advantage Software to the Client.

Optional CGI Advantage® software components available to the State are specified in Attachment 2 to
Exhibit A.

Licensed Documentation. The Specifications for the Advantage Software are as set forth in the
documentation, which is available for download on the CGI website and which is collectively (along with
documentation for Bundled Software and Third Party Software) referred to in this License Agreement
and the Contract as “Documentation”:

Documentation for Advantage Financial

Documentation for Advantage Human Resource Management
Documentation for Advantage Performance Budgeting
Documentation for Advantage Administration

CGl will provide Client access to its Documentation on the CGI website,

https://sc.cgi.com/advantage/

CGl will inform Client of revisions and updates to Bundled Software and Additional Third Party
Software within 30 days of any such update. Documentation for Bundled Software or additional Third
Party Software is available on the applicable third party website.

License Type. The Advantage Software is licensed to Client on the following basis:

The Advantage Software described in Paragraph 1 (Licensed Software) of this Attachment 9, Exhibit A)
above is licensed to the Client as an enterprise license.

Site License. Client is permitted to use the Advantage Software at the computer facility or facilities
listed below with the exception of CGI infoAdvantage which is a named user license (or server license if
Server Bundle). In the event of the failure of the computers at the listed location(s), Client may use the
Advantage Software at a back-up computer facility in the same country until operations at the primary
facility have been restored.

CGI Phoenix Data Center


https://sc.cgi.com/advantage/

Should the Client elect to discontinue Hosting and Managed Services, the Advantage Software may
be used in accordance with this Attachment 9: Software License Agreement.

Should Client desire to use the Software for additional named users or at additional facilities, as the
case may be, Client may purchase additional licenses at CGI’s then-current prices.

Locality License. Each participating Locality, as defined in the Statement of Work, will be given two
Advantage Procurement/VSS system users.

Work That May Be Processed. Client may only use the Advantage Software for its own business
purposes.

License Fee. The licenses specified in this Attachment 9, Exhibit A are granted to Client for a License
Fee specified in Attachment 6, Contractor Licensed Software, Section 1, License Fees.

Bundled Software Products and Third Party Software. Included in the license fees set forth in
Section 5 of this Attachment 9, Exhibit A are the license fees for certain bundled software products (the
“Bundled Software Products”). CGl is also providing to the Client; Annual Subscription Products, Third
Party Software Products and Third Party Products Added/Upgraded by this Contract Change Notice 12
(billed as “Additional 3rd Party Software Licenses” in the SIGMA 4x Upgrade Payment Schedule
Table)(collectively “Third Party Software”). The Bundled Software Products and Third Party Software
are all required to be used in connection with Advantage Software.

CGil is providing the following Bundled Software Products to Client:
Adobe RoboHelp — 1 Authorized User

Eclipse BIRT Engine — Production — 4 Core
Eclipse BIRT Engine — Non-Production — 4 Core
** Unlimited copies of BIRT Designer come with BIRT modules**

Pervasive Data Integrator Universal Edition Engine — 1 License — 4-cores

Pervasive Data Integrator Universal Edition Engine (non-prod) — 1 License — 4-cores
Pervasive Data Integrator Universal Edition Developer — 5 Authorized Licenses
Stream

Finite Matters, Pattern Stream with FrameScript — 5 Named User Licenses

Adobe FrameMaker® — 5 Named User Licenses for use with Pattern Stream — Maintenance
services to be cancelled with this Amendment 12

Adobe Acrobat Pro — 5 Named User Licenses — Maintenance services to be cancelled with this
Amendment 12

Versata Logic Server — 1 Site license
Versata Designer Studio — 3 Named User License

IBM WebSphere Application Server Network Deployment —10,000 IBM Processor Value Units
(PVU) - Sub-Capacity — Maintenance services to be cancelled October 1, 2022 upon Go-live.



IBM WebSphere Application Server Processor — 400 IBM Processor Value Units — Maintenance
services to be cancelled October 1, 2022 upon Go-live.

IBM Process Server — 100 IBM Processor Value Units (Maintenance cancelled in Change

Notice 1)

Monsell EDM DeltaXML — 1 Site License

BA&T SAP BusinessObjects Business Intelligence Platform — 175 concurrent sessions
BA&T SAP BusinessObjects Web Intelligence — 175 concurrent sessions

BA&T SAP BusinessObjects Dashboard — 175 concurrent sessions

BA&T SAP BusinessObjects Explorer - 175 concurrent sessions

BA&T SAP BusinessObjects Crystal Reports — 25 concurrent sessions

BA&T SAP BusinessObjects Business Int. Platform Mobile add-on - 150 concurrent sessions
BA&T SAP BusinessObjects Analysis Edition for OLAP - 25 concurrent sessions
BA&T SAP BusinessObjects Analysis Edition for Office - 25 concurrent sessions

SAP Application Standalone Bl Limited User — 380 Named Users

BA&T SAP BusinessObjects Business Intelligence Platform — 400 Named Users

SAP Application Standalone Business Analytics Professional User - 20 Named User

SAP Business Objects Enterprise Public Document — 9 Named Users

CGl is providing the following Third Party Software to Client:
Annual Subscription Products

Convey Taxport- unlimited users based on 25,000 of documents created [Annual service use is
governed by Publisher’s Shrink-wrap License]

Liaison punch-out — up to 5 vendors

Additional Third Party Software Products

Pitney Bowes Group 1 — 1 Prod & 1 Non Prod — Enterprise
Perforce — 20 Named User Licenses

Jira — 100 Named User Licenses

jMeter [www.jmeter.apache.org]

MapQuest Enterprise Edition

Bundled Software Products and Additional Third Party Products Added/Upgraded with
Amendment 12:
Actian Data Integrator v9 (formerly Pervasive Data Integrator)

Actian Data Integrator Universal Edition Engine — 1 License — 4-cores
Actian Data Integrator Universal Edition Engine (non-prod) — 1 License — 4-cores
Actian Data Integrator Universal Edition Developer — 5 Authorized Licenses



With regard to the Actian Third Party Software Product specified in this Section 6, applicable product-
specific license terms of the Actian Third Party Supplier is attached to Exhibit A to the Agreement as
indicated below:

e Attachment 1.a — Actian License Terms

All rights and licenses of Client in and to the Bundled and Third Party Software Products are governed
by the terms and conditions of Article 2 — Terms and Conditions of the Contract, including but not
limited to Section 2.260 of the Contract, this Attachment 9, Exhibit A: Proprietary Software License
Agreement, the Managed Services Agreement, the Maintenance Agreement, and the Implementation
Services Agreement. CGl may provide some Bundled or Third Party Software by utilizing a third party
supplier’s cloud or hosting services. All such third party suppliers are deemed to be Subcontractors
under the Contract, and pursuant to Section 2.073 of the Contract Terms, CGl is responsible for the
service and performance of its Subcontractors. CGI does not itself give or make any warranty of any
kind with respect to the Bundled Software Products. Changes in the Software which CGI may make
from time to time may make it necessary for CGI to provide Client updated versions of the Bundled
Software Products or Third Party Software, which may require additional fees.

Any audit rights contained in any third-party software license agreement or end user license agreement
for third-party software incorporated in or otherwise used in conjunction with the Advantage Software,
will apply solely to CGI’s (or its Subcontractors) facilities and systems that host the services (including
any disaster recovery site), and regardless of anything to the contrary contained in any third-party
software license agreement or end user license agreement, third-party software providers will have no
audit rights whatsoever against Client systems or networks.

CGl acknowledges that Client cannot indemnify any third parties, including but not limited to any third-
party software providers that provide software that will be incorporated in or otherwise used in
conjunction with the Advantage Software, and that notwithstanding anything to the contrary contained
in any third-party software license agreement or end user license agreement, the Client will not
indemnify any third party software provider for any reason whatsoever. Further, CGIl agrees that Client
will not be bound by any terms requiring consent to arbitration, permitting remote access to the State’s
systems, or agreeing to be bound by the laws of another jurisdiction contained in any third-party
software license agreement or end user license agreement.

Agreed to and initialed for identification by:

(Client) (CGI)



Attachment 1.i
Actian Corporation End User License Agreement

ACTIAN CORPORATION

CUSTOMER LICENSE AND SUPPORT SERVICES AGREEMENT PLEASE READ THIS AGREEMENT
CAREFULLY BEFORE DOWNLOADING OR INSTALLING THE SOFTWARE.

This Customer License and Support Services Agreement ("Agreement”) is a legal agreement between the end user
downloading or installing the software ("you™) and Actian Corporation, with its principal place of business located at 2300
Geng Road, Suite 150, Palo Alto, CA 94303 ("Us," "Our," or "We"). IF YOU ARE ENTERING INTO THIS
AGREEMENT ON BEHALF OF A COMPANY OR AN ENTITY, YOU REPRESENT THAT YOU ARE THE
EMPLOYEE OR AGENT OF SUCH COMPANY OR ENTITY AND YOU HAVE THE AUTHORITY TO ENTER
INTO THIS AGREEMENT AND LEGALLY BIND YOUR COMPANY OR ENTITY. For purposes of this Agreement,
"You" or "Your" includes you and any of your companies or entities that you have bound under this Agreement. This
Agreement governs the purchase and use of the software and services described in an Order (defined below).

1. DEFINITIONS.
1.1 "Documentation™ means the user documentation supplied by Us with the Product.

1.2 "Customer Subsidiaries" means those companies which are Your wholly-owned subsidiary on the Effective Date of
this Agreement. Wholly-owned subsidiary shall be defined as an entity in which You own a 100% shareholding.

1.3 "Order" means a document typically titled "Order Confirmation" or “Software and Support Services Order,”
executed by the parties, that refers to this Agreement and describes in greater detail Your order-specific information and
use restrictions including, but not limited to: Your billing information, lists of Products and Support Services ordered,
permitted number of cores with which the Products can be used, and pricing. Such Order(s) is (are) hereby incorporated
into this Agreement by reference.

1.4 "Outsourcer" means a third party engaged by You for internal data processing, consulting, product customization, or
internal information management.

1.5 "Products" means the machine-readable object code of the software programs specified in an order, together with any
Documentation and Updates thereto.

1.6 "Subscription Term" means one year from the date of the applicable Order or as otherwise specified in the Order or
an addendum to this Agreement.

1.7 "Support Services" means Product support services.

1.8 "Updates" means any update, release, or enhancement that is provided to You at Our discretion under Support
Services.

1.9 "Warranty Period" means thirty (30) days from the date of initial delivery to You of the applicable Product
(excluding Updates).

2. LICENSE.

2.1 License Grant. Provided that You comply with the terms and conditions of this Agreement, including, but not
limited to the conditions stated in Sections 2.2(i) — 2.2(iv), We grant You a limited, non-exclusive, non-sublicensable and
non-transferable license to use the Products for Your business purposes during the Subscription Term in accordance with
the terms and conditions of this Agreement with any restrictions stated in an Order or attachment hereto, such as the
number of copies of the Products made or used by You, installed on Your workstations or servers, or on the number of
Your users or the number of seats, sockets or cores accessing or using the Product. For the avoidance of doubt, You have
no right or license under this Agreement to any use, copy, instance or version of a Product or other software program, or
support services for a particular Product, unless such use, copy, instance or version and such support services are covered
in a then-current Order or attachment thereto. You must ensure that any limits on the number of cores/CPUs are not
exceeded by platform virtualization or other means. Customer Subsidiaries may place Order(s) under this Agreement,
provided that such Order(s) reference this Agreement, and shall have the benefit of the Support Services as may be
described in such Order(s), provided that:

i) You will ensure that each of such Customer Subsidiaries is aware of and complies with the terms of this Agreement as
though such Customer Subsidiaries were You, and You are liable and responsible for their acts and omissions; and



ii) You will indemnify Us and keep Us fully and effectively indemnified against all costs, claims, demands, expenses and
liabilities of whatsoever nature which We may sustain as a result of a failure by any Customer Subsidiaries to comply
with the terms of this Agreement.

2.2 Product Use Rights. The license granted in Section 2.1, above, is subject to the following conditions:
i) License Restrictions. Except as expressly permitted by this Agreement, You may not:
(i) distribute, lease, loan, sell, encumber, sublicense, or otherwise transfer a Product;

(ii) permit third-party access to or use of the Products, or use, access, or allow access to the Products in any way to benefit
third parties, including, but not limited to operating the Products in a service bureau, SaaS, ASP, or other similar hosted
environment; (iii) use a Product to provide or operate hosting or Application Service Provider(ASP) services, Software as
a Service, service bureau, marketing, training, outsourcing services, or consulting services, or any other commercial
service related to the Products;

(iv) use a Product to develop a product which is competitive with any of the software programs manufactured and/or
marketed by Us;

(v) use a Product in the same production environment in which You deploy an open source version of the Product; vi) use
the Products beyond the scope or term of any license; or (vii) use the Product to process data for third parties (e.g., data
performing data migrations, conversions, or transformations for Your customers). Actian Vector (formerly Vectorwise)
cannot be used as a transactional database. You shall notify Us if You become aware of any unauthorized third party
access to, or use of, a Product.

ii) Outsourcers. You may permit access to, and use of, the Products by an Outsourcer, provided that:

(i) the Outsourcer agrees to comply with the terms of this Agreement and to access and use the Products solely for
purposes of rendering services to You; and

(i) the total number of licenses used by You and Outsourcer must not exceed the scope or number of licenses purchased.
You shall be responsible and liable for Outsourcer's compliance with the terms of this Agreement. Upon completion of
Your services by Outsourcer, You shall, upon Our request, certify in writing that Outsourcer has un-installed and
destroyed all copies of Products within thirty (30) days of such completion of services, and You will give Us any
reasonable assistance We may request to ensure Outsourcer complies with this clause.

iii) Duplication of Product. You may make Product copies equal to the number of licensed copies expressly authorized
under this Agreement plus a reasonable number of archival copies for inactive backup purposes, provided that all Product
copyright, trademark, patent, and related proprietary notices incorporated in or affixed to the Product shall be duplicated
by You on all copies or extracts thereof and shall not be altered, removed, or obliterated. Except as required to be
permitted by applicable law, reverse compiling (including reverse compiling to ensure interoperability), reverse
engineering and other source code derivation of the Product is prohibited. If You wish to exercise any right to reverse
engineer to ensure interoperability in accordance with applicable law, You shall first provide written notice to Us and
permit Us, at Our discretion, to make an offer to provide information and assistance reasonably required to ensure Product
interoperability with Your other products for a fee to be mutually agreed upon (if any).

iv) Product Ownership and Restrictions. The copies of Products provided hereunder are licensed, not sold, and all
intellectual property rights and title to the Products shall remain with Us and Our suppliers and no interest or ownership
therein is conveyed to You. No right to create a copyrightable work, whether joint or unitary, is granted or implied; this
includes works that modify (even for purposes of error correction), adapt, or translate the Product or create derivative
works, compilations, or collective works therefrom, except as necessary to configure the Product using the menus, options
and tools provided for such purposes and contained in the Product. You shall not attempt to circumvent any user limits or
other license, timing or use restrictions that are built in to the Products. Certain items of software code provided along
with the Products are subject to “open source” licenses (“Third Party Code”) provided with the Products. The Third Party
Code is not subject to the terms and conditions of this Agreement, except for Sections 5 and 6 of this Agreement. Nothing
in this Agreement limits Customer’s rights under, or grants Customer rights that supersede the terms and conditions of any
applicable license for the Third Party Code, including any rights to copy, modify or distribute Third Party Code under the
applicable license.

You are hereby notified that the Products may contain time-out devices, counter devices, and/or other devices intended to
ensure the limits of a particular license will not be exceeded (“Limiting Devices”). If the Products do contain Limiting



Devices, We shall ensure that You receive any keys or other materials necessary to use the Products to the limits of Your
license.

2.3 Product Export. Any person or entity exporting or re-exporting Products or services directly or indirectly and via any
means, including electronic transfer, is wholly responsible for doing so in accordance with the U.S. Export Administration
Regulations and the laws of host countries and You agree to comply strictly with all such laws and regulations. We
assume no responsibility or liability for Your failure to obtain any necessary export approvals. Specifically, no Product or
services may be exported to embargoed or otherwise restricted countries or end-users. This provision shall survive the
expiration or earlier termination of this Agreement.

3. SUPPORT AND ADDITIONAL SERVICES.

3.1 Support Services. The details of the Support Services can be found at http://supportservices.actian.com/support-
services/support#policy. We may suspend or terminate Support Services for all Product(s) in the event that You do not
pay fees for Support Services when due. If You purchase Support Services for a Product, then You shall purchase
Support Services for all licenses and copies of such Product. You may not use or access support services (i) for a software
product not covered in a then-current Order, or (ii) for a Product not covered by a then-current paid Actian support plan.
You may not use or access support services for the benefit of a third party, or provide access to or permit use of support
services by a third party.

3.2 Additional Services. Consulting services or training may be obtained by You on an as-available basis and at
mutually agreed rates in accordance with a separate agreement. Should we agree to provide consulting services, the
payment of the Product license and Support Services fees under this Agreement shall not be contingent under any
circumstances upon the performance of any such services including installation and implementation services.

4. FEES; TAXES; PAYMENT TERMS; PURCHASE ORDERS; SHIPPING.

4.1 Fees. Fees or other charges shall be as specified in an Order. All amounts payable under this Agreement shall be
payable in advance, and shall be non-refundable and not subject to set off or deduction by You. In the event that You wish
to renew the subscription of a Product, the applicable price shall be that stated within the then-current Actian price list,
unless otherwise agreed between the parties.

4.2 Taxes. Our fees are exclusive of, and You are responsible for, duties and taxes (other than taxes on Our income).

4.3 Invoicing and Payment. All payments of fees and charges under this Agreement shall be made in U.S. dollars within
thirty (30) days of the date of the applicable invoice sent to You by Us. Any amount payable by You to Us hereunder
which is past due may be subject to a late payment charge equal to one

and a half percent (1.5%) per month, or the highest rate permitted by law, whichever is less. The receipt or request for
payment of such amounts shall not prejudice Our rights with respect to Your failure to pay on the due date.

4.4 Orders and Shipping. We have no obligation to accept Purchase Orders, including without limitation Purchase
Orders for renewal of Support Services. Any fulfillment of Purchase Orders shall be solely in accordance with the terms
of this Agreement and We expressly reject any conflicting terms and conditions in Your Purchase Order. Products and
Documentation are shipped FOB origin, Our site. Delivery will be by electronic or physical means, at Our election, and
all Products shall be deemed accepted by You immediately upon the earlier of download or receipt from Us.

5. LIMITED WARRANTIES.

5.1 We warrant that, during the Warranty Period, the Products (excluding Updates) will operate substantially in
conformity with the applicable Documentation. Updates are not included within the definition of Products for the
purposes of any Warranty or Warranty Period.

5.2 Within the Warranty Period, if You detect a defect in a Product's physical media, You may return the defective media
to Us and We will replace it free of charge.

5.3 Provided that We are notified in writing of a Product's non-conformance with the warranty set forth in section 5.1
within the applicable Warranty Period, We shall, at Our option: a) repair or replace the defective Product, or b) refund the
license fees paid for the Product in exchange for a return of the defective Product. In the event of a refund Your license to
use the Product will immediately expire. This Section 5.3 is Your exclusive remedy for breach of the limited warranty in
Section 5.1. The above warranties specifically exclude defects resulting from accident, abuse, misapplication or
unauthorized repair, modifications, enhancements and installation in an incompatible environment. We do not warrant
that use of the Products will be uninterrupted or error free.
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5.4 EXCEPT FOR EXPRESS WARRANTIES STATED IN THIS SECTION 5 AND TO THE MAXIMUM EXTENT
PERMITTED BY LAW, THE PRODUCTS AND SERVICES ARE PROVIDED "AS IS," AND WE, AND OUR
SUPPLIERS DISCLAIM ALL OTHER WARRANTIES AND CONDITIONS, WHETHER EXPRESS OR IMPLIED
OR STATUTORY, INCLUDING WITHOUT LIMITATION, ANY IMPLIED WARRANTY (1) OF
MERCHANTABILITY OR SUITABILITY, (II) OF FITNESS FOR A PARTICULAR PURPOSE, OR (I11) OF NON-
INFRINGEMENT OF THIRD PARTY RIGHTS.

6. LIMITATION OF LIABILITY.

To the maximum extent permitted by applicable law, in no event will We or Our Suppliers be liable to You or any third
party for any indirect, special, incidental, consequential or punitive damages arising out of or related to this Agreement,
including without limitation, any lost profits or revenues, loss or inaccuracy of any data, or cost of substitute goods,
regardless of the theory of liability (including negligence) and even if We have been advised of the possibility of such
damages. We and Our suppliers' aggregate liability to You or any third party for any cause whatsoever shall not exceed
the total fees paid by You to Us under this Agreement during the 12 months preceding the date that the claim arose. In no
event shall You raise any claim under this Agreement more than 2 years after (i) the discovery of the circumstances giving
rise to such claim; or (ii) the effective date of the termination of this Agreement. The limitations in this Section shall apply
even if any remedy fails of its essential purpose. Nothing in this Agreement shall exclude or limit either party's liability
for death or personal injury caused by that party's negligent act or omission or by wilful default.

7. THIRD PARTY CLAIMS.

7.1 We shall: (i) defend, or at Our option settle, any legal proceeding brought against You to the extent that it is based on
a claim that a Product infringes a third-party patent, trademark or copyright of the country in which You take delivery of
the Product; and (ii) pay all damages and costs finally awarded against You by a court of competent jurisdiction to the
extent attributable to such a claim or agreed to by way of a settlement entered into by Us, provided that: You (i) notify Us
promptly of each such claim; (ii) give Us sole control of the defense and/or settlement of the claim; (iii) fully cooperate
with Us in the defense or settlement of the claim; (iv) mitigate such damages and costs as far as is reasonably possible;
and (v) take no action that may prejudice Our ability to defend the claim.

7.2 If all or any part of the Product is, or in Our opinion is likely to become, the subject of a claim of infringement, We
may at Our sole discretion:

(i) procure for You the right to use the Product or the affected part thereof; (ii) replace the Product or affected part with
other software that has the same or additional functionality; (iii) modify the Product or affected part to make it non-
infringing; or (iv) if none of the foregoing remedies is commercially feasible as determined by Us in Our sole discretion,
terminate your license to the Product and upon return of the Product, refund a pro-rated (over a 12 month period on a
straight-line basis) portion of the payments paid by You to Us over the preceding 12 months for the Product or the
affected part.

7.3 We shall have no liability or other obligations to the extent a claim is based on: (i) failure to use an Update provided
by Us, if infringement could have been avoided by use of the latest version of the Products; (ii) combination, operation, or
use of Products with other products not provided by Us, if such infringement would have been avoided in the absence of
such combination, operation, or use; (iii) Your use of Product in any manner inconsistent with the applicable license terms
and conditions; (iv) modification, alteration, or enhancement to the Product not performed or expressly authorized by Us;
(v) the furnishing to You of any information, service or technical support by a third party; (vi) non-licensed use of the
Products; or (vii) Our compliance with Your designs, specifications or instructions.

THE FOREGOING PROVISIONS OF THIS SECTION STATE THE ENTIRE LIABILITY AND OBLIGATION OF US
AND YOUR EXCLUSIVE REMEDY FOR CLAIMS OF INFRINGEMENT OF THIRD PARTY RIGHTS.

8. TERM AND TERMINATION.

8.1 Unless sooner terminated as provided below, the term of this Agreement shall begin on the Effective Date and
continue for one year and then automatically renew for successive one-year terms, unless either party notifies the other
party in writing of its intent not to renew at least ninety days prior to the expiration of the initial or then-current renewal
term. If the Agreement term is not renewed, it shall be deemed to expire upon the earlier of (i) one year from the end of
the then-current term or (ii) the end of the last remaining Subscription Term. If a Product is obtained under a perpetual
license, the Agreement shall be deemed not to expire for purposes of that Product only.

8.2 Notwithstanding the foregoing, either party may terminate this Agreement or an Order (i) by written notice of breach



of the Agreement or such Order, provided the other party fails to cure such breach within thirty days after such notice, or
(i) forthwith if the other party makes an assignment for the benefit of creditors or proceedings are commenced by or for
such other party under any bankruptcy, insolvency, or debtor's relief law. Upon termination or expiration for any reason,
all rights (including all license rights) and obligations shall terminate except as provided in this Section 8.2 (and Section
8.1 in the case of expiration only), and such termination or expiration shall not relieve You from Your obligation to pay
fees that remain unpaid and shall not limit either party from pursuing other available remedies. Upon termination or
expiration of this Agreement or any part thereof, We shall have no obligation to refund to You any fees paid by You. If
an Order is terminated or expired, You must certify in writing to Us that You have immediately un-installed and destroyed
or returned all copies of the Product within thirty (30) days of such termination/expiration. The following Sections survive
termination or expiration of this Agreement: 1, 2.1(i) and (ii), 2.2(iv), 4, 5.4, 6, 8, and 9.

9. GENERAL.

9.1 Confidential Information. Each party receiving Confidential Information ("Recipient") shall retain in confidence and
require its employees, agents, and contractors to retain in confidence all Confidential Information of the other party
("Discloser"). "Confidential Information” means (i) for Us: the terms and conditions of this Agreement, all financial terms
and conditions contained in Our quotation, and the Products as well as results of any Product benchmark or similar tests
(whether performed by Us, You, or any third party); and (ii) for either party: any information, in written or other tangible
form, which has been conspicuously marked by Discloser as "confidential” or "proprietary" or if not so marked, if it
should reasonably be regarded as confidential due to the nature of the information being disclosed. Recipient shall protect
Discloser's Confidential Information in the same manner Recipient protects its own Confidential Information of similar
importance, but in no event with less than reasonable care. Confidential Information shall remain the sole property of the
Discloser and shall not be disclosed to any third party (except, solely to employees, attorneys, consultants, and
subsidiaries, who need to know and are bound by a written agreement with Recipient to maintain the confidentiality of
such Confidential Information in a manner consistent with this Agreement) or used except as permitted under this
Agreement. Confidential Information shall not include any information that: (i) is or becomes publicly known without the
Recipient's breach of any obligations owed to the Discloser; (ii) is rightfully disclosed to the Recipient from a source other
than the Discloser without a breach of an obligation of confidentiality; or (iii) is independently developed by the Recipient
without any access to the Discloser's Confidential Information. Notwithstanding the foregoing, We may disclose that You
are Our customer. In addition, either party may disclose information in compliance with applicable law or a court order,
provided the Discloser is given reasonably prompt notice thereof and the Recipient provides cooperation and assistance in
any attempt to prevent or limit such disclosure. The obligations set forth herein with respect to Confidential Information
shall continue in full force and effect for a period of three (3) years after the date of termination of this Agreement.

9.2 Relationship of the Parties. This Agreement is not intended to and shall not create a relationship such as a
partnership, franchise, joint venture, fiduciary, agency or employment relationship. Neither party may act in a manner that
expresses or implies a relationship other than that of independent contractor, nor bind the other party.

9.3 Governing Law and Venue. Any action related to this Agreement shall be governed by California law and
controlling U.S. federal law, and the choice of law rules of any jurisdiction shall not apply. The parties agree that the
United Nations Convention on Contracts for the International Sale of Goods shall not apply to this Agreement. The venue
for any claims arising under this Agreement shall be the federal courts located in the Northern District of California or the
state courts located in Santa Clara County, California, and the parties agree to submit to the exclusive jurisdiction of such
courts.

9.4 Assignment. Neither this Agreement nor any right, obligation, or Product licensed hereunder may be assigned by
You without Our prior written consent. Any purported assignment in violation of the foregoing is void. Subject to the
foregoing, the provisions of this Agreement shall be binding upon and inure to the benefit of the parties, and their
permitted successors and assigns.

9.5 Severability. If any provision of this Agreement is declared unlawful, void, or unenforceable, then that provision
shall be limited to the extent enforceable, or otherwise severed, and will not affect the validity and enforceability of the
remaining provisions.

9.6 Audits. During the term of this Agreement and continuing until two years after termination or expiration, You shall
keep and retain complete and accurate records regarding Your use of the Products.

i) Self-Audits. To help manage Your use of the Products and Your compliance with this Agreement, You agree to
perform a self-audit upon 10 working days prior written notice from Us, on the self- audit form made available by Us. If



Your self-audit form reveals a discrepancy that You have previously or are currently using more of Our products than You
have valid Orders or licenses for, You must pay Us the unpaid amounts at the same time as returning the self-audit form to
Us. In the event that You are late in submitting a self-audit form We may delay accepting orders and/or suspend Support
Services until We receive the self-audit form and We may instigate the Formal Audit process defined below.

i) Formal Audits. We, or Our designated agent, may, upon five (5) working days prior written notice to You, inspect any
of Your facilities where Products are used and audit records for the purpose of confirming Your use of the Products and
Your compliance with this Agreement. We may perform only one formal audit per twelve (12) month period unless a
previous audit reveals a discrepancy. Our audit shall be performed at Our sole expense; provided however, that if, as a
result of Our audit, it is determined that You have underpaid Us by more than 5% of the amount owed during the period
audited, then You shall bear the reasonable cost of Our audit. In the event of any underpayment, You shall pay all past-
due fees immediately in accordance with the terms of this Agreement. This section survives termination of this Agreement
for two (2) years.

9.7 Force Majeure. Except with respect to the obligation to pay fees when due hereunder, neither party shall be deemed
in default of this Agreement because of a delay or failure in performance of its obligation resulting from any cause beyond
its reasonable control (a "Force Majeure"), provided it gives reasonably prompt notice of the Force Majeure condition to
the other party and uses reasonable efforts to mitigate the delay or failure.

9.8 Notices. Any notices required or permitted to be given hereunder shall be delivered by personal delivery, express
courier, or recorded delivery, postage prepaid, return receipt requested, to a party's address set forth in an Order, or if to
You to Your headquarters or to Us to: Actian Corporation, Attn: Legal Department, 500 Arguello Street, Suite 200,
Redwood City, CA 94063. A notice shall be deemed effective when actually delivered. Either party may change its
address for purposes of this Agreement by written notice given in accordance herewith.

9.9 Marketing. Except if required to do so by the Securities Exchange Commission, regulatory authority or similar body,
neither party shall provide copies of this Agreement or otherwise disclose its terms to any third party, without the prior
written consent of the other, which consent shall not be unreasonably withheld or delayed. The parties agree that within
thirty (30) days of the Effective Date We may issue a press announcement describing the relationship of the parties. You
agree to allow Us to reference and identify You, and use Your logo in Our advertising, sales promotion, press releases,
public filings, website usage, and other publicity matters relating to the Products furnished and/or the related Support
Services performed pursuant to this Agreement, so long as such use is without any modification of Your name, mark, or
logo.

You agree to act as a "Reference Account” for Us. In such cases where You have agreed to serve as a "Reference
Account," We shall be allowed to refer other customers, potential customers, press, analysts, etc., to Your executives, who
are familiar with Your relationship with Us, to act as a reference for Us9.10 U.S. Government End Users. The software
is "commercial items" as that term is defined at 48 C.F.R. 2.101, consisting of "commercial computer software" and
"commercial computer software documentation™ as such terms are used in 48 C.F.R. 12.212. Consistent with 48 C.F.R.
12.212 and 48 C.F.R. 227.7202-1 through 227.7202-4, all U.S. Government end users acquire the software with only
those rights set forth under this Agreement. Any technical data provided that is not covered by the above provisions shall
be deemed "technical data-commercial items" pursuant to 48 C.F.R. 252.227.7015(a). Any use, modification,
reproduction, release, performance, display or disclosure of such technical data shall be governed by the terms of 48
C.F.R. 252.227.7015(b).

9.11 High Risk Activities. The Products are not fault-tolerant and not designed, manufactured or intended for use or
resale as on-line control equipment in hazardous environments requiring fail-safe performance, such as in the operation of
nuclear facilities, aircraft navigation or communication systems, air traffic control, direct life support machines, or
weapons systems, in which the failure of the Product could lead directly to death, personal injury, or severe physical or
environmental damage (“High Risk Activities”). We and Our suppliers specifically disclaim any express or implied
warranty of fitness for High Risk Activities.

9.12 Third Party Rights. Notwithstanding any other provision in this Agreement, nothing in this Agreement shall create
or confer any rights or other benefits in favor of any person not a party hereto, except with respect to Microsoft software
included in the Products. Microsoft is a third party beneficiary with the right to enforce its right in its software.

9.13 Injunctive Relief. You acknowledge that the Products contain Our and Our licensees' valuable trade secrets and
proprietary information and that any actual or threatened disclosure or unauthorized use or distribution of the Products or
Our or Our licensees' Confidential Information will constitute immediate and irreparable harm to Us for which monetary



damages would be an inadequate remedy and entitle Us to immediate injunctive relief without the need to post a bond or
show actual monetary damages.

9.14 Integration and Amendment. This Agreement constitutes the entire agreement between the parties and supersedes all
prior or contemporaneous conditions, agreements, communications or representations, whether oral or written, relating to
the subject matter hereof. Neither party has relied on any statement or representation by an employee or agent of the other
party in entering into this Agreement. Any additional or different terms in Your documents (including any terms
contained on Purchase Orders) shall not apply and are hereby deemed to be material alterations and notice of objection to,
and rejection of them is hereby given. Except as permitted herein, this Agreement may not be modified or any term or
condition waived except in writing signed by a duly authorized representative of each party. No waiver of any breach of
any provision of this Agreement shall constitute a waiver of any prior, concurrent or subsequent breach of the same or any
other provision hereof. Headings are for convenience only and shall not affect the interpretation of any provision
hereunder.



ATTACHMENT 2 TO EXHIBIT A - Optional Software

The pricing and terms identified in Attachment 2 to Exhibit A (Optional Software) is hereby
extended through September 30, 2024. All software additions must be through an Amendment
to this Agreement and signed by both parties to be effective. Maintenance will be in addition to
the license fees.

Line State Function

No.

Product Name and
Module(s) Proposed

Basis for the
License (Site,
Number of
Named Users,
Number of
Concurrent
Users, Number of
CPUs, Number of

Servers, other)

Perpetual or
Subscription
License

License Price Valid
through September 30,
2024

1 Personnel HRM Base System Enterprise Perpetual $631,112
Administration
2 Benefits HRM Base System Enterprise Perpetual Included in the $631,112
Administration license.
3 Recruitment HRM Base System Enterprise Perpetual Included in the $631,112
license.
4 Payroll HRM Base System Enterprise Perpetual $266,341
5 Case Case Management Number of Named | Monthly $8,365/month
Management System Users/Up to 3 Use | Subscription
System Cases/50 user Fee (License
minimum and
Maintenance)
6 Enterprise Data Advantage Insight*/** Nodes Subscription $1,500,000/year
Analytics

* These products are only available with CGI Advantage 4.

** Advantage Insight includes database, ETC and semantic layer for use by data analytics tools.
Advantage Insight does not include a data analytics tool. Customers must supply their own.




CCN No. 12, Appendix A — Optional SIGMA 4x Upgrade

GIVID

Technology, Management &Budget

MICHIGAN DEPARTMENT OF TECHNOLOGY,
MANAGEMENT AND BUDGET
SIGMA 4x Upgrade Project

A. OVERVIEW AND BACKGROUND:
SIGMA is currently on the CGI Advantage 3.11 release of the software. Advantage 4 brings a simplified and
intuitive user interface. In addition, Advantage 4:
e Delivers a role-based paradigm allowing the State to tailor the user experience for individual types of users
without customization, addressing the remaining usability challenges for self-service users.
o Shifts from the software delivery model of costly, major upgrades every 3 to 5 years to a ‘Feature Set’
model.
o New features and functions will be delivered on an 8-month cadence and will be included in our
base managed services costs.
o This eliminates major technical upgrades and related projects every 3 to 5 years.
o This positions SIGMA Operations and Support to deliver continual updates and improvements in an
agile manner.
¢ Introduces a container layer into the architecture that reduces the complexity to deploy updates.

An upgrade approximately 3 years after implementation was always planned in order to meet the overarching
objective of staying current with technology. Due to the shift in the software delivery model, this project will be the
first and last major upgrade for SIGMA.

B. PROJECT OBJECTIVES:
¢ Maintain the commitment for vendor-supported software through upgrading the CGI Advantage software,
3" party software, and the underlying technical components used to support SIGMA.

o Optimize SIGMA on the current 3.11.x platform version by implementing high-priority value-add
patches that are available for or portable to the 3.11 release

o Update SIGMA to the new 4.x platform version

o Execute a transition plan that leverages the agile practices stood up during the project to optimize
continuous improvements to the platform

o Evaluate the Production Work Request list for items that can be addressed through the upgrade project.
o Categorize those to be included in scope and identify those that can be address outside of the
project.
o The specific items to be included in scope will be confirmed/identified as part of the elaborated
planning process.

o Leverage Advantage’s tailoring capability within Advantage 4.x to address between 5-10 known pain points
within SIGMA. These pain points will be confirmed / identified as part of the elaborated planning process
o Evaluate and prioritize known pain points with SIGMA which will be targeted as candidates for



project scope

o Stand up best-fit agile practices and processes that optimize effort and minimize risk around
configuring the user experience

o Deliver multiple prototypes of the SIGMA platform via Sprints which minimize risk via incremental
stakeholder and end user reviews

o Improve user experience overall and for “self-service” functions (travel, time, and vendor) in
particular

o Streamline data entry by increasing the intuitive nature of the application, reducing the number of
clicks, and reducing unused data fields.

o Regression test 100% of SIGMA processes on the new 4x platform version

C. SCOPE OF WORK:
The State is taking the lead in this upgrade project and providing the majority of resources related to the functional
aspects of the upgrade. The Contractor is providing project management, change management, agile coaching,
scrum masters, familiarization training product SME support, and provisioning the new Advantage 4 environments
including data migration and all adopted components of the System.

The Contractor shall be responsible for performing the tasks, creating the deliverables, and meeting the
milestones as described in this Appendix. State responsibilities for performing tasks and providing assistance are
also described in association with each Task. The State will not unreasonably delay or withhold approvals within
the scope of its responsibilities as set forth in this Appendix. State approvals will be provided in accordance with
applicable approval and acceptance criteria and procedures specified in the Acceptance Criteria defined within this
Appendix. In addition, the State shall make all required escalation activities expeditiously. The Contractor will not
be responsible for delay or failure in performing tasks, creating deliverable, or meeting milestones to the extent
such delay or failure arises from acts or omissions of the State, its personnel, its other contractors, or other
conditions or events beyond Contractor’s reasonable control.

Task 1 - Project Management

The Contractor shall involve the State project management team to provide for Contractor compliance with the
SUITE touch-points and processes (see item F, below), except where otherwise mutually agreed in accordance
with Section 1.106 of the Agreement. Contractor’s duties and responsibilities will include:

A. Provide Project Management

The Contractor shall provide overall project management for the tasks in the Agreement, including the day-to-day
management of its staff and shall provide administrative support for its staff and activities. Throughout the project,
the Contractor must employ ongoing project management technigues so that a detailed Project Plan is developed,
executed, monitored, reported on, and maintained.

The State will provide oversight and Governance for the entire project as described below:

1. The Contractor Project Director will report to the State’s Project Director

2. All Contractor deliverables will be approved in accordance with the Deliverable Review process included in
the Project Management Plan. Deliverable review by the State will involve State Subject Matter Experts.

3. All issues and decisions that cannot be resolved or made by the State’s Project Director will be escalated
to the Governing Board or to the State Budget Office Deputy Director, who shall be the final authority. The
State’s Project Director will be responsible for making consultations within the State when needed.

4. State Project Director and Governing Board review and approval will be required to close milestones and to
begin work on the next milestone. See Task 1, item | for additional detail regarding milestones.

5. The State’s Governing Board will meet in accordance with the governance structure as documented in the
Project Management Plan.



6. The Contractor Project Manager and designated Contractor executives will attend Governing Board
Meetings and present status, provide analysis and recommendations related to needed decisions or issues
requiring resolution, and answer questions that may arise during the course of the meeting. Other
Contractor personnel may attend if needed to provide background, analysis, or a presentation on a topic
scheduled for a particular meeting. However, the State reserves the right to hold meetings or to discuss a
particular topic without Contractor personnel or representatives in attendance. In such situations, the
Contractor Project Manager will be notified.

7. No Contractor personnel will be members of the Governing Board.

8. No Contractor executives or representatives may meet with Governing Board members, the DTMB
Director, or other State officials concerning the project without the permission of the State Project Director.

B. Preparing Project Strategy, Plan, and Resource Schedule
Within the first six (6) weeks of beginning work, the Contractor shall create the detailed SIGMA 4x Upgrade Project
Plan and Resource Schedule (the Project Management Plan or PMP) consistent with agreed upon timeframes.
This document shall be prepared in cooperation with the State Project Director, key stakeholders, key project
participants, and possibly other consultants and shall show:
1. A consolidated view of the work to be performed during the project
2. The project strategy
3. Project activities, task assignments, due dates and resources for both the Contractor and State employees
4. How SUITE Artifacts and Touch-points map to and are addressed by project methodology and Project Plan
5. Expected hours to be provided in association with each task, activity, and phase
6. A project organization chart showing both Contractor and State positions and named personnel. This will
be accompanied by a narrative document that provides an overview of each role on the organization chart.
7. A minimum timeframe of 7 months available to the State to conduct User Acceptance Testing

The integration of Change Management, Risk Management, Issue Management, and SUITE Mapping
Deliverables into the overall project plan and approach should be addressed as a specific component of the
Project Plan.

C. Performing Issue Tracking, Analysis and Escalation

Delivered as part of the Project Management Plan (PMP), the Contractor will be responsible for documenting issue
management procedures and for logging, tracking, analyzing, reporting and working with the State Project team
leaders and Project Director in escalating and resolving issues. The process documented must be compliant with

Section 2.190 Dispute Resolution. The State Project Director’s or designee’s approval will be required for closing
issues.

Project delays of more than 30 days or those that impact critical project milestones as identified in the project
workplan shall be identified in the project status report. When a delay results from issues associated with the
Contractor's performance of project responsibilities, the Contractor shall submit a written report to the State Project
Director. This report shall include a detailed description of the delay, issues contributing to the delay, potential
impacts to the project, and a risk mitigation plan inclusive of a strategy for moving the project back on schedule.

D. Performing Risk Management

The Contractor and State will be mutually responsible for risk identification, risk analysis and evaluation,
formulation and implementation of risk mitigation strategies and contingency plans (as appropriate), and risk
monitoring. Delivered as part of the Project Management Plan (PMP), the Contractor will produce and present a
Risk Management Plan that identifies and explains risks and recommends risk mitigation strategies for those risks
deemed material by State and Contractor Project Management. Preparation of this document shall be done in
cooperation with the State Project Director. It shall be updated no less than quarterly with any new risks and to
reflect monitoring of previously identified risks. Upon request of the State Project Director, the frequency of
updates may be changed to monthly.

E. Scope Change Control Processing



Delivered as part of the Project Management Plan (PMP), the Contractor shall document the Scope Change
Control Process to be used on the Project and submit it to the State Project Director for review, possible revision,
and approval. During the project, the parties shall follow the approved scope change control process and obtain
required State approvals, for any change in scope or changes to approved designs. For any approved changes
the parties shall make all required updates to project plans, user stories, designs, and other documents related to
scope or design changes. The Scope Control Process documented and used must be compliant with Section
2.024.

F. SUITE Mapping

During the initial planning period on the SIGMA 4x Upgrade Project, the Contractor shall create a SUITE Review
and Mapping Document that maps SUITE required artifacts, touch-points, and required stage exits to planned
work products, deliverables, or milestones planned for the project and that verifies that related SUITE
requirements will be met by planned work, outputs, and use of the Contractor’s approach and methodology. This
document shall be reviewed by designated State resources and must be approved by the State Project Director.
The SUITE Mapping Document shall be updated, if required, for any deliverable that is defined after the initial
document is prepared and approved. The State acknowledges that deliverables, work products, and project
activities that are not specified by SUITE will be required on the project and that the Contractor's approach and
methodology may be used so long as required SUITE artifacts, touchpoints, and other requirements can be
addressed by planned activities, deliverables, and work products.

G. Leading and Attending Status and Ad Hoc Meetings

As a part of its project management duties, the Contractor must lead and attend informational and status meetings
to the extent that the participation does not impede or conflict with timely execution of project activities. Such
meetings may include meetings with the Deputy State Budget Director, DTMB Director, State CIO, Governing
Board, the State’s Project Director, other consultants, elected officials, external stakeholders, and members of the
ERP Project Team, as designated by the State. The meetings must follow a pre-set agenda but must also allow
the Contractor or the State the option of discussing other issues that concern either party. Note that the State
management has the option of setting and changing the frequency of the meetings.

H. Providing Plan Updates and Status Reports

The Contractor shall provide status reports to the State Project Director on a weekly basis. In addition, the
Contractor must routinely update the Project Plan (at least weekly) to reflect changes in the nature and timing of
project activities or assignments. Written and electronic status reports are due to the State Project Director at least
24 hours before each meeting. The Contractor’s proposed format and level of detail for the status report will be
subject to State approval.

Status reports must contain, at a minimum, descriptions of the following, for all work, both on-site and offsite:
. The issues encountered and their current disposition

. Whether deadlines were met

. The issues that need to be addressed before proceeding to the next task

. Any new risks facing the project and suggested mitigation strategies

. Any new and pending change requests that impact scope, schedule, or budget

. Anticipated tasks to be completed in the next week

. Tasks timely completed, tasks not timely completed, and tasks where delays are expected
. Updated Project Plan

. Status of open issues

10. Progress against established milestones

11. Burndown charts against current sprint and burndown chart against the entire backlog
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The Contractor shall provide monthly status reports for the Governing Board. The Contractor will work with the
State Project Director on the content of the Monthly Status Report prior to its submission. The primary focus of the
monthly status report will be progress against milestones as well as any issues or risks that may be facing the
project, and any issues or decisions being escalated to the Governing Board. The monthly status report and any



accompanying presentation must be reviewed and approved by the State Project Director prior to submission or
delivery to the Governing Board.

To the extent that subsidiary task plans are used, the full detail of the plans will be available to the State and will
be used as the basis for status reporting.

I. Attending and Supporting Governing Board Meetings

The Contractor’s Project Manager, or designee, will attend and participate in all project-related meetings as
requested. The Contractor may be required to prepare materials and make formal presentations for many of these
meetings.

J. Conducting a Kick-Off Meeting

The Contractor and State will conduct a kick-off meeting for the overall project, at a minimum. The State will have
the option to hold kickoff meetings for the start of each phase or each major project activity in each phase (e.g.
design, configuration and development, user acceptance testing, training, implementation and cutover staging).

K. Software Familiarization Sessions
The Contractor shall provide two occurrences of each Advantage 4 Familiarization Session as described below:

Familiarization Session Overview

Advantage Overview and Role Provide an overview of the Unified - single user

Based User experience across Advantage. Discuss new Role Based
Experience/[Homepages Approach and how the application can be tailored based

on a user's role and tasks. Discuss Homepages/Landing
Pages configurability

Improved Usability for Budget Discussion on the usability improvements included within
the Budgeting area in Advantage 4.

Improved Usability for Financial | Discussion on the usability improvements included within
the Financial/Procurement areas in Advantage 4.

A Look at Advantage 4 VSS Discuss improved functionality and usability with
Advantage VSS.
Extensibility in Advantage 4 What is Extensibility? Discuss different type of Extensions

and considerations when thinking about extensions.

A Look at Timesheets in Discuss the new redesigned timesheet in Advantage 4
Advantage 4
A Look at Travel in Advantage 4 | Overview and discussion of the Travel functionality within
Advantage 4

L. Providing Organizational Change Management and Communications Services

The Contractor will provide personnel that are skilled and experienced in providing organizational change
management services. Such personnel will be responsible for producing a Communications Plan, identifying areas
of change and cultural resistance, assessing and monitoring end user readiness, and preparing an Organizational
Change Management Plan. The Organizational Change Management personnel shall also assist the State in
preparing and sending

communications, and for assisting the team and State in executing the tasks and activities in the

Organizational Change Management Plan. The Organizational Change Management and Communication Plans
shall be updated at the beginning of each phase to focus on the

activities and issues associated with the phase.



M. Tracking and Meeting Milestones

The Contractor will prepare milestone report deliverables for submission and presentation to the State Project
Director and the State Governing Board. Successful achievement of milestone objectives must be documented
before permission will be granted by the Governing Board to begin work on the next milestone. However, there will
be some milestones that may be pursued in parallel.

Milestones will be used to plan, manage, and report status to the Governing Board, and will also be used as the
basis for key payments to the Contractor for services rendered on the SIGMA 4x Upgrade Project. These
milestones will be updated by State Project Director during project planning activities. Any such change will be
made in consultation and with agreement from the Contractor Project Manager.

N. Milestone Reports

At the end of each Task identified in this Appendix, the Contractor will produce a Milestone Report. The State
Project Director and Governing Board review and approval of the Milestone Report will be required to close
milestones and to begin work on the next milestone with the exception of those milestones that are pursued in
parallel in accordance with the approved project schedule.

Milestone reports will verify that specified:

1. Planning and organization activities are completed

2. Required Staff are in place to begin design activities

3. Monitoring and controlling processes including status reporting, issue tracking and escalation, risk management, and
scope management have been documented

Required communications to agencies and other stakeholders have taken place

Project plan and risk plan have been properly updated

Status reports have been issued in good form and on a timely basis

Action items are being tracked and are being addressed on a timely basis

Issues/Risks are being recorded, tracked, analyzed, and resolved on a timely basis

All deliverables associated with the Task have been completed and approved

10 All required assistance has been provided and documented as described in each Task

11. Governing Board approval has been received for required milestone criteria
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Task 1 Deliverables
1. Project Management Plan and Resource Schedule with the following components:
A. Project Strategy
Project Schedule
Resource Schedule
Scope Change Control Process
Risk Identification, Analysis, and Management Plan
Issue Process/Database
SUITE Review and Mapping
. Status Reporting Process
. Communications Plan
. Completed Software Familiarization Sessions
. Organizational Change Management Plan
. Milestone Report 1: Project Strategy and Plan
. Milestone Report 2: Technical Services
. Milestone Report 3: Sprint Activities
. Milestone Report 4: Data Migration
10. Milestone Report 5: Disaster Recovery Testing
11. Milestone Report 6: User Acceptance Testing
12. Milestone Report 7: Documentation
13. Milestone Report 8: Implementation and Agency Change Management Assistance
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14. Milestone Report 9: Post Implementation Support

Task 2 - Technical Services

The Contractor shall involve the State technical team to provide for Contractor compliance with the SUITE touch-
points and processes for architectural and security design and decisions, except where otherwise mutually agreed
in accordance with Section 1.106 of the Agreement. The Contractor's responsibilities for providing technical
services on the SIGMA 4x Upgrade Project include the following:

A. Installation Acceptance Testing Assistance

The Contractor shall assist the State in verifying: that all acquired software modules are present and
installed including all previously resolved software defects identified by the State in Advantage 3.11 and all
enhancements that were implemented by the State in Advantage 3.11; that the system operates in a stable
fashion both on-line and off-line, and; that the system can be accessed from the State’s network.

B. Configuration Management and Version Control

The Contractor shall be responsible for planning, organizing, and conducting all SIGMA 4x Upgrade Project
related configuration and release management and version control for application source code, object code,
software configuration and parameter, operating system, DBMS, hardware, and other technical environment
components. If the configuration management process differs from the on-going operational configuration
management process, the Contractor shall document configuration management procedures and will use tools
approved by the State.

C. Patch Management and Upgrades

The Contractor shall track, manage, install, and test all software patches, patch sets, feature sets, service packs,
code fixes, new releases, containers and upgrades for all software acquired, licensed directly and third party
components necessary for the Advantage 4 solution, or otherwise provided in association with the SIGMA 4x
Upgrade Project that are provided by CGI to the State pursuant to Attachment 9 (Proprietary Software License
Agreement). At the end of the SIGMA 4x Upgrade project, the Contractor will ensure that the State is on the
mutually agreed upon release of the Advantage software and the contractor supported release of other software
for the agreed upon ERP software including operating system, DBMS, other software required and provided.
Confirmation of deployment of the mutually agreed release will be part of the final acceptance of the upgrade.

D. Performance Testing and System Tuning

The Contractor shall plan and conduct performance testing and system tuning for the installed configuration. The
performance test must properly demonstrate the system meets the capacity requirements and SLAs for SIGMA.
These tasks shall be planned, coordinated with State ERP Architect, technical team, and BOND team who will
review and approve plans, test outcomes, and tuning outcomes.

The Contractor shall also produce detailed Performance Testing and System Tuning Procedures. The State
recognizes that performance testing and tuning activities may be necessary at several stages in the project. If
modifications or extensions are made to the application software to meet the State’s unique requirements, it is
expected that the Contractor shall review and make adjustments to provide acceptable performance that meets
the capacity requirements and SLAs.

The Contractor is expected to use an industry standard Performance Testing tool that will enable repeat testing
with minimal preparation effort. The Contractor will lead the following performance testing and tuning
responsibilities (the State will assist with these responsibilities).

. Develop Performance Testing and Tuning Plan

. Document procedures to capture and monitor user-response time metrics

. Conduct Performance Testing

. Perform system turning and performance resolution as required to meet performance requirements



. Manage track and report status of activities

E. Technical Environment Setup, Maintenance, and Hosting

The Contractor shall provide all technical environment management setup, software configuration management,
migration, maintenance, and synchronization needed during the course of the project in accordance with the
underlying Managed Services Agreement.

The Contractor will conduct Environment Readiness Testing on all components prior to releasing each
environment to the State. Environment Readiness Testing must be thorough enough to demonstrate that the
SIGMA 4x solution is stable and all components are operational through the following activities:

1 The software is installed on the servers and network access and communications have been
established.

2 Software configuration features, including the State’s configurations and extensions have been
demonstrated to function properly.

3 Software security features have been demonstrated to function properly.

4 Database backup and restoration facilities are demonstrated to function properly for test, training
and production environments.

5 Software backup and restoration facilities are demonstrated to function properly for test, training
and production environments.

6 The Contractor has furnished, at Contractor’s expense, cases, scenarios and data sufficient to

demonstrate that software units, modules, systems, integration capabilities, interface features and
functions are present and operate properly.

7 Online and Batch processing is demonstrated to:

7.0 accomplish the business functions represented by the Contractor,

7.1 software units, modules, systems, integration capabilities, interface features and functions operate
properly,

7.2 online user aids and help services operate properly,

7.3 processing logic or data errors are detected and accurately reported,

7.4 audit trail capabilities, with respect to online activities exist, are complete and accurately reported,

7.5 the existence of all modules has been documented as having success, failure or deficiencies noted
during testing.

The State Project Director may waive criteria 7 in whole or in part or require them after the start of installation
acceptance testing if initial test results indicate that a full verification in those areas is
required.

F. Preparation and Certification of a Production Ready Production Environment

The Contractor shall migrate configured, extended, enhanced, tested, and approved Advantage 4 software, data,
and any other application software specified in the Proprietary Software License Agreement including all site
specific code including that for reports, interfaces, enhancements to the Hosted/Managed Services MA2,
Production, Training, SH2, and Production QA environment as mutually agreed to be needed to meet the schedule
for performance testing, user acceptance testing, security testing or upgrade cutover. Prior to each
implementation, the Contractor shall test the environment and certify its readiness for production use.

The Contractor shall also create and certify a Production QA environment that is identical in specification and
capacity to the certified Production Environment. One difference between the Production

and ‘Quality Assurance’ Environment will be the 'Quality Assurance' Environment will not be available on the
Internet and the Production QA environment may share certain non-enterprise-wide third party licensing with other
non-production environments.

G. Security Architecture and Design
The Contractor will work cooperatively with State designated IT security professionals and managers to design an
‘end-to-end' security solution that meets the State's security needs and conforms to applicable State and Federal



Law and Policy. The design will be documented in an updated version of the existing Security Architecture and
Design document.

H. Perform Security Testing

The annual Security, Vulnerability, and Penetration Test must be executed on the new SIGMA 4x production
environment with all Critical and Serious vulnerabilities remediated prior to the production cutover. The Contractor
shall work with designated State IT and Security Managers and Professionals to review and update the existing
Security, Vulnerability and Penetration Test Plan. Any updates to the plan will be submitted to the State for review
and approval. The Contractor is responsible for providing any tools needed that are not already licensed to and
available to the State. The Contractor will review and obtain the approval of all such tools with State IT and
Security Managers prior to finalizing plans for use.

Task 2 Deliverables
1. Configuration Management Procedures, if determined necessary
2. Environment Readiness Test Plan
3. Updated Security Architecture and Design
4. Approved Security, Vulnerability and Penetration Plan
5. Completed and Approved Security, Vulnerability and Penetration Test
6. Performance Testing and Tuning Plan & Procedures
7. Completed and Approved Performance Testing and System Tuning
8. Production and Production QA Environment Specification
9. Non-Production (MA2, SH1, and SH2) Environment Specification
10. Completed Test Environment (MA2) including environment readiness test results
11. Completed Production Environment (PRD) including environment readiness test results
12. Completed User Acceptance Test Environment (MA1) including environment readiness test results
13. Completed Training Environment (SH1) including environment readiness test results
14. Completed Development Environment (SH2) including environment readiness test results

Task 3 — Agile Sprint Execution

The Agile Sprint Execution portion of the project will cover System Analysis, Design, Configuration, and
Regression testing portions that would occur in a traditional Waterfall project. Sprints will be used to regression
test 100% of the existing business processes to confirm that the software upgrade did not introduce new or
previously resolved defects. In addition, the Sprints will be used to address 5 — 10 major pain points through
application configuration and/or tailoring. Sprint Zero shall contain an Installation Test.

The Contractor will be responsible for supporting the State teams through providing Scrum Master and Agile
Coaching services.

The Contractor will perform analysis and design activities as follows:

1. Sprint Management and Oversight
The Contractor will provide Scrum Master and Agile Coaching services associated with Task 3 and Task 4.
The Scrum Masters will be responsible for the following:
1. Coaching the team on Scrum values and practices
2. Completing Sprint Planning and Program Increment Planning
3. Facilitating the Daily Stand-Up Meeting, Sprint Retrospectives, Program Increment Reviews, and other
Scrum Ceremonies
4. Confirming that the team is fully functional and productive and notifying the Product Owners of any
issues



5. Enabling close cooperation across all roles and functions
6. Notifying the Product Owners for any impediments that need to be removed
7. Reporting status of configuration, testing and defects/bugs on a weekly basis as part of sprint reporting

The results of these activities will be documented as part of the Program Increment Retrospective
Documentation.

B. Enhancement and Defect Assessment and Remediation
1. The Contractor shall be responsible for completing an impact assessment that details differences
between the code base in the existing 3.11 environment and the 4.x environment.
2. The Contractor shall be responsible for remediating differences that are not the result of enhancements
and improvements in 4.x.

C. Interface Assessment and Remediation

1. The Contractor shall be responsible for confirming that the following interfaces will not require changes
to Agency-owned systems as a result of upgrading the SIGMA system to Advantage 4. The Contractor
must provide an Interface Analysis and Confirmation Document describing the analysis performed and
the confirmation that the interfaces below do not require changes to the Agency-owned systems. If the
upgrade results in modifications to these interfaces, the Contractor will be responsible for addressing
any modifications within SIGMA. The Contractor shall be responsible for any updates necessary
associated with any changes to the 3rd party tools and Advantage Connect during the SIGMA upgrade
project.

1. Agency Inbound Interfaces

2. Outbound Extracts

3. Treasury web call & backup High Risk Debts from Treasury Collections for Offsets
4. HRMN integrations

5. PCard

6. Credit Card processing including SKU files and bank deposits

7. EDI Vendors

8. FMIS

9. Bank Files

10. IRS TIN Matching

The State will be responsible for providing subject matter knowledge of existing interfaces and
associated data. The State will be responsible for testing interface programs that extract data from
Agency applications using the existing formats and protocols from SIGMA 3.11.

3. Database Assessment and Remediation
1. The Contractor shall be responsible for completing an impact assessment that details differences between
the database in the existing 3.11 environment and the 4.x environment including InfoAdvantage.
2. The Contractor shall be responsible for remediating differences that are not the result of enhancements
and improvements in 4.x.

4. Sprint Activities
The Contractor shall be responsible for:

1. Installation Test Planning and Execution. Sprint Zero will consist of an installation test that will confirm
the correct version of the software and associated fixes, customizations, and data are present and
ready for the Agile Sprints to begin. The Contractor shall be responsible for development of the test
plan, assistance executing the test, and documenting the test results.

2. Supporting and providing guidance for Epics, Features, and User Stories to make certain they have:
a. Sufficient detail to configure, test, and accept the system



b. Traceability between Epics, Features, and User Stories and their corresponding design updates
and test cases
c. Adequate "definitions of done" documented to know when the work has been completed
3. Validating changes to the system design that occur while defining user stories are comprehended
during the agile sprints and updated in the corresponding design document. Updated design document
should be reviewed and approved as part of the Program Increment Review ceremony.
4. Validating test cases are fully defined and complete with "definition of done" and thoroughly
documented
Confirming appropriate test cases are developed to provide 100% coverage of testing all requirements
Configuration and Development
a. Document the Application Configuration Management Plan to provide specific tasks, activities and
dates so that configuration settings within SIGMA are tracked, tested, and changes are properly
reviewed and approved
b. Provide expertise to any configuration tasks assigned to the State to validate the configuration
change is optimized for Advantage 4
c. Execute configuration tasks assigned to the Contractor per the user story requirements
d. Validate configuration changes are updated in the appropriate documentation per the Application
Configuration Management Plan
7. Documenting the Program Increment Retrospective confirming the following items are updated:
a. Program Increment Plan
b. Extract from Project Management Tool including updated:
i. Requirements Traceability Matrix
ii. Requirements Specifications
iii. Functional Design Document
iv. Use Cases and User Stories
v. Unit Test Plan
vi. Test Case
vii. Epics, Features, User Stories
viii. Backlog Refinement
c. Demo/ Structured Walkthrough Meeting Record
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The results of these activities will be documented as part of the Program Increment Retrospective
Documentation.

8. The sprint documentation should include:
a. Story point burndown chart
b. Number of story points completed in the sprint
c. Number of story points planned in the sprint
i. Applicable % ratio
d. Number of bugs found intra sprint
e. Number of bugs carried over from the sprint
f. Stories planned for coming sprint
g. Sprint goals & outcomes for previous and next sprint
h. Sprint Demo documentation/recording and sign off email from primary stakeholder/product owner
i. Wait time and lead time average from previous sprint against current sprint results

5. Application Configuration Management
The Contractor shall produce an Application Configuration Management Plan that describes the process that
will be used to maintain and track configuration changes that are implemented in 3.11 production
environment after the configurations are loaded into the 4x production environment which will be used for
User Acceptance Testing. State configuration changes in Advantage 3.11 are planned to slow down at a
specific point in the project, but will likely not stop completely due to the need to address critical and serious



issues. The Application Configuration Management Plan must also describe the process that will be used to
maintain and track configuration changes that result from Agile Sprints in the 4x implementation
environments. The plan must include the process for approving configuration changes after this code freeze
is in place.

The Contractor will be responsible for maintaining this configuration management process throughout the
project.

Task 3 Deliverables

Software Enhancement and Defect Assessment and Remediation
Interface Analysis and Confirmation Documentation and Remediation
Database Assessment and Remediation

Sprint Zero - Installation Test Plan and Results

Program Increment 1 - Sprint 1 Documentation

Program Increment 1 - Sprint 2 Documentation

Program Increment 1 Documentation

Program Increment 2 Documentation

Program Increment 3 Documentation

10 Program Increment 4 Documentation

11. Program Increment 5 Documentation

12. Application Configuration Management Plan
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The State will be responsible for actively participating in the sprints, retrospectives and daily stand up meetings.

The State will be responsible for completing configuration tasks, developing user stories and epics, and execute
test scripts as assigned and based upon the State-approved resourcing within the Project and Sprint planning
activities.

Task 4 Data Migration
The Contractor shall be responsible for the following data migration tasks, activities, and deliverables:

A. Data Migration Plan

The Contractor shall produce a comprehensive Data Migration Plan including identification of State’s
responsibilities that will be subject to the approval of the State Project Director. This plan is required to be
completed before data is populated in the Production environment (before User Acceptance Testing activities
begin) and shall cover:

All aspects of creating the production database necessary to take the upgrade “live”

Loading sequence and dependencies

Contingency planning requirements for alternate conversion timeframes

Migrations needed for non-production environments including testing and training

Automated tools or routines to assist the state in validating and verifying converted and loaded data both to
the application and to InfoAdvantage

Migration of required data from SIGMA 3.11 production environment

Migration of required data from SIGMA 3.11 InfoAdvantage Datawarehouse

Migration of required data from SIGMA 3.11 Transparency Portal
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This plan shall describe:
1. All files or tables to be built in the new system
2. Expected data volumes



3. Description of migration process

4. Summary of data (type, period of time, summary or detail) to be converted

5. Different approaches and strategies for populating all non-production environments based on their unique
data needs

6. Roles and responsibilities and timing requirements for the conversion effort

7. Process for the State to validate and verify converted and loaded data both to the application and to
InfoAdvantage

Segments of this plan may be delivered serially to incorporate the results of analysis of assigned activities that
occur as the project progresses. Updates to the plan will be made, as required, based on the learning and
circumstances encountered during initial data migration attempts.

B. Data Migration Programs
Based on the Data Migration Plan, the Contractor shall be responsible for creating, designing and testing
automated migration scripts and/or programs to support the commencement of live operations. This deliverable is
required to be completed before data is populated in the Production environment (before User Acceptance Testing
activities begin) and shall include:

1. Data Migration Program Designs

2. Coding and unit and integration testing for the migration programs

3. Validation routines and corresponding reports or other output for the State’s use in confirming results

C. Migrating Data

The Contractor shall be responsible for running the migration scripts and/or programs and assisting the State with
the verification of the migrated data in the production environment. The Contractor is also responsible for
updating the Data Migration Plan and Programs as determined necessary as the result of testing the data
migration processes and programs. Based on the Data Migration Plan, test results and the data migration itself,
the production data must be certified as accurate by the State. Any issues identified in this certification must be
addressed and resolved by the Contractor.

Task 4 Deliverables

Data Migration Plan

Data Migration Program Designs

Unit Tested Data Migration Programs

Migrated Data in all non-production environments (SH1, SH2, MA2, MA1)
Migrated Data in Production Environment for User Acceptance Testing
Re-Migrated Data in Production Environment for Go-Live
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Task 5 Disaster Recovery Testing

All system components must be subjected to Disaster Recovery test performed by the Contractor including all
application software, interfaces, reports, forms, and any other components that will be used as part of the
production system. If the most recent Production Disaster Recovery test was successful, one annual production
test can be skipped to accomplish the SIGMA 4x Disaster Recovery test. All requirements outlined in Attachment
2 of the Agreement associated with Disaster Recovery testing are applicable to this Task.

Task 5 Deliverables
eDisaster Recovery Test Plan
eDisaster Recovery Test Results for the SIGMA 4x environment

The State will be responsible for participating in the disaster recovery exercise completing tasks and scripts as
assigned.



Task 6 Integration Testing and User Acceptance Testing Assistance

The State will be responsible for conducting acceptance testing of the entire application but the Contractor will be
responsible for conducting integration testing and shall provide the following assistance before and during user
acceptance testing:

A. User Acceptance Test Planning Assistance
Although the State will take primary responsibility for preparing the Acceptance Test Plan, the Contractor shall
provide assistance as mutually agreed:

Structuring test cycles

Designing and creating test scripts

Explaining user actions, transactions, and processing outcomes

Explaining batch processes and processing outcomes

Organizing the test tracking, outcome tracking, and exception follow-up procedures

Updating the RTM

Creating test scenarios that allow the State to test the Implementation Checklist cut-over processes and
procedures as part of the UAT. The cut-over to UAT will be used as a ‘rehearsal’ for the production cut-
over.
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The User Acceptance Test Plan shall be built around the State’s most important business scenarios but will
include comprehensive testing of the software and interfaces to confirm that it conforms to marketed or promised
functionality.

B. User Acceptance Test Environment
The Contractor will be responsible for the establishment of a User Acceptance Test Environment that is completely
ready for User Acceptance Testing including:

1. Allrequired hardware, system software, database management systems, and other production
environment components

2. Completely configured, extended, modified, tested, and performance tuned ERP solution including any

third party software application components (including all application programs, files, interfaces, reports,

forms, and other components)

A fully loaded application database(s) with migrated data and configuration

Security settings to allow all State acceptance test participants to execute test scripts

Pre-work required to allow testing of interfaces with State and external applications

The State intends to conduct production-volume (batch and online data included) performance testing in

the UAT Environment. The UAT environment needs to mirror the production environment

ogkw

C. User Acceptance Testing Assistance
The State will assume responsibility for conducting user acceptance testing of the entire application. The
Contractor shall provide assistance during such testing. This assistance shall include:

1. Providing organizational system set-up and other required support to allow for the Implementation
Checklist cut-over testing.

2. Any tasks that the Contractor would be responsible for performing during the Production
Implementation, the Contractor will be responsible for performing during the cut-over to UAT. This serves
to provide that user acceptance testing is based on an appropriate UAT environment and helps to validate
the production implementation process. The Contractor would be responsible for identifying, tracking, and
resolving problems or issues with the Implementation Checklist and any tools or components that were
used while performing checklist items. In addition, the Contractor would be responsible for tracking start
and end times for checklist items to provide that the implementation can be achieved within the cut-over
window.
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11.

12.
13.

14.

0.

Submitting off-line jobs.

Performing backups.

Restoring databases as required.

Analyzing and explaining outcomes.

Answering questions as they arise.

Providing functional SME support.

Assisting with ad hoc inquiries both to the ERP solution and to InfoAdvantage.

Setting up vendor self service functions available over the internet including those related to ACH or credit
card payment processing.

Setting up and directly conducting interface testing with external parties including banks, credit card
companies, and other external entities (under supervision by the State).

Setting up and assisting with internal interface testing with State Agencies.

Assisting with test data set-up, including simulating interface data, and conducting the production volume
performance test.

Successful completion of the User Acceptance Test in each phase shall be required before the software
can be approved for production use.

D. Integration Testing

1.

o m

7.

8.
9

Identify all components required for integration testing and provide they are included in the Integration Test
Plan

Confirm integration test plan with all major integrations and required test participants

Document Integration Test Plan and Schedule

Provide traceability between unit test cases and appropriate work items (Epics, Features, User Stories, and
Design Changes)

Execute all integration test cases and document defects/bugs

Determine remediation plan for defect/bugs and plan for configuration updates and re-execution of test
cases

Remediation of software defects/bugs and assist with the remediation planning of defects identified as
configuration defects

Report out status of testing and defects/bugs on a weekly basis as part of sprint reporting

Prepare remediation plan if test schedules begin to delay

Task 6 Deliverables

1.

2
3.
4.
5

User Acceptance Test Plan and Scripting Assistance
User Acceptance Test Assistance

Integration Test Plan & Schedule

Integration Test Cases

Integration Test Status Reporting

Task 7 Documentation

The Contractor must review the existing versions of the following system documentation and provide the State
with updated versions based on Advantage 4 at the time the system is presented for final acceptance. The
Contractor shall provide complete and accurate technical, system, operations, administrative, and user
documentation as specified below:

NogohkwhE

Security Administrators Guide

System Management Guide Documentation

Operations Documentation

Technical Documentation

Documentation of All Customization/Configuration Parameters

Documentation of Exit Points and Exposed Parameters for Site-Specific Programming
Workstation Installation Procedures and Automated Installation Tools



8. Workflow Administration Guide

Task 7 Deliverables

1. Updated System Documentation including:

A. Security Administrators Guide

System Management Guide Documentation
Operations Documentation
Technical Documentation
Documentation of All Customization/Configuration Parameters
Documentation of Exit Points and Exposed Parameters for Site-Specific Programming
Workstation Installation Procedures and Automated Installation Tools
Workflow Administration Guide
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Task 8 Implementation and Agency Change Management Assistance
Implementation and Agency Change Management for the SIGMA 4x Upgrade Project will be a shared
responsibility of the Contractor and the State. Contractor responsibilities shall include the following:

A. Implementation Cutover Plan

The Contractor shall produce a detailed Implementation Cutover Plan for each project phase that includes all project activities
needed for deployment of the ERP System into the production environment including specific cut-over tasks, planned dates
for tasks to be started and completed, task responsibilities and assignments, task dependencies, estimated work effort
required to complete each task, and the State sign-off required for each task completed.

The plan shall detail the approach for coordinating the following:

1. Data conversion activities;

2. Technical preparation and system changeover activities;

3. Development of a cutover activities checklist including activities that need to occur on the existing systems being
replaced and interfaced;

4. Staffing requirements, by role and responsibilities, for both Contractor and State staff for all deployment / cut-over
activities;

5. Deployment schedule; and

6. A contingency plan for identifying, communicating, resolving risks and maintaining then current production capability
if the deployment is delayed.

7. Implementation Cutover Checklist (described below)

Implementation Cutover Checklist

The Implementation Cutover Checklist for each phase lists, describes, and tracks each activity required to ascertain that
the updated SIGMA System and the State are ready for deployment and that related milestone criteria have been
achieved. This checklist must be reviewed with the State Project Director and team leaders/managers with increasing
frequency as the Go-Live date approaches to confirm in accordance with this Statement of Work:

User Acceptance and Performance Testing and Tuning have been successfully completed

Data has been migrated, cleaned and accepted by the user

Interfaces are functioning as required

Analytics and Reports are functioning as anticipated through the Agile backlog

Site preparation requirements have been met

A full production schedule has been updated as appropriate relative to the upgrades software tools and approved
Full setup, testing, and certification of batch and print jobs on job scheduler and report distribution software have
occurred

Effective knowledge transfer to applicable State Hosting/Managed Services personnel has occurred related to
technical and administrative support for hardware, network and other infrastructure, server software, technical
environments, security, and application of patches and software vendor updates

9. User and system supports are in place

NogkrwbdrE

©



10. Other outcomes or standards that may be identified and mutually agreed in writing upon during implementation
analysis and planning

The Contractor shall track progress against the plan and include this information in status and milestone reports submitted to
the State.

All Critical and Serious Severity defects that are discovered during the SIGMA 4x Upgrade Project will be resolved prior to
Go-Live unless approved in writing by the State Project Director or her designee. In addition to resolution of all critical and
serious defects, moderate defects will be evaluated in accordance with the criteria that is used operationally. If Moderate

severity defects exist in a manner that materially affect the State’s operations, they must be addressed prior to Go-Live or
have a plan for resolution that is acceptable to the State Project Director.

Subject to Article 2, Section 2.243, the State may assess Service Level Credits for the production operations of Advantage 4x
in accordance with the SLA standards beginning following the first forty-five days (45) after the Advantage 4X system goes
live and is in production use by the State. SLA standards for production 3.11 and applicable non production SLAs for the 3.11
environments and 4x MA2 and the 4x production environments prior to the 4x go live, are applicable through the upgrade
project. Mutual agreement between the State and Contractor on exemptions to the SLAs for the applicable 4x environments
will follow the same process as the 3.11 production based environments.

B. Provide Agency Implementation and Change Management Assistance

The Contractor shall organize, provide staff members, and take the lead on preparing all required documents for an
Organizational Change Management and Communications Teams that will be staffed by both Contractor and State personnel.
The Contractor will be responsible for the leading the following activities:

1. Providing CGI Advantage product knowledgeable subject matter and technical expertise working with the State to
understand use of mapping and configuration specifications or other project materials provided to support the
agencies.

2. Establishing and maintaining centralized OCM issue database and escalating issues (as required) for resolution

3. Coordinating the allocation of project resources to support various change management assistance efforts

C. Production Schedule

The Contractor shall migrate all job schedules for each environment from it corresponding 3.11 counterpart environment and

perform needed setup on job schedulers. The Contractor shall complete this set of tasks with sufficient lead time to allow jobs

and job streams to be tested in a portion of the Agile Sprints, Disaster Recovery testing and again in the User Acceptance

Test.

D. Meet all requirements for Implementation Readiness Milestone Go/No-Go Decision

The Contractor shall maintain a list of Milestone requirements (approved by the State Project Director) that must be met to
obtain written approval from the Governing Board prior to implementing the SIGMA 4x Upgrade Project. The Contractor shall
report progress and issues related to completing the listed requirements and include that information in status and milestone
reports. At the State’s discretion, the list of milestone requirements may be consolidated with the Implementation Checklist.

E. Production Turnover

Once the system has been approved, in writing, as ready for production, the Contractor must work with State to perform a
production turnover procedure. The environment used to perform User Acceptance Testing will become the Production
environment. The Contractor must work to remove the testing data from the environment and re-migrate Production data
during the cutover process. This procedure requires that the Contractor turn over all system components in a systematic
fashion into the production environment.

F. Vendor/Supplier/Customer and Local Entity Outreach Assistance

The Contractor will be responsible for the analysis, planning, and supporting activities associated with outreach to vendors,
grant applicants, customers, local entities and other external entities that may be affected by changes resulting from the
project.

The Contractor will be responsible for the following:
1. Producing a Vendor and Local Entity Outreach Plan that includes:
a. creating a Vendor/Supplier/Customer Management Plan for the State’s review and approval, by drafting
required communications and in carrying out other aspects of planned outreach and coordination



b. creating a Local Entity Management Plan for the State’s review and approval, by drafting required
communications and in carrying out other aspects of planned outreach and coordination
2. Drafting of Outreach materials

Task 8 Deliverables

Implementation Cutover Plan including Implementation Cutover Checklist
Agency Implementation and Change Management Plans

Completed and Approved Change Management Assistance

Production Job Schedule

Approved Batch jobs on Job Scheduler

Completed Production Turnover

Vendor/Supplier/Customer/Local Outreach Plan

Vendor, Supplier, Customer and Local Entity, Outreach Assistance
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The State will be responsible for vendor, supplier, customer and local entity outreach with support from contractor.

Task 9 Post Implementation Support

The Contractor shall provide production support throughout the Project and post implementation support for a
period of 2 months after the implementation. This production support must consist of technical, functional, and
operational support and must be provided by skilled Contractor personnel who have become familiar with the

State’s application and configuration, and site specific code over the course of the implementation effort.

Contractor post implementation support shall include:

A. Functional Support

The State will take the lead on providing functional support to the user community. The Contractor shall provide
‘as needed’ support to State personnel in those instances where designer/developer level knowledge is required
and as follows:

1. Answer questions concerning how functional needs can be met using the software or related to
interpretation of processing outcomes

2. Provide functional ‘workarounds’ where required while defects are being addressed

3. Assist in the resolution of functional issues faced by SIGMA users (not requiring ‘break fix’ services)

B. Technical Support
The Contractor shall also take responsibility for management of the production technical environment and non-
production environments and will be responsible for all aspects outlined within the larger scope of this contract.

In addition, the Contractor must decommission all Advantage 3.11 environments including CGl's PLT and PLP
environments no later than 4 months after production implementation subject to the State’s approval of the CGI
Decommission Plan.

The Decommission Plan should include:
1. Identification and schedule of servers for decommissioning
2. ldentification of all software licenses for servers and cancellation of associated maintenance and
software contracts for servers

3. Plan to:
a. disconnect server from network
b. remove subnets, firewalls and other associated software from servers
c. remove server from rack to erase for asset recovery or destruction (if physical asset)
d. erase server disks and save documentation
e. process with data wiping tools and physical destruction



f. process with software-based data erasure
g. create file of all documented processes
4. ldentification of any tasks required at the Disaster Recovery site or provide confirmation that no activity is
required.

All associated storage containing Michigan data must be wiped clean as part of the decommissioning process.
Written confirmation of successful execution of the Decommission Plan for each decommissioned environment
must be provided.

Task 9 Deliverables
1. Post Implementation Support
2. Decommission Plan for 3.11 environments
3. Written Confirmation of each Decommissioned Environment including SOM environments and PLT and
PLP

Task 10 Supplemental Services

Supplemental Support Services as described as a Flex Team in Change Notice 7 of this Agreement will be
leveraged throughout the SIGMA 4x Upgrade Project. All requirements and conditions identified for the use of
Supplemental Support Services identified in Change Notice 7 are applicable here. The Contractor will invoice a
monthly fixed fee of $ 113,880.00. The proposed monthly fixed fee is based on the labor categories proposed and
the associated rates in the approved rate schedule, Price Table 4: Rates for Additional Services and Larger
Projects, specified in Attachment 3 of the Contract. The fees are based on 1880 hours per year, normalized to 156
hours per month. In the event the approved staffing plan results in a different mix of resources, the monthly
amount will be adjusted accordingly.

The parties acknowledge and agree that incremental compensation paid pursuant to this Contract Change Notice
shall not be included in (i) the calculating limitations on Contractor’s liability pursuant to Section 2.221 of the
Agreement or (ii) in calculating the amount of service level credits for which Contractor is liable pursuant to Section
2.243 of the Agreement.

The Contractor will provide a monthly status report identifying activities performed by Flex Team resources,
including items completed and items planned for the upcoming month. Monthly status reports will be provided
within 10 business days following the end of the month. The monthly status reports will confirm that the services
performed by the Flex Team during the applicable period do not include services otherwise required to be
performed by CGI as part of the fixed price scope of the Agreement.

D. DELIVERABLES:

The deliverables identified in Section C of this Appendix will not be considered complete until the Project
Director has formally accepted them. The acceptance criteria for the SIGMA 4x Upgrade Project is defined
below:

ACCEPTANCE CRITERIA:

Deliverable Acceptance Criteria and Procedures

This exhibit describes acceptance criteria for all Contractor Deliverables. The State shall not unreasonably
delay or withhold acceptance of a deliverable, including for any issue that does not materially prevent the
applicable deliverable from satisfying applicable acceptance criteria established in this exhibit. If after a



reasonable number of attempts, Contractor is unable to accomplish acceptance, the State may seek
remedies available to it under Article 2 of the Agreement.

1. Written Deliverable Acceptance Criteria
Written deliverables must be reviewed and approved by the State in accordance with Section 2.254. In
addition, each written deliverable will be accepted based on its compliance with a Written Deliverable
Definition Document that shall be prepared for each written deliverable during project planning for each
phase or at agreed upon dates that are included in the project plan. The Written Deliverable Definition
Document must contain the following sections, headings, and information and must be approved by the
State Project Director two (2) weeks prior to any work commencing on the deliverable.

Section 1: Summary

Deliverable Name/Number:
Deliverable Submission Date:
Interim Draft Due Date (if applicable)
Targeted Review and Approval Times:
- Initial Deliverable Review Period
- Initial Deliverable Review Due Date
- Due Date for Corrections and Revisions
- Due Date for Second Review
Format: (e.g. Microsoft Word, PowerPoint, Excel, Visio, ERD, Other)
Open Issues: (Yes or No, if Yes refer to Section 4)
Estimated Number of Pages:

Section 2: Deliverable Description

Overview of Deliverable Purpose
Document Structure and Required Content

Section 3: Deliverable Approach

Overview of How the Deliverable will be Created
Interim Draft Content (if applicable)
Who is Involved in Creating the Deliverable

- Contractor

- State

Section 4: Issues

Known Issues Related to the Deliverable (if any)

Approach to be used in Resolving Known Issues

Responsibilities Related to Resolving Issues

Due Date for Resolving Issues and for Resubmission of Deliverable Definition

Section 5: Specific Acceptance Criteria

Any acceptance criteria or standards beyond those specified in the other sections of the
document (if any)

Section 6: Review and Approval

State Reviewers (the names of State personnel assigned to review the deliverable)
State Preliminary Draft Reviewers (if applicable)
State Approvers (the names of State personnel who may approve the deliverable)

2. Service or Assistance Deliverable Acceptance Criteria



Acceptance of All Service or Assistance based Deliverables (e.g. User Acceptance Test Assistance or
Completed and Approved Agency Implementation and Change Management Assistance) shall be based
on a review and approval of the service or assistance provided by the Contractor against the standards
documented in a Service or Assistance Deliverable Definition Document that shall prepared for each
Service or Assistance deliverable during project planning for each phase or at agreed upon dates that
are included in the project plan. The Service or Assistance Deliverable Definition Document must
contain the following sections, headings, and information and must be approved by the State Project
Director two (2) weeks prior to any work commencing on the deliverable.

Section 1: Summary

Deliverable Name/Number

Service or Assistance Start Date

Expected Completion Date

Expected Contractor Staff and Hours Required

Section 2: Deliverable Description

e Overview of Service or Assistance to Be Provided
Components of Service or Assistance to Be Provided
Documents or Work Products to be Produced in Association with the Service or Assistance
Programming Needed to Provide Service or Assistance
Technical Environments or Technical Environment Work Needed for Service or Assistance
Tools, Templates, or other Items required to Provide Service or Assistance

Section 3: Deliverable Approach
e Service or Assistance Approach
¢ Coordination Required
e Who is Involved in Providing or Using the Service or Assistance
- Contractor
- State

Section 4: Issues

Known Issues Related to the Service or Assistance (if any)

Approach to Be Used in Resolving Known Issues

Responsibilities Related to Resolving Issues

Due Date for Resolving Issues and for Resubmission of Deliverable Definition

Section 5: Specific Acceptance Criteria
e Any acceptance criteria or standards beyond those specified in the other sections of the
document (if any)

Section 6: Review and Approval
e State Reviewers (the names of State personnel assigned to review the service or assistance
provided)
e State Approvers (the names of State personnel who may approve the service or assistance
deliverable)

3. Data Migration Deliverables
Data Migration deliverables that involve data conversion outcomes (e.g Converted Data in Production
Environment) shall be subject to review and approval of the State as a condition of acceptance. The
review and approval will be based on compliance with the standards established in a Data Migration
Deliverable Definition Document that shall be prepared for each applicable deliverable during project



planning phase or at agreed upon dates that are included in the project plan. The Data Migration
Deliverable Definition Document must contain the following sections, headings, and information and
must be approved by the State Project Director prior to any work commencing on the deliverable. The
Data Migration Deliverable Definition may refer to sections of an approved Data Migration Plan where
applicable to avoid unnecessary duplication of information.

Section 1: Summary

Deliverable Name/Number:

Deliverable Related Start Date:

Deliverable Due Date:

Targeted Review and Approval Times
Expected Contractor Staff and Hours Required

Section 2: Deliverable Description

Overview of Data Migration to be Performed

Components of Service or Assistance to be Provided

Documents or Work Products to be Produced in Association with the Deliverable
Programming Needed to Provide Service or Assistance

Automated Routines to Validate Migrated Data Produced by Contractor

Data Integrity

Record Count

Item Balance Checks

Overall Financial Balance Checks

Open Items Comparison

ERP Code and Other Validations

Other Automated Checks

Technical Environments or Technical Environment Work Needed

Crosswalks and Conversion Tables Needed

State Input Needed

Data Needed that must be Manually Loaded or Converted

Known Data Cleanup Required

Source and Target Data Structures (This may be provided via reference to another document)
Migration Time Window Standards

Other

Section 3: Deliverable Approach

Analysis to be Performed
How Tables and Crosswalks will be Created
Review and Correction Process
Coordination Required
Plan for Successful Deliverable
Who is Involved

- Contractor

- State

Section 4: Issues

Known Issues Related to Data Migration (if any)

Approach to Be Used in Resolving Known Issues

Responsibilities Related to Resolving Issues

Due Date for Resolving Issues and for Resubmission of Deliverable Definition



Section 5: Specific Acceptance Criteria

e Any acceptance criteria or standards beyond those specified in the other sections of the

document (if any)

e The Go-Live Data Re-Migration effort will be eligible for acceptance and approval after ninety
(90) days of stable use has completed with no remaining defects or performance problems that
have a significant impact on use, productivity, or accuracy. At least 30 consecutive calendar days
have occurred without any new or previously discovered significant defect or production issue.

Section 6: Review and Approval

e State Reviewers (the names of State personnel assigned to review the converted data

deliverable)

e State Approvers (the names of State personnel who may approve the converted data deliverable

deliverable)

E. PROJECT SCHEDULE:

As of Mid-May 2020, the SIGMA upgrade project will be put on hold due to budgetary uncertainties caused by response to
the COVID-19 Pandemic. The team at that time completed a detailed planning effort that staged the project to resume at a

future date. The project team completed the following activities/deliverables prior to halting project efforts:
1. Qualified and prioritized backlog of all update requirements known at the time
Identification of business roles to apply to the Advantage 4.x user experience

2.
3.

Test Strategy for the upgrade project

When the upgrade effort resumes, the estimate for the project is below:

Phase/Activity Phase/Activity Duration
Restart Plan 3 months
e Develop Staffing Plan
e Reconciliation of changes to the previous software
version to the new version
e Reconciliation of Feature Sets of the current,
baseline version to the target version for the
upgrade
e Review/Re-confirmation of the Backlog
e Stakeholder Review of the Backlog
Environment Delivery 6 months
(3 months overlap with re-start plan)
Installation Testing 2 months
(2 months overlap with the environment delivery)
Agile Sprint Execution 17 months
Integration/User Acceptance Test 7 months
Cutover 1 month
Post Implementation Support 2 months
Total Duration 33 months




F. PROJECT STAFFING AND KEY PERSONNEL:
The following roles have been designated as Key Personnel Roles and are subject to the provisions of Article 2-
Sections 2.062 and 2.243 and Attachment 4 covering Key Personnel and Service Level Credits. The Key
Personnel identified in the table below are unique to the SIGMA 4x Upgrade Project. These positions will not be
considered Key Personnel after the completion of the SIGMA 4x Upgrade Project. Upon restart, a staffing plan to
address these roles will be prepared by CGI in consultation with the State and is subject to the approval of the
State.

Labor Category Name Functional Area Location
Project Manager TBD Project Management Onsite
Agile Coach TBD Agile Sprint Management Partially Onsite
Advantage Configuration SME TBD Configuration Onsite
Security & Workflow SME TBD Security and Workflow Onsite
Data Analytics TBD Analytics Offsite
Advantage Integration SME TBD Integration Onsite

Implementation SMEs

Budget TBD Budget Development Onsite
FIN - Inv/Assets - Debt/Treasury | TBD Record to Report Onsite
Cost Acctg/Grants TBD Projects and Grants Onsite
PROC/VSS TBD Procure to Pay Onsite
TELL TBD TELL Onsite

COE Staff Augmentation

TBD

Financial Staff Augmentation Onsite
Financial TBD Staff Augmentation Onsite
Various 8D Staff Augmentation Onsite
Procurement TBD Staff Augmentation Onsite
TELL TBD Staff Augmentation Onsite

The following roles are critical to the success of the project and will be required to participate as specified
in the state approved SIGMA Upgrade Staffing Plan.

Product SMEs

FIN - Inv/Assets - Debt/Treasury | TBD Product Manager Onsite for Familiarization
- Cost Acctg/Grants Sessions, Sprint 1 and as
necessary within approved
staffing plan
Procurement/VSS TBD Product Manager Onsite for Familiarization
Sessions, Sprint 1 and as
necessary within approved
staffing plan

TELL TBD Product Manager Onsite for Familiarization
Sessions, Sprint 1 and as
necessary within approved
staffing plan

Budget* TBD Product Manager Onsite for Familiarization
Sessions, Sprint 1 and as
necessary within approved
staffing plan
InfoAdvantage TBD Product Manager Onsite for Familiarization
Sessions, Sprint 1 and as




necessary within approved
staffing plan

Technical* TBD Product Manager Onsite for Familiarization
Sessions, Sprint 1 and as
necessary within approved
staffing plan

* Staffing level expectation with regard to amount of time is shared between Budget and Technical.

G. COMPENSATION AND PAYMENT:

Payment will be made on satisfactory acceptance of deliverables and milestones basis. DTMB will pay
CONTRACTOR upon receipt of properly completed invoice(s) which shall be submitted to the billing address on the
State issued purchase order not more often than monthly. DTMB Accounts Payable area will coordinate obtaining
Agency and DTMB Project Manager approvals. All invoices should reflect actual work completed by payment date,
and must be approved by the Agency and DTMB Project Manager prior to payment. The invoices shall describe and
document to the State’s satisfaction a description of the work performed, the progress of the project, and fees. When
expenses are invoiced, receipts will need to be provided along with a detailed breakdown of each type of expense.

Payment shall be considered timely if made by DTMB within forty-five (45) days after receipt of properly completed
invoices. See SIGMA 4x Upgrade Payment Schedule Table.

EXPENSES:

The State will NOT pay for any travel expenses, including hotel, mileage, meals, parking, etc.

SIGMA 4x Upgrade Payment Table

Task Name / Milestone /

ID Deliverable Payment / Milestone Task Category Payment Amount
P401 Project Management Plan and Task 1  Project Management M1PMT-1
Resource Schedule $57,330
P402 Status Reporting Process Task 1 Project Management M1PMT-1
P403 Communications Plan Task 1 Project Management M1PMT-2
P404 Organizational Change Management Task 1  Project Management M1PMT-2 $57,330
Plan
P405 Completed Software Familiarization Task 1 Project Management M1PMT-3
Sessions $120,000
PM401 | Milestone Report 1: Project Strategy  Task 1 Project Management M1PMT-4
and Plan $30,000
T401 Configuration Management Task 2  Technical Services M2PMT-1
Procedures, if determined necessary $188,000
T402 Environment Readiness Test Plan Task 2  Technical Services M2PMT-1




T403

T404

T405

T406

T407

T408

T409

T410A

T4108B

T410C

T410D

T410E

PM402

T411

T412

T413

P1401

PI402A1

PI402A2

P1402A3
P1402B
P1402C
P1402D
P1402E

Updated Security Architecture and Task 2 Technical Services M2PMT-2
Design
Approved Security, Vulnerability and  Task 2  Technical Services M2PMT-2
Penetration Plan 5501,400
Completed and Approved Security, Task 2 Technical Services M2PMT-2
Vulnerability and Penetration Test
Performance Testing and Tuning Task 2 Technical Services M2PMT-3
Plan & Procedures
Completed and Approved Task 2  Technical Services M2PMT-3 $501,400
Performance Testing and System
Tuning
Production and Production QA Task 2  Technical Services M2PMT-4
Environment Specification
Non-Production (MA2, SH1, and Task 2 Technical Services M2PMT-4
SH2) Environment Specification $501,400
Completed System Test Environment Task 2  Technical Services M2PMT-4
(MA2) including environment
readiness test results
Completed Production Environment Task 2 Technical Services M2PMT-5
(PRD) including environment
readiness test results $313,400
Completed User Acceptance Test Task 2 Technical Services M2PMT-6
Environment (MA1) including
environment readiness test results $313,400
Completed Training Environment Task 2  Technical Services M2PMT-7
(SH1) including environment
readiness test results $313,400
Completed Development Task 2 Technical Services M2PMT-8
Environment (SH2) including
environment readiness test results $313,400
Milestone Report 2: Technical Task 1 Project Management M1PMT-5
Services $270,000
Software Enhancement and Defect Task 3 Sprint Activities M3PMT-1
Assessment and Remediation
Interface Analysis and Confirmation Task 3  Sprint Activities M3PMT-1

. I $877,670
Documentation and Remediation
Database Assessment and Task 3 Sprint Activities M3PMT-1
Remediation
Sprint Zero - Installation Test Plan Task 3  Sprint Activities M3PMT-2

$200,000

and Results
Program Increment 1 - Sprint 1 Task 3 Sprint Activities M3PMT-3

. $118,750
Documentation
Program Increment 1 - Sprint 2 Task 3  Sprint Activities M3PMT-4

. $118,750
Documentation
Program Increment 1 Documentation Task 3  Sprint Activities M3PMT-5 $237,500
Program Increment 2 Documentation Task 3  Sprint Activities M3PMT-6 $475,000
Program Increment 3 Documentation Task 3  Sprint Activities M3PMT-7 $475,000
Program Increment 4 Documentation Task 3  Sprint Activities M3PMT-8 $475,000
Program Increment 5 Documentation Task 3  Sprint Activities M3PMT-9 $450,000




CM401

PM403
T414
T415
T416
T417

T418

T419

PM404
T420

T421

PM405

u4o1

U402

U403

U404

U405

PM406

DC401
PM407
IM401

IM402

IM403

IM404

Application Configuration Task 3  Sprint Activities M3PMT-10
Management Plan $75,000
Milestone Report 3: Sprint Activities Task 1 Project Management M1PMT-6 $472,500
Data Migration Plan Task 4 Data Migration MAPMT-1
Data Migration Program Designs Task 4 Data Migration MAPMT-1 $188,000
Unit Tested Data Migration Programs Task 4  Data Migration M4PMT-1
Migrated Data in all non-production Task 4 Data Migration M4PMT-2
environments (SH1, SH2, MA2, MA1) $313,400
Migrated Data in Production Task 4 Data Migration M4PMT-3
Environment for User Acceptance
Testing 3313,400
Re-Migrated Data in Production Task 4 Data Migration M4PMT-4
Environment for Go-Live $814,800
Milestone Report 4: Data Migration Task 1  Project Management M1PMT-7 $150,000
Disaster Recovery Test Plan Task 5 Disaster Recovery M5PMT-1
Testing
Disaster Recovery Test Results for Task 5 Disaster Recovery M5PMT-1
the SIGMA 4x environment Testing $814,800
Milestone Report 5: Disaster Task 1  Project Management M1PMT-8
Recovery Testing $75,000
User Acceptance Test Plan and Task 6 User Acceptance M6PMT-1
e . . . $300,000
Scripting Assistance Testing Assistance
User Acceptance Test Assistance Task 6 User Acceptance M6PMT-2
Testing Assistance $1,000,000
Integration Test Plan & Schedule Task 6 User Acceptance M6PMT-3
Testing Assistance
Integration Test Cases Task 6 User Acceptance M6PMT-3
. . $400,000
Testing Assistance
Integration Test Status Reporting Task 6 User Acceptance M6PMT-3
Testing Assistance
Milestone Report 6: User Acceptance Task 1  Project Management M1PMT-9
Testing $230,000.00
Updated System Documentation Task 7 Documentation M7PMT-1 $150,000
Milestone Report 7: Documentation Task 1  Project Management M1PMT-10 $22,500
Implementation Cutover Plan including Task 8 Implementation and M8PMT-1
Implementation Cutover Checklist Agency Change
Management
Assistance $100,000
Agency Implementation and Change Task 8 Implementation and M8PMT-1 ’
Management Plans Agency Change
Management
Assistance
Completed and Approved Change Task 8 Implementation and M8PMT-2
Management Assistance Agency Change
Management
Assistance $100,000
Production Job Schedule Task 8 Implementation and M8PMT-3
$800,000

Agency Change




IM405

IM406

IM407

IM408

PM408

PS401

PS402

PS403

PM409

H. ADDITIONAL CONTRACT CHANGES ASSOCIATED WITH THE 4X UPGRADE PROJECT:

Management

Assistance
Approved Batch jobs on Job Scheduler Task 8 Implementation and M8PMT-3
Agency Change
Management
Assistance
Completed Production Turnover Task 8 Implementation and M8PMT-3
Agency Change
Management
Assistance
Vendor/Supplier/Customer/Local Task 8 Implementation and MB8PMT-4
Outreach Plan Agency Change
Management
Assistance $100,000
Local Entity and Vendor Outreach Task 8 Implementation and M8PMT-4 ’
Assistance Agency Change
Management
Assistance
Milestone Report 8: Implementation Task 1 Project Management M1PMT-11
and Agency Change Management
Assistance $165,000
Post Implementation Support Task 9 Post Implementation MOPMT-1
Support $400,000
Decommission Plan for 3.11 Task 9 Post Implementation MOPMT-2
environments Support
Written Confirmation of each Task 9 Post Implementation MOPMT-2 $400,000
Decommissioned Environment Support ’
including SOM environments and
PLT and PLP
Milestone Report 9: Post Task 1 Project Management M1PMT-12
Implementation Support $120,000
Supplemental Services N/A $113,880 per month;
tied to status report
deliverables $3,074,760
Hosting MA2 Environment*** N/A Fiscal Year based FY 22 $631,200
pricing; invoiced FY 23 $1,363,200
guarterly FY 24 $1,104,300
Additional 3rd Party Software licenses N/A $570,000
Total $21,155,990

*** The pricing for the MA2 Environment is dependent on the start date for the SIGMA 4X upgrade.
This table reflects the upgrade occurring in FY22 — FY24. The actual price will be determined based
on the actual start date of the SIGMA upgrade project and will be based on the rates published in
Price Table 5: Additional Environments Monthly Fee Rate Card. The fees for the MA2 environment
will not commence until the delivery of the environment is complete including all components
necessary for SIGMA upgrade activities.




The following changes to the Contract will be effective when the SIGMA 4x Upgrade Project option is
exercised.

1. Changes to Attachment 1 (Glossary)

Pursuant to this CCN, Attachment 1 is hereby modified through the addition of the terminology below.

Feature Set “Feature Set” means a compilation of enhancements, compatibility or
regulatory updates and corrections to the CGl Advantage®
Applications. Feature Sets are focused around the introduction of new
features or technology for the CGI Advantage ERP application and
mobile apps, but they may also include software fixes/patches to
resolve previously identified issues. It is anticipated they will be
released approximately every eight months. Feature Sets may or may
not span the product line and may or may not include technical
architectural changes.

Non-Production “Non-Production” means a system environment that is used for
Environment steady state activities other than supporting live business activities,
such as development, test, or staging.

Patch Set “Patch Set” means a compilation of Patches. Patch Sets are a software
update release intended to resolve previously identified issues. They
are designed to provide fixes for lower severity issues that do not
require an immediate patch. Patch Set updates occur on an alternating
cadence between Feature Sets, and are released approximately 4
months after a preceding Feature Set update.

Production “Production Environment” means the primary environment used by the
Environment State to support live business activities.

2. Changes to Attachment 2 (Statement of Work)

Pursuant to this CCN, the following provisions of Attachment 2 Statement of work are hereby modified
as specified below effective upon acceptance of the Advantage 4.x upgrade project by the State:

e Section 8.0 System Installation

e Section 9.0 Database Support

e Section 20.0 Continuous Updates

e Section 21.0 Discretionary Services

e Section 44.0 Subscription Product Environments
e Exhibit A Service Level Agreement

e Exhibit D Hosting and Security Environment

e Exhibit E Technical Architecture Description.



8.0 System Installation

20.0

Section 8.0 is modified by the addition of the following bullet F.

F. After the scheduled SIGMA 4x Upgrade Project has been completed, the

Contractor shall perform all work required to analyze, test within CGI
environments (including regression testing), and deploy software and data (as
coordinated with and approved by the State) within a Feature Set or Patch Set.
This shall include the application of any patches to application software,
DBMS, operating system, third-party products, tools, or other components
required to implement the feature set or patch set without negative impact to
capacity, performance, and availability or as required for the ERP technical
and operations environment, or as agreed to by the parties.

CGlis responsible for changed software components and all applicable
licensing without charge unless the software components deliver new
functionality the State has explicitly requested be enabled.

(i) Feature Sets are expected to be delivered on an 8 month schedule and
Patch Sets are expected to be delivered 4 months after each Feature Set.

(i) CGlwill use commercially reasonable efforts to complete Feature Set and
Patch Set testing within CGI environments (including regression testing)
within 1 month of the patch release date. The software is expected to be ready
to implement into a State test environment at that time.

(ili) The Feature Set and Patch Set model does not alter resolution time
requirements for critical and serious severity defects. Service Level
Agreements have been updated to reflect resolution requirements for
moderate severity defects.

(iv) Payments associated with Feature Sets will be invoiced quarterly as part

of the Hosting and Managed Services invoices and are subject to compliance
with contract provisions.

Continuous Updates

Section 20.0 is replaced in its entirety with this section and is re-titled from Major
and Minor Technical Upgrades and Updates to Continuous Updates.

This section defines the continuous software update activities that will be
performed by the Contractor under the terms of this Agreement.

4

A Patch is a correction to the Advantage ERP Software application specific to
one (or a very small set of tightly related) Issue(s), independent of Issue Severity.

A Hot Fix is the application of a Patch intended to update the existing customer
software in a quick turnaround to support Critical (Severity 1) Issues and Serious
(Severity 2) Issues as defined in Exhibit B. Delivery of Hot Fixes is typically
undertaken on an as-needed basis given the criticality of the required Issue
correction in order to meeting Contractor responsibilities under the SLA.

“Patch Set” means a compilation of Patches. Patch Sets are a software update
release intended to resolve previously identified issues. They are designed to



provide fixes for lower severity issues that do not require an immediate patch.
Patch Set updates occur on an alternating cadence between Feature Sets, and
are released approximately 4 months after a preceding Feature Set update.

“Feature Set” means a compilation of enhancements, compatibility or regulatory
updates and corrections to the CGl Advantage® Applications. Feature Sets are
focused around the introduction of new features or technology for the CGI
Advantage ERP application and mobile apps, but they may also include software
fixes/patches to resolve previously identified issues. It is anticipated they will be
released approximately every eight months. Feature Sets may or may not span
the product line and may or may not include technical architectural changes.

Implementation of Patch Sets:

1. During regular meetings, the State and the Contractor will agree to the timing
and schedule of Patch Set implementation. This schedule will be
documented in the annual processing calendar and updated as applicable.

2. CGIl will use commercially reasonable efforts to complete Feature Set and
Patch Set testing within CGI environments (including regression testing)
within 1 month of the patch release date.

3. CGIl will perform the update to the MA1 environment.

4. CGI will update Written Deliverables, including the Operational Framework
with any updated Processing Schedule elements, as necessary during, or at
the conclusion of, the Update.

5. CGIl will update the remaining non-production and production environments
per the Annual Processing Calendar.

Implementation of Feature Sets:

1. The timing and scheduling of the implementation of a Feature Set in the
State’s QA and Production environments will be based upon the State’s
direction and as mutually agreed upon,

2. CGIl will perform the update to the MA1 environment.

3. CGI will update Written Deliverables, including the Operational
Framework with any updated Processing Schedule elements, as
necessary during, or at the conclusion of, the Update.

4. CGlI will update the existing Disaster Recovery guide, if needed. During
Updates, the existing Disaster Recovery environment remains viable for
the existing production environment until the Update Go-Live Date at
which point it becomes viable for the newly updated production
environment.

5. Update the remaining non-production and production environments per
the Annual Processing Calendar but the Feature Set must be prepared
for implementation (including CGl testing with State configurations and
regression testing). Deferral of a Feature Set or activation of select
items within a Feature Set is at the State's option provided it does not
prevent remaining current on the System and thereby undermine the
Contractor’s ability to support the State.

The Contractor On-site Operations Manager, Delivery Manager and On-
Site Application Lead will provide project management services
associated with the Feature Set implementation.

6. Contractors are to comply with the following



A. The State’s requirement is to always operate on a set of Application

B.

and Technical Infrastructure components that are on the current
support model and terms as provided by the underlying software or
Hardware provider. (e.g., production ERP modules must be on the
ERP Software Vendor’s then current supported version listing)

As part of annual planning and coincident with quarterly governance
review meetings, the Contractor is to inform State of any planned
updates to the software, hardware or infrastructure components.
For any Feature Set or Patch Set software updates Contractor will
provide information on the planned update so that the State can
plan for its testing activities or identify concerns with the timing of
the update. Contractor will also identify if any of the software,
hardware or infrastructure components are moving beyond a
current support model and the Contractor’s plan to implement the
required updates in a controlled manner to the applicable State
environments to maintain compliance with software vendor support
models without disrupting the State’s operational needs. In addition,
the Contractor is to inform the State of any software upgrades that
are available but not yet required to maintain compliance with the
software vendor support models. An explanation of the features,
changes, and benefits available with such upgrades will be provided
to the State so that a decision can be made as to whether the
upgrade shall be implemented prior to any requirement for
compliance with the software vendor support model. If the State
decides that the upgrade should be performed, the Contractor shall
provide a plan to implement the upgrade in a controlled manner in
the applicable State environments.

Provide analysis and explanations of the functional and technical
changes associated with any application Patch Set and Feature Set
update and any impacts on user functionality, production schedules,
reporting, security, interfaces, customizations, or other operational
or functional impacts.

The State anticipates the parties’ ongoing staffing levels included in
the MSA to be sufficient for installation, testing, and production
support for Feature Sets. Based on a review of the Contractor's
Feature Set and Patch Set analysis, the State will evaluate if
additional resources are necessary. Staffing changes will be
effected by mutual agreement of the parties through an additional
change request or use of the flex team allowance, and/or
discretionary services.

Feature Set and Patch Set implementation planning must factor any
regularly scheduled batch processing or system availability as well
as any seasonal processing requirements (e.g. monthly financial
closes) and should be scheduled to maintain compliance with



system availability as specified under State SLAs and in
consideration of then prevailing production schedule and in
accordance with the SLA.

C. State Responsibilities for Patch Set and Feature Set Updates:

1. Coordinate with third parties, such as financial institutions, and CGI
to prevent comingling of existing production and non-production
data, integrations or interface files with the MA1 environment.

2. CGlI’s new software deployment model does not provide individual
patches outside of container deliveries. Under this new policy, the
State will notify CGl if there is an issue with the timing of the
deployment of a Feature Set or Patch Set. Deferral of a Feature Set
or Patch Set or activation of select items within a Feature Set or
Patch Set is at the State’s option provided it does not prevent
remaining current on the System and thereby undermine the
Contractor’s ability to support the State. CGI will notify the State, in
writing, if the deferred Feature Set or Patch Set prevents CGI from
meeting SLAs associated with subsequent issue/incident resolution
or batch performance. The notice must contain sufficient detail for
the State to confirm its validity and, therefore, waive affected SLAs.

3. Provide updates to the Processing Schedule, if needed.

21.0 Discretionary Services

Section 21.0 is modified as specified below.

Contractor shall be responsible for making minor alterations or enhancements as
mutually agreed to Applications within the scope of the Managed Services. Due
to the sporadic nature of these requirements (e.g., minor display field changes,
edits, reports, etc.), the State may require the Contractor to provide these
services as needed. The Contractor must include, for each year of the
Agreement, a pool of four thousand (4,000) hours per year, to be used for such
services. The Contractor and the State agree that, in the event there are
insufficient hours available in the Development Pool of Hours in the
Implementation Services Agreement, Contract number 071B4300138 and in
accordance with its provisions, the State may elect to use these hours during the
implementation of Phase 2. Dependent on the nature of work, the Contractor will
ensure appropriately skilled resources are leveraged to conduct the work. Such
hours will not be used to address defects in the delivered software nor to correct
variances from approved designs or concept papers.

The Contractor and the State agree that the unused portions of these hours will be
carried forward from year to year during the SIGMA 4x Upgrade Project.
Dependent on the nature of work, the Contractor will assign appropriately skilled
resources to conduct the work. Such hours will not be used to address defects in
the delivered software nor to correct variances from approved designs or concept
papers.



The Contractor must also provide tracking and reporting of hours used and
remaining available within a given year. Upon receipt of an approved request
from the State, the Contractor shall:

A. Prepare and deliver a proposal that includes the following:

1. A Project Plan including project schedule

2. Delivery cost estimate (in hours) and resource estimates for
each phase of the Project.

a.

The cost and resource estimates must be provided
within two (2) - four (4) weeks depending on the
complexity of the request unless an alternate date for
delivery of the estimates is mutually agreed upon.

Cost estimate hours are without regard to resource level,
if the State requests specific, named, onsite resources
the cost estimate hours may involve a negotiated and
mutually agreed upon factor. The State may authorize
the named resource to conduct work remotely

Cost estimates for the ongoing maintenance resource and
infrastructure requirements and costs for the solution(s) post-
implementation

Provisions for project management due diligence including:

a.

Preparation and maintenance of project plans and
schedules using Microsoft Project or other tool as may
be required by State standards at the time

Preparation and maintenance of project organization and staffing chart

Status reports and weekly status meetings

Issue identification, logging, review, escalation, and resolution

Monitoring, reporting, and analyzing actual results versus
forecasted results including budget, hours, milestone
achievement, estimates to complete, key dependencies, key
quality or acceptance gates and any other items the Contractor
or State deems necessary to deliver the Project

B. For each proposed project approved by the State, the Contractor shall:

5.

Deliver Projects in a manner that is designed to help minimize disruption to the

State business environment.

Balance Project scope, quality, effort, schedule, budget, and resource risks or

conflicts jointly with the State.

Develop and report business and technical risk and impact analyses.

Conduct post-delivery analysis, documenting preferred experiences, and

compiling recommendations for purposes of continuous service
improvements.

C. Report and Universe Support

2. The Contractor will provide an onsite resource to improve the support for



reports and universes by being on the ground to have direct and
immediate access to the issues and also to have the direct channels into
the CGI support organizations to provide more timely efficient response
to issues and requests. The cost of the onsite would be split between
CGl and State. The State will leverage 1,000 discretionary hours to cover
this cost each year essentially lowering the total annual discretionary
hours from 4,000 to 3,000).

The proposed model will provide the following benefits over the existing
model:

e Eliminate the need for the report adoption process as it currently
exists but still providing the review and guidance to maintain good
performance and accurate results with from new reports

e There would be no additional charges for supporting each new report
as this would be supported by the onsite resource within the 1000
discretionary hour allocation

e Provides aresource on the ground to have direct and immediate
access to issues and direct access to CGI support organizations to
provide more timely efficient response to issues and requests

e Provides an additional resource to assist the state’s report team with
development or modification of reports and universes for the state’s
business users

¢ Provide an advocate for the state’s report team on all report and
universe support issues

The following tables outline the roles and responsibilities for Report and
Universe Support. The activities described in the tables below, as it
relates to InfoAdvantage, include all reports, universes, ETL, etc...
identified as part of the R09 Deliverable as approved on 12/04/2019.

Report Related: Support Activities

Category | Activity | Current Model | New Model

Baseline Reports

Recreate issue in Ml CGl infoAdv CAPS CGl infoAdv CAPS
PLT

Recreate issue in CGl infoAdv CAPS CGl infoAdv CAPS
Baseline

Fix issue in Baseline CGl infoAdv Solutions CGl infoAdv Solutions
Deploy and test fix in CGl infoAdv CAPS CGl infoAdv CAPS
PLT

Packaging and CGl infoAdv CAPS CGl infoAdv Solutions
Documentation

Deploy Fix in MA1, MA2, | CGI ACDCS CM CGI ACDCS CM

SH1 and SH2

Deploy on Production CGI ACDCS CM CGI ACDCS CM
Deploy Fix in PLP CGlinfoAdv CAPS CGlinfoAdv CAPS
SME Support for Client | CGlinfoAdv CAPS Onsite Support *
Testing




Category

Activity

Current Model

New Model

Application, Arch and
Infrastructure Support

CGI GTO
CGI ACDCS Arch
CGl infoAdv CAPS

CGI GTO
CGI ACDCS Arch
CGl infoAdv CAPS

SIGMA Corporat

e Reports (Centrally Supported Reports)

Recreate issue

CGl infoAdv CAPS

Onsite Support *

Root Cause Analysis

CGl infoAdv CAPS

Onsite Support *

Fix Issuein PLT

CGl infoAdv CAPS

CGl infoAdv CAPS

Packaging and
Documentation

CGl infoAdv CAPS

Onsite Support *

SH1 and SH2

Deploy Fix in MAL, MAZ2,

CGI ACDCS CM

CGI ACDCS CM

Deploy on Production

CGI ACDCS CM

CGI ACDCS CM

Deploy Fix in PLP

CGl infoAdv CAPS

CGl infoAdv CAPS

SME Support for Client
Testing

CGl infoAdv CAPS

Onsite Support *

Application, Arch and
Infrastructure Support

CGI GTO
CGI ACDCS Arch
CGl infoAdv CAPS

CGI GTO
CGI ACDCS Arch
CGl infoAdv CAPS

Universe Related: Support Activities

Category |

Activity |

Current Model

New Model

Baseline Universes

Recreate issue in PLT

CGl infoAdv CAPS

CGl infoAdv CAPS

Recreate issue in
Baseline

CGl infoAdv CAPS

CGl infoAdv CAPS

Root Cause Analysis

CGl infoAdv Solutions

CGl infoAdv Solutions

Fix Issue in PLT

CGl infoAdv CAPS

CGl infoAdv CAPS

Packaging and
Documentation

CGl infoAdv CAPS

CGl infoAdv CAPS

Deploy Fix in MA1,
MA2, SH1 and SH2

CGI ACDCS CM

CGI ACDCS CM

Deploy on Production

CGI ACDCS CM

CGI ACDCS CM

Deploy Fix in PLP

CGlinfoAdv CAPS

CGlinfoAdv CAPS

SME Support for
Client Testing

CGl infoAdv CAPS

CGlinfoAdv CAPS

Application, Arch and
Infrastructure Support

CGIGTO
CGI ACDCS Arch
CGl infoAdv CAPS

CGIGTO
CGI ACDCS Arch
CGl infoAdv CAPS

Custom Universes

Recreate Issue in PLT

CGl infoAdv CAPS

Onsite Support *

Root Cause Analysis

CGl infoAdv CAPS

Onsite Support *

Fix Issue in PLT

CGl infoAdv CAPS

Onsite Support *

Packaging and
Documentation

CGl infoAdv CAPS

Onsite Support *

Deploy Fix in MA1,
MA2, SH1 and SH2

CGI ACDCS CM

CGI ACDCS CM

Deploy on Production

CGI ACDCS CM

CGI ACDCS CM

Deploy Fix in PLP

CGl infoAdv CAPS

Onsite Support *




Category Activity Current Model New Model
SME Support for CGl infoAdv CAPS Onsite Support *
Client Testing
Application, Arch and | CGI GTO CGI GTO
Infrastructure Support | CGlI ACDCS Arch CGI ACDCS Arch

CGl infoAdv CAPS CGl infoAdv CAPS
Migration Related: Support Activities
Category | Task | Current Model | New Model

Baseline Report/Universe Migration

Package Delivery to
ACDCS

CGlinfoAdv CAPS CGl infoAdv CAPS

Deploying to MA1

CGI ACDCS CM

CGI ACDCS CM

Deploying to Prod

CGI ACDCS CM

CGI ACDCS CM

Deploying to MA2,
SH1, and SH2

CGI ACDCS CM

CGI ACDCS CM

Deploy on
Production

CGI ACDCS CM

CGI ACDCS CM

Deploy Fix in PLP

CGl infoAdv CAPS CGl infoAdv CAPS

SME Support for
Deployment

CGl infoAdv CAPS CGl infoAdv CAPS

Custom Report/Universe Migration

Package Delivery to
ACDCS

CGlinfoAdv CAPS Onsite Support *

Deploying to MA1

CGI ACDCS CM

CGI ACDCS CM

Deploying to Prod

CGI ACDCS CM

CGI ACDCS CM

Deploying to MA2,
SH1, and SH2

CGI ACDCS CM

CGI ACDCS CM

Deploy on
Production

CGI ACDCS CM

CGI ACDCS CM

Deploy Fix in PLP

CGlinfoAdv CAPS Onsite Support *

SME Support for
Deployment

CGlinfoAdv CAPS Onsite Support *

Change Requests: Support Activities

Category

| Activity

| Current Model

New Model

Custom Report/Universe

Change Request

Client

Onsite Support * /Client

LOE and SOW

CGl infoAdv CAPS

The need for an LOE does not exist in
the New Model as this activity is covered
by the Onsite Support resource. One
exception is if the Onsite Support
resource does not have the availability
to complete a large request in the
desired timeframe. In that scenario, the
State and CGI may agree to pursue the
change through the LOE process.

Development and
Testing (PLT)

CGl infoAdv
Solutions

Onsite Support *




Category

Activity

Current Model

New Model

Packaging and
Documentation

CGl infoAdv
Solutions

Onsite Support *

Deployment on
MA1

CGI ACDCS CM

CGI ACDCS CM

Deployment on
Prod

CGI ACDCS CM

CGI ACDCS CM

Deployment on
PLP

CGl infoAdv CAPS

Onsite Support *

Deployment on
MA2, SH1 and
SH2

CGI ACDCS CM

CGI ACDCS CM

SME Support
during and post

CGl infoAdv CAPS

Onsite Support *

deployment
Baseline Universe

Change Request Client Client

LOE and SOW CGl infoAdv CGl infoAdv Solutions
Solutions

Development and | CGl infoAdv CGl infoAdv Solutions

Testing Solutions

Packaging and CGl infoAdv CGl infoAdv Solutions

Documentation Solutions

Deployment on
PLT

CGl infoAdv CAPS

CGl infoAdv CAPS

Deployment on
MA1

CGI ACDCS CM

CGI ACDCS CM

Deployment on
Prod

CGI ACDCS CM

CGI ACDCS CM

Deployment on
PLP

CGl infoAdv CAPS

CGl infoAdv CAPS

Deployment on
MA2, SH1 and
SH2

CGI ACDCS CM

CGI ACDCS CM

SME Support
during and post
deployment

CGl infoAdv CAPS

CGl infoAdv CAPS

Report Adoption: Support Activities

Category

| Task

| Responsible Team | New Model

Adoption of Custom Reports

to CGI CAPS

Knowledge Transition

CAPS

Client / CGl infoAdv

CGl infoAdv CAPS

Onsite Support *

Deploy on PLT

Onsite Support *

Deploy on Prod

CGI ACDCS CM

CGI ACDCS CM

Deploy on PLP

CGl infoAdv CAPS

Onsite Support *

Deploy on MA2, SH1,
and SH2

CGI ACDCS CM

CGI ACDCS CM

Application, Arch and
Infrastructure Support

CGI GTO
CGI ACDCS Arch
CGl infoAdv CAPS

CGI GTO
CGI ACDCS Arch
CGl infoAdv CAPS




Category | Task | Responsible Team | New Model
Re-Adoption
Knowledge Transition Client / CGl infoAdv | Onsite Support *
to CGl CAPS
Deploy on PLT CGl infoAdv CAPS Onsite Support *
Deploy on Prod CGI ACDCS CM CGI ACDCS CM
Deploy on MA2, SH1, CGI ACDCS CM CGI ACDCS CM
and SH2
Deploy on PLP CGl infoAdv CAPS Onsite Support *
Application, Arch and CGI GTO CGI GTO
Infrastructure Support CGI ACDCS Arch CGI ACDCS Arch
CGl infoAdv CAPS CGl infoAdv CAPS
Re-Adoption indicates a handoff from the Onsite Support resource to the CGlI
infoAdv CAPS support. This is addressed by CGI behind the scenes and is
used to ensure future support needs for the re-adopted report is streamlined. If
report adoption alters the number or complexity of reports being supported by
managed services, adjustments to support hours may be necessary. This will
be evaluated on a quarterly basis and is subject to the mutual agreement of the
State and Contractor.
ETL: Support Activities
Category | Task | Responsible Team [ New Model
ETL
Trouble shoot and fix CGl infoAdv CAPS Onsite Support * /Arch-DBA
ETL issues /| CGI ACDCS OPS
Application, Arch and CGIGTO CGIGTO
Infrastructure Support CGI ACDCS Arch CGI ACDCS Arch

CGlinfoAdv CAPS CGlinfoAdv CAPS

Data Assurance: Support Activities
Category | Task | Responsible Team | New Model
Data Assurance

Trouble shoot Data CGl infoAdv CAPS Client / CGl infoAdv CAPS
integrity issue and fix / ACDCS -OPS
Application, Arch and CGIGTO CGIGTO
Infrastructure Support CGI ACDCS Arch CGI ACDCS Arch

CGl infoAdv CAPS CGl infoAdv CAPS

Report Performance Tuning: Support Activities
Category | Task | Responsible Team | New Model
Performance related to Reports

Confirm and validate CGl infoAdv CAPS Onsite Support / CGI
report design to CGI- infoAdv CAPS

Info Adv standards /
report development
guide lines




Category Task Responsible Team New Model
Design / testing phase - | Client / CGl infoAdv | Client / Onsite Support/
SQL tuning & CAPS / Arch-DBA CGl infoAdv CAPS / Arch-
recommendation — MA2 DBA
& MA1
Trouble shoot Client / CGl infoAdv | Client / Onsite Support /
performance issue and | CAPS/ Arch-DBA CGl infoAdv CAPS / Arch-
fix - PROD DBA
Application, Arch and CGI GTO CGI GTO
Infrastructure Support CGI ACDCS Arch CGI ACDCS Arch

CGl infoAdv CAPS CGl infoAdv CAPS

* While the intention is to have a single resource cover these activities, this report
support model does not diminish CGIl infoAdv CAPS (now named CGI Advantage
Customer Support) responsibilities to provide support should additional
resources or escalation of issues be required to meet the service level
obligations.



Attachment 2, Exhibit A — Service Level Agreement

Standard 1 is modified as specified below.

Standard 1 — Production Incident / Issue Resolution )

The Contractor must respond to and resolve Incidents/Issues within the times below,

unless otherwise agreed upon by the State and the Contractor. Incident / Issue
Severity Levels and Priority are defined in Exhibit B: Severity Level and Priority

Definitions.
Response | Resolution Response Resolution Response Resolution Response Resolution
Time Time Time Time Time Time Time Time
Severity/ .
Priority Urgent High Normal Low
» 10 24 10 36 8 10 1 Through
Critical . . mutual
Minute | Hours Minutes | Hours Hours Days Day agreement
s
. 1 48 1 72 8 30 1 Through
Serious mutual
Hour Hours Hour Hours Hours Days Day agreement
1 Quarterly | 1 Quarterly | 1 Anpual | 2 Through
Moderate mutual
Day Patehset | Day Patehset | Day Patehset | Days agreement
4-month 4-month 1year
cycle of cycle of
Feature Feature
Sets and Sets and
Patch Patch
Sets* Sets*
Minor Response and resolution time is through the mutual agreement of the parties.

Leveraging the CGl Advantage ticketing system (aka Solutions
Support Center) to log and track Incidents/Issues using the
contractually defined Incident/Issue Severity, Contractor will
guantify the number of tickets that are responded to and
resolved with timeframes as required.

Response Time: Measurement of response time (i) begins the time at
which the State gives notice to Contractor via the specified contact
point and (ii) concludes upon Contractor’s formal acknowledgement
that the ticket is being assigned. For tickets with Moderate or Minor
Severity or Low Priority, the automated email response that the ticket
has been received is sufficient.

Resolution Time: Measurement of resolution time (i) begins upon the
earlier of the time at which the State gives notice to Contractor via the
specified contact point or Contractor identifies the Incident/Issue and
(ii) concludes upon delivery, as applicable, of a software code
correction or corrective services ready for deployment.

* Moderate issues are aligned to applicable Feature Set or Patch Set
based on the prioritization and agreement through the weekly
operational meetings (Management and Issue Management Meetings).

Targets are depicted in the chart to the left.

Calculation: For each combination of Critical and Serious
Severity/Priority:

A = Total that met response time / total reported




B = Total that met resolution time / total reported Service Level = (A +
B)/2




Attachment 2, Exhibit D — Hosting and Security Environment

Exhibit D is replaced in its entirety by this section.

The information previously included in Exhibit D will be updated by the Annual
Technology Plan which is submitted annually. This should include: Hardware and
System Software Description (with Server, Cores, Memory, and description); Data
Storage related to database servers for prod and non-prod (including cores and
memory); Forecasting database storage needs; infrastructure overview; software
components & third party software (including provider, product, functions, release,
EOL support dates, next release level, planned next release date); security and data
protection overview and modifications from last year and proposed for upcoming year;

Attachment 2, Exhibit E — Technical Architecture Description

Exhibit E is replaced in its entirety by this section.

Technical Architecture Description
The Contractor will provide the following components and host the ERP Solution application
1. Application Architecture and Key Technical Details
A. Web Server Tier

Being a native web implementation, Advantage supports a thin client implementation using standard
HTML for the client tier of the n-tier architecture. By using HTML, the State can leverage existing end-
user hardware and network infrastructure. Advantage does not rely on proprietary “plug-ins” which can
substantially impede performance and increased levels of desktop support across the State. A thin
client approach gives the State the benefits of:

e Low or zero client administration

o Client portability through a browser
e Low bandwidth architecture across a TCP/IP network

e Secure access through the latest Internet security measures such as HTTPS (if required) with
128-bit encryption

The Advantage web server tier is a thin layer responsible for serving web pages to the browser client.
The web server tier brokers and passes HTTP requests from clients to the application server
components and passes the request results from the application server components back to the client.
Multiple physical web servers can be deployed to support horizontal scalability for load balancing and
fail-over services when connected through a load-balancing switch. Since no business logic or
processing is occurring on this tier, the web server is acting as a “pass through” between the
application server and end-user browser. As a result, processing requirements at the web server tier
are minimal compared to the application server tier. In fact, many Advantage implementations will
incorporate both the web and application server tiers into a single server or VM for internal facing
applications. This reduces the overall processing and licensing requirements for the Advantage
application.



Application Server Tier

The Advantage application server tier contains multiple logical software servers that perform various
services such as business rules processing, transaction processing, and integration services. For reliable
transaction processing, the Advantage architecture is supported by IBM’'s WebSphere Network
Deployment, which is fully integrated with the Advantage components. WebSphere provides the
processing environment using the industry standard Java Enterprise Edition (Java EE) specification.
Advantage uses the Java EE specification to support an open, non-proprietary architecture. Some Java
EE standards used by the Advantage solution include Enterprise Java Beans (EJB), Java Mail (SMTP,
POP3 support), XML (Extensible Markup Language for transaction data formatting) and JDBC (Java
relational database access).

The application server tier maintains all business logic and core application processes of the Advantage
solution. Advantage fully adheres to a true multi-tiered architecture and enforces business rules at the
application server tier.

Database Server Tier

The database server tier performs all data storage functions and is implemented using industry leading
relational database management systems (RDBMS). The Advantage applications access the RDBMS
through standard SQL. The database server strictly processes standard SQL requests—there is no
business logic at this tier, which complies with current web application leading practices for portability and
general platform independence.

CGl’s solution supports a variety of leading RDBMS products, including Microsoft SQL Server and Oracle.
We have proposed a clustered database server tier to improve availability and we’re proposing Oracle
Enterprise Edition 12c for the State's ERP solution.

Overview of the Data Model and How Application Data is Stored

CGlI’s solution includes a data dictionary that provides detailed descriptions of elements (e.g., tables,
columns, and data types) within the database. Each release of the software includes an updated data
dictionary and data model. In addition, CGI’s solution includes an XML-based rich metadata layer, which
includes information about the data structures as well as application business logic.

CGI Advantage ERP uses a single, unified data repository to store ERP active data and historical data,
eliminating the need for data synchronization and data duplication. The operational database schema
consists of domain-specific data models, which serves as the primary system of record, and builds an
agile and trusted data foundation for the State.

An object-oriented application, CGI Advantage ERP leverages a standard RDBMS. The solution provides
the object-to-relational mapping within the application to provide an efficient mapping of business logic to
persistence layer. Transactional data within the operational database model has been normalized for high
volume transaction processing with some de-normalization for performance improvements. The
operational database supports a transactional process model. The data entering into CGI Advantage ERP
is funneled through an appropriate business process or transaction. Transactions entered and processed
either online by users or through system-to-system interfaces, are subjected to proper data validation,
referential data integrity, and business rules adherence in real-time. No shadow files or other legacy
process methods are used.

The enterprise-level CGl infoAdvantage data warehouse stores data for reporting, ad hoc queries, and
analysis by authorized users in agencies, departments, and other business areas. The data warehouse
comprises active and historical data. The enterprise data warehouse loads data from CGI Advantage
ERP into a configurable dimensional data model designed specifically for State government reporting.



Online Processing
CGl Advantage ERP uses a “document model” to record financial events in online forms. Each financial or

procurement event has its own online document forms, such as an invoices, payments, and journal
vouchers. Documents provide a single point of data entry and storage for each transaction. They can be
entered in the online system, interfaced from external systems, or loaded from Excel spreadsheets. Once
the data is in the CGI Advantage ERP, documents are subject to the same business rules and checks.
Real-time system edits confirm that each document is a balanced business event—the debits must equal
the credits. CGI Advantage ERP also validates that business rules and budget checks are satisfied before
the transaction can be posted.

Once edits are passed, the transaction is posted in real-time to inquiry tables, including a single
Accounting Journal (or General Journal). The detailed audit trail for the document is updated with the
“‘who,” “what,” and “when” details for document entry, workflow approvals, and system posting. System
documents (whether in progress, pending approvals, or completed) are stored in a central repository (the
Document Catalog) for inquiry and reporting, and are immediately available for authorized users across
the State to view based on security settings.

When it comes to business events that lead to a chain of documents (e.g., requisition to purchase order to
payment request), copy forward is a unique feature in CGl Advantage ERP that enables a user, with a
single click, to copy pertinent information from an existing transaction into a new transaction, which its
purpose is to reference or liquidate the source transaction.

As documents are processed, they update online inquiry tables with the appropriate financial, budget and
specialized inquiry tables for a functional area, such as procurement or accounts payable. Online inquiry
tables provide flexible search options to view system-generated summary and detailed information, such
as the Accounting Journal or Vendor Invoice Registry. Powerful wildcard-based search functionality allows
users to quickly filter and retrieve data to review and/or modify. Online queries allow users to drill down
from summary data, such as account balances to details such as transaction level data. Users can track
the lifecycle of a document across the spectrum of activity from a single inquiry table.

CGlI Advantage ERP offers table-based workflow that is easily configured to route transactions by a value
in a document field to a user or approval role at any level of the organizational structure. The user who
created or submitted a transaction can view the progress of the transaction through the workflow process.
Reference tables store State business rules, system settings, and valid codes (such as Chart of
Accounts). As documents are processed, they read the applicable reference tables to validate that
transaction data is valid, complete, and meets applicable Michigan business rules, as well as to
dynamically build the workflow approval routing path. Reference tables are maintained by users with the
appropriate security authorization. Reference tables provide add, change, delete and copy/paste options
for data maintenance while keeping a full audit trail of the “who, what, and when” behind each table
update. Reference table data can be easily uploaded from an Excel format when the volume is significant.
Document modification is a simple “one-click” activity with full version control. Modifying a transaction
creates a new version of the transaction with current data carried forward for changes to be made. Users
can view the history of transaction versions online and can see documents upstream and downstream in a
document chain.

The home page is the first screen users see after they log on to the system with their user ID and
password. This home page can be personalized by each user, but navigation remains consistent. The
center of the screen is the active page the user is working with, and the frames along the top and left side
are used to navigate the application. The top menu contains links to business menus and icons to
personalize the home page, return to the home page, access online documentation, review the



Accessibility documentation (508 and W3C compliant), and logout. The left frame displays the appropriate
menu options for the active page. On the home page, shown in the left menu includes:
» Message Center — Links to the user’s task in-box, alerts, and internal Advantage e-mails

» Page Search — Links to all Advantage pages for quick search and navigation

» Document Catalog — Provides a quick link to the online transaction repository for review and easy
document entry

» Report Search — Enables easy access to system reports
» History — Tracks the user’s activity for easy access to previously used pages and documents
» Favorites — Stores each user’s preferred pages and documents

Batch Processing
Using the CGI Advantage Batch Framework, providers of inbound interface data deposit interface files in

predetermined, secured locations where they are retrieved and processed by CGl Advantage ERP. This
processing can be scheduled or triggered from detection by a polling component.

Similarly, outbound interface processes can be either scheduled or triggered to generate outbound
interface files, which are deposited in pre-assigned, secure locations for receipt and processing by the
interface partner. The CGI Advantage Batch Framework includes multi-level validations; integrated
reconciliation; alerts and notifications; and administrative components directly within the system that
support staff with direct access to interface data to support monitoring, analysis, and error resolution
functions. This framework is used as the primary interface mechanism for the majority of Michigan
interfaces, particularly during the initial implementation Waves of the project. The approach provides
stability, performance, security, and the administration and management functions that are not available in
the current operating environment.

Load Balancing and Failover
The Java EE application server supports the set-up of multiple application servers running the same

application. The application server processes can run on the same machine (Vertical Scaling), or on
different machines (Horizontal Scaling). The cluster appears to be a single server instance for the user.
This clustering approach provides ability to do load balancing and failover. If an application server
instance in the cluster fails, the application processing continues on the other application server instances
of the cluster.

Data Integrity
The operational database supports a transactional process model. The data entering into CGl Advantage

ERP is funneled through an appropriate business transaction. Transactions entered and processed either
online by users or offline through interfaces/integration, are subjected to proper data validation, referential
data integrity, and business rules adherence in real-time. No shadow files and other legacy process
methods are used. Transaction business logic is processed at the application server level and not at the
database level to conform to industry standard n-tier architectures. CGl Advantage ERP does not use
business logic in database such as stored procedures and maintains business logic within a separate
application tier that is distinct from the data tier in compliance with Java EE and web application leading
practices for portability and general platform independence. The application server tier accesses the
RDBMS through standard SQL calls over JDBC.



10.

11.

Interoperability
The Advantage Connect component allows the CGI Advantage ERP to interoperate with systems outside

the core ERP via real time and near time web services and/or near time or overnight file-based ETL
processing. Advantage Connect allows the timing and method (web service or file) to be chosen as
needed match the business need at each integration point. ABI will provide the integration for the third
party applications, enterprise content management systems, and State applications and outside entities
such as banks. The web services available through ABI conform to WS-I Basic Profile interoperability
guidance.

Tools and Approaches Used to Configure the Software

Many application behaviors within Advantage are table-driven or can be configured without customizing
the application code. Security configuration and workflow configuration are handled through the web-
based user interface (Ul) within the application. Certain customizations do require additional tools which
will be provided to the State. For example, customizing forms used for printing is handled within Adobe
LiveCycle Designer. Please refer to Exhibit D, Section 2 for in-depth description of built-in and external
tools and approaches used to configure Advantage ERP.

Configuration Management and Technical Environment Management
As new hardware and software Cls are introduced in building out the Michigan ERP environment, CGI will
propose a maintenance schedule for each component beginning with the documented configuration
management baselines and a full review of the availability targets, SLAs, underpinning agreements and
vendor maintenance requirements that would include:
»  Development of the hardware maintenance agreements and schedules as required for the Michigan
ERP servers and storage devices based on vendor guidelines and warranty requirements

»  Development of Operating Software, middleware and management tool patching, upgrade and
release schedules

»  Development of Security patches and update requirements as above

»  Development of database product maintenance schedules which will address periodic requirements
for vendor updates, patch management and product upgrades

»  Use automation tools and processes for systems management and monitoring of the IT
Infrastructure on a 24x7 basis, including:

= HW Resources

= Critical OS and other infrastructure Software File-System/Drives
= Critical Server OS Daemons/Services

=  Ciritical Infrastructure Software processes

= System log filter and redirection to a centralized server

12. Any Pre-Configuration Delivered with the Software

System configuration and setup consists of defining table-driven rules through standard Web pages. The
CGI Advantage ERP is delivered with Day Zero data that sets its various configurations to the values that
would work for most customers. The State can work with CGI to review these configurations and adjust
the various modules to perform as required to meet the State's needs.



13. Web Capabilities and Exposing Functionality of the System to the Web
The IBM HTTP Server, based on one of the most widely used open source Apache Web Server, is used

for both the internal (Intranet) and external (Internet or public facing) web servers. In keeping with thin
client architecture, the web server provides no business logic, it only serves web pages.

Web servers are deployed in both a public-facing environment and in an internal (private) environment to
support Michigan security guidelines. The public-facing internet deployment consists of Internet Web
Servers that support self-service applications to vendors, employees and (in the case of the transparency
portal) citizens at large. The internal intranet web servers provide private access by State internal users of
the Advantage ERP and third-party applications.

3. Attachment 5 Capacity, Processing and Other Standards

Attachment 5 (Change Notice 8 Appendix C) Bullet C is modified as specified below.

C. User Capacity Requirements for Advantage 3.11

For all functions other than time and leave management — support 1,500 concurrent users
across the

FIN, VSS and PB application modules.

For the time and leave management functions — support 3230 concurrent users across the
HRM, MSS

and ESS application modules.

C.1 User Capacity Requirements for Advantage 4

For VSS and PB application modules — support 1,500 concurrent users.

For all functions across FIN, HRM modules — support 4,730 unique concurrent users in
each applicable module.

4, Attachment 6 — Contractor Licensed Software

Pursuant to this CCN, the Advantage Toolkit Modules List Table included in Attachment 6 is being
replaced by Section 6 (Bundled Software Products) of Attachment 9, Exhibit A Proprietary Software
License Agreement .



5. Attachment 9, Exhibit A Proprietary Software License Agreement
Attachment 9, Exhibit A

CGI Technologies and Solutions Inc.
Proprietary Software License Agreement

1. Licensed Software. CGl is licensing to Client the following computer software components:
Proprietary software comprising the “Advantage Software”:
CGI Advantage® Financial Management Base System including:

Advantage Asset Management

Advantage Grant Lifecycle Management
Advantage Cash Management

Advantage Travel and Expense Management
Advantage Inventory Management

CGlI Advantage Procurement Professional including
Advantage Procurement/Vendor Self Service
Advantage VSS Mobile
Advantage Procurement/VVSS — Locality License

CGlI Advantage Performance Budgeting & Formulation (includes Salary and Benefits
Forecasting)

Advantage Human Resource Management Base System (restricted use) including:
Advantage Labor Distribution
Advantage HR Self-Service (restricted use — functions beyond time and labor and
expense reimbursement are not in scope)

Advantage infoAdvantage

Advantage infoAdvantage Dashboard
Advantage FileNet Integration Adapter
Advantage Documentum Adapter
Advantage Transparency Portal

CGl will provide one (1) electronic copy of the Advantage Software to the Client.

Optional CGI Advantage® software components available to the State are specified in Attachment 2 to
Exhibit A.

2. Licensed Documentation. The Specifications for the Advantage Software are as set forth in the
documentation, which is available for download on the CGI website and which is collectively (along with




documentation for Bundled Software and Third Party Software) referred to in this License Agreement
and the Contract as “Documentation”

Documentation for Advantage Financial

Documentation for Advantage Human Resource Management
Documentation for Advantage Performance Budgeting
Documentation for Advantage Administration

CGl will provide Client access to its Documentation on the CGI website,

https://sc.cgi.com/advantage/

CGl will inform Client of revisions and updates to Bundled Software and Additional Third Party
Software within 30 days of any such update. Documentation for Bundled Software or additional Third
Party Software is available on the applicable third party website.

License Type. The Advantage Software is licensed to Client on the following basis:

The Advantage Software described in Paragraph 1 (Licensed Software) of this Attachment 9, Exhibit A)
above is licensed to the Client as an enterprise license.

Site License. Client is permitted to use the Advantage Software at the computer facility or facilities
listed below with the exception of CGI infoAdvantage which is a named user license (or server license if
Server Bundle). In the event of the failure of the computers at the listed location(s), Client may use the
Advantage Software at a back-up computer facility in the same country until operations at the primary
facility have been restored.

CGI Phoenix Data Center

Should the Client elect to discontinue Hosting and Managed Services, the Advantage Software may
be used in accordance with this Attachment 9: Software License Agreement.

Should Client desire to use the Software for additional named users or at additional facilities, as the
case may be, Client may purchase additional licenses at CGI’s then-current prices.

Locality License. Each participating Locality, as defined in the Statement of Work, will be given two
Advantage Procurement/VSS system users.

4. Work That May Be Processed. Client may only use the Advantage Software for its own business
purposes.

5. License Fee. The licenses specified in this Attachment 9, Exhibit A are granted to Client for a License Fee
specified in Attachment 6, Contractor Licensed Software, Section 1, License Fees.

6. Bundled Software Products and Third Party Software. Included in the license fees set forth in Section
5 of this Attachment 9, Exhibit A are the license fees for certain bundled software products (the
“Bundled Software Products”). CGl is also providing to the Client; Annual Subscription Products, Third
Party Software Products and Third Party Products Added/Upgraded by this Contract Change Notice 12
(billed as “Additional 3rd Party Software Licenses” in the SIGMA 4x Upgrade Payment Schedule
Table)(collectively “Third Party Software”). The Bundled Software Products and Third Party Software
are all required to be used in connection with Advantage Software.



https://sc.cgi.com/advantage/

CGl is providing the following Bundled Software Products to Client:
Adobe RoboHelp — 1 Authorized User

Eclipse BIRT Engine — Production — 4 Core
Eclipse BIRT Engine — Non-Production — 4 Core
** Unlimited copies of BIRT Designer come with BIRT modules**

Finite Matters, Pattern Stream with FrameScript — 5 Named User Licenses

Adobe FrameMaker® — 5 Named User Licenses for use with Pattern Stream — Maintenance
services to be cancelled with this Amendment 12

Adobe Acrobat Pro — 5 Named User Licenses — Maintenance services to be cancelled with this
Amendment 12

Versata Logic Server — 1 Site license
Versata Designer Studio — 3 Named User License

IBM WebSphere Application Server Network Deployment —10,000 IBM Processor Value Units
(PVU) - Sub-Capacity — Maintenance services to be cancelled October 1, 2022 upon Go-live.

IBM WebSphere Application Server Processor — 400 IBM Processor Value Units — Maintenance
services to be cancelled October 1, 2022 upon Go-live.

IBM Process Server — 100 IBM Processor Value Units (Maintenance cancelled in Change

Notice 1)

Monsell EDM DeltaXML — 1 Site License

BA&T SAP BusinessObjects Business Intelligence Platform — 175 concurrent sessions
BA&T SAP BusinessObjects Web Intelligence — 175 concurrent sessions

BA&T SAP BusinessObjects Dashboard — 175 concurrent sessions

BA&T SAP BusinessObjects Explorer - 175 concurrent sessions

BA&T SAP BusinessObjects Crystal Reports — 25 concurrent sessions

BA&T SAP BusinessObjects Business Int. Platform Mobile add-on - 150 concurrent sessions
BA&T SAP BusinessObjects Analysis Edition for OLAP - 25 concurrent sessions
BA&T SAP BusinessObjects Analysis Edition for Office - 25 concurrent sessions

SAP Application Standalone Bl Limited User — 380 Named Users

BA&T SAP BusinessObjects Business Intelligence Platform — 400 Named Users

SAP Application Standalone Business Analytics Professional User - 20 Named User

SAP Business Objects Enterprise Public Document — 9 Named Users

CGl is providing the following Third Party Software to Client:



Annual Subscription Products

Convey Taxport- unlimited users based on 25,000 of documents created [Annual service use is
governed by Publisher’s Shrink-wrap License]

Liaison punch-out — up to 5 vendors

Additional Third Party Software Products

Pitney Bowes Group 1 — 1 Prod & 1 Non Prod — Enterprise
Perforce — 20 Named User Licenses

Jira — 100 Named User Licenses

jMeter [www.jmeter.apache.org]

MapQuest Enterprise Edition

Bundled Software Products and Additional Third Party Products Added/Upgraded with
Amendment 12:

RedHat JBoss with Management — Premium — Production — 80-core
RedHat JBoss with Management — Premium — Non-Production — 144-core

Redis Production — 1 Shard
Redis, Non-Production — 1 Shard

HighCharts — 9 Server licenses

Adobe FrameMaker GOV VIP Subscription — 2 Named Users
Acrobat Pro DC Gov VIP Subscription — 2 Named Users

Actian Data Integrator v9 (formerly Pervasive Data Integrator)

Actian Data Integrator Universal Edition Engine — 1 License — 4-cores

Actian Data Integrator Universal Edition Engine (non-prod) — 1 License — 4-cores
Actian Data Integrator Universal Edition Developer — 5 Authorized Licenses

Upgraded to Actian DataConnect v11 (formerly Actian Data Integrator)

DataConnect 11 Flex Batch Engine, Production (Subscription) — 2 Engines

DataConnect 11 Flex Batch Engine, Dev/Test (Subscription) — 1 Engine

(NOTE: Dev/Test Subscription includes 5 named user developer licenses to be used with the
Dev/Test engine)

DataConnect 11 Flex - Batch Engine, HS/DR (Subscription) — 2 Engines
DataConnect 11 Flex - 1 Developer User, Prod (Subscription) — 5 Named Users
Upgrade Framescript v6 to v7 — 2 Named Users




JBOSS Fuse Premium — 24x7 Support — 8 core — licenses to be purchased October 1, 2021
with the start of Advantage 4.3

JBOSS Fuse Standard — 9x5 Support — 4 Core - licenses to be purchased October 1, 2021 with

the start of Advantage 4.3

All rights and licenses of Client in and to the Bundled and Third Party Software Products are governed
by the terms and conditions of Article 2 — Terms and Conditions of the Contract, including but not
limited to Section 2.260 of the Contract, this Attachment 9, Exhibit A: Proprietary Software License
Agreement, the Managed Services Agreement, the Maintenance Agreement, and the Implementation
Services Agreement. CGIl may provide some Bundled or Third Party Software by utilizing a third party
supplier’s cloud or hosting services. All such third party suppliers are deemed to be Subcontractors
under the Contract, and pursuant to Section 2.073 of the Contract Terms, CGl is responsible for the
service and performance of its Subcontractors. CGI does not itself give or make any warranty of any
kind with respect to the Bundled Software Products. Changes in the Software which CGI may make
from time to time may make it necessary for CGI to provide Client updated versions of the Bundled
Software Products or Third Party Software, which may require additional fees.

Any audit rights contained in any third-party software license agreement or end user license agreement
for third-party software incorporated in or otherwise used in conjunction with the Advantage Software,
will apply solely to CGI’s (or its Subcontractors) facilities and systems that host the services (including
any disaster recovery site), and regardless of anything to the contrary contained in any third-party
software license agreement or end user license agreement, third-party software providers will have no
audit rights whatsoever against Client systems or networks.

CGI acknowledges that Client cannot indemnify any third parties, including but not limited to any third-
party software providers that provide software that will be incorporated in or otherwise used in
conjunction with the Advantage Software, and that notwithstanding anything to the contrary contained
in any third-party software license agreement or end user license agreement, the Client will not
indemnify any third party software provider for any reason whatsoever. Further, CGIl agrees that Client
will not be bound by any terms requiring consent to arbitration, permitting remote access to the State’s
systems, or agreeing to be bound by the laws of another jurisdiction contained in any third-party
software license agreement or end user license agreement.

Agreed to and initialed for identification by:

(Client)  (CGI)



Attachment 1.h
Adobe General Terms of Use
Adobe General Terms of Use

Last updated June 5, 2018. Replaces all prior versions.
Downloaded from: https://www.adobe.com/legal/terms.html

These General Terms of Use ("General Terms"), along with any applicable Additional Terms (see section 1.2 below) and
the Subscription and Cancellation terms (collectively "Terms') govern your use of our website, customer support, and
services such as Creative Cloud (collectively “Services”) and software that we include as part of the Services, as well as
any applications, Sample Files and Content Files (defined below), scripts, source code, instruction sets, and related
documentation (collectively “Software”). If you have entered into another agreement with us concerning specific
Services or Software, then the terms of that agreement control where it conflicts with the Terms. As discussed more in
section 4 below, you retain all rights and ownership you have in your Content (defined below).

You must be 13 or older to register for an individual Adobe ID. Schools that participate in the primary and
secondary education named user offering may issue a child under 13 an enterprise-level Adobe ID, but only after
obtaining express parental consent.

1. Your Agreement with Adobe.

1.1 Choice of Law and Contracting Entity. If you reside in North America (inclusive of United States, Canada, and
Mexico), your relationship is with Adobe Inc., a United States company, and the Terms are governed by the law of
California, U.S.A. If you reside outside of North America, your relationship is with Adobe Systems Software
Ireland Limited, and the Terms are governed by the law of Ireland. For customers in Australia, Adobe Systems
Software Ireland Limited is acting as an authorized agent of Adobe Systems Pty Ltd. and is entering into this contract in
its capacity as agent for Adobe Systems Pty Ltd. You may have additional rights under the law. We do not seek to limit
those rights where it is prohibited to do so by law.

1.2 Additional Terms. Our Services and Software are licensed, not sold, to you, and may also be subject to one or more
of the additional terms below ("Additional Terms"). If there is any conflict between the terms in the General Terms and
the Additional Terms, then the Additional Terms govern in relation to that Service or Software. The Additional Terms are
subject to change.

K-12 (Primary and

Adobe Developer Adobe Stock Demo Assets Secondary) Education
Adobe Fonts Adobe Stock Contributor Document Cloud Software

Adobe Sign Behance Fuse Teams and Enterprise
Adobe Spark Business Catalyst InDesign Server

2. Privacy.

2.1 Privacy. For information about how we collect, use, share or otherwise process information about you, please see our
Privacy Policy at http://www.adobe.com/go/privacy.

2.2 Desktop Application Usage Information. You have the option to share information with us about how you use our
desktop applications. Where permitted by law, this option is turned on by default, and the information is associated with
your Adobe account. This information allows us to provide you with a more personalized experience and helps us to
improve product quality and features. You can change your preference any time on your Adobe Account Management
page. To learn more about desktop application usage data, go to http://www.adobe.com/go/app_usage FAQ.

2.3 Our Access to Your Content. Where permitted by law, we will only access, view, or listen to your Content (defined
in section 4.1 below) in limited ways. For example, in order to perform the Services, we may need to access, view, or
listen to your Content to (a) respond to support requests; (b) detect, prevent, or otherwise address fraud, security,
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unlawful, or technical issues; and (c) enforce the Terms. Our automated systems may analyze your Content using
techniques such as machine learning. This analysis may occur when the Content is sent, received, or stored. From this
analysis, we are able to improve the Services. To learn more about the machine learning we do, go to
http://www.adobe.com/go/machine_learning.

3. Use of Services and Software.
3.1 License. Subject to your compliance with the Terms and the law, you may access and use the Services and Software.

3.2 Adobe Intellectual Property. We (and our licensors) remain the sole owner of all right, title, and interest in the
Services or Software. Except as stated in the Terms, we do not grant you any rights to patents, copyrights, trade secrets,
trademarks, or any other rights in respect to the items in the Services or Software. We reserve all rights not granted under
the Terms.

3.3 Storage. When the Services provide storage, we recommend that you also back up your Content elsewhere regularly.
We may create reasonable technical limits on file size, storage space, processing capacity, and other technical limits. We
may suspend the Services until you are within the storage space limit associated with your account. At the end of your
license term, we will use commercially reasonable efforts to allow you to transition your Content out of the Services. The
transition must be completed within 30 days from the date of the termination or expiration of your license term. At the end
of this 30-day transition period, we reserve the right to delete your Content.

3.4 User-Generated Content. We may host user-generated content from our users. If you access our Services, you may
come across user-generated content that you find offensive or upsetting. Your sole remedy is to stop viewing the content.
If available, you may also click on the “Report” button to report the offensive user-generated content to us.

3.5 Sample Files. “Sample Files” means Adobe-provided files such as content images, clip art, stock images, or sounds
for use in tutorials, demonstrations, and for other trial purposes, which may be identified as sample files. Sample Files
cannot be used for any other purpose than for which they were provided. You cannot distribute Sample Files on a stand-
alone basis (i.e., in circumstances in which the Sample Files constitute the primary value of the product being distributed),
and you cannot claim any rights in the Sample Files.

3.6 Content Files. "Content Files" means Adobe assets provided as part of the Services and Software. Unless
documentation or specific licenses state otherwise, we grant you a personal, non-exclusive, non-sublicensable, and non-
transferable license to use the Content Files to create your end use (i.e., the derivative application or product authored by
you) into which the Content Files, or derivations thereof, are embedded for your use ("End Use"). You may modify the
Content Files prior to embedding them in the End Use. You may reproduce and distribute Content Files only in
connection with your End Use, however, under no circumstances can you distribute the Content Files on a stand-alone
basis, outside of the End Use.

3.7 Other License Types.

99 ¢

(&) NFR Version. We may designate the Services or Software as “trial,” “evaluation,” “not for resale,” or other similar
designation (“NFR Version”). You may install and use the NFR Version only for the period and purposes stated when we
provide the NFR Version. You must not use any materials you produce with the NFR Version for any commercial
purposes.

(b) Prerelease Version. We may designate the Services or Software, or a feature of the Services or Software, as a
prerelease or beta version (“Prerelease Version”). A Prerelease Version does not represent the final product and may
contain bugs that may cause system or other failure and data loss. We may choose not to commercially release the
Prerelease Version. You must promptly cease using the Prerelease Version and destroy all copies of Prerelease Version if
we request you to do so, or if we release a commercial version of the Prerelease Version. Any separate agreement we
enter into with you governing the Prerelease Version will supersede these provisions.

(c) Education Version. If we designate the Services or Software as for use by educational users (“Educational
Version™), then you may only use the Educational Version if you meet the eligibility requirements stated at
http://www.adobe.com/go/primary-secondary-institution-eligibility-guidelines. You may install and use the Educational
Version only in the country where you are qualified as an educational user. If you reside in the European Economic Area,
then the word “country” in the prior sentence means the European Economic Area.

4. Your Content.
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4.1 Content. "Content" means any material, such as audio files, video files, electronic documents, or images, that you
upload and import into the Services or Software in connection with your use of the Services.

4.2 Ownership. You retain all rights and ownership of your Content. We do not claim any ownership rights to your
Content.

4.3 Licenses to Your Content in Order to Operate the Services and Software. We require certain licenses from you to
your Content in order to operate and enable the Services and Software. When you upload Content to the Services and
Software, you grant us a nonexclusive, worldwide, royalty-free, sublicensable, and transferable license to use, reproduce,
publicly display, distribute, modify (so as to better showcase your Content, for example), publicly perform, and translate
the Content as needed in response to user driven actions (such as when you choose to privately store or share your Content
with others). This license is only for the purpose of operating or improving the Services and Software.

4.4 Sharing Your Content.

(a) Sharing. Some Services and Software may provide features that allow you to Share your Content with other users or
to make it public. “Share” means to email, post, transmit, upload, or otherwise make available (whether to us or other
users) through your use of the Services and Software. Other users may use, copy, modify, or re-share your Content in
many ways. Please carefully consider what you choose to Share or make public as you are responsible for the Content that
you Share.

(b) Level of Access. We do not monitor or control what others do with your Content. You are responsible for determining
the limitations that are placed on your Content and for applying the appropriate level of access to your Content. If you do
not choose the access level to apply to your Content, the system may default to its most permissive setting. It is your
responsibility to let other users know how your Content may be shared and to adjust the setting related to accessing or
sharing your Content.

(c) Comments. The Services and Software may allow you to comment on Content. Comments are not anonymous, and
may be viewed by other users. Your comments may be deleted by you, other users, or us.

4.5 Termination of License. You may revoke this license to your Content and terminate our rights at any time by
removing your Content from the Service. Some copies of your Content may be retained as part of our routine backups,
however.

4.6 Feedback. You have no obligation to provide us with ideas, suggestions, or proposals (“Feedback”). If you submit
Feedback to us however, then you grant us a non-exclusive, worldwide, royalty-free, sublicensable, and transferable
license to make, use, sell, have made, offer to sell, import, reproduce, publicly display, distribute, modify, and publicly
perform the Feedback.

4.7 Selling Your Content. We may allow you to license your Content to other users through our Services after agreeing
to separate terms.

5. Account Information.

You are responsible for all activity that occurs via your account. Please notify Customer Support immediately if
you become aware of any unauthorized use of your account. You may not (a) Share your account information
(except with an authorized account administrator); or (b) use another person’s account. Your account
administrator may use your account information to manage your use and access to the Services and Software. For
PhoneGap, we reserve the right to monitor and enforce subscription plan limits and restrictions, including, but not
limited to, the right to charge for overages.

6. User Conduct.

6.1 Responsible Use. The Adobe communities often consist of users who expect a certain degree of courtesy and
professionalism. You must use the Services and Software responsibly.

6.2 Misuse. You must not misuse the Services or Software. For example, you must not:
(a) copy, modify, host, stream, sublicense, or resell the Services or Software;

(b) enable or allow others to use the Services or Software using your account information;



(c) use the Software to construct any kind of database;
(d) access or attempt to access the Services or Software by any means other than the interface we provide or authorize;
(e) circumvent any access or use restrictions put into place to prevent certain uses of the Services or Software;

(f) share Content, or engage in behavior that violates anyone’s intellectual property rights (“Intellectual Property
Rights” means copyright, moral rights, trademark, trade dress, patent, trade secret, unfair competition, right of privacy,
right of publicity, and any other proprietary rights);

(9) upload or share any Content that is unlawful, harmful, threatening, abusive, tortious, defamatory, libelous, vulgar,
lewd, profane, invasive of another’s privacy, or hateful;

(h) impersonate any person or entity, or falsely state or otherwise misrepresent your affiliation with a person or entity;
(i) attempt to disable, impair, or destroy the Services and Software;

(i) upload, transmit, store, or make available any Content or code that contains any viruses, malicious code, malware, or
any components designed to harm or limit the functionality of the Services or Software;

(k) disrupt, interfere with, or inhibit any other user from using the Services or Software (such as stalking, intimidating, or
harassing others, inciting others to commit violence, or harming minors in any way);

(1) engage in chain letters, junk mails, pyramid schemes, phishing, spamming, or other unsolicited messages;
(m) place an advertisement of any products or services in the Services except with our prior written approval,
(n) use any data mining or similar data gathering and extraction methods in connection with the Services; or
(o) violate applicable law (including, but not limited to, where applicable, COPPA).

7. Fees and Payment.

7.1 Taxes and Third-Party Fees. You must pay any applicable taxes and third-party fees (including, for example,
telephone toll charges, mobile carrier fees, ISP charges, data plan charges, credit card fees, foreign exchange fees, and
foreign transaction fees). We are not responsible for these fees. Contact your financial institution with questions about
fees. We may take steps to collect the fees you owe us. You are responsible for all related collection costs and expenses. If
you are located in a different country from the applicable Adobe entity that you are transacting with (i.e., Adobe Inc. for
North American customers and Adobe Systems Software Ireland Limited for customers in all other countries), your
payments will be made to a foreign entity.

7.2 Credit Card Information. If you do not notify us of updates to your payment method, to avoid interruption of your
service, we may participate in programs supported by your card provider to try to update your payment information. You
authorize us to continue billing your account with the updated information that we obtain.

8. Your Warranty and Indemnification Obligations.

8.1 Warranty. By uploading your Content to the Services or Software, you agree that you have: (a) all necessary licenses
and permissions to use and Share your Content; and (b) the rights necessary to grant the licenses in the Terms.

8.2 Indemnification. You will indemnify us and our subsidiaries, affiliates, officers, agents, employees, partners, and
licensors from any claim, demand, loss, or damage, including reasonable attorneys’ fees, arising out of or related to your
Content, your use of the Services or Software, or your violation of the Terms.

9. Disclaimers of Warranties.

9.1 Unless stated in the Additional Terms, the Services and Software are provided “AS-IS.” To the maximum
extent permitted by law, we disclaim all warranties, express or implied, including the implied warranties of non-
infringement, merchantability, and fitness for a particular purpose. We make no commitments about the content
within the Services. We further disclaim any warranty that (a) the Services or Software will meet your
requirements or will be constantly available, uninterrupted, timely, secure, or error-free; (b) the results obtained
from the use of the Services or Software will be effective, accurate, or reliable; (c) the quality of the Services or
Software will meet your expectations; or (d) any errors or defects in the Services or Software will be corrected.



9.2 We specifically disclaim all liability for any actions resulting from your use of any Services or Software. You
may use and access the Services or Software at your own discretion and risk, and you are solely responsible for any
damage to your computer system or loss of data that results from the use of and access to any Service or Software.

9.3 If you post your Content on our servers to publicly Share through the Services, we are not responsible for: (a)
any loss, corruption, or damage to your Content; (b) the deletion of Content by anyone other than Adobe; or (c)
the inclusion of your Content by third parties on other websites or other media.

10. Limitation of Liability.

10.1 Unless stated in the Additional Terms, we are not liable to you or anyone else for any loss of use, data,
goodwill, or profits, whatsoever, and any special, incidental, indirect, consequential, or punitive damages
whatsoever, regardless of cause (even if we have been advised of the possibility of the loss or damages), including
losses and damages (@) resulting from loss of use, data, or profits, whether or not foreseeable; (b) based on any
theory of liability, including breach of contract or warranty, negligence or other tortious action; or (c) arising from
any other claim arising out of or in connection with your use of or access to the Services or Software. Nothing in
the Terms limits or excludes our liability for gross negligence, for our, or our employees’, intentional misconduct,
or for death or personal injury.

10.2 Our total liability in any matter arising out of or related to the Terms is limited to US $100 or the aggregate
amount that you paid for access to the Service and Software during the three-month period preceding the event
giving rise to the liability, whichever is larger. This limitation will apply regardless of the form or source of claim
or loss, whether the claim or loss was foreseeable, and whether a party has been advised of the possibility of the
claim or loss.

10.3 The limitations and exclusions in this section 10 apply to the maximum extent permitted by law.
11. Termination.

11.1 Termination by You. You may stop using the Services and Software at any time. Termination of your account does
not relieve you of any obligation to pay any outstanding fees.

11.2 Termination by Us. If we terminate the Terms, or your use of the Service(s) for reasons other than for cause, we
will make reasonable efforts to notify you at least 30 days prior to termination via the email address you provide to us
with instructions on how to retrieve your Content. Unless stated in any Additional Terms, we may, at any time, terminate
your right to use and access the Services or Software if:

(a) you breach any provision of the Terms (or act in a manner that clearly shows you do not intend to, or are unable to,
comply with the Terms);

(b) you fail to make the timely payment of fees for the Services or Software, if any

(c) you materially breach any provision of the Terms, and (i) the breach cannot be corrected; or (ii) we notify you of the
breach and you fail to correct it within 14 days of the notice;

(d) you physically, verbally, or through other means abuse, threaten, bully, or harass us or our personnel (in such
circumstances, we may alternatively suspend or restrict your access to the Services or Software);

(e) you have repeatedly made complaints in bad faith or without a reasonable basis, and continue to do so after we have
asked you to stop (in such circumstances, we may alternatively suspend or restrict your access to the Services or
Software);

(f) we are required to do so by law (for example, where the provision of the Services or Software to you is, or becomes,
unlawful);

(9) we elect to discontinue the Services or Software, in whole or in part (such as if it becomes impractical for us to
continue offering Services in your region due to change of law); or

(h) there has been an extended period of inactivity in your free account.

11.3 Termination by Group Administrator. Group administrators for a Service such as “Creative Cloud for teams” may
terminate a user’s access to a Service at any time. If your group administrator terminates your access, then you may no



longer be able to access Content that you or other users of the group have shared on a shared workspace within that
Service.

11.4 Survival. Upon the expiration or termination of the Terms, some or all of the Services and Software may cease to
operate without prior notice. Any perpetual licenses you have will continue in full force and effect, however. Your
indemnification obligations, our warranty disclaimers or limitations of liabilities, and dispute resolution provisions stated
in the Terms will survive.

12. Investigations.

12.1 Screening. We do not review all content uploaded to the Services or Software, but we may use available
technologies, vendors, or processes to screen for certain types of illegal content (for example, child pornography) or other
abusive content or behavior (for example, patterns of activity that indicate spam or phishing, or keywords that indicate
adult content has been posted outside of the adult wall).

12.2 Disclosure. We may access or disclose information about you or your use of the Services or Software: (a) when it is
required by law (such as when we receive a valid subpoena or search warrant); (b) to respond to your requests for
customer service support; or (c) when we, in our discretion, think it is necessary to protect the rights, property, or personal
safety of us, our users, or the public.

13. Trade Control Laws.

The Services or Software and your use of the Services and Software, are subject to U.S. and international laws,
restrictions, and regulations that may govern the import, export, and use of the Services and Software. You agree to
comply with all the laws, restrictions, and regulations.

14. Australian Consumer Law.

Nothing in the Terms is intended to exclude, restrict, or modify any consumer rights under the Competition and Consumer
Act 2010 (Cth) (CCA) or any other legislation which may not be excluded, restricted, or modified by agreement. If the
CCA or any other legislation implies a condition, warranty, or term into the Terms or provides statutory guarantees in
connection with the Terms, in respect of goods or services supplied (if any), our liability for breach of such a condition,
warranty, other term or guarantee is limited (at our election), to the extent it is able to do so: (a) in the case of supply of
goods, us doing any one or more of the following: (i) replacing the goods or supplying equivalent goods; (ii) repairing the
goods; (iii) paying the cost of replacing the goods or of acquiring equivalent goods; and (iv) paying the cost of having the
goods repaired; or (b) in the case of supply of services, our doing either or both of the following: (i) supplying the services
again; and (ii) paying the cost of having the services supplied again.

15. Dispute Resolution.

15.1 Process. If you have any concern or dispute, you agree to first try to resolve the dispute informally by contacting us.
If a dispute is not resolved within 30 days of submission, any resulting legal actions must be resolved through final and
binding arbitration, except that you may assert claims in small claims court if your claims qualify.

15.2 Rules. If you reside in the Americas, JAMS will administer the arbitration in Santa Clara County, California
pursuant to its Comprehensive Arbitration Rules and Procedures. If you reside in Australia, New Zealand, Japan,
mainland China, Hong Kong S.A.R., Macau S.A.R., Taiwan, South Korea, India, Sri Lanka, Bangladesh, Nepal, or a
member state of the Association of Southeast Asian Nations (ASEAN), then the Singapore International Arbitration
Centre (SIAC) will administer the arbitration in Singapore under its Rules of Arbitration, which rules are deemed to be
incorporated by reference in this section. Otherwise, the London Court of International Arbitration (LCIA) will administer
the arbitration in London under the LCIA Arbitration Rules. There will be one arbitrator that you and Adobe mutually
select. The arbitration will be conducted in the English language, but any witness whose native language is not English
may give testimony in the witness’ native language, with simultaneous translation into English (at the expense of the party
presenting the witness). Judgment upon the award rendered may be entered and will be enforceable in any court of
competent jurisdiction having jurisdiction over you and us.

15.3 No Class Actions. You may only resolve disputes with us on an individual basis, and you may not bring a
claim as a plaintiff or a class member in a class, consolidated, or representative action.

15.4 Injunctive Relief. Notwithstanding the foregoing, in the event of your or others’ unauthorized access to or use of the



Services or Software in violation of the Terms, you agree that we are entitled to apply for injunctive remedies (or an
equivalent type of urgent legal relief) in any jurisdiction.

16. Audit Rights.

If you are a business, company, or organization, then we may, no more than once every 12 months, upon seven 7 days’
prior notice to you, appoint our personnel or an independent third-party auditor who is obliged to maintain confidentiality
to inspect (including manual inspection, electronic methods, or both) your records, systems, and facilities to verify that
your installation and use of any and all Services or Software is in conformity with its valid licenses from us. Additionally,
you will provide us with all records and information requested by us within 30 days of our request in order for us to verify
that the installation and use of any and all Services and Software is in conformity with your valid licenses. If the
verification discloses a shortfall in licenses for the Services or Software, you will immediately acquire any necessary
licenses, subscriptions, and applicable back maintenance and support. If the underpaid fees exceed 5% of the value of the
payable license fees, then you will also pay for our reasonable cost of conducting the verification.

17. Updates and Availability.

17.1. Updates to the General Terms and Additional Terms. We may modify these General Terms, any Additional
Terms or Subscription and Cancellation terms, for example, to reflect changes to the law or changes to our Services or
Software. You should look at the Terms regularly. We will post notice of modifications to these General Terms and
Additional Terms on this page. By continuing to use or access the Services or Software after the revisions are in effect,
you agree to be bound by the revised Terms.

17.2. Updates to the Services and Software. We may modify, update, or discontinue the Services or Software (including
any portions or features) at any time, without liability to you or anyone else. However, for changes to paid offerings, we
will make reasonable efforts to notify you of the modification, update or discontinuation. If we discontinue the Services or
Software in its entirety, we will also allow you a reasonable time to download your Content and we may provide you with
a pro rata refund for any unused fees for that Service or Software that you prepaid.

17.3. Availability. Webpages describing the Services are accessible worldwide, but this does not mean all Services or
service features are available in your country or that user-generated content available via the Services is legal or available
in your country. Access to certain Services (or certain Service features, Sample Files or Content Files) in certain countries
may be blocked by us or foreign governments. It is your responsibility to make sure your use of the Services is legal or
available where you use them. Services are not available in all languages.

18. No Modifications, Reverse Engineering.

Except as expressly permitted in the Terms, you may not (a) modify, port, adapt or translate any portion of the Services or
Software; or (b) reverse engineer, decompile, disassemble or otherwise attempt to discover the source code or any portion
of any Service or Software. If the laws of your jurisdiction give you the right to decompile the Software to obtain
information necessary to render the licensed portions of the Services or Software interoperable with other software, you
must first request such information from us. We may, in our discretion, either provide such information to you or impose
reasonable conditions, including a reasonable fee, on your decompilation of the Services or Software to ensure that our
and our suppliers’ proprietary rights in the Services and Software are protected.

19. Miscellaneous.

19.1 English Version. The English version of the Terms will be the version used when interpreting or construing the
Terms.

19.2 Notice to Adobe. You may send notices to us at the following address: Adobe Inc., 345 Park Avenue, San Jose,
California, 95110-2704, USA, Attention: General Counsel.

19.3 Notice to You. We may notify you by email, postal mail, postings within the Services, or other legally accepted
means.

19.4 Non-Assignment. You may not assign or otherwise transfer the Terms or your rights and obligations under the
Terms, in whole or in part, without our written consent, and any such attempt will be void. We may transfer our rights
under the Terms to a third party.

19.5 Headings. Headings used in these General Terms or Additional Terms are provided for convenience only and will



not be used to construe meaning or intent.

19.6 Severability. If any provision of these General Terms or any Additional Terms is held invalid or unenforceable for
any reason, the General Terms and any Additional Terms will continue in full force and effect.

19.7 No Waiver. Our failure to enforce or exercise any provision of the Terms is not a waiver of that provision.
20. DMCA.

We respect the Intellectual Property Rights of others and we expect our users to do the same. We will respond to clear
notices of copyright infringement consistent with the Digital Millennium Copyright Act (“DMCA”). You can learn more
about Adobe's IP Takedown policies and practices here: http://www.adobe.com/legal/dmca.html.

Adobe Inc.: 345 Park Avenue, San Jose, California 95110-2704
Adobe Systems Software Ireland Limited: 4-6 Riverwalk, City West Business Campus, Saggart, Dublin 24
Adobe_General_Terms_of Use-en_US-20180605 2200
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Attachment 1.i
Actian Corporation End User License Agreement

ACTIAN CORPORATION

CUSTOMER LICENSE AND SUPPORT SERVICES AGREEMENT PLEASE READ THIS AGREEMENT
CAREFULLY BEFORE DOWNLOADING OR INSTALLING THE SOFTWARE.

This Customer License and Support Services Agreement ("Agreement”) is a legal agreement between the end user
downloading or installing the software ("you™) and Actian Corporation, with its principal place of business located at 2300
Geng Road, Suite 150, Palo Alto, CA 94303 ("Us," "Our," or "We"). IF YOU ARE ENTERING INTO THIS
AGREEMENT ON BEHALF OF A COMPANY OR AN ENTITY, YOU REPRESENT THAT YOU ARE THE
EMPLOYEE OR AGENT OF SUCH COMPANY OR ENTITY AND YOU HAVE THE AUTHORITY TO ENTER
INTO THIS AGREEMENT AND LEGALLY BIND YOUR COMPANY OR ENTITY. For purposes of this Agreement,
"You" or "Your" includes you and any of your companies or entities that you have bound under this Agreement. This
Agreement governs the purchase and use of the software and services described in an Order (defined below).

1. DEFINITIONS.
1.1 "Documentation™ means the user documentation supplied by Us with the Product.

1.2 "Customer Subsidiaries” means those companies which are Your wholly-owned subsidiary on the Effective Date of
this Agreement. Wholly-owned subsidiary shall be defined as an entity in which You own a 100% shareholding.

1.3 "Order" means a document typically titled "Order Confirmation" or “Software and Support Services Order,”
executed by the parties, that refers to this Agreement and describes in greater detail Your order-specific information and
use restrictions including, but not limited to: Your billing information, lists of Products and Support Services ordered,
permitted number of cores with which the Products can be used, and pricing. Such Order(s) is (are) hereby incorporated
into this Agreement by reference.

1.4 "Outsourcer" means a third party engaged by You for internal data processing, consulting, product customization, or
internal information management.

1.5 "Products" means the machine-readable object code of the software programs specified in an order, together with any
Documentation and Updates thereto.

1.6 "Subscription Term" means one year from the date of the applicable Order or as otherwise specified in the Order or
an addendum to this Agreement.

1.7 "Support Services" means Product support services.

1.8 "Updates" means any update, release, or enhancement that is provided to You at Our discretion under Support
Services.

1.9 "Warranty Period" means thirty (30) days from the date of initial delivery to You of the applicable Product
(excluding Updates).

2. LICENSE.

2.1 License Grant. Provided that You comply with the terms and conditions of this Agreement, including, but not
limited to the conditions stated in Sections 2.2(i) — 2.2(iv), We grant You a limited, non-exclusive, non-sublicensable and
non-transferable license to use the Products for Your business purposes during the Subscription Term in accordance with
the terms and conditions of this Agreement with any restrictions stated in an Order or attachment hereto, such as the
number of copies of the Products made or used by You, installed on Your workstations or servers, or on the number of
Your users or the number of seats, sockets or cores accessing or using the Product. For the avoidance of doubt, You have
no right or license under this Agreement to any use, copy, instance or version of a Product or other software program, or
support services for a particular Product, unless such use, copy, instance or version and such support services are covered
in a then-current Order or attachment thereto. You must ensure that any limits on the number of cores/CPUs are not
exceeded by platform virtualization or other means. Customer Subsidiaries may place Order(s) under this Agreement,
provided that such Order(s) reference this Agreement, and shall have the benefit of the Support Services as may be
described in such Order(s), provided that:

i) You will ensure that each of such Customer Subsidiaries is aware of and complies with the terms of this Agreement as
though such Customer Subsidiaries were You, and You are liable and responsible for their acts and omissions; and



ii) You will indemnify Us and keep Us fully and effectively indemnified against all costs, claims, demands, expenses and
liabilities of whatsoever nature which We may sustain as a result of a failure by any Customer Subsidiaries to comply
with the terms of this Agreement.

2.2 Product Use Rights. The license granted in Section 2.1, above, is subject to the following conditions:
i) License Restrictions. Except as expressly permitted by this Agreement, You may not:
(i) distribute, lease, loan, sell, encumber, sublicense, or otherwise transfer a Product;

(ii) permit third-party access to or use of the Products, or use, access, or allow access to the Products in any way to benefit
third parties, including, but not limited to operating the Products in a service bureau, SaaS, ASP, or other similar hosted
environment; (iii) use a Product to provide or operate hosting or Application Service Provider(ASP) services, Software as
a Service, service bureau, marketing, training, outsourcing services, or consulting services, or any other commercial
service related to the Products;

(iv) use a Product to develop a product which is competitive with any of the software programs manufactured and/or
marketed by Us;

(v) use a Product in the same production environment in which You deploy an open source version of the Product; vi) use
the Products beyond the scope or term of any license; or (vii) use the Product to process data for third parties (e.g., data
performing data migrations, conversions, or transformations for Your customers). Actian Vector (formerly Vectorwise)
cannot be used as a transactional database. You shall notify Us if You become aware of any unauthorized third party
access to, or use of, a Product.

ii) Outsourcers. You may permit access to, and use of, the Products by an Outsourcer, provided that:

(i) the Outsourcer agrees to comply with the terms of this Agreement and to access and use the Products solely for
purposes of rendering services to You; and

(i) the total number of licenses used by You and Outsourcer must not exceed the scope or number of licenses purchased.
You shall be responsible and liable for Outsourcer's compliance with the terms of this Agreement. Upon completion of
Your services by Outsourcer, You shall, upon Our request, certify in writing that Outsourcer has un-installed and
destroyed all copies of Products within thirty (30) days of such completion of services, and You will give Us any
reasonable assistance We may request to ensure Outsourcer complies with this clause.

iii) Duplication of Product. You may make Product copies equal to the number of licensed copies expressly authorized
under this Agreement plus a reasonable number of archival copies for inactive backup purposes, provided that all Product
copyright, trademark, patent, and related proprietary notices incorporated in or affixed to the Product shall be duplicated
by You on all copies or extracts thereof and shall not be altered, removed, or obliterated. Except as required to be
permitted by applicable law, reverse compiling (including reverse compiling to ensure interoperability), reverse
engineering and other source code derivation of the Product is prohibited. If You wish to exercise any right to reverse
engineer to ensure interoperability in accordance with applicable law, You shall first provide written notice to Us and
permit Us, at Our discretion, to make an offer to provide information and assistance reasonably required to ensure Product
interoperability with Your other products for a fee to be mutually agreed upon (if any).

iv) Product Ownership and Restrictions. The copies of Products provided hereunder are licensed, not sold, and all
intellectual property rights and title to the Products shall remain with Us and Our suppliers and no interest or ownership
therein is conveyed to You. No right to create a copyrightable work, whether joint or unitary, is granted or implied; this
includes works that modify (even for purposes of error correction), adapt, or translate the Product or create derivative
works, compilations, or collective works therefrom, except as necessary to configure the Product using the menus, options
and tools provided for such purposes and contained in the Product. You shall not attempt to circumvent any user limits or
other license, timing or use restrictions that are built in to the Products. Certain items of software code provided along
with the Products are subject to “open source” licenses (“Third Party Code”) provided with the Products. The Third Party
Code is not subject to the terms and conditions of this Agreement, except for Sections 5 and 6 of this Agreement. Nothing
in this Agreement limits Customer’s rights under, or grants Customer rights that supersede the terms and conditions of any
applicable license for the Third Party Code, including any rights to copy, modify or distribute Third Party Code under the
applicable license.

You are hereby notified that the Products may contain time-out devices, counter devices, and/or other devices intended to
ensure the limits of a particular license will not be exceeded (“Limiting Devices”). If the Products do contain Limiting



Devices, We shall ensure that You receive any keys or other materials necessary to use the Products to the limits of Your
license.

2.3 Product Export. Any person or entity exporting or re-exporting Products or services directly or indirectly and via any
means, including electronic transfer, is wholly responsible for doing so in accordance with the U.S. Export Administration
Regulations and the laws of host countries and You agree to comply strictly with all such laws and regulations. We
assume no responsibility or liability for Your failure to obtain any necessary export approvals. Specifically, no Product or
services may be exported to embargoed or otherwise restricted countries or end-users. This provision shall survive the
expiration or earlier termination of this Agreement.

3. SUPPORT AND ADDITIONAL SERVICES.

3.1 Support Services. The details of the Support Services can be found at http://supportservices.actian.com/support-
services/support#policy. We may suspend or terminate Support Services for all Product(s) in the event that You do not
pay fees for Support Services when due. If You purchase Support Services for a Product, then You shall purchase
Support Services for all licenses and copies of such Product. You may not use or access support services (i) for a software
product not covered in a then-current Order, or (ii) for a Product not covered by a then-current paid Actian support plan.
You may not use or access support services for the benefit of a third party, or provide access to or permit use of support
services by a third party.

3.2 Additional Services. Consulting services or training may be obtained by You on an as-available basis and at
mutually agreed rates in accordance with a separate agreement. Should we agree to provide consulting services, the
payment of the Product license and Support Services fees under this Agreement shall not be contingent under any
circumstances upon the performance of any such services including installation and implementation services.

4. FEES; TAXES; PAYMENT TERMS; PURCHASE ORDERS; SHIPPING.

4.1 Fees. Fees or other charges shall be as specified in an Order. All amounts payable under this Agreement shall be
payable in advance, and shall be non-refundable and not subject to set off or deduction by You. In the event that You wish
to renew the subscription of a Product, the applicable price shall be that stated within the then-current Actian price list,
unless otherwise agreed between the parties.

4.2 Taxes. Our fees are exclusive of, and You are responsible for, duties and taxes (other than taxes on Our income).

4.3 Invoicing and Payment. All payments of fees and charges under this Agreement shall be made in U.S. dollars within
thirty (30) days of the date of the applicable invoice sent to You by Us. Any amount payable by You to Us hereunder
which is past due may be subject to a late payment charge equal to one

and a half percent (1.5%) per month, or the highest rate permitted by law, whichever is less. The receipt or request for
payment of such amounts shall not prejudice Our rights with respect to Your failure to pay on the due date.

4.4 Orders and Shipping. We have no obligation to accept Purchase Orders, including without limitation Purchase
Orders for renewal of Support Services. Any fulfillment of Purchase Orders shall be solely in accordance with the terms
of this Agreement and We expressly reject any conflicting terms and conditions in Your Purchase Order. Products and
Documentation are shipped FOB origin, Our site. Delivery will be by electronic or physical means, at Our election, and
all Products shall be deemed accepted by You immediately upon the earlier of download or receipt from Us.

5. LIMITED WARRANTIES.

5.1 We warrant that, during the Warranty Period, the Products (excluding Updates) will operate substantially in
conformity with the applicable Documentation. Updates are not included within the definition of Products for the
purposes of any Warranty or Warranty Period.

5.2 Within the Warranty Period, if You detect a defect in a Product's physical media, You may return the defective media
to Us and We will replace it free of charge.

5.3 Provided that We are notified in writing of a Product's non-conformance with the warranty set forth in section 5.1
within the applicable Warranty Period, We shall, at Our option: a) repair or replace the defective Product, or b) refund the
license fees paid for the Product in exchange for a return of the defective Product. In the event of a refund Your license to
use the Product will immediately expire. This Section 5.3 is Your exclusive remedy for breach of the limited warranty in
Section 5.1. The above warranties specifically exclude defects resulting from accident, abuse, misapplication or
unauthorized repair, modifications, enhancements and installation in an incompatible environment. We do not warrant
that use of the Products will be uninterrupted or error free.
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5.4 EXCEPT FOR EXPRESS WARRANTIES STATED IN THIS SECTION 5 AND TO THE MAXIMUM EXTENT
PERMITTED BY LAW, THE PRODUCTS AND SERVICES ARE PROVIDED "AS IS," AND WE, AND OUR
SUPPLIERS DISCLAIM ALL OTHER WARRANTIES AND CONDITIONS, WHETHER EXPRESS OR IMPLIED
OR STATUTORY, INCLUDING WITHOUT LIMITATION, ANY IMPLIED WARRANTY (I) OF
MERCHANTABILITY OR SUITABILITY, (II) OF FITNESS FOR A PARTICULAR PURPOSE, OR (l1l) OF NON-
INFRINGEMENT OF THIRD PARTY RIGHTS.

6. LIMITATION OF LIABILITY.

To the maximum extent permitted by applicable law, in no event will We or Our Suppliers be liable to You or any third
party for any indirect, special, incidental, consequential or punitive damages arising out of or related to this Agreement,
including without limitation, any lost profits or revenues, loss or inaccuracy of any data, or cost of substitute goods,
regardless of the theory of liability (including negligence) and even if We have been advised of the possibility of such
damages. We and Our suppliers' aggregate liability to You or any third party for any cause whatsoever shall not exceed
the total fees paid by You to Us under this Agreement during the 12 months preceding the date that the claim arose. In no
event shall You raise any claim under this Agreement more than 2 years after (i) the discovery of the circumstances giving
rise to such claim; or (ii) the effective date of the termination of this Agreement. The limitations in this Section shall apply
even if any remedy fails of its essential purpose. Nothing in this Agreement shall exclude or limit either party's liability
for death or personal injury caused by that party's negligent act or omission or by wilful default.

7. THIRD PARTY CLAIMS.

7.1 We shall: (i) defend, or at Our option settle, any legal proceeding brought against You to the extent that it is based on
a claim that a Product infringes a third-party patent, trademark or copyright of the country in which You take delivery of
the Product; and (ii) pay all damages and costs finally awarded against You by a court of competent jurisdiction to the
extent attributable to such a claim or agreed to by way of a settlement entered into by Us, provided that: You (i) notify Us
promptly of each such claim; (ii) give Us sole control of the defense and/or settlement of the claim; (iii) fully cooperate
with Us in the defense or settlement of the claim; (iv) mitigate such damages and costs as far as is reasonably possible;
and (v) take no action that may prejudice Our ability to defend the claim.

7.2 If all or any part of the Product is, or in Our opinion is likely to become, the subject of a claim of infringement, We
may at Our sole discretion:

(i) procure for You the right to use the Product or the affected part thereof; (ii) replace the Product or affected part with
other software that has the same or additional functionality; (iii) modify the Product or affected part to make it non-
infringing; or (iv) if none of the foregoing remedies is commercially feasible as determined by Us in Our sole discretion,
terminate your license to the Product and upon return of the Product, refund a pro-rated (over a 12 month period on a
straight-line basis) portion of the payments paid by You to Us over the preceding 12 months for the Product or the
affected part.

7.3 We shall have no liability or other obligations to the extent a claim is based on: (i) failure to use an Update provided
by Us, if infringement could have been avoided by use of the latest version of the Products; (ii) combination, operation, or
use of Products with other products not provided by Us, if such infringement would have been avoided in the absence of
such combination, operation, or use; (iii) Your use of Product in any manner inconsistent with the applicable license terms
and conditions; (iv) modification, alteration, or enhancement to the Product not performed or expressly authorized by Us;
(v) the furnishing to You of any information, service or technical support by a third party; (vi) non-licensed use of the
Products; or (vii) Our compliance with Your designs, specifications or instructions.

THE FOREGOING PROVISIONS OF THIS SECTION STATE THE ENTIRE LIABILITY AND OBLIGATION OF US
AND YOUR EXCLUSIVE REMEDY FOR CLAIMS OF INFRINGEMENT OF THIRD PARTY RIGHTS.

8. TERM AND TERMINATION.

8.1 Unless sooner terminated as provided below, the term of this Agreement shall begin on the Effective Date and
continue for one year and then automatically renew for successive one-year terms, unless either party notifies the other
party in writing of its intent not to renew at least ninety days prior to the expiration of the initial or then-current renewal
term. If the Agreement term is not renewed, it shall be deemed to expire upon the earlier of (i) one year from the end of
the then-current term or (ii) the end of the last remaining Subscription Term. If a Product is obtained under a perpetual
license, the Agreement shall be deemed not to expire for purposes of that Product only.

8.2 Notwithstanding the foregoing, either party may terminate this Agreement or an Order (i) by written notice of breach



of the Agreement or such Order, provided the other party fails to cure such breach within thirty days after such notice, or
(i) forthwith if the other party makes an assignment for the benefit of creditors or proceedings are commenced by or for
such other party under any bankruptcy, insolvency, or debtor's relief law. Upon termination or expiration for any reason,
all rights (including all license rights) and obligations shall terminate except as provided in this Section 8.2 (and Section
8.1 in the case of expiration only), and such termination or expiration shall not relieve You from Your obligation to pay
fees that remain unpaid and shall not limit either party from pursuing other available remedies. Upon termination or
expiration of this Agreement or any part thereof, We shall have no obligation to refund to You any fees paid by You. If
an Order is terminated or expired, You must certify in writing to Us that You have immediately un-installed and destroyed
or returned all copies of the Product within thirty (30) days of such termination/expiration. The following Sections survive
termination or expiration of this Agreement: 1, 2.1(i) and (ii), 2.2(iv), 4, 5.4, 6, 8, and 9.

9. GENERAL.

9.1 Confidential Information. Each party receiving Confidential Information ("Recipient™) shall retain in confidence and
require its employees, agents, and contractors to retain in confidence all Confidential Information of the other party
("Discloser"). "Confidential Information” means (i) for Us: the terms and conditions of this Agreement, all financial terms
and conditions contained in Our quotation, and the Products as well as results of any Product benchmark or similar tests
(whether performed by Us, You, or any third party); and (ii) for either party: any information, in written or other tangible
form, which has been conspicuously marked by Discloser as "confidential” or "proprietary" or if not so marked, if it
should reasonably be regarded as confidential due to the nature of the information being disclosed. Recipient shall protect
Discloser's Confidential Information in the same manner Recipient protects its own Confidential Information of similar
importance, but in no event with less than reasonable care. Confidential Information shall remain the sole property of the
Discloser and shall not be disclosed to any third party (except, solely to employees, attorneys, consultants, and
subsidiaries, who need to know and are bound by a written agreement with Recipient to maintain the confidentiality of
such Confidential Information in a manner consistent with this Agreement) or used except as permitted under this
Agreement. Confidential Information shall not include any information that: (i) is or becomes publicly known without the
Recipient's breach of any obligations owed to the Discloser; (ii) is rightfully disclosed to the Recipient from a source other
than the Discloser without a breach of an obligation of confidentiality; or (iii) is independently developed by the Recipient
without any access to the Discloser's Confidential Information. Notwithstanding the foregoing, We may disclose that You
are Our customer. In addition, either party may disclose information in compliance with applicable law or a court order,
provided the Discloser is given reasonably prompt notice thereof and the Recipient provides cooperation and assistance in
any attempt to prevent or limit such disclosure. The obligations set forth herein with respect to Confidential Information
shall continue in full force and effect for a period of three (3) years after the date of termination of this Agreement.

9.2 Relationship of the Parties. This Agreement is not intended to and shall not create a relationship such as a
partnership, franchise, joint venture, fiduciary, agency or employment relationship. Neither party may act in a manner that
expresses or implies a relationship other than that of independent contractor, nor bind the other party.

9.3 Governing Law and Venue. Any action related to this Agreement shall be governed by California law and
controlling U.S. federal law, and the choice of law rules of any jurisdiction shall not apply. The parties agree that the
United Nations Convention on Contracts for the International Sale of Goods shall not apply to this Agreement. The venue
for any claims arising under this Agreement shall be the federal courts located in the Northern District of California or the
state courts located in Santa Clara County, California, and the parties agree to submit to the exclusive jurisdiction of such
courts.

9.4 Assignment. Neither this Agreement nor any right, obligation, or Product licensed hereunder may be assigned by
You without Our prior written consent. Any purported assignment in violation of the foregoing is void. Subject to the
foregoing, the provisions of this Agreement shall be binding upon and inure to the benefit of the parties, and their
permitted successors and assigns.

9.5 Severability. If any provision of this Agreement is declared unlawful, void, or unenforceable, then that provision
shall be limited to the extent enforceable, or otherwise severed, and will not affect the validity and enforceability of the
remaining provisions.

9.6 Audits. During the term of this Agreement and continuing until two years after termination or expiration, You shall
keep and retain complete and accurate records regarding Your use of the Products.

i) Self-Audits. To help manage Your use of the Products and Your compliance with this Agreement, You agree to
perform a self-audit upon 10 working days prior written notice from Us, on the self- audit form made available by Us. If



Your self-audit form reveals a discrepancy that You have previously or are currently using more of Our products than You
have valid Orders or licenses for, You must pay Us the unpaid amounts at the same time as returning the self-audit form to
Us. In the event that You are late in submitting a self-audit form We may delay accepting orders and/or suspend Support
Services until We receive the self-audit form and We may instigate the Formal Audit process defined below.

ii) Formal Audits. We, or Our designated agent, may, upon five (5) working days prior written notice to You, inspect any
of Your facilities where Products are used and audit records for the purpose of confirming Your use of the Products and
Your compliance with this Agreement. We may perform only one formal audit per twelve (12) month period unless a
previous audit reveals a discrepancy. Our audit shall be performed at Our sole expense; provided however, that if, as a
result of Our audit, it is determined that You have underpaid Us by more than 5% of the amount owed during the period
audited, then You shall bear the reasonable cost of Our audit. In the event of any underpayment, You shall pay all past-
due fees immediately in accordance with the terms of this Agreement. This section survives termination of this Agreement
for two (2) years.

9.7 Force Majeure. Except with respect to the obligation to pay fees when due hereunder, neither party shall be deemed
in default of this Agreement because of a delay or failure in performance of its obligation resulting from any cause beyond
its reasonable control (a "Force Majeure"), provided it gives reasonably prompt notice of the Force Majeure condition to
the other party and uses reasonable efforts to mitigate the delay or failure.

9.8 Notices. Any notices required or permitted to be given hereunder shall be delivered by personal delivery, express
courier, or recorded delivery, postage prepaid, return receipt requested, to a party's address set forth in an Order, or if to
You to Your headquarters or to Us to: Actian Corporation, Attn: Legal Department, 500 Arguello Street, Suite 200,
Redwood City, CA 94063. A notice shall be deemed effective when actually delivered. Either party may change its
address for purposes of this Agreement by written notice given in accordance herewith.

9.9 Marketing. Except if required to do so by the Securities Exchange Commission, regulatory authority or similar body,
neither party shall provide copies of this Agreement or otherwise disclose its terms to any third party, without the prior
written consent of the other, which consent shall not be unreasonably withheld or delayed. The parties agree that within
thirty (30) days of the Effective Date We may issue a press announcement describing the relationship of the parties. You
agree to allow Us to reference and identify You, and use Your logo in Our advertising, sales promotion, press releases,
public filings, website usage, and other publicity matters relating to the Products furnished and/or the related Support
Services performed pursuant to this Agreement, so long as such use is without any modification of Your name, mark, or
logo.

You agree to act as a "Reference Account” for Us. In such cases where You have agreed to serve as a "Reference
Account,” We shall be allowed to refer other customers, potential customers, press, analysts, etc., to Your executives, who
are familiar with Your relationship with Us, to act as a reference for Us9.10 U.S. Government End Users. The software
is "commercial items" as that term is defined at 48 C.F.R. 2.101, consisting of "commercial computer software" and
"commercial computer software documentation™ as such terms are used in 48 C.F.R. 12.212. Consistent with 48 C.F.R.
12.212 and 48 C.F.R. 227.7202-1 through 227.7202-4, all U.S. Government end users acquire the software with only
those rights set forth under this Agreement. Any technical data provided that is not covered by the above provisions shall
be deemed "technical data-commercial items" pursuant to 48 C.F.R. 252.227.7015(a). Any use, modification,
reproduction, release, performance, display or disclosure of such technical data shall be governed by the terms of 48
C.F.R. 252.227.7015(b).

9.11 High Risk Activities. The Products are not fault-tolerant and not designed, manufactured or intended for use or
resale as on-line control equipment in hazardous environments requiring fail-safe performance, such as in the operation of
nuclear facilities, aircraft navigation or communication systems, air traffic control, direct life support machines, or
weapons systems, in which the failure of the Product could lead directly to death, personal injury, or severe physical or
environmental damage (“High Risk Activities”). We and Our suppliers specifically disclaim any express or implied
warranty of fitness for High Risk Activities.

9.12 Third Party Rights. Notwithstanding any other provision in this Agreement, nothing in this Agreement shall create
or confer any rights or other benefits in favor of any person not a party hereto, except with respect to Microsoft software
included in the Products. Microsoft is a third party beneficiary with the right to enforce its right in its software.

9.13 Injunctive Relief. You acknowledge that the Products contain Our and Our licensees' valuable trade secrets and
proprietary information and that any actual or threatened disclosure or unauthorized use or distribution of the Products or
Our or Our licensees' Confidential Information will constitute immediate and irreparable harm to Us for which monetary



damages would be an inadequate remedy and entitle Us to immediate injunctive relief without the need to post a bond or
show actual monetary damages.

9.14 Integration and Amendment. This Agreement constitutes the entire agreement between the parties and supersedes all
prior or contemporaneous conditions, agreements, communications or representations, whether oral or written, relating to
the subject matter hereof. Neither party has relied on any statement or representation by an employee or agent of the other
party in entering into this Agreement. Any additional or different terms in Your documents (including any terms
contained on Purchase Orders) shall not apply and are hereby deemed to be material alterations and notice of objection to,
and rejection of them is hereby given. Except as permitted herein, this Agreement may not be modified or any term or
condition waived except in writing signed by a duly authorized representative of each party. No waiver of any breach of
any provision of this Agreement shall constitute a waiver of any prior, concurrent or subsequent breach of the same or any
other provision hereof. Headings are for convenience only and shall not affect the interpretation of any provision
hereunder.



Attachment 1.
HighSoft End User License Agreement

A HIGHSOFT

Standard License Aareement 11.0

This License Agreement sets forth the terms and conditions governing purchases and use of Software owned and
delivered by Highsoft AS.

By Installing or using the Software, Licensee agrees to be bound by this Agreement, unless Licensee is using the
Software for authorized non-commercial purposes.

If Licensee does not agree to this Agreement, Licensee is not allowed to install or use any Software made available
through Highsoft Website.

1. Definitions

Agreement shall mean this document, its appendices and the License Statement;

Advantage shall mean the set of supplies and services offered by Highsoft to Licensee, as defined in section
3.6 below, for as long as Licensee is validly enrolled in Advantage;

Affiliate shall mean any entity that directly, or indirectly controls, is controlled by, or is under common control with the
subject entity. “Control”, for purposes of this definition, means direct, or indirect ownership, or control of more than 50%
of the voting interests of the subject;

Applicable Releases shall mean the Release(s) of the licensed Software applicable at the time of this Agreement in
addition to all subsequent Releases of same, which are released by Highsoft during the time in which Licensee is validly
enrolled in Advantage pursuant to section 3.6;

Confidential Information shall mean any and all written, verbal, or demonstrated information provided by one Party to
the other in connection with this Agreement; Confidential information shall include, without limitation, information
relating to technologies, finances, marketing and legal affairs which relate in any manner to a Party’s actual, or anticipated
business whether obtained in tangible or intangible form, including oral or visual;

Content Creator shall mean any person that is not a Developer who is working with a product that use the Software
through an abstract interface (e.g. Highcharts Editor) to create and/or modify charts to be further published, including
but not limited to choosing data, modifying labels or style;

Customer Installation shall mean any distribution of the Software as an integral part of a Licensee Product installed or
to be installed on a server owned and/or operated by a Licensee customer pursuant to an OEM license granted in
accordance with section 3.4 below;

Customer Installation with Developer Rights shall mean any distribution of the Software, as an integral part of a
Licensee Product installed or to be installed on a server owned and/or operated by a Licensee customer, that allows the
Licensee customer to customize Software for Licensee customer’s own purposes, pursuant to an OEM license with
Developer Rights granted in accordance with section 3.4 below;

Delivery Date shall mean the date Licensee is invoiced by Highsoft for the applicable Software;

Developer shall mean any person who will be working with the API and/or source code in any capacity including, but
not limited to, developers, designers and quality assurers who make use of the Software in the planning, development,
production and maintenance phases. The number of Developers authorized to work with the Software is stated in the
License Statement;

Highsoft shall mean Highsoft AS, a Norwegian corporation with organization no. NO996840506 MVA,



Highsoft Website shall mean www.highcharts.com;License shall mean the right to use the Software granted to Licensee
by Highsoft through this Agreement, in the form of a High-Five License, Developer License, OEM License, or Mobile
Wrapper License. Licensee must choose one or more license type(s) prior to entering into this Agreement. The usage rights
granted under each of the above-mentioned license types, are defined in section 3 of this Agreement;

License and Advantage Fee shall mean the fee payable by Licensee to Highsoft for the initial right to use Software (and
to be enrolled in Advantage during the first twelve (12) months after Delivery date) and/or for subsequent renewals of
Advantage respectively in accordance with the License;

Licensee shall mean the legal entity to which License has been granted;

Licensee Product shall mean any proprietary software product, application or other software solution, marketed by
Licensee, in which Software has been incorporated pursuant to an OEM-license or other valid authorization from
Highsoft, and which Licensee thereby is authorized to make available to its own customers, or use for Licensee’s internal
purposes. Licensee Products shall be listed inthe License Statement;

License Statement shall mean a document confirming purchase to be sent to Licensee by Highsoft; which states what
License has been purchased, what Software, and if applicable, also for what Licensee Products the Software can be used,;

Party shall mean a party to this Agreement;

Release shall mean, with respect to any licensed Software, any release of minor news, and bug fixes or substantial news
and improvements, possible redesign, and refactoring of the API. Such improvements may typically include modifications
to the Software which increase the efficiency, ease of use and/or add additional capabilities or functionality. To be entitled
to gain access to Releases, Licensee must be validly enrolled in Highsoft’s Advantage, pursuant to sections 3.1, 3.6 and
4,

Software shall mean the software owned by Highsoft and licensed to Licensee through this Agreement, including
Applicable Releases, and consisting of one or more of the following products as stated in the License Statement: Highcharts
JS, Highstock JS, Highmaps JS, Highcharts .NET, Highcharts Gantt, Highcharts iOS and/or Highcharts Android,;

Third Party shall mean any other party than the Parties, including but not limited to Licensee customers;

2. Ownership and Copyright

The Software is the property of Highsoft and is protected by copyright law as well as other statutory and non- statutory
intellectual property law. Highsoft product names are owned by Highsoft and protected under trademark law as registered
trademarks.

All title and copyrights in and to Software, trademarks and the accompanying materials and rights are and shall remain
owned fully and solely by Highsoft.

Through this Agreement, Software is licensed, not sold.

3. Grant of License

Subject to the terms and conditions of this Agreement and upon Licensee's full payment of the applicable fees, Highsoft
grants Licensee the right to use the Software within the scope of the granted License type, and to receive services and
Releases included in Advantage as described below.

The License, which shall be registered in Licensee's name, shall commence on Delivery Date and be effective until
terminated in accordance with the terms and conditions set forth in this Agreement.

The export server running at Highsoft Website is based on a fair usage policy. Highsoft does not gather, or use for
commercial purposes, any information sent to the export server. The software available for on-premise installation of the
export-server is available under the MIT license.

When entering into this License Agreement, Licensee must choose one of the License types described in this section. Each
License type grants Licensee a specific set of usage-rights to Software, as described respectively in subsection 3.2 to 3.5
below.

Depending on the purchased License type(s), sections 3.2, 3.3, 3.4, and/or 3.5 below shall apply. Section 3.1 and 3.6 shall
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apply to all License types and hence regardless of the chosen License. The License type(s) chosen by Licensee shall be
stated in the License Statement.

3.1 General Grants and Limitations

The determination of which License type will be suitable for Licensee will depend on factors, such as e.g. the number of
developers, the manner of deployment of Licensee Products, the number of installations, etc.

Licensee may seek advice on the suitable License type directly from Highsoft. In such case, Highsoft will use to its best
effort to suggest a suitable License type based on the information provided by Licensee. Licensee guarantees that all
information provided to be complete and true. However, Highsoft provides no guarantees as to the suitability of the chosen
License type and disclaims all liability related to the choice made by Licensee.

The purchase of any License to use the Software shall also include a twelve (12) months enrollment in Highsoft’s
Advantage plan as defined in section 3.6 below, commencing on Delivery Date. Licensee may renew Advantage with
additional twelve (12) month periods pursuant to section 3.6 below, subject to payment of the Advantage fee in accordance
with section 4.

Licensee may obtain Software source code by downloading the source code from Highsoft Website, and make own edits,
and keep its own repositories with the modified sourcecode.

Licensee undertakes not to use Software as part of any offerings comprising functionality that is substantially similar to
that of Software or any other products that Highsoft is offering, during the term of this Agreement, and for a period of
three (3) years after termination. Nothing in this Agreement shall, however, be construed to preclude either Party from
developing, using, marketing, licensing and/or selling independently software which has the same or similar functionality
as Software or any other products, as long as such activities do not infringe the intellectual property rights of the other
Party.

Highsoft reserves all rights not expressly granted to Licensee in this Agreement. Without limiting the generality of the
foregoing, Licensee acknowledges and agrees that: (a) except as specifically set forth in this Agreement, Highsoft retains
all right, title and interest in and to Software, and Licensee does not acquire any right, title or interest to Software except
as set forth herein; (b) any configuration or deployment of Software shall not affect or diminish Highsoft’s rights, title or
interest in and to Software. Except as stated in the foregoing subsection, nothing in this Agreement shall limit in any way
Highsoft’s right to develop, use, license, create derivative works of, or otherwise exploit Software, or to permit Third
Parties to doso.

Licensee shall not modify, delete or obscure any notices of proprietary rights or any Software identification or restrictions
on or in Software found in the license-header of the code files.

3.2 High-Five License
A High-Five License is only available for start-up companies at the pre-revenue and/or pre-financing stage.

Only companies fulfilling the abovementioned conditions are eligible to use Software based on the High-Five License.
Highsoft may at its sole discretion decide whether such conditions are fulfilled or not.

Through a High-Five License, Highsoft grants Licensee a non-exclusive, non-sublicensable, non-reusable, worldwide
right to install, reproduce, use and further develop the Software as described in subsection 3.3 ‘Developer License’ or
Mobile Wrapper License as described in subsection 3.5 below, with the following exceptions:

The License is limited to a maximum of two (2) Developers,
The High-Five License is only available and valid for one (1) year from Delivery Date.

Upon expiration of the High-Five License, in order to continue the use of the Software, Licensee shall be obliged to
purchase a License as described in subsections 3.3, 3.4 or 3.5 below.

If any item in this Agreement contradicts this subsection 3.2, the wording in this subsection shall prevail.
3.3 Developer License

Through a Developer License, Highsoft grants Licensee a non-exclusive, perpetual (for Applicable Release(s)), non-
sublicensable, non-reusable, worldwide right to install, reproduce, use and further develop Software:



on any computer, platform, system and/or environment; on any website, domain, web application, or intranet; or in any
SaaS;

controlled or owned by Licensee.
The number of Developers must not exceed the total number of Developers stated in License Statement.

A Developer License does not authorize Licensee to carry out Customer Installations. All Customer Installations made
by a Licensee holding a Developer License are therefore unauthorized and invalid.

Each Developer License includes 5 Content Creators by default unless otherwise expressly agreed to in writing by Parties,
and further set forth in the License Statement.

Licensee and its Affiliates are under no circumstances authorized to transfer, rent, lease, lend, sell, copy, redistribute, or
sublicense any Software, by itself or with other software, or in any other way make Software available to any Third Party.
Any attempt to do so is considered a material breach of this Agreement.

3.4 OEM License

Through an OEM License, Highsoft grants Licensee a non-exclusive, perpetual (for Applicable Release(s)),
sublicensable, non-reusable, worldwide right to install, reproduce, use and further develop Software as an integral part
of a Licensee Product, provided that such Licensee Product be supplied to Third Party through either a Customer
Installation, a Customer Installation with Developer Rights and/or with Content Creator Rights, dependent on Licensee’s
choice as specified in License Statement.

Sublicensing of Software is only allowed when incorporated with Licensee Product supplied to Third Party in accordance
with this Agreement.

Software shall only be incorporated into such Licensee Products as specified in the License Statement.

Licensee is prohibited from reselling any Licensee Product in any manner that will infringe this License Agreement.
Licensee is prohibited from granting its customers permission to use the Software in a manner that contradicts the terms
of this Agreement.

Highsoft acknowledges and agrees that (i) Licensee retains all rights, title and interest in and to any Licensee Product, and
Highsoft does not acquire any right, title, or interest in or to such product; and (ii) any integration of Software with
Licensee Product shall not affect or diminish Licensee’s rights, title, and interest in and to such Licensee Product.

3.5 Mobile Wrapper License

Through a Mobile Wrapper License, Highsoft grants Licensee a non-exclusive, perpetual (for Applicable Releases), non-
sublicensable, non-reusable, worldwide right to install, reproduce, use and further develop Highcharts iOS and/or
Highcharts Android, as stated in the License Statement, for a given number of iOS and/or Android platforms controlled
or owned by Licensee.

For avoidance of doubt, the Mobile Wrapper License is limited to the purchase and usage of Highcharts iOS and/or
Highcharts Android and does not give Licensee any right to use any other Software product.

The number of Developers and the number of applications allowed must not exceed the total number stated in the License
Statement.

Licensee and its Affiliates are under no circumstances authorized to transfer, rent, lease, lend, sell, copy, redistribute, or
sublicense any of the licensed Software, by itself or with other software, or in any other way make Software available to
any Third Party. Any attempt to do so is considered a material breach of this Agreement.

3.6 Advantage plan — initial period and Renewal

Upon purchase of any license under this Agreement, Licensee will automatically be enrolled in Highsoft’s Advantage
plan for the first twelve (12) months after Delivery Date. Licensee may thereafter successively renew their participation
in Advantage for 12 months at the time, subject to payment of the applicable Advantage Fee pursuant to section 4 below.

Under a valid and effective Advantage plan, which runs for twelve (12) months at the time, Licensee shall be entitled to
receive:



All new Releases of the licensed Software released during the applicable twelve (12) months period, Ten (10) hours of
personalized technical support per Developer in the License,

Technical support by e-mail, and online chat as specified on Highsoft’s website,

Priority response, no later than 24 hours on working days, CET (CEST) after the request was received, Access to
2nd line support by core developers,

Applicable to licenses defined in sections 3.2 to 3.4 only: Text chat with 1st line support engineers, working days 10-18
CET (CEST),

Advantage as set forth in this section, shall not extend to Third Parties to which Licensee distributes Licensee Product
containing Software or any part thereof. Support to Licensee’s customers shall hence be Licensee’s full and sole
responsibility. Highsoft may, at its sole discretion, at any time choose to discontinue the supply of new Releases.
Investigation of any claimed bug/error/malfunction/nonfunctioning of Software, and when possible suggestions as to
corrective- or work-around solutions to the problems,

Supply of emergency hot fixes to Software. This will be available as patches to the latest stable source code, and, if
applicable, be included in the subsequent Release,

Guidance and advice on implementing Software with any Third-Party systems and platforms where such implementation
is authorized under this Agreement. This includes advice on best practices, code review and guidance on parts of the code
that are directly related to using Software. The guidance and advice from Highsoft will not include general usage of the
Third-Party system, platform or actual coding work.

Any bug and error fixing, malfunctioning of Software is to be delivered outside the personalized technical support hours.

During each applicable twelve (12) months period, Highsoft will provide support for all Releases of Software released
within that time period.

Advantage does not cover issues arising in connection with implementation of Software in/to Licensee own products.

4. License and Advantage Fee, Subsequent Advantage Fee(s)

Licensee shall upon purchase pay the agreed License Fee for the purchase of Software and the initial 12 months
enrollment in Advantage. For each subsequent 12 month renewal of the subscription to Advantage, Licensee shall pay
the Advantage fee applicable at the time of renewal.

Unless full payment is made by Licensee through Highsoft’s Website at the time of purchase, Highsoft shall invoice
Licensee and Licensee shall pay all invoices by the agreed payment method timely, which shall be no later than 30 days
from invoice date. In case of payment delay, Highsoft may claim late payment interest.

Each Party is responsible to pay any bank charges and/or local taxes imposed by law of Party's home country related to the
purchase of ordered Items. Invoices from Highsoft do not include taxes, except VAT in the case of Norwegian customers.
Licensee cannot withhold any part of the invoiced amount as payment of taxes.

All Licenses and accompanying rights as well as subsequent renewals of Advantage are granted to Licensee on the
condition that all the due fees are paid to Highsoft in full and on time.

5. Delivery

During the term of this Agreement, Software shall be made available by Highsoft and Licensee shall be authorized to
download Software from Highsoft Website. As set forth in section 3.6 above, new Releases of Software after the initial
twelve (12) months period are not available to Licensee without additional purchase of a renewal of the corresponding
Advantage plan.

For the Highcharts .NET License, Highsoft will provide Licensee with a license key to access the Software.

6. Marketing

Licensee may use Licensee’s own descriptions of the functionality provided by Software for the purposes of marketing
Licensee Products insofar as the descriptions are not misleading.



Licensee shall not do anything that might misrepresent the ownership of Software. Licensee undertakes not to brand
Software as Licensee’s own or declare or give the impression that Licensee owns the copyright in Software.

Licensee may use Highsoft name and logos in its marketing, promotion and website, as is reasonably necessary in order
to describe and promote Highsoft Software.

Licensee agrees to conduct its business with the highest standards and will do nothing to injure Highsoft’s reputation.

. Warranties and representation

7.1 Scope

Highsoft's warranties and representations in this section 7 are limited to Software provided to Licensee under this
Agreement, and warranties and representations shall under no circumstances be deemed to cover the Map Collection,
which is made available to Licensee by Highsoft.

7.2 Highsoft's warranties and representations
Highsoft warrants and represents that:

For a period of ninety (90) days following Delivery Date of Software, Software will perform substantially in accordance
with Highsoft’s written specifications, provided that it has been used in accordance with all documentation and
specifications made available on Highsoft's Website,

Highsoft will perform its obligations under this Agreement in accordance with all applicable laws and regulations,
Highsoft has the full and unconditional ownership of Software,

This Agreement does not infringe intellectual property rights of any Third Party, The Software does not include any
Third-Party software,

Licensee may make full use of License granted to it in full knowledge of the above,

Highsoft has the requisite knowledge, personnel, resources and know-how to fully perform and deliver Software and
associated services as contemplated by this Agreement in a professional manner,

Highsoft has not intentionally placed and will use its best efforts to avoid the placement of any Harmful Codes into
Software provided under this Agreement. For the purpose of this section 7.2 "Harmful Codes" is defined as any program
that infects, damages and/or impairs another program or data, disables hardware or software, or permits or assists in the
breach of data.

7.3 Licensee's remedies

In the event of breach, or alleged breach of any of the warranties in section 7.2, Licensee shall promptly notify Highsoft
and delete Software. Licensee’s sole remedy in such an event shall be that Highsoft shall re-supply or correct the Software
so that it operates according to the warranties set out in section 7.2. The warranties shall not apply if Licensee has
modified, or used Software improperly, or on an operating environment not approved by Highsoft. Improper use and
unapproved operating environments will be as set forth in the documentation provided to Licensee on or prior to Delivery
Date.

8. Limitation of Liability

All Software and support services supplied by Highsoft are provided ‘as is’ and may have errors and omissions. Thus,
remedies are only available to Licensee in the event of any breach of the warranties set out in section 7.

UNDER NO CIRCUMSTANCES, AND EVEN IF INFORMED THEREOF BY LICENSEE OR ANY OTHER PARTY,
SHALL HIGHSOFT BE LIABLE FOR (i) LOSS OF, OR DAMAGE TO, DATA; (ii) SPECIAL, INCIDENTAL,
CONSEQUENTIAL OR INDIRECT DAMAGES; OR (iii) LOST PROFITS, BUSINESS, REVENUE, GOODWILL,
OR ANTICIPATED SAVINGS.

In all events, Highsoft’s liability for damages to Licensee for any cause whatsoever related to this Agreement, shall be
limited to License Fee paid or due by Licensee for a twelve (12) month period under this Agreement.



9. Intellectual Property Infringement

Highsoft will defend, indemnify and hold Licensee harmless against any claim stating that Software is violating any Third-
Party copyright provided that:

Licensee promptly notifies Highsoft of the claim, such notice to be provided no later than ten (10) business days after
receipt of said claim(s),

A hardcopy of the notices of copyright infringement is sent to: Highsoft AS, Sentrumsgata 44, 6893 Vik i Sogn,
Norway,

Licensee shall in good faith cooperate with and assist Highsoft in the defense of the claim in question and meet reasonable
requests from Highsoft in that respect,

Notwithstanding the above, Highsoft shall have sole control of the defense and any related settlement negotiations in the
case of legal proceedings,

Licensee timely provides Highsoft with all necessary assistance, information and authority to perform the above.

If Software is held by a final court ruling to be infringing any Third Party intellectual property rights Highsoft will at its
option: (i) obtain the right for Licensee to continue to use Software consistent with this Agreement;

(if) modify Software so that it is non-infringing; or solely in the event that (i) and (ii) are not feasible, (iii) refund any and
all invoiced amountsto Licensee and all of Highsoft’s obligations under this Agreement shall terminate upon written notice.

Notwithstanding the foregoing, Highsoft's indemnity obligations under this section 9 shall under any circumstances be
limited to the total amount invoiced to Licensee by Highsoft under this Agreement during the last twelve (12) months
prior to the day when Licensee provided notice to Highsoft of claim subject to this section 9.

10. Confidentiality
For the purpose of this section each Party shall be called Disclosing Party and Receiving Party respectively.

Each Party acknowledges that Confidential Information is proprietary, that it is valuable to Disclosing Party and that any
disclosure or unauthorized use thereof may cause irreparable harm and loss to Disclosing Party.

Confidential Information shall not include information that (i) is generally known to the public at the time of disclosure;
(ii) is legally received by Receiving Party from a Third Party, which Third Party is in rightful possession of Confidential
Information, (iii) becomes generally known to the public subsequent to the time of such disclosure, but not as a result of
disclosure by Receiving Party, or (iv) prior to signing of this Agreement, is already in the possession of Receiving Party.

Obligations of receiving Party in regard to Confidential Information:

In consideration of the disclosure to Receiving Party of Confidential Information, Receiving Party agrees to receive and
to treat Confidential Information on a confidential and restricted basis and to undertake the following additional
obligations with respect thereto,

To use Confidential Information for the sole purpose of fulfilling this Agreement unless otherwise expressly agreed to in
writing by Parties,

Not to duplicate, in whole or in part, any Confidential Information,

Not to disclose Confidential Information to its members, officers, employees, Affiliates, counsel or consultants except on
a need-to-know basis, and each such person Receiving Confidential Information shall be notified of and required to abide
by the terms and conditions of this Agreement,

Not to disclose Confidential Information to any Third-Party entity or individual, corporation, partnership, sole
proprietorship, customer, advisor or client without the prior express written consent of Disclosing Party;

This confidentiality section 11 shall survive any termination of the Agreement however occasioned.

11.  Term and Termination

The initial term of this Agreement shall be two (2) years from Delivery Date. The Agreement shall then automatically



renew for additional successive one year periods (each a “Renewal Period”) unless either party notifies the other in writing
at least ninety (90) days before the end of the current period that it does not wish to extend the Agreement for an additional
Renewal Period.

Either Party may terminate this Agreement in the event of a material breach of this Agreement by the other Party.

The termination of this Agreement shall not impair any license, sublicense or maintenance obligations already granted or
undertaken by Licensee towards Third Party regarding Software as incorporated into Licensee Product pursuant to OEM-
License. In such case, upon termination of this Agreement, Licensee may continue to exercise the rights granted hereunder
to the extent necessary to fulfill Licensee’s existing contractual obligations towards such Third Party.

On termination of this Agreement: ection 2, 8, 10 and 16 shall survive,
Licensee shall immediately cease use and distribution of Software,

Each Party must remove, delete or otherwise destroy any of other Party‘s material that it has received, copied or otherwise
obtained, including but not limited to Confidential Information cf. section 10, except for information required to support
any license, sublicense or maintenance obligations already granted or undertaken by Licensee towards any Third Party.
A written confirmation that such deletion has been completed shall be sent to the other Party without undue delay.

12. Relationship Between Parties

Parties are independent contractors, and this Agreement will not be construed as constituting either Party as partner, joint
venture, agency or fiduciary of the other, as creating any other form of legal association that would impose liability on
one Party for the act, or failure to act, of the other, or as providing either Party with the right, power, or authority (express,
or implied) to create any duty or obligation of the other. Neither Party shall directly or indirectly represent to the public
that it has the right or the authority to create or accept obligations on behalf of the other Party. Except as otherwise
expressly provided in this Agreement, each Party has the sole right and obligation to supervise, manage, contract, direct,
procure, perform or cause to be performed all work to be performed by it under this Agreement.

13. Severability

In the event any provision of this Agreement is held to be invalid or unenforceable, the remaining provisions of this
Agreement will remain in full force.

14.  waiver

The waiver by either Highsoft, or Licensee of any default or breach of this Agreement shall not constitute a waiver of
any other or subsequent default or breach. Except for actions for non-payment or breach of Highsoft’s intellectual
proprietary rights in Software, no action, regardless of form, arising out of this Agreement may be brought by Licensee
more than one (1) year after the cause of action has occurred.

15.  Non-assignment

Licensee is not allowed to assign or transfer all, or any part of its rights under this Agreement without Highsoft’s prior
written consent. Notwithstanding the foregoing, either Party may assign this Agreement in its entirety to its Affiliate(s),
or in connection with a merger, acquisition, corporate reorganization, or sale of all or substantially all of its assets. In
such case, Licensee shall notify Highsoft in writing without undue delay, and unless otherwise agreed upon in writing,
this Agreement shall bind, and inure to the benefit of Parties, their respective successors, and permitted assigns.

16.  Applicable Law and Venue
This Agreement shall be governed by and construed in accordance with the laws of Norway.

Any dispute, controversy or claim arising out of or relating to this Agreement, or the breach, termination, or invalidity
thereof, Parties shall seek to solve amicably through negotiations. If the Parties do not reach an amicable solution within
two (2) weeks, any dispute, controversy or claim shall be finally settled by the regular courts of Norway. Both Parties
hereby agree to and accept Sogn District Court (Sogn tingrett) as exclusive legal venue.

17. Amendments



No amendment to, or modification of this Agreement will be binding unless made in writing and signed by Parties. Parties
agree that any additional or different terms in any other document or arrangement not forming part of this Agreement,
including any letter or terms of engagement or the like, purchase order, invoice, acknowledgment, delivery receipt,
confirmation or other delivery or acceptance document issued by or on behalf of Highsoft, or by or on behalf of Licensee
at the request of Highsoft, shall be void, and of no force or effect if in breach with this Agreement.

18. Entire Agreement

This Agreement is the entire agreement between Highsoft and Licensee relating to this relationship and supersedes all
prior or contemporaneous oral or written communications, proposals and representations relating to that relationship.

19. Processing of personal identifiable information

To the extent Licensee’s purchase of a License under this Agreement involves processing by Highsoft of personal
information about Licensee or any of its personnel or customers, Highsoft shall be acting as a data controller. By law,
Highsoft is required to provide the data subject with information about Highsoft, and why and how it uses personal data,
and about the data subject’s rights in regard to such data. These matters are duly treated in Highsofts privacy policy,
available at Highsoft’s Website. The Licensee hereby undertakes to provide any personnel which is or might be affected
by the collecting of personal data under this Agreement with due information about Highsoft’s privacy policy.

20.  Notices
All notices to be given under this Agreement to Highsoft shall be sent by email to sales@highsoft.com

Information from Highsoft to Licensee shall be sent by email to the email address Licensee has provided upon purchase. It
is Licensee’ responsibility to ensure that the e-mail address is correct. Highsoft does not take responsibility for lost
communication.

All notices, demands or other communication given by a party to the other shall be deemed to have been duly given when
made in writing and sent to the registered e-mail address.
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Attachment 1.k
RedHat End User License Agreement

END USER TERMS AND CONDITIONS
JBOSS ® ENTERPRISE MIDDLEWARE

These End User Terms and Conditions (“EULA”) are included as Attachment X to Exhibit A to the CGI Technologies
and Solutions Inc. (“CGI”) Proprietary Software License Agreement (“License Agreement”) between CGI and Client,
which commences on the Effective Date noted in the License Agreement, and govern Client’s use of the JBoss
Enterprise Middleware and any related updates, source code, appearance, structure and organization (the
“Programs”), regardless of the delivery mechanism. By entering into the License Agreement, the Client has agreed to
comply with the terms and conditions of the EULA and acknowledges that CGI’s obligations to Client under the License
Agreement with respect to the Programs are limited to the obligations of Red Hat, Inc. specified in the EULA. For
purposes of EULA, the term “parties” refers to Client and Red Hat, Inc. and, to the extent applicable, CGI.

1. License Grant. Subject to the following terms, Red Hat, Inc. (“Red Hat”) grants to you a perpetual, worldwide
license to the Programs (each of which may include multiple software components) pursuant to the GNU Lesser General
Public License v. 2.1. With the exception of certain image files identified in Section 2 below, each software component
is governed by a license that permits you to run, copy, modify, and redistribute (subject to certain obligations in some
cases) the software component. This EULA pertains solely to the Programs and does not limit your rights under, or grant
you rights that supersede, the license terms applicable to any particular component.

2, Intellectual Property Rights. The Programs and each of their components are owned by Red Hat and other
licensors and are protected under copyright law and under other laws as applicable. Title to the Programs and any
component, or to any copy, modification, or merged portion shall remain with Red Hat and other licensors, subject to
the applicable license. The “JBoss” trademark, “Red Hat” trademark, the individual Program trademarks, and the
“Shadowman” logo are registered trademarks of Red Hat and its affiliates in the U.S. and other countries. This EULA
does not permit you to distribute the Programs using Red Hat's trademarks, regardless of whether they have been
modified. You may make a commercial redistribution of the Programs only if (a) permitted under a separate written
agreement with Red Hat authorizing such commercial redistribution or (b) you remove and replaced all occurrences of
Red Hat trademarks and logos. Modifications to the software may corrupt the Programs. You should read the information
found at http://www.redhat.com/about/corporate/trademark/ before distributing a copy of the Programs.

3. Limited Warranty. Except as specifically stated in this Section 3, a separate agreement with Red Hat, or a
license for a particular component, to the maximum extent permitted under applicable law, the Programs and the
components are provided and licensed “as is” without warranty of any kind, expressed or implied, including the
implied warranties of merchantability, non-infringement or fitness for a particular purpose. Red Hat warrants that
the media on which the Programs and the components are provided will be free from defects in materials and manufacture
under normal use for a period of 30 days from the date of delivery to you. Neither Red Hat nor its affiliates warrant
that the functions contained in the Programs will meet your requirements or that the operation of the Programs will be
entirely error free, appear or perform precisely as described in the accompanying documentation, or comply with
regulatory requirements. This warranty extends only to the party that purchases subscription services for the
Programs from Red Hat and/or its affiliates or a Red Hat authorized distributor.

4. Limitation of Remedies and Liability. To the maximum extent permitted by applicable law, your exclusive
remedy under this EULA is to return any defective media within 30 days of delivery along with a copy of your payment
receipt and Red Hat, at its option, will replace it or refund the money you paid for the media. To the maximum extent
permitted under applicable law, under no circumstances will Red Hat, its affiliates, any Red Hat authorized
distributor, or the licensor of any component provided to you under this EULA be liable to you for any incidental
or consequential damages, including lost profits or lost savings arising out of the use or inability to use the
Programs or any component, even if Red Hat, its affiliates, an authorized distributor, and/or licensor has been
advised of the possibility of such damages. In no event shall Red Hat's or its affiliates’ liability, an authorized
distributor’s liability or the liability of the licensor of a component provided to you under this EULA exceed the
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amount that you paid to Red Hat for the media under this EULA.

5. Export Control. As required by the laws of the United States and other countries, you represent and warrant that
you: (a) understand that the Programs and their components may be subject to export controls under the U.S.
Commerce Department’s Export Administration Regulations (“EAR”); (b) are not located in a prohibited destination
country under the EAR or U.S. sanctions regulations (currently Cuba, Iran, Irag, North Korea, Sudan and Syria, subject
to change as posted by the United States government); (c) will not export, re-export, or transfer the Programs to any
prohibited destination, persons or entities on the U.S. Bureau of Industry and Security Denied Parties List or Entity List,
or the

U.S. Office of Foreign Assets Control list of Specially Designated Nationals and Blocked Persons, or any similar

lists maintained by other countries, without the necessary export license(s) or authorizations(s); (d) will not use or
transfer the Programs for use in connection with any nuclear, chemical or biological weapons, missile technology, or
military end-uses where prohibited by an applicable arms embargo, unless authorized by the relevant government
agency by regulation or specific license; (e) understand and agree that if you are in the United States and export or
transfer the Programs to eligible end users, you will, to the extent required by EAR Section 740.17(e), submit semi-
annual reports to the Commerce Department’s Bureau of Industry and Security, which include the name and address
(including country) of each transferee; and (f) understand that countries including the United States may restrict the
import, use, or export of encryption products (which may include the Programs and the components) and agree that
you shall be solely responsible for compliance with any such import, use, or export restrictions.

6. Third Party Programs. Red Hat may distribute third party software programs with the Programs that are not
part of the Programs. These third party software programs are not required to run the Programs, are provided as a
convenience to you, and are subject to their own license terms.  The license terms either accompany the third party
software programs or can be viewed at http://www.redhat.com/licenses/thirdparty/eula.html. If you do not agree to
abide by the applicable license terms for the third party software programs, then you may not install them. If you wish
to install the third party software programs on more than one system or transfer the third party software programs to
another party, then you must contact the licensor of the applicable third party software programs.

7. General. If any provision of this EULA is held to be unenforceable, the enforceability of the remaining
provisions shall not be affected. Any claim, controversy or dispute arising under or relating to this EULA shall be
governed by the laws of the State of New York and of the United States, without regard to any conflict of laws
provisions. The rights and obligations of the parties to this EULA shall not be governed by the United Nations
Convention on the International Sale of Goods.
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Attachment 1.1
Redis Cloud Terms of Use

Redis Enterprise Cloud, Redis Enterprise VPC &
Memcached Cloud Terms of Use

Version: February 1, 2018
1. General

Welcome! Redis Labs, Inc., Redis Labs Ltd. and their affiliates (“Redis Labs”, “us”, “we” or “our”) provides these
Terms of Use (the “Agreement”) to inform you of our policies and procedures regarding the use of our Redis Enterprise
Cloud, Redis Enterprise VPC & Memcached Cloud cloud-based services (including without limitation any programs,
tools, components, upgrades, updates and all related applications and reports) (the “Services”) offered through
redislabs.com, including any subdomain of this website or other websites owned by us or operated on our behalf (the
“Site”), or any other third party’s website or service. Redis Labs and you may be referred to each individually herein as a
“Party” and collectively as the “Parties”.

EACH AND ANY USE OF THE SERVICES IS SUBJECT TO, AND CONDITIONED UPON, ASSENT TO AND
COMPLIANCE WITH THIS AGREEMENT (AS SHALL BE AMENDED FROM TIME TO TIME BY POSTING AN
AMENDED AGREEMENT ON THE SITE). BY USING THE SERVICES AND/OR COMPLETING THE
REGISTRATION PROCESS, YOU SIGNIFY YOUR CONSENT TO BE BOUND BY THE AGREEMENT AND
THAT YOU ARE OF LEGAL AGE TO FORM A BINDING CONTRACT. THE AGREEMENT IS BETWEEN US
AND YOU, AN INDIVIDUAL OR AN INDIVIDUAL ACTING ON BEHALF OF A LEGAL ENTITY THAT WILL
BE USING THE SERVICES. IF YOU DO NOT AGREE TO THE AGREEMENT YOU MUST NOT USE THE SITE
OR THE SERVICES.

The term of this Agreement commences on the earlier of (i) the date you start using the Services; (ii) the date you
complete the registration process, and continues as long as you are using the Services and until your subscriptions expires
or either party terminates this Agreement earlier in accordance with this Section. Either party may terminate this
Agreement if the other party materially breaches this Agreement and does not cure such breach within 14 days of a
written notice.

Without derogating from the generality of the foregoing, we may terminate this Agreement or suspend your account in
any of the following events: (i) you or your affiliates have breached this Agreement or any other agreement with Redis
Labs; (ii) we have a reasonable basis to believe that you, your account, or any activity through use of your Personal Data
is fraudulent; (iii) you and/or any communications and other activities through use of your Personal Data may expose us,
our partners or any third party to liability; (iv) you have made an assignment for the benefit of creditors, you become a
subject to liquidation, bankruptcy or any other similar procedure.

UPON TERMINATION FOR ANY REASON OR NO REASON, YOU CONTINUE TO BE BOUND BY THIS
AGREEMENT, WHILE ALL YOUR RIGHTS UNDER THIS AGREEMENT IMMEDIATELY EXPIRE. UPON
TERMINATION, WE ARE NO MORE RESPONSOBLE FOR ANY OF YOUR DATA FILES, BACKUP FILES OR
USAGE HISTORY WHICH ARE STORED BY US.

IF YOU INTEND TO USE ANY OF THE SERVICES, THESE TERMS SHOULD BE READ TOGETHER WITH OUR
PRIVACY POLICY.

2. The Services

We provide online Services that host in-memory NoSQL data (“NoSQL Data”) on public cloud servers managed by us,
commercially known as Redis Cloud Enterprise (previously known as Redis Cloud, Redis® Cloud or RC) Redis Enterprise
VPC (previously known as Redis Cloud Private, Redis® Cloud Private or RCP) and Memcached Cloud. You may access
and use the Services, including any content made available through the Services (“Content”), solely for your personal use
or your internal business purposes, and only as long as you are in compliance with all of the provisions of this Agreement.

When using the Services you will provide us with your NoSQL Data. You retain full ownership to your NoSQL Data. We
don’t claim any ownership to any of it. This Agreement does not grant us any rights to your NoSQL Data or intellectual
property except for the limited rights that are needed to run the Services, as explained herein. We may need to make



design choices to technically administer the Services, for example, how to replicate, store, scale, cluster, compress,
decompress or backup your NoSQL Data. You hereby give us full permissions to make any such design choice.

The Services are accessible only to registered members of the Site, and we are under no obligation to accept any person as
a registered member. Minimum hardware and software requirements for use of the Services may be posted on the Site
from time to time. However, we do not guarantee the access to or performance of the Services, even if you meet such
minimum requirements. Occasionally, you may experience interrupted Services, delays or errors in the Services. This
may be due to a number of reasons including, maintenance that we perform on the Site as well as reasons beyond our
control. We will attempt to provide you with prior notice of any interruptions, delays or errors, but we cannot guarantee
that such notice will be provided.

You acknowledge that we may, in our sole discretion and at any time(s), change or discontinue providing any part of the
Services without prior notice, and establish or change limits concerning use of the Services without prior notice, including
without limitation (i) the number of users that can access the Services or use the Services at any one time, (ii) the number
of projects managed by the Services, and (iii) the number of times (and the maximum duration for which) you may access
the Services in a given period of time. You may reject changes by discontinuing use of the Services. Your continued use
of the Services will constitute your acceptance of and agreement to such changes.

We may, in our sole discretion and without notice or liability to you or any third party: (i) immediately suspend or
terminate your account (if any) and block any and all current or future access to and use of the Site and the Services (or
any portion thereof) without derogating from any other right or remedy that we may have by law, equity or otherwise; (ii)
delete your usage history and your backup data files older than 12 months or, delete your entire usage history, data files
and backup data files 3 months after you terminate using the Services, whichever is sooner.

3. Redis Enterprise VPC

Additional provisions applicable to the Redis Enterprise VPC Service, are detailed in Appendix A hereto.

4. Charges

Certain parts of the Services are subject to your purchase and payment of applicable fees (“Chargeable Services”).

The pricing for Chargeable Services through the Site can be found at redislabs.com. The pricing for Chargeable Services
through third-party providers offering the Services (“Partners ) can be found at each such Partner’s website. We may
modify the price, content, or nature of the Chargeable Services at any time. We may provide notice of any such changes
by email, notice to you upon log-in, or by publishing them on the Site. We may change the fees and charges in effect, or
add new fees and charges from time to time, but we will give you advance notice of these changes by email.

By providing a credit card or other payment method accepted by us (“Payment Method”) for the Chargeable Services,
you are expressly agreeing that we are authorized to charge you the applicable fee at the then current rate, and any other
charges you may incur in connection with your use of the Chargeable Services to your elected Payment Method.

For all purchased Chargeable Services, your Payment Method will be charged on a monthly basis or at the interval
indicated in our fees and payment policies, if different.

If we do not receive payment from you through the Payment Method, you agree to pay all amounts due upon demand. If
we have a reasonable basis to believe we won’t receive payment from you on the payment due date, you hereby give us
an irrevocable permission to charge you earlier than that date. We reserve the right to take all steps necessary to collect
amounts due from you, including but not limited to legal action and/or using third party collection agencies. Without
derogating from the aforesaid, we reserve the right to discontinue the provision of the Services to you for any late
payments.

To the fullest extent permitted by law, refunds (if any) are at our sole discretion. Refunds shall be awarded only in the
form of credit for future Services. No cash refunds will be awarded. Nothing in these Terms obligates us to extend credit
to any party.

Charges are exclusive of taxes, including without limitation, value added and other similar taxes, which shall be added to
each payment at the appropriate rate. Charges are solely based on our measurements of your use of the Chargeable
Services. Overdue payments shall be subject to a late charge of 1.5% per month.

You may use the Services for no charge (“Free Services”), provided that such usage is limited per each user (an



individual or a company) to one (1) Redis Enterprise Cloud subscription, one (1) Redis Enterprise VPC subscription and
one (1) Memcached Cloud subscription, each up to the capacity or time limits designated at https://redislabs.com/pricing.
We reserve the right to discontinue the provision of the Free Services at any given time, without providing a prior notice
to that effect.

5. Personal Data

Some functions of the Services may require you to provide certain personal information, including among others, name,
company name, email address and telephone number (“Personal Data”). You agree to:

e Provide true, accurate, current and complete Personal Data as prompted by the Services.
o Maintain and promptly update the Personal Data to keep it accurate, current and complete.

o Maintain the security and confidentiality of any usernames and passwords, and any other security or access
information used by you to access the Site or Services.

o Refrain from impersonating any person or entity or misrepresent your identity or affiliation with any person or entity,
including using another person’s Personal Data.

o Refrain from using the Services to store any protected health information.

e Immediately notify us in writing if you become aware of any loss, theft or use by any other person or entity of any of
your Personal Data in connection with the Site or the Services or any other breach of security that you become aware
of involving or relating to the Site and Services.

e Log out of any accounts you have created on the Site or with the Services at the end of each session.

You represent and warrant that your use in our Services comply with any applicable laws, including without limitation
any applicable privacy protection laws. We assume, and you represent and warrant to us, that any communications and
other activities through use of your Personal Data were sent or authorized by you, and you are fully responsible for all

activities that occur under your Personal Data. We will not be liable for your losses caused by any unauthorized use of
your Personal Data. We further do not assume any responsibility for any communications sent by you.

Without derogating from the foregoing, we reserve the right to reset any usernames and passwords if there has been any
unauthorized access to, or use of, the Services using your Personal Data.

You declare that by providing Personal Data to us, you hereby consent to, us sending, and you receiving, by means of
telephone, facsimile, SMS or e-mail, communications containing content of a commercial nature relating to the Site and
Services. You acknowledge that we do not have to obtain your prior consent (whether written or oral) before sending such
communications to you, provided that we shall immediately cease to send any such further communications should you
notify us in writing that you do not wish to receive such commercial content anymore.

6. User Conduct

In connection with your use of the Services (including without limitation any information, data, images, feedback,
material or ideas that you provide to us through the Services or the Site (each, a “Submission”), you agree (i) to abide by
all applicable local, state, federal, national and international laws and regulations, and (ii) not, nor allow or facilitate a
third party, to violate or infringe any rights (including without limitation copyrights, rights of publicity or privacy and
trademarks) of others or our policies or the operational or security mechanisms of the Services. Without limiting the
foregoing you may:

e Not use the Site, the Services or any of its Content (including without limitation any programming, images,
photographs, graphics), to promote, conduct, or contribute to fraudulent, obscene, pornographic, inappropriate or
illegal activities, including without limitation deceptive impersonation, in connection with contests, pyramid schemes,
surveys, chain letters, junk e-mail, spamming or any duplicative or unsolicited messages (commercial or otherwise).

e Not interfere with the access, use or enjoyment of the Services by others (including without limitation causing greater
demand on the Services than is deemed by us reasonable); harass or defame others; or promote hatred towards any
group of people.



o Not alter, modify, delete, forge, frame, copy, publicly display, publicly perform, rent, sell, hyper-link, create
derivative works or otherwise interfere with or in any manner disrupt, circumvent, or compromise, any part of the
Site, the Services, any Content (including without limitation trademarks, Services marks and logos contained in the
Site but excluding Content provide entirely by you). However, you may copy Content that is reasonably required for
the intended purposes of the Site and the Services.

e Not access or attempt to access any of our systems, programs or data that are not made available for public use, or
attempt to bypass any registration processes to the Services, security and traffic management devices, software or
routines.

e Not decompile, disassemble, reverse engineer or otherwise attempt to discover any source code or underlying ideas or
algorithms of the Site or the Services except if and to the extent permitted by applicable law.

o Not use any robot, spider, other automated device or any tool-bar, web-bar, other web-client, device, software, routine
or manual process, to access the Services, make Submissions, monitor or scrap information from the Services, or
bypass any of our robot exclusion request (either on headers or anywhere else on the Services), if any.

e Not use any meta tags or any other “hidden text” utilizing any trademarks or intellectual property owned or licensed
by us.

7. Your Submissions

We may, in our sole discretion, use any feedback, material or ideas that you provide to us or post on or through the
Services or the Site to enhance and better customize the Site and the Services. You further grant us and our successors a
perpetual, worldwide, non-exclusive, transferable, non-revocable, sub-licensable, royalty-free license to unrestrictedly
use, modify, create derivative works from, distribute and display any feedback you provide to us with respect to the Site
or the Services, without compensation, liability or notice to you, in any promotions or redistribution of part or all of the
Site or any other sites that were created (as private labels for others or otherwise), are operated or are wholly or partially
owned by us, in any media formats and through any media channels including without limitations in future modifications
of the Site. You are entirely responsible for all your Submissions and the consequences of posting or publishing them on
the Site.

8. Privacy Policy

Certain information about you or collected on your behalf is subject to our Privacy Policy, presented in redislabs.com
("Privacy Policy"). By accessing the Services you consent to the collection and use of information as described in our
Privacy Policy, as may be amended by us from time to time.

9. Copyright and Trademarks

All of the Content and all of the copyright, database rights, trademark rights and other intellectual property rights in and to
the Content (including without limitation all design, text, graphics, audio, video or image files and software) is protected
by copyrights, trademarks, service marks, patents or other proprietary rights, both with respect to individual content and
as a collective work or compilation, pursuant to laws and international conventions. Any rights to the Site, Services and
its Content not expressly granted in the Agreement and excluding users’ Submissions, are reserved by us and our
licensors. All trademarks, service marks, trade names, and trade dress are proprietary to us or our licensors. No ownership
of any Content or trademarks, service marks, trade names, trade dress or other proprietary rights in the Site and related
goodwill, is transferred to you. You undertake not to do any act or thing which is inconsistent with or which is likely in
any way to prejudice such title. You hereby represent and warrant to us that you and/or your representatives have all
rights in your data which is required in order to use the Services, and that your use of your data through your Personal
Data doesn’t violates any third party rights, including without limitation any third party intellectual property rights.

10. Links to and from other Websites; Third Party's Services

The Services may provide links to other websites (including those of our partners). We may, from time to time, at our sole
discretion, add or remove links to other websites. You understand and agree that we may utilize the service of third-party
providers to provide certain service through the Services, such as registration, authentication, billing, hosting or other
services. Such services are provided by the third parties in accordance with their own terms of service and privacy



policies, and we make no representations or warranties regarding same. These links and third parties services are provided
solely as a convenience to you, and access to any such websites and/or making any usage of such third parties’ services is
at your own risk. You are recommended to review the information provided by third parties (such as, but not limited to,
the privacy policy and terms of use of the relevant website) before accessing such websites. We do not endorse or control,
and are not responsible for, these websites or their content, services or availability. Accordingly we do not make any
representations about them, or any material found there, or any results that may be obtained from using them. You
expressly relieve us from any and all liability arising from your use of any other website. Whilst we will do our best to
help you in any dispute that arises between you and a third party we cannot be responsible for any loss or damage.

11. Disclaimer

The Site, the Services and any Content is provided on an “as is” and “as available” basis. WE EXPRESSLY DISCLAIM
ALL WARRANTIES OF ANY KIND, WHETHER EXPRESS OR IMPLIED, INCLUDING BUT NOT LIMITED TO
THE IMPLIED WARRANTIES OF MERCHANTABILITY, FITNESS FOR A PARTICULAR PURPOSE AND NON-
INFRINGEMENT. WITHOUT LIMITING THE FOREGOING, WE MAKE NO WARRANTY THAT THIS SITE OR
THE SERVICES WILL MEET YOUR REQUIREMENTS, OR WILL BE UNINTERRUPTED, TIMELY, SECURE, OR
ERROR, BUG OR VIRUS FREE; NOR DO WE WARRANT OR MAKE ANY REPRESENTATIONS REGARDING
THE USE OR THE RESULTS OF THIS SITE, THE SERVICES OR THE CONTENT IN TERMS OF ITS
CORRECTNESS, COMPLETENESS, AVAILABILITY, ACCURACY, RELIABILITY OR OTHERWISE.YOUR USE
OF THIS SITE AND CONTENT IS AT YOUR OWN DISCRETION AND RISK, AND YOU ARE SOLELY
RESPONSIBLE FOR ANY RESULTING CONSEQUENCES.

12. No Liability

UNDER NO CIRCUMSTANCES WE SHALL BE LIABLE FOR ANY INDIRECT, INCIDENTAL, SPECIAL,
EXEMPLARY OR CONSEQUENTIAL DAMAGES (1) ARISING OUT OF THE USE OR THE INABILITY TO USE
THIS SITE, SERVICES OR CONTENT, (Il) FOR COST OF PROCUREMENT OF SUBSTITUTE GOODS AND
SERVICES, OR (I11) RESULTING FROM ANY INACCURACIES OR ERRORS OF INFORMATION RECEIVED AS
A RESULT OF USING THIS SITE OR SERVICES; IN EACH CASE, INCLUDING BUT NOT LIMITED TO,
DAMAGES FOR LOSS OF PROFITS, REPUTATION, GOODWILL, USE, DATA OR OTHER INTANGIBLE, EVEN
IF WE HAVE BEEN ADVISED OF THE POSSIBILITY OF SUCH DAMAGES, whether based on contract, tort,
negligence, strict liability or otherwise. Without derogating from any of the foregoing, our total aggregate liability in
connection with the Site, Content, Services or the Agreement will be limited to the amount of fees actually paid by you to
us during the preceding one month, if any. The foregoing limitations shall apply notwithstanding any failure of essential
purpose of any limited remedy and are fundamental elements of the bargain between us and you.

13. Indemnification

YOU RELEASE, AND AGREE, AT YOUR OWN EXPENSE, TO INDEMNIFY, DEFEND AND HOLD HARMLESS,
OUR OFFICERS, DIRECTORS, EMPLOYEES, AGENTS AND AFFILIATES, FROM ALL LIABILITIES, CLAIMS,
ALLEGED CLAIMS, LOSS AND DAMAGES (OF EVERY KIND, WHETHER KNOWN OR UNKNOWN AND
SUSPECTED OR UNSUSPECTED), AND INCLUDING REASONABLE ATTORNEY’S FEES RELATED IN ANY
WAY TO: (I) YOUR BREACH OF ANY TERM OR CONDITION OF THIS AGREEMENT; (II) YOUR USE OF,
RELIANCE ON OR ACCESS TO THIS SITE, THE SERVICES OR THE CONTENT; (11l) ANY USE, MISUSE, OR
UNAUTHORIZED USE OF THE SITE OR THE SERVICES THROUGH YOUR PERSONAL DATA; (IV) ANY USE,
MISUSE, OR UNAUTHORIZED USE THROUGH YOUR PERSONAL DATA WITH RESPECT TO VIOLATION OF
THIRD PARTY RIGHTS; AND (V) YOUR SUBMISSIONS. WE WILL PROVIDE YOU WITH WRITTEN NOTICE
OF SUCH CLAIM, SUIT OR ACTION. YOU SHALL COOPERATE FULLY IN THE DEFENSE OF ANY CLAIM.
WE RESERVE THE RIGHT, AT OUR OWN EXPENSE, TO ASSUME THE EXCLUSIVE DEFENSE AND
CONTROL OF ANY MATTER SUBJECT TO INDEMNIFICATION BY YQOU.

14. Infringement Notices and Takedown

If you believe that any material contained on Services infringes your copyright, you should notify us at
legal@redislabs.com.

Your notice should be in English and contain the following information: (a) a physical or electronic signature of a person
authorized to act on behalf of the owner of the copyright interest that is allegedly infringed; (b) a description of such



copyrighted work(s) and an identification of what material in such work(s) is claimed to be infringed; (c) a description of
the exact name of the infringing work and the location of the infringing work on the Site; (d) information sufficient to
permit us to contact you, such as your physical address, telephone number and e-mail address; (e) a statement by you that
you have a good faith belief that the use of the material identified in the manner complained of is not authorized by the
copyright owner, its agent, or the law; (f) a statement by you that the information in the notification is accurate and, under
penalty of perjury that you are authorized to act on the copyright owner’s behalf.

We will only respond to any claims involving alleged copyright infringement. Notwithstanding this section, we reserve
the right at any time and in our sole discretion, to remove content which in our sole judgment appears to infringe the
intellectual property rights of another person.

15. Fair Usage

You may use the Services only for the purpose and the authorized usage set forth herein and only for as long as you are in
compliance with all of the terms and conditions herein. Unfair usage and illegitimate use are expressly prohibited.

The following is a hon-exhaustive list of practices that would be considered illegitimate use or unfair usage:

i. use the Services in a manner that may be or become jeopardizing, malicious, misleading, inappropriate, improper
or otherwise harmful;

ii. use any part of the Services for any illegal or unethical purposes;
iii. interfere with the ordinary use of the Services; and/or
iv. breach or otherwise circumvent any security or authentication measures.

We, at our option, may terminate our relationship with you, or may suspend the Services immediately if we determine, at
our sole discretion, you are using the Services for unfair usage or illegitimate use. Where reasonable, we will provide you
with notice of improper usage before suspension or termination of the Services.

16. Governing Law and Jurisdiction

This Agreement shall be governed by and construed in accordance with the State of Delaware laws, without giving effect
to its conflict of law principles. Disputes arising in connection with this Agreement shall be subject to the exclusive
jurisdiction of the applicable United States federal and state courts of the State of Delaware.

17. Limitation of Claims

You agree that regardless of any statute or law to the contrary, any claim or cause of action arising out of or related to use
of the Agreement must be filed within one (1) year after such claim or cause of action arose or be forever barred.

18. Miscellaneous

If any part of the Agreement is found to be invalid, unlawful or unenforceable, the offending part shall be amended or
extracted from the remaining terms all of which shall remain in full force as permitted by law. The Agreement, and any
rights and licenses granted hereunder, may not be transferred or assigned by you, but may be assigned by us without
restriction. This Agreement and our rules and policies in this Site comprise the entire agreement between you and us,
states our and our suppliers’ entire liability and your exclusive remedy with respect to the Site and the Services, and
supersede all prior agreements pertaining to this Agreement and such rules’ and policies’ subject matter. Any failure to
exercise or enforce any right or provision of this Agreement shall not constitute a waiver of such right or provision.

The section titles in this Agreement are solely used for the convenience and have no legal or contractual significance. No
waiver of any term of the Agreement shall be deemed a further or continuing waiver of such term or any other term, and
any failure to assert any right or provision under the Agreement shall not constitute a waiver of such term. No provision
of the Agreement shall be construed against the owners of this site but rather shall be construed in a neutral and fair
manner as terms entered into by a fully-informed party on a voluntary basis. The terms of the Agreement, which by their
nature should survive the termination of the Agreement, shall survive such termination.



Appendix A — Redis Enterprise VPC Additional Provisions
1. The Services

In our Redis Enterprise VPC ("RV") Service, the NoSQL Data is hosted and run on virtual machines (“Instances”) and
persistent storage devices (“Persistent Storage”) (Instances and Persistent Storage are jointly referred to as “Resources”)
in your private deployment environment (also known as virtual private cloud or VPC) on the cloud (“Environment”). In
addition to the Services described under the Agreement, we may:

a. From time to time, launch Resources in the Environment and provision them with the software required for
providing the RV Service (”Software”).

b.  From time to time, shutdown provisioned Resources.
c. Operate the Software on the Resources on an ongoing basis to support your database needs.
d. Monitor performance and health of the Resources and Software.

2. Your Obligations

a. You will set your account with the cloud provider, such that we can self-provision Resources in the
Environment.

b.  You will configure your account with the cloud provider, such that we shall receive immediate response to any
reasonable provisioning request in the Environment.

c. You will grant us at least one pre-defined access permission (“Permission”) to the Environment, in order to
enable us to provide the Services. The Permission level shall be equal to the highest level of user permissions
available in your Environment.

d. You shall not terminate or cease the Permission, or otherwise prevent us access in any other way to any of the
Resources provisioned by us in the Environment.

e. You shall not maintain any SSH access to the Resources provisioned by us in the Environment.

3. You hereby agree and acknowledge that we will launch in the Environment as many Resources as we see fit in order
to provide the Services.

4. We shall not be responsible for any damage, loss of data or information or any other loss that may occur as a result or
in relation to you terminating Resources provisioned by us in the Environment.

5. Without derogating from any other term of this Agreement, we shall not in any manner be liable or responsible for
any Service failure resulting or in relation to (a) your failure to fulfill your obligations under this Appendix, (b)
Environment technical failures, (c) Environment terms or policy changes by the cloud provider.

6. Without derogating from any other term of this Agreement, you shall not (a) allow any third-party to access and/or
attempt to access the Software code or images, and/or to decompile, disassemble, translate, reverse engineer or
otherwise attempt to derive source code from any encrypted or encoded portion of the Software, (b) sell, sublicense,
rent, lease, distribute, market, or commercialize the Software or your subscription, (c) directly or indirectly
circumvent or violate the technical restrictions of the Software, (d) remove any identification, proprietary, copyright
or other notices in the Software or documentation, () modify or create a derivative work of any portion of the
Software. Notwithstanding anything to the contrary under the Agreement, you shall be directly responsible to any
damages, loses, expense, or any indirect, consequential, or other damages incurred or suffered by us, arising from
attempt to act as specified under subsections (a)-(e) without a specific written consent by us.
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CONTRACT CHANGE NOTICE

Change Notice Number 11

to
Contract Number 07184300137

Ruth Schwartz DTMB
(517) 284-7585

CGI TECHNOLOGIES AND SOLUTIONS INC

300 S. Washington Square
East Lansing, M| 48933

schwartzrl@michigan.gov

Garrick Paraskevin DTMB
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(517) 284-6993
paraskeving@michigan.gov
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jon.jasper@cgi.com
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CONTRACT SUMMARY
ERP HOSTING, MANAGED SERVICES, SOFTWARE LICENSE AN

June 25, 2014 September 30, 2021 1000 - 1 Year September 30, 2021

e
e S S =i = = A A

O P-Card O PRC O Other Yes O No

DESCRIPTION OF CHANGE NOTICE

| OPTION [ LENGTHOFOPTION  [EXTENSION | LENGTHOFEXTENSION | REVISEDEXP.DATE |
.o o Seplember30,2021

$72,608,751.00 $0.00 $72,608,751.00

Effective 10/1/2019, this Contract is is utalizing exisiting funding in the amount of $117,600.00 to provide additional general
implementation support services in the form of Subject Matter Experts that will be assigned primarily to support the Department
of Health and Human Services (DHHS) implementation effort per the attached Statement of Work.

All other terms, conditions, specifications and pricing remain the same. Per contractor and agency agreement, and DTMB
Procurement approval.
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MICHIGAN DEPARTMENT OF TECHNOLOGY,
MANAGEMENT AND BUDGET
IT SERVICES
for
SIGMA Project Additional Implementation and Support Services

STATEMENT OF WORK 06032019 for Contract Change Notice No. 9

This Statement of Work for Contract Change Notice No. 9 (“Statement of Work”) is entered into by the
Department of Technology, Management and Budget (“DTMB” or “State”) and CGI Technologies and Solutions
Inc. (“Contractor” or “Vendor”) under the terms of the Implementation Services Agreement (Contract #
071B4300137) (“Agreement”), dated June 25, 2014, between DTMB and Contractor in accordance with
Section 2.005 of the Agreement and Attachment 4 to the Agreement.

Project Title: Period of Performance:
Additional ERP Support Services 06/03/2019 — 09/30/2019
DTMB Business Relationship Manager: Agency Project Manager:
Susan Nordyke Robin Keene
NordykeS@michigan.gov KeeneR@michigan.gov
(517) 373-9784 (517) 284-9367

1. OVERVIEW AND BACKGROUND

Additional general implementation support services are being requested in the form of Subject Matter
Experts that will be assigned primarily to support the Michigan Department of Health and Human
Services (DMHHS) implementation effort.

2. OBIJECTIVES OF STATEMENT OF WORK

Onboard a CGI SIGMA Expert using the monthly rate identified in Section 6 of this Statement of Work to
assist the MDHHS Cost Accounting department as well as the Cost Allocation department.

3. SCOPE OF WORK

Contractor will perform the task and other services specified in this Section 3 (“Services”) on a monthly
billing basis at the rates specified in Section 6 of this Statement of Work. The schedule for performance



of the Services is specified in Section 4. Contractor is not responsible for the completion of Deliverables
under this Statement of Work.

The Subject Matter Expert will be expected to assist in MDHHS readiness activities including, but not
limited to, the following:

Review, identify, and recommend policy modifications
Review, recommend, update, and document procedure changes
Review, recommend, update, and document agency specific desk guides and reference material

el

Support MDHHS Change Management Efforts and Change Management Lead(s), provide

communication recommendations and advice to help MDHHS employees make a successful

transition to the new system

5. Provide support including assistance in ensuring SIGMA core system defects are resolved and
re-tested

6. Provide general post-production support services

4. PROJECT SCHEDULE

The schedule for performance of the Services is specified in the Integration Master Schedule (IMS),
Agency Implementation Plan, and Agency Technical Schedule. The high-level project schedule dates are
included below.

Key Date Date

Resource Extension Date Start 6/01/2019
SIGMA Post Implementation Supporting Activities
1. Cost Accounting 9/30/2019
2. Cost Allocation 9/30/2019
3. Core Financials 9/30/2019

5. PROIJECT STAFFING

Contractor will provide the individual resources/roles specified in this Section 5 for performance of the
Services.

The State is requesting one (1) CGI SIGMA Subject Matter Expert resource.

6. COMPENSATION AND PAYMENT

This Section 6 specifies the hourly billing rates applicable to the performance of the Services. The
specified monthly billing rates are based on the communication between the CGI Contractor (Stephan
Arrants) and the MDHHS Chief Financial Officer (Steven Bendele).

Resource Cost Description
One CGI Subject Matter Expert at $175.00 an hour for 672 hours. Duration is for $117,600.00
four (4) months.




Resource Cost Description Costs

DTMB Contractor costs for (1) CGl SME for 672 hours each @ 7.00 per hour $4,704.00
Total MDHHS Costs: $122,304.00

Except as otherwise provided in this Section 6, the terms and conditions of Section 2.040 (Financial
Provisions) of the Agreement applicable to services performed on a time and materials basis shall apply
to compensation and payment for the Services under this Statement of Work.

7. OTHER TERMS AND CONDITIONS

None
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P.O. BOX 30026 LANSING, MICHIGAN 48909

CONTRACT CHANGE NOTICE

Change Notice Number 10

to
Contract Number 07184300137

Ruth Schwartz DTMB
(517) 284-7585

CGI TECHNOLOGIES AND SOLUTIONS INC

300 S. Washington Square
East Lansing, MI 48933

schwartzrl@michigan.gov

Garrick Paraskevin DTMB

Jon Jasper

(248) 496-4336

(517) 256-7516
paraskeving@michigan.gov

jon.jasper@cgi.com
CV0059354
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CONTRACT SUMMARY
RP HOSTING, MANAGED SERVICES, SOFTWARE LICENSE AN

June 25, 2014 September 30, 2021 1000 - 1 Year September 30, 2021

-]

O P-Card O PRC O Other Yes O No

E

MI

DESCRIPTION OF CHANGE NOTICE

OPTION | LENGTHOFOPTION  EXTENSION  LENGTHOFEXTENSION ~  REVISED EXP.DATE
O O September 30, 2021
- VALUE OF CHANGE NOTICE

$72,608,751.00 $2,251,200.00 $74,859,951.00

Effective 9/24/2019, this Contract is increased by $2,251,200.00 for the State to exercise an optional line item defined in
Change Notice 8 to extend the use of a 5th environment for FY20 and FY21 to support testing of future SIGMA upgrades.

All other terms, conditions, specifications, and pricing remain the same. Per contractor and agency agreement, DTMB
Procurement approval, and State Administrative Board approval on 9/12/2019.




STATE OF MICHIGAN
CENTRAL PROCUREMENT SERVICES

Department of Technology, Management, and Budget

525 W. ALLEGAN ST., LANSING, MICHIGAN 48913
P.O. BOX 30026 LANSING, MICHIGAN 48909

CONTRACT CHANGE NOTICE

Change Notice Number 9

to
Contract Number 071B4300137

CGI TECHNOLOGIES AND SOLUTIONS INC Ruth Schwartz DTMB

(517) 284-7585

300 S. Washington Square
East Lansing, MI 48933

schwartzrl@michigan.gov

Garrick Paraskevin DTMB

(517) 284-6993
paraskeving@michigan.gov

Jon Jasper
(248) 496-4336

dO1DVHINOD

jon.jasper@cgi.com
CV0059354

CONTRACT SUMMARY
ERP HOSTING, MANAGED SERVICES, SOFTWARE LICENSE AND MAINTENANCE AGREEMENT

June 25, 2014 September 30, 2021 1000 - 1 Year September 30, 2021

Other

DESCRIPTION OF CHANGE NOTICE

..o .0 | NA____
$72,281,151.00 $327,600.00 $72,608,751.00

DESCRIPTION

Effective 3/5/2019, this Contract is increased by $327,600.00 to provide additional general implementation support services in
the form of Subject Matter Experts that will be assigned primarily to support the Department of Health and Human Services
(DHHS) implementation effort per the attached Statements of Work.

All other terms, conditions, specifications and pricing remain the same. Per contractor and agency agreement, and DTMB
Procurement approval.
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MICHIGAN DEPARTMENT OF TECHNOLOGY,
MANAGEMENT AND BUDGET
IT SERVICES
for

SIGMA Project Additional Implementation and Support Services

STATEMENT OF WORK for Contract Change Notice No. 9

This Statement of Work for Contract Change Notice No. 9 (“Statement of Work”) is entered into by the
Department of Technology, Management and Budget (“DTMB” or “State”) and CGI Technologies and
Solutions Inc. (“Contractor” or “Vendor”) under the terms of the Implementation Services Agreement
(Contract #071B4300138) (“Agreement”), dated June 25, 2014, between DTMB and Contractor in
accordance with Section 2.005 of the Agreement and Attachment 4 to the Agreement.

Project Title: Period of Performance:
Additional ERP Implementation and Support Services 01/01/2019 — 05/31/2019
DTMB Business Relationship Manager: Agency Project Manager:
Susan Nordyke Robin Keene
NordykeS@michigan.gov KeeneR1@michigan.gov
(517) 373-9784 (517) 284-9367

1. OVERVIEW AND BACKGROUND

Additional general implementation support services are being requested in the form of Subject
Matter Experts that will be assigned primarily to support the Department of Health and Human
Services (DHHS) implementation effort.

2. OBJECTIVES OF STATEMENT OF WORK

Extend two (2) Subject Matter Experts using the monthly rate identified in Section 6 of this
Statement of Work.

3. SCOPE OF WORK

Contractor will perform the task and other services specified in this Section 3 (“Services”) on a
monthly billing basis at the rates specified in Section 6 of this Statement of Work. The schedule
for performance of the Services is specified in Section 4. Contractor is not responsible for the
completion of Deliverables under this Statement of Work.
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The Subject Matter Expert will be expected to assist in DHHS readiness activities including, but
not limited to, the following:

1. Review, identify, and recommend policy modifications

2. Review, recommend, update, and document procedure changes

3. Review, recommend, update, and document agency specific desk guides and reference
material

4. Support DHHS Change Management Efforts and Change Management Lead(s), provide
communication recommendations and advice to help MDHHS employees make a
successful transition to the new system

5. Provide support including assistance in ensuring SIGMA core system defects are
resolved and re-tested

6. Provide general post production support services

4. PROJECT SCHEDULE

The schedule for performance of the Services is specified in the Integration Master Schedule
(IMS), Agency Implementation Plan, and Agency Technical Schedule. The high-level project
schedule dates are included below.

Key Date Date

Resource Extension Date Start 01/01/2019
MDHHS SIGMA PIF Supporting Activities
1. Inventory Analysis and Pilot Testing Activities 05/31/2019
2. Grants Given Analysis and Pilot Testing Activities 05/31/2019
3. Help Desk Issue Resolution (including SIGMA Remedy) 05/31/2019
4. Additional Analysis and Reporting Needs 05/31/2019

5. PROJECT STAFFING

Contractor will provide the individual resources/roles specified in this Section 5 for performance
of the Services.

The State is requesting two (2) Subject Matter Expert resource.

6. COMPENSATION AND PAYMENT

This Section 6 specifies the monthly billing rates applicable to the performance of the Services.
The specified monthly billing rates are based on the communication between the CGI
Contractor (Bill Hutchinson) and the SIGMA DTMB Deputy Director (Lisa Evani).

Resource Cost Description Costs
Two (2) Subject Matter Experts at (a) $245.00/hour and (b) 175.00/hour per $327,600.00
month for five (5) months.

Except as otherwise provided in this Section 6, the terms and conditions of Section 2.040
(Financial Provisions) of the Agreement applicable to services performed on a time and
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materials basis shall apply to compensation and payment for the Services under this Statement
of Work.

7. OTHER TERMS AND CONDITIONS

None
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STATE OF MICHIGAN
CENTRAL PROCUREMENT SERVICES

Department of Technology, Management, and Budget
525 W. ALLEGAN ST., LANSING, MICHIGAN 48913
P.O. BOX 30026 LANSING, MICHIGAN 48909

CONTRACT CHANGE NOTICE

Change Notice Number 8

to
Contract Number 071B4300137

CGI TECHNOLOGIES AND SOLUTIONS INC Ruth Schwartz DTMB

(517) 284-7585

300 S. Washington Square
East Lansing, MI 48933

schwartzrl@michigan.gov

Garrick Paraskevin DTMB

(517) 284-6993
paraskeving@michigan.gov

Jon Jasper
(248) 496-4336

dO1DVHINOD

jon.jasper@cgi.com
CV0059354

CONTRACT SUMMARY
ERP HOSTING, MANAGED SERVICES, SOFTWARE LICENSE AND MAINTENANCE AGREEMENT

June 25, 2014 September 30, 2021 1000 - 1 Year September 30, 2021

Other

DESCRIPTION OF CHANGE NOTICE

..o .0 | NA____
$66,356,715.00 $5,924,436.00 $72,281,151.00

DESCRIPTION

Effective 12/28/2018, this Contract is increased bt $5,924,436.00 to (1) increase storage size which had been previously under-
scoped, (2) align the SIGMA Procurement Module software license with the overall MSA Contract duration, and (3) clarify service
level agreements (SLAS).

All other terms, conditions, specifications, and pricing remain the same. Per contractor and agency agreement, DTMB
Procurement approval, and State Administrative Board approval on 12/18/2018.
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MICHIGAN DEPARTMENT OF TECHNOLOGY, MANAGEMENT AND BUDGET
IT SERVICES for SIGMA Project

CONTRACT CHANGE REQUEST No. 8

This Contract Change Request is submitted by the Department of Technology,
Management and Budget ("DTMB" or "State") under the terms of the Contract
#07184300137 ("Contract") dated June 25, 2014, between DTMB and CGI Technologies
and Solutions, Inc. ("Contractor" or "Vendor") in accordance with Section 2.024 and Exhibit
2-1 of the Contract.

Contract: Period of Coverage:
ERP Hosting, Managed Services, Software License and June 25, 2014 - September
Maintenance Agreement 30, 2021

Contract No. 071B4300137

Requesting Party: Submission Date:
CGlI Technologies and Solutions Inc. December 18, 2018
Project Manager of Requesting Party: Phone:

William Hutchinson 717.421.8391
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1. EFFECTIVE DATE

The Contract Change Notice (CCN) resulting from this Contract Change Request shall become
effective on December 31, 2018.

2. OVERVIEW AND BACKGROUND

Pursuant to in-depth discussions concerning operation of the ERP Solution since Go-
Live in October 2017, the parties have identified elements of the Contract that require
updates to support ongoing successful performance of the solution. Contract elements
requiring updates include Article 2 (Terms and Conditions); Attachment 1 (Glossary);
Attachment 2 (Statement of Work), including Exhibits A and B (collectively, Service
Level Agreement); Attachment 3 (Payment Schedule); Attachment 4 (Key Personnel);
Attachment 5 (Capacity, Processing, and Other Standards); Attachment 6 (Contractor
Licensed Software); and Exhibit A to Attachment 9 (Proprietary Software License
Agreement).

3. OBJECTIVES OF REQUESTED CHANGES
The purpose of this CCN is to effectuate the Contract updates described in Section 2.
4. CHANGES IN SCOPE

Pursuant to this CCN the State exercises its option for CGl Advantage Procurement and VSS hosting,
managed services, and Advantage and Bundled Software Maintenance as specified in Attachment 3,
Price Table 5 and Attachment 6: Contractor Licensed Software the table titled Optional CGI Advantage
Procurement and VSS Maintenance Fee Schedule.

5. CHANGES IN COMPENSATION AND PAYMENT

Section 7.4 of this CCN specifies the pricing terms codified for additional storage and environments
provided to date and to be provided in the future. Upon finalization of this CCN, CGI shall invoice the
State $1,408,684 as follows:

e Asalumpsum

o Fiscal Year 2018 related storage and hardware increase specified in Row 35 of
Attachment 3, Table 1: $623,926

o First Quarter, Fiscal Year 2019, portion of storage and hardware increase, optional
years for hosting and managed services for CGIl Advantage Procurement and VSS, and
fifth environment.as specified in Rows 35-37 of Attachment 3, Table 1: $335,000

o Fiscal Year 2019 maintenance fees associated with exercise of the option for CGI
Advantage Procurement and VSS specified in Section 4 of this CCN: $449,758

e Per quarterly invoicing schedule as defined in Attachment 3
6. CHANGES IN STAFFING
None.
7. CHANGES IN OTHER CONTRACT TERMS

Other terms and conditions of the Contract are modified as specified in this Section 7. Except as so
modified, the Contract remains in full force and effect. Replacements of entire Attachments to the
Contract are specified as such with the replacement attachment attached to this CCN. In-line
modifications within Contract provisions are tracked as follows: additions are noted with green
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underlining, deletions are noted with green strikes, moves are noted with green double underlining and
double strikes.

7.1. Changes to Article 2 (Terms and Conditions)

Pursuant to this CCN, Sections 2.243, 2.401, and 2.404 of Article 2 of the Contract are modified
as specified in this Section 7.1.

2.243 Service Level Credits

It is agreed between Contractor and the State that the actual damages to the State as a
result of Contractor’s failure to provide the promised Services and/or Deliverables in the
manner specified in Attachment 2, Exhibit A of this Agreement, would be difficult or
impossible to determine with accuracy. The State and Contractor therefore agree that service
level credits as set out in in this Agreement shall be a reasonable approximation of the
damages that shall be suffered by the State as a result thereof. Accordingly, in the event of
such damages, the State may assess service level credits as set forth herein. Service level
credits will be assessed against the next payment due for Managed Services unless no other
payments are due under the Agreement, in which case, Contactor will pay State in readily
available funds. The State will notify Contractor in writing of any assessment of service level
credits on or before the date the State assesses such credits. No delay by the State in
assessing or collecting service level credits shall be construed as a waiver of such rights.
Assessment of service level credits pursuant to this Section 2.243 shall be the State’s sole
and exclusive monetary remedy with respect to the failure or delay giving rise to the
assessment. The State shall not be permitted to assess service level credits under this
Section 2.243 where: (i) the parties have entered into dispute resolution proceedings under
Section 1.105 of this Agreement regarding the facts and circumstances giving rise to the
State’s claim and where such dispute resolution proceedings are still pending; or (ii) where
the applicable failure of Contractor results entirely or in part from the action or inaction of the
State, its personnel, its other contractors, or other condltlons or events set forth in Sectlon
2.244 below.

m%eetten—Z—%Z—l—The amount of comblned Serwce Penaltles assessed as a SerV|ce Credlt in

any month will not exceed one-twelfth of the fees specified in Row 38 of Table 1 of
Attachment 3 for the current Fiscal Year. The cumulative amount of Service Credits
assessed in any given calendar year, will not exceed the lesser of (i) 14% of the fees
specified in Row 38 of Table 1 of Attachment 3 for the Fiscal Year in which the applicable
calendar year begins or (ii) $800,000. This annual cap on assessed Service Credits will
reset annually on January 1 each year. In the event that the number of months remaining in
the Contract is less than 12, the denominator for the applicable Amount at Risk will be
prorated based on the number of months remaining instead of 12.

If more than one service level failure results from the same cause, only the highest available
credit shall be imposed. For example, if a network outage results in a failure by Contractor to
meet the Availability SLA, and the On Line Response Time SLA, only the highest credit shall
be payable, but Contractor’s failure to meet the Issue Response Time SLA following the
outage, (which was not itself caused by the outage) would result in a second, separate credit.

Unauthorized Removal of any Key Personnel

It is acknowledged that an Unauthorized Removal will interfere with the timely and proper
completion of the Agreement, to the loss and damage of the State, and that it would be
impracticable and extremely difficult to fix the actual damage sustained by the State as a
result of any Unauthorized Removal. Therefore, Contractor and the State agree that in the
case of any Unauthorized Removal, the State may assess liquidated damages against
Contractor as specified below.
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For the Unauthorized Removal of any Key Personnel designated in the applicable
Statement of Work, the liquidated damages amount is $50,000.00 per individual if the
Contractor identifies a replacement approved by the State under Section 2.060 and
assigns the replacement to the Project to shadow the Key Personnel who is leaving for a
period of at least 30 days before the Key Personnel's removal.

If Contractor fails to assign a replacement to shadow the removed Key Personnel for at
least 30 days, in addition to the $50,000.00 liquidated damages for an Unauthorized
Removal, Contractor must pay the amount of $1,666.67 per day for each day of the 30 day
shadow period that the replacement Key Personnel does not shadow the removed Key
Personnel, up to $50,000.00 maximum per individual. The total liquidated damages that
may be assessed per Unauthorized Removal and failure to provide 30 days of shadowing
must not exceed

$100,000.00 per individual.

*kkkk

2.401 General

BA. State Use of Managed Services
The State shall use the Managed Services only for the State's internal business purposes.

7.2. Changes to Attachment 1 (Glossary)

Pursuant to this CCN, Attachment 1 to the Contract is modified as specified in this Section 7.2.
Substantive changes are tracked as indicated in Section 7; corrections of typographical errors
and alphabetical ordering are not tracked.

Attachment 1: Glossary

Definition

24x7x365 Means 24 hours a day, seven days a week, and 365 days a year
(including the 366th day in a leap year).

6



CONTRACT 071B4300137

ACH

Automated Clearing House (ACH) is an electronic network for
financial transactions in the United States. The ACH Network is
governed by the National Automatic Clearing House Association,
which sets the operating rules for automated transactions around
the United States. This network allows banks to clear their
automated payments through the U.S. Federal Reserve and
Electronic Payments Network, which serve as ACH operators.

Additional Service

Means any Services/Deliverables within the scope of the
Agreement, but not specifically provided under any Statement of
Work, that once added will result in the need to provide the
Contractor with additional consideration.

ADPICS

The Advanced Purchasing and Inventory Control System (ADPICS)
is a CICS/Cobol/DB2 procurement management system designed
to specifically address the purchasing, receiving, and accounts
payable requirements of the State of Michigan.

Agreement or
Contract

Refers to this Agreement or Contract, as defined in the preamble.

AICPA

American institute of CPAs

At Risk Amount

The maximum Service Credit that may be assessed in any month as
specified in Section 2.243 of the Agreement.

Audit Period

See Article 2, Section 2.110

Background
Technology

All pre-existing software, data, know-how, ideas, methodologies,
specifications and other technology in which Contractor owns such
Intellectual Property Rights as are necessary for Contractor to grant
the rights and licenses set forth in Section 2.321, and for the State to
exercise such rights and licenses, without violating any right of any
third party or any law or incurring any payment obligation to any
third party, and that: (a) are identified as Background Technology in
any Statement of Work; and (b) were or are developed or otherwise
acquired by Contractor prior to the Effective Date with respect to
the initial Statement of Work, or the date of the State’s request for
additional Services, with respect to any other Statement of Work.

BAI

Bank Administration Institute. BAI Files refers to electronic
file and data formats established by the Bank Administration
Institute.

Blanket Purchase
Order

An alternate term for Agreement as used in the State's computer
system.

Business Critical

Any function identified in any Statement of Work as Business Critical.

Business Day

Whether capitalized or not, shall mean any day other than a
Saturday, Sunday or State-recognized legal holiday (as identified in
the Collective Bargaining Agreement for State employees) from
8:00am EST through 5:00pm EST unless otherwise stated.

CAFR

Comprehensive Annual Financial Report (CAFR) is a set of U.S.
government financial statements comprising the financial report of
the State that complies with the accounting requirements
promulgated by the Governmental Accounting Standards Board
(GASB). GASB provides standards for the content of a CAFR in its
annually updated publication Codification of Governmental
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Accounting and Financial Reporting Standards.

Chronic Failure

Defined in any applicable Service Level Agreements.

Configured ERP or third party application software:
Software * configured to meet State requirements in accordance with a
Deliverable design approved by the State
* subject to unit testing by the Contractor in accordance with
this Agreement
Content Any information, data, and any other materials placed by the

State and/or its customers and/or by Contractor on the State's
behalf onto the Contractor System.

Contractor or
Prime
Contractor

The firm providing services to the State under direct contractual
agreement.

Contractor System

Collectively, all of the components of the infrastructure and

computing environment used by Contractor to perform the
Managed Services, whether owned by Contractor or its suppliers,

including the Managed Applications, Contractor or third party
facilities, hardware, operating systems, networking equipment,

software applications and associated Contractor’s databases,
tables, data and documentation and training materials.

“Contractor System” excludes Managed Application(s) to the
extent the Managed Application is a third party product provided
to Contractor by the State or is a Punch-out Catalog Subscription
Product.

COTS Commercial-Off-the-Shelf Software.

Custom The customized computer program(s), other than the ERP Solution,

Software including programming tools, scripts and routines, the Contractor is

Deliverable required to or otherwise does develop for the State under this
Agreement, as described more fully in each Statement of Work,
including all updates, upgrades, new versions, new releases,
enhancements, improvements and other modifications made or
provided pursuant to the applicable Statement of Work.

Days Means calendar days unless otherwise specified.

DCDS Data Collection and Distribution System

Deliverable A required service or outcome that must be provided by the

Contractor to the State as required or identified by or in an
Agreement. Deliverables may include, but are not limited to:
designs, specifications, hardware, tools, components of technical
environments, custom software, modifications and enhancements
to software, documented analysis, plans, reports, training, services
to the State, support or assistance to the State, documentation,
testing or related services, provided expertise, or achievement of
specified outcomes.

Documentation

All user manuals, operating manuals, technical manuals and any
other instructions, specifications, documents and materials, in any
form or media, that describe the functionality, installation, testing,
operation, use, maintenance, support and technical and other
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components, features and requirements of any Custom Software
Deliverable.

DOT Michigan Department of Transportation. May also be stated as
MDOT.

DTMB Michigan Department of Technology, Management and Budget

EDI Electronic Data Interchange

EFT Electronic Funds Transfer

Environmentall A product or service that has a lesser or reduced effect on human

y preferable health and the environment when compared with competing

products products or services that serve the same purpose. Such products or
services may include, but are not limited to, those that contain
recycled content, minimize waste, conserve energy or water, and
reduce the amount of toxics either disposed of or consumed.

ERP Enterprise Resource Planning System.

ERP The project to implement an ERP system and any related

Implementation
Project or Project

application software. Contractor services under this Agreement
are provided in association with the ERP Project. Reference to
the ERP Implementation Project may also be made using the
term ‘Project’.

ERP Solution

The ERP Solution represents the entire suite of application and other
software needed to meet the State's requirements, proposed by the
Bidder to meet such requirements’ or implemented by the
Contractor to meet State requirements and timelines.

Final Acceptance

The States acceptance based on submitted Deliverables having
been reviewed and approved in accordance with applicable
acceptance criteria related to Custom Software Deliverables and
Configured Software Deliverables or other criteria as may be
established or defined elsewhere in this Agreement.

Force Majeure

See Article 2, Section 2.244.

Hosted Services

Hosted Services or Hosting Services generally refers to those
services required to provide project, production, or production QA
technical environments, as specified, for use by the State in
association with the ERP Project or with production use of the ERP
and other applications once any implementation of the ERP and
other application software has occurred.

Hosting
Environment

The Hosting Environment includes all servers, server software,
hosting platforms, storage space, telecommunications connectivity
and equipment and other hardware, software, technology and other
materials the Contractor is required to, or otherwise does, use,
provide or provide access to as part of the Contractor’s requirement
to host, support, and maintain the ERP Solution.

HRMN

The Human Resources Management Network (HRMN) is State's
human resource and payroll system.

Implementation

Contract No. 071B4300138 by and between the parties, dated the

Services same date hereof.
Agreement
Incident Any interruption in Services, diminution in the quality of services, or
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observed defect that impacts business operations other than one that
is defined as an Issue.

Index Code

An element used on MAIN transactions that infers preset values for
other coding block elements prior to validation or other processing.

Intellectual
Property Rights

All or any of the following: (a) patents, patent disclosures and
inventions (whether patentable or not); (b) trademarks, service
marks, trade dress, trade names, logos, corporate names and
domain names, together with all of the goodwill associated
therewith; (c) copyrights and copyrightable works (including
computer programs), mask works and rights in data and databases;
(d) trade secrets, know-how and other confidential information;
and (e) all other intellectual property rights, in each case whether
registered or unregistered and including all applications for, and
renewals or extensions of, such rights, and all similar or equivalent
rights or forms of protection provided by applicable law in any
jurisdiction throughout the world.

Issue

For purposes of the Service Level Agreement, an issue means a
deviation of a Managed Application from its licensed
documentation or of a supported customization from its detailed
design documentation; or to otherwise perform in accordance with
the Service Level Agreement.

Issue and Incident

Priority

The priority of any Issue or Incident, as assigned by the State. This
priority indicates, within an Issue or Incident Severity level, the
relative order and timeframe in which Issues and Incidents will be
handled by Contractor. Priority can be defined as “Urgent”, “High”,
“Normal”, and “Low.”

ITB

A generic term used to describe an Invitation to Bid. The ITB serves as
the document for transmitting the RFP to potential bidders

Key Personnel

Any Personnel identified in the Agreement as Key Personnel.

Locality Michigan local government agency or political subdivision

MAIN MAIN is a CICS/Cobol/DB2 based system implemented in 1994 and
functions as the State’s financial reporting and accounting system.

% The proprietary software application(s) listed inthe

Applications Agreement that will be hosted and operated for use in

providing Managed Services to the State.

Managed Services

Managed Services refers to those services described in
Attachment 2 of the Agreement. Within Attachment 2, the
term may also apply to that section of the services related to IT
application maintenance and expanded Job Setup services
described in Sections 18 to 23.

Measurement The period of time over which a given Service Metric is measured for

Interval purposes of determining performance. Measurement Interval is
monthly unless stated otherwise.

MIDB Michigan Informational Database (MIDB) is the State’s financial data

warehouse.
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New Work

Any Services/Deliverables outside the scope of the Agreement
and not specifically provided under any Statement of Work, that
once added will result in the need to provide the Contractor
with additional consideration.

NSF

NSF is a designation given to checks received by the State which
have been dishonored by the bank on which drawn due to
insufficient funds in the bank account on which the check was
issued.

PCA

Program Cost Accounting Code. A coding block element used in
MAIN.

PCO

Project Control Office — This term may be used interchangeably with
PMO.

PMO

Project Management Office — This term may be used interchangeably
with PCO.

Processing Schedule

A detailed schedule of processing activities for the Managed

Applications to include production and non-production scheduled
Maintenance Windows, modified hours of availability if different
from those specified in the SLA, and all planned, regularly
scheduled batch jobs to be run each day of the year including those
for special processing activities if known. CGI will update the
Operational Framework with the mutually agreed Processing
Schedule for each Contract Year no later than July 31 preceding the
applicable Contract Year.

Punch-Out Catalog

A subscription-based punch-out catalog service more fully specified

Subscription
Product

in this CCR. The Punch-Out Catalog Subscription Product is a
complement to the ERP Solution and provides non-critical business
activity. This product resides outside the ERP Solution boundary
controlled by CGI — that is, outside CGl’s responsibility for
CGl-hosted and -managed services under the Contract. As such, it is
considered ‘incidental’ and therefore is not subject to SIGMA
security requirements with exception of those expressly stated in
Attachment 2 and not necessary for go-live or ongoing production
operation of the Advantage Financial solution

QA

Quality Assurance. This term may be used to describe a firm, hired
by the State to provide management advice, to assist in reviewing
Contractor deliverables, and support the State in ensuring the
integrity of design and development decisions.

Alternatively, it may be used to refer to a 'Quality Assurance'
Environment, a name given to a technical environment that
mirrors the production technical environment in terms of
infrastructure, product set, systems software, DBMS, application
software, configuration, and capacity that is used to test
application and other changes prior to migrating them to the
production environment. One difference between the Production
and ‘Quality Assurance’ Environment is that the 'Quality
Assurance' Environment will not be available on the Internet and
the Production QA environment may share certain
non-enterprise-wide third party licensing with other
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non-production environments. Such an environment may also be
called a Production QA environment.

Recovery Point
Objective or RPO

The maximum acceptable amount of data loss during a disaster
measured in time.

Recovery Time
Objective or RTO

The maximum period of time within which the Contractor System is
required to resume operations after a disaster.

RMDS

The Report Management and Distribution System controls access,
distribution, and retention of all reports generated by MAIN

R*STARS

The Relational Standard Accounting and Reporting System
(R*STARS) is a comprehensive statewide financial management and
accounting information system. It is used as the financial system
for the State.

RESERVED

Section is not applicable or included in this RFP. This is used as a
placeholder to maintain consistent numbering.

RFP

The State’ Request for Proposal 084R4300001 soliciting proposals for
ERP software, implementation services, hosting and managed
services.

RTI

A code that can be entered on R*STARS transactions that
infers one or more full accounting distributions prior to
validation or other processing.

RTM

Requirements Traceability Matrix

Run Book or
Runbook

A routine compilation, in electronic or physical book form, of the
procedures and operations which the administrator or operator of
the system carries out. Procedures documented in the Run Book will
include those to begin, stop, and supervise the system as well as
those needed for the handling of special requests and of
contingencies. The Run Book will have step-by-step instructions
decision to determine and carry out the appropriate course of action
given a particular scenario.

Security Rich

A Security Rich environment is one proactively managed to be in
compliance with required State, Federal, and other applicable laws,
policies, and standards as referenced in Article 1, section 1.108
environment and as further specified in the Security Section of the
Technical/General requirements provided in Attachment 10 of the
Implementation Services Agreement.

Service(s)

Any function performed for the benefit of the State, including any of
the services Contractor is required to or otherwise does provide
under this Agreement or any Statement of Work, as more fully
described in this Agreement or such Statement of Work.

Service
Credits

A portion of the monthly At Risk Amount credited by Contractor
against the State’s monthly hosting fee as a result of a failure by
Contractor to achieve the specified Service Level for the defined
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Service Metrics.

The Service Credit is equal to the At Risk Amount multiplied by the
Service Penalty for the respective Service Metric. This amount is
accrued based on the month in which the Service Credit was earned
(even if a metric is measured over a timeframe exceeding one month)
and reconciled on a quarterly basis and applied to the next applicable
payment for hosting fees.

Service Level

A target for a specific Service Metric against which Contractor’s
performance is to be measured and reported.

Service Level
Agreement
(SLA)

A service-level agreement (SLA) defines selected standards of
service and Contractor reporting that must be provided by the
Contractor in association with the Agreement. The Service Level
Agreement will stipulate Service Credits that apply if the required
service levels are not met.

Service Metric

The specific units of measure mapping to the State’s business
objectives for which Service Levels are established.

Service Penalty

The amount for each Service Metric that is factored against the At
Risk Amount for purposes of calculating any Service Credits relative
to the applicable Service Level(s) during a given Measurement
Interval.

SOC reports or
AICPA SOC reports

Service Organization Control (SOC) reports are internal control
reports on the services provided by a service organization
providing valuable information that users need to assess and
address the risks associated with an outsourced service. They are
provided by American Institute of CPAs.

Software
Configuration

The process or result of defining or refining application
functionality through means other than programming. Such
means may include (but are not limited to) entry of parameters,
selection of table based options that control processing, and user
or administrator selected options that control or tailor the user
interface. Configuration does not include creation or
modification of programming code or use of scripting language.

Software
Deliverable

Computer program(s) including programming tools, scripts and
routines, the Contractor is required to or otherwise does
implement for the State under this Agreement, as described more
fully in each Statement of Work, including all updates, upgrades,
new versions, new releases, enhancements, improvements and
other modifications made or provided pursuant to the applicable
Statement of Work.

Software License

The Software License Agreement, attached as Attachment 9 to this
Agreement by and between the parties, dated the same date hereof.

Software
Maintenance
Agreement

The Software Maintenance Agreement, attached as Attachment 10
to this Agreement by and between the parties, dated the same date
hereof.

Software Vendor

The manufacturer and provider of ERP or third party application
software proposed for use by the State. The Software Vendor is the
entity that grants a license to use the ERP or other Software and that
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provides maintenance services once such software is licensed.

State

The State of Michigan

State Location

Any physical location where the State performs work. State
Location may include state-owned, leased, or rented space.

State-Specific

Infrastructure, hardware, software, tools, and processes/procedures
that are defined, deployed, and/or assigned specifically for the State
and are thus not leveraged by Contractor on a common basis across
other Contractor clients. This would include but not be limited to
virtualized servers including the operating system and all software
installed above it, as well as the respective database
server/instances in providing the State’s specific ERP environments.

Statement of Work

Article 1, Attachments 2-8 of this Agreement, as applicable. Any
subsequent Agreement Changes affecting the scope of work as may
be negotiated and agreed to by the State.

Subcontractor A person or firm that provides material or service(s) that the
Prime Contractor is obligated to provide to the State via an
Agreement.

SUITE State Unified Information Technology Environment or SUITE
is the name of the State's project management and software
engineering methodology.

UAT User Acceptance Test

Unauthorized Contractor’s removal of Key Personnel without the prior written

Removal consent of the State.

Upgrade Contractor’s obligations with respect to a Minor Release upgrade of

the ERP Solution, per Section 20.B of Attachment 2. Release
upgrades of the underlying software or infrastructure, per any use
of the term “upgrade” outside of Section 20.B of Attachment 2, is
limited to being undertaken in conjunction with Contractor’s Minor
Release upgrade obligations in Section 20.B such that compatibility
is maintained across the ERP Solution with the release of the
Advantage ERP Software in production use by the State. Use of the
terms “update” and “upgrade” outside of Section 20.B of
Attachment 2 is therefore limited to the Contractor patching and/or
applying smaller changes to the respective element of the ERP
solution.

Work in Progress

A Deliverable that has been partially prepared, but has not
been presented to the State for Approval.

Work Product

Refers to any data compilations, reports, and other media,
materials, or other objects or works of authorship created or
produced by the Contractor as a result of an in furtherance of
performing the services required by this Agreement.

Written Deliverable

Refers to any deliverable named in Attachments 2 - 7 that is created
and submitted to the State in document, diagram, presentation,
spreadsheet, or printed output form.

Examples of such deliverables include (but are not limited to)

14




CONTRACT 071B4300137

plans, designs, test scripts, reports, or analysis.

7.3. Changes to Attachment 2 (Statement of Work)

Pursuant to this CCN, Attachment 2 is hereby modified as specified in Sections 7.3.1, 7.3.2 and
7.3.3.

7.3.1. General

Section 1.S is deleted from Section 1 and incorporated in concept within the Service Level
Agreement as modified by Section 7.3.3.

7.3.2. Hardware, System Software, and Infrastructure Maintenance Timeliness,
Tracking, Scheduling

Section 3 is modified as specified in this Section 7.3.2.

Contractor shall schedule all system software, infrastructure and hardware
maintenance in advance and will make such during off-peak hours as approved by

include exceptlons to the malntenance window that will aIIow the State to meet its
processing and system availability needs for time and attendance reporting. The
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Contractor does not usually take all available maintenance windows nor does the
window generally last the entire scheduled time.

The Agreement establishes that the scheduling of all system software, infrastructure
and hardware maintenance is to be performed during off-peak hours as approved by
the State. The State has agreed to an alternate maintenance window as described in
the paragraph below. The Agreement also requires exceptions to the standard
monthly maintenance windows that would allow the State to meet its processing and
system availability needs for time and attendance reporting, longevity payroll
processing, and fiscal year end closing activities. These and any other special
processing time periods will be laid out and planned in advance as part of the annual
Processing Schedule.

In order to provide greater flexibility to accommodate State scheduling requirements
by minimizing the time that the production environment is unavailable, and in order to
meet the security related patching requirements detailed in the Agreement and DTMB

NIST controls, the maintenance window has been altered to performing production
maintenance over one weekend and non-production over another weekend. This
flexibility fits into one of Contractor’'s maintenance models, in which two standard
monthly maintenance windows and four quarterly maintenance windows are
performed for all clients leveraging this model. The non-production maintenance
window is conducted over the weekend following the 2nd Tuesday of each month
(known as Patch Tuesday), and the production maintenance window is conducted the

next weekend. Maintenance is performed between the hours of 6:00 pm ET on
Saturday and 6:00 am ET on Monday. An abbreviated maintenance window schedule

will be implemented when the maintenance window conflicts with the State’s time
entry processing window or other critical processing needs. The abbreviated
maintenance window will be used for production environments only and will begin at
6:00pm ET on Saturday and conclude, with applications returned to production use,
before 7:00am ET on Sunday. Specific dates for reqular production, non-production
and abbreviated maintenance windows will be documented in the annual Processing
Schedule.

Scheduling of application patching and the quarterly maintenance window will be
carried out as defined and agreed upon in the “Process / Schedule for Abbreviated
Maintenance Window” section of the Operational Framework.

A. The Contractor shall apply updates to the system in response to software
updates introduced by the publisher or manufacturer of the software with 90
days advance notice to the State.

B. The Contractor must ensure software compatibility with ERP software patches
and service packs with 30 days advance notice. The Contractor must give 6
months advance notice of major operating system updates.

C. All proposed software updates shall be documented and must be approved by
the SIGMA Operations and Support BOND Director. Proposed software
updates must identify at a minimum:

1. The reason for the update.

2. The plan to ensure recoverability.

16
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7.

The off-line test plan and test results.
Actions to roll back the update if errors or problems are encountered.

Verification procedures to demonstrate the success of the update and
that no other systems or subsystems are adversely affected.

The proposed schedule for the update addressing critical processing
needs and associated risks

Notification recipients.

D. The Contractor shall provide:

1.

A process for reporting and tracking problems, and applying software
maintenance updates and bug fixes.

A process for receiving, estimating, and scheduling State-requested
software upgrades.

Electronic access to an archive of all past monthly maintenance
activity reports.

E. The Contractor shall work with the State to plan and conduct an acceptance
test for all changes made to hardware, infrastructure, system software, and
other non-application software tools or components. The planning, execution,
and verification of such testing shall be a joint responsibility of the Contractor
and the State. Final acceptance will be determined by the State.

The State will:

1.

Provide all WAN support and the necessary network connectivity up to
the Contractor Service Delivery Center demarcation point, as agreed
to by the Parties; and

Provide additional WAN capacity for any supported server resource
that has reached critical usage levels and is impacting the Contractor’s
ability to provide the Services or relieve the Contractor of any affected
Service Levels until such time as the required capacity is installed.

Assist the Contractor in developing procedures for handling all planned
and unplanned outages affecting the environment including review,
approval, communication and proper documentation; and

Notify the Contractor of any planned or emergency changes to the
State’s environment affecting the Contractor's provision of the
Services.

7.3.3. Service Level Agreement

Pursuant to this CCN Exhibits A and B to Attachment 2 are hereby replaced in their entirety
by new Exhibits A and B attached hereto as Appendix A.

7.4. Changes to Attachment 3
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Pursuant to this CCN Attachment 3 is hereby modified as specified in Appendix B.
7.5. Changes to Attachment 4

Pursuant to this CCN Attachment 4 of the Contract is modified by modifying the table of Key
Personnel as follows:

On-Site Project Executive | ¥BB-subjectte- Part Time Oecteber November 2018
approvalofthe State-
Kim Ingram
On-Site Operations Full Time October 2018
Manager Vigna Nalliah
Delivery Project Executive| Danna Westcott Part Time (25%) September
2018
Service Delivery Manager | Patricia Lang Full Time March 2015
Data Base Administrator | Shared Resource Full Time across March 2015

Shared Resources

Disaster Recovery Lead Shared Resource Part Time across March 2015
Assigned/designated Shared Resources /
to coordinate Disaster
Recovery

testing or in the
event of an actual

Disaster
On-Site ERP Application | Senthil Bagavathy Full Time October 2018 — January
Maintenance Lead 31,2019

Scott Waldman Beginning February 1,

2019

7.6. Changes to Attachment 5

Pursuant to this CCN, Attachment 5 to the Contract is replaced in its entirety by new Attachment
5 attached hereto as Appendix C.

7.7. Changes to Attachment 6

Pursuant to this CCN, the Advantage Toolkit Modules list include in Attachment 6 of the Contract
is corrected as specified in this Section 7.7.

Advantage Toolkit Product Component Type of License License Agreement Quantity
Name Duration

Versata Logic Server Site Perpetual 1 site license

Versata Logic Studio Named User Perpetual 3 named users

IBM WebSphere App Svr Network Processor Value Units Perpetual 10,000

Deployment —Sub Capacity

IBM WebSphere App Svr Proc (Build Processor Value Units Perpetual 400 PVUs

Machine)

IBM Process Server Processor Value Units Perpetual 100 PVUs
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Pervasive Data Integration Universal Cores Perpetual 1license 4 cores

Engine - Production

Pervasive Data Integration Universal Cores Perpetual 1llicense 4 cores4

Engine-Non-Production

Pervasive Data Integration Universal Named User Perpetual 5 authorized users

Developer

Eclipse BIRT Engine - Production Core Perpetual 4 cores

Eclipse BIRT Engine- Non-Production Core Perpetual 4 cores

Finite Matters PatternStream Named User Perpetual 5 named users

w/Framescript

Adobe FrameMaker Named User Perpetual 5 named users

Adobe Acrobat Pro Named User Perpetual 5 named users

Adobe RoboHelp Named User Perpetual 1 authorized user

Pitney Bowes Group Production Transactions per Year Perpetual < 3 million transactions
per year

Pitney Bowes Group Non- Production Transactions per Year Perpetual < 3 million transactions
per year

DeltaXML Named-User Site Perpetual 1 site license

Perforce Named User Perpetual 20

Jira Named User Perpetual 100

Convey TaxPort — Unlimited Users Unlimited Users and Limited | Perpetual 25K Transactions

Transactions

Jmeter Open Source Perpetual Open Source

Liason Punch Out Vendors Perpetual Up to 5 Punch Out
Vendors

BA&T SAP BusinessObjects Analysis Concurrent Sessions Perpetual 25

Edition for Office; Unrestricted

BA&T SAP BusinessObjects Analysis Concurrent Sessions Perpetual 25

Edition for OLAP; Unrestricted

BA&T SAP BusinessObjects Business | Concurrent Sessions Perpetual 150

Int. Platform Mobile add-on;

Unrestricted

BA&T SAP BusinessObjects Business | Concurrent Sessions Perpetual 175

Intelligence Platform; Unrestricted

BA&T SAP BusinessObjects Business | Named User Perpetual 400

Intelligence Platform; Unrestricted

BA&T SAP BusinessObjects Crystal Concurrent Sessions Perpetual 25

Reports; Unrestricted

BA&T SAP BusinessObjects Concurrent Sessions Perpetual 175

Dashboard; Unrestricted

BA&T SAP BusinessObjects Explorer; Concurrent Sessions Perpetual 175

Unrestricted

BA&T SAP BusinessObjects Web Concurrent Sessions Perpetual 175

Intelligence; Unrestricted

SAP Application Standalone Bl Limited | Named User Perpetual 380

User & Bl Platform

SAP Application Standalone Business Named User Perpetual 20

Analytics Professional User & Bl
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Platform; Unrestricted

MapQuest Enterprise Edition Transactions

7.8. Changes to Attachment 9

Pursuant to this CCN, Exhibit A to Attachment 9 to the Contract is modified by replacing the body
of Exhibit A and adding Attachments 1.f and 1.g as specified in Appendix D hereto.
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CCN No. 8, Appendix A
Attachment 2

Exhibit A
SERVICE LEVEL AGREEMENT
A. SLA Management.

(1) Contractor shall implement and utilize its current measurement and monitoring methods, tools, and
procedures to track and report Contractor’s performance in delivering the Services relative to the
applicable Service Levels and shall produce a monthly report.

(2) Service reporting will be provided monthly by Contractor. The report will measure and document
Contractor’s performance of the Services relative to the Service Levels and the State’s usage of
Services. The report will set forth in detail the Service Metrics relative to the Service Levels, the
actual current measured level of performance for each Service Metric (even if the Service Metric is
measured over longer than a single month), and any resulting monthly Service Credits.

(3) In all cases, Contractor will be responsible for measuring Service Levels and calculating appropriate
Service Credits for the Parties in accordance with this Section and subject to review and
concurrence by the State.

(4) For avoidance of doubt, all times are Eastern Time zone unless specified otherwise. Also, times
listed are exclusive of Maintenance Windows. Standard maintenance window is as defined in
Section 3.0 of Attachment 2.

(5) Availability of environments includes the redundant IP based Router and network from Lansing to
the Contractor’s hosting center.

B. SLA Applicability. The following items provide a detailed explanation as to when and how the terms of
the SLA will be applied.

(1) In the event that a single Incident/Issue affects more than one Service Level, while each missed
Service Metric will be reported, only the Service Metric with the highest Service Penalty will apply
with respect to any Service Credits issued by Contractor to the State. However, other unrelated
incidents resulting in Incidents/Issues will be considered as separate events and aggregated with
respect to measuring performance against each Service Metric and associated Service Levels. For
example, if a network outage results in a failure by Contractor to meet the Availability SLA, and the
On Line Response Time SLA, only the highest credit shall be payable, but Contractor’s failure to
meet the Incident/Issue Response Time SLA following the outage (which was not itself caused by
the outage) would result in a second separate credit.

(2) In November 2018 and approximately July of each subsequent year, the State and Contractor will
mutually agree in writing upon a Processing Schedule, for the upcoming October to September
State fiscal year, that supports the State’s business needs and identifies any times/days where the
Managed Services defined herein apply and do not apply, including the State’s special processing
periods (which are excluded from the calculation of any Service Credits if volumes exceed those
specified in the Contract as modified through Contract Change Notices). Any material adjustment
or impact [for example, increasing the number of batch jobs by more than 5% per cycle for more
than a few days within the annual period] that changes the Processing Schedule will be handled as
mutually agreed.

(3) The State will suspend any specific Service Metric and associated Service Level/Service Credit that
will subsequently not be met due to the State failing to perform its responsibilities under this
Statement of Work; provided Contractor has provided the State with prompt written notification of
such failure by the State and the State agrees, with State agreement not to be unreasonably
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(4)

(5)

(6)

(7)

withheld. The State’s related responsibilities in non-technical use and administration of the
Contractor System after the Live Date include functional configuration, functional management, and
the State’s use of Contractor staff augmentation support for Incident/Issue(s) requiring functional
support in troubleshooting and diagnosis.

Contractor performance against any suspended Service Metric and associated Service Level will be
reinstated once the corresponding activity has been performed by the State. The State agrees that
where Contractor performance against a Service Metric is dependent upon support from State staff
outside normal State business hours, the State will make the necessary staff available to provide
the required support to enable resolution of Incidents/Issues affecting Service Metrics and
associated Service Levels.

Any events or situations affecting the Contractor System that are the sole responsibility of third
parties will not be counted toward Contractor’s ability to achieve the Service Level(s) associated
with the respective Service Metric(s). To the extent that Contractor, including Contractor’s
subcontractors and suppliers, has shared responsibility, the State and Contractor will mutually
agree concerning the impact of achievement of applicable Service Level(s).

If Contractor is waiting on the State for additional information that is necessary in order to complete
a resolution during the resolution of an Incident/Issue, measurement of Contractor’s non-
conformance with the respective Service Metric and associated Service Levels being impacted is
suspended until the State’s response with the requisite information is received. Once Contractor
makes available a fix or correction that is ready for deployment to remediate an Incident/Issue
impacting one or more Service Metrics, measurement of Contractor’s non-conformance with the
respective Service Metric and associated Service Levels being impacted ends (if the available fix or
correction remediates the Incident/Issue) or is suspended as further described below.

As an example, Contractor is not responsible for additional time associated with subsequent State-
required approvals or procedures related to the application of the fix or correction. If, upon
application of the fix or correction, the Incident/Issue is not remediated, measurement of Contractor
non-conformance against the Service Metric will resume where it left off prior to application of the fix
or correction, upon notification by the State to Contractor and acknowledgement by Contractor to
the State of the new or continued situation.

The State will promptly proceed to test each fix or correction and notify Contractor of any failure of
the fix or correction to resolve the applicable Incident/Issue. If the State unduly delays in testing or
notification, the Incident/Issue will be logged as a new Incident/Issue for which a new resolution
time measurement will be initiated.

If the Service Level for the respective Service Metric is met three (3) successive months
immediately following a single month in which the Service Level was not met, the Service Credit
owed to the State associated with that Service Metric will be reduced by fifty percent (50%) and
such offset applied to the next invoice in accordance with Service Credit processing.

SLA Standard 5: Online Response Time shall not apply to reports run through CGI infoAdvantage.
The Parties have identified up to six (6) reports using Business Objects that will serve as
benchmarks for ‘ad hoc’ query performance. These reports will be representative of the range of
expected reasonable production ‘ad hoc’ queries in terms of size, complexity, and result sets. This
set of reports is not intended to be representative of the largest ad hoc queries that the State might
create but rather the range of query sizes that are typical of State use in a given month. If a change
is required to the benchmarks identified, replacement benchmark reports and the performance
standards for each will be mutually agreed upon by the State SIGMA Operations Director and the
Contractor Project Manager and will be performance tested to validate that the standards are
reasonable and can be met.

The State is able to submit and run the benchmark reports periodically and record the results. If
standards for the benchmark reports are not met, then Contractor agrees to work with the State to
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address any performance issues. Contractor will have access to, and the right to periodically run
the benchmark reports as a basis for proactively monitoring report performance and response times
or in an attempt to validate State reported performance issues.

If the State observes that benchmark performance is not being met on a consistent basis over a 30
day period the State will notify Contractor of the performance issue. If Contractor does not address
the issue in a manner that is mutually agreed to be satisfactory, then the Parties agree to create a
new Service Metric related to ad hoc query performance and to include it in the Managed Services
Agreement via a change order within 15 business days of the State’s request.

The reports currently identified as the benchmark are:

Row Report Name Benchmark

1  MI-TELL-0003 TBD

2 | MI-BS-0001 Trial Balance TBD

3 | FIN-GA-0017 Detailed Transaction Listing TBD

4 | FIN-TREA-0010 Check Disbursement Printing and Handling Control TBD

5  FIN-GA-0019 Document Messages and Exception Report TBD

6 | BUD-APPVAL-0001 Appropriation Validation TBD

'?Ehez((l)ogtractor and the State will work together to define the Benchmarks noted as TBD by March

1, 2019.

(8) SLA Standards 7 and 10 will be adjusted minute-for-minute by any State-requested holds to the
batch processing cycle unless other mutually agreed upon changes to the cycle are made to
mitigate missing the target as a result of the hold. SLA Standards 7 and 10 will not be adjusted for
holds that are necessary due to inbound interfaces unless the interface volumes exceed the ‘above
peak’ volume stated in Attachment 5, Table B

C. Calculation of System Availability in Production and Non-Production Environments.

(1) The formula for calculation of Contractor System Availability is specified in Section D (Service
Metrics with Service Penalties).

(2) The Contractor System is considered available when a properly configured computer is capable of
successfully executing the individual application transactions specified in Section D (Service Metrics
with Service Penalties) from the end client’s workstation unless the Hours of Availability have been
adjusted or modified by the holiday schedule, scheduled maintenance periods, nightly batch
processing window, or as otherwise set forth in the Contract. Unavailability caused by components
for which the State (e.g., MILogin, state network) is responsible are considered scheduled outages
for this purpose.

(3) When Contractor System Availability is in question the:

i) Starting point is defined as the mutual acknowledgement by the State and Contractor that
the Contractor System is not available.

i) End point is defined as the mutual acknowledgement by the State and Contractor that
Contractor System availability has been reestablished.

iii) The tests to determine availability should be conducted from multiple State locations to rule
out an issue with a State network segment versus the Contractor System. Examples are
users at various locations, network resources for the State’s network responsibilities, and
MILogin resources.
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D. Service Metrics with Service Penalties

This Section D specifies Service Metrics for which Service Penalties apply and the Service Penalties that are applicable pursuant to Section 2.243 of the
Contract.

Service Level within Sliding Scale Penalty Structure Measurement Calculation

Standard 1 — Production Incident / Issue Resolution )

Leveraging the CGl Advantage ticketing system (aka Solutions
Support Center) to log and track Incidents/Issues using the
contractually defined Incident/Issue Severity, Contractor will
quantify the number of tickets that are responded to and

The Contractor must respond to and resolve Incidents/Issues within the times below,
unless otherwise agreed upon by the State and the Contractor. Incident / Issue Severity
Levels and Priority are defined in Exhibit B: Severity Level and Priority Definitions.

Response Resolution Response Resolution Response Resolution Response | Resolution resolved With timEframeS as required.
Time Time Time Time Time Time Time Time
:e.v erlty/ Urgent High Normal Low . . . .
riority — Response Time: Measurement of response time (i) begins the
roug - - . . . e
Critical 10_ 24 19 36 8 10 1 mutual time at which the State gives notice to Contractor via the specified
Minutes | Hours Minutes | Hours Hours Days Day agreement . .. ,
Through contact point and (ii) concludes upon Contractor’s formal
Serious ! 48 ! 72 8 30 ! mutual acknowledgement that the ticket is being assigned. For tickets
Hour Hours Hour Hours Hours Days Day agreement . . . .
| | | Through with Moderate or Minor Severity or Low Priority, the automated
1 uarter 1 uarter 1 Annua 2 . . . . .
Moderate Q Y Q v mutual email response that the ticket has been received is sufficient.
Day Patchset | Day Patchset | Day Patchset | Days agreement
Minor Response and resolution time is through the mutual agreement of the parties.

Resolution Time: Measurement of resolution time (i) begins upon
the earlier of the time at which the State gives notice to

Sliding Scale Penalty Structure C ia th ified . C id ifi
Penalty | None 10% 5% 50% ontraFtor via the speC|“|e contact point or .ontractorl gntl ies
; <94% <92% the Incident/Issue and (ii) concludes upon delivery, as applicable,
SR‘:';:'ce >=94% But But <90% of a software code correction or corrective services ready for
>=92% >=90% deployment.

Targets are depicted in the chart to the left.

Calculation: For each combination of Critical and Serious
Severity/Priority:_

A = Total that met response time / total reported
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B = Total that met resolution time / total reported
Service Level = (A+B) /2

Standard 2 — Production Major Function Unavailability

Sliding Scale Penalty Structure

Penalty None 10% 25% 50%
<99.5% <99%

Service >=99.5% But But <95%

Rate >=99% >=95%

As applicable only to Issues or Incidents that produce the inability
to use major/key functionality for the core applications within the
applicable defined Hours of Availability, as detailed in Standard 3,
for the specific transaction in question.

For each of the transaction sets below, creating four (4) sub-

targets for this standard:

e If the Incident/Issue is a defect for purposes of this Agreement,
it will be subject to Standard 2 and not subject to Standard 1;
considered a Critical/Urgent Incident/Issue using standard
Severity/Priority definitions and the Service Target Response
and Resolution times in Standard 1; and held to the Resolution
Service Rate to the left.

e If the Incident/Issue is NOT a defect for purposes of this
Agreement, it will be measured in minutes the same as
Standard 3.

Transactions to be Tested for Major Function UnAvailability

Determination.

Unavailability for purposes of this Standard is any one or more,

but not all, of the noted transactions for a module being

inoperative/inaccessible.

FIN

e PO, GAX, CR, and JV create/validate/submit

e Vendor, Commaodity, Invoice, Receiving, Document Catalog
Searches and Disbursement Query

HRM: Take timesheet from worklist and approve timesheet to final

PB:

25




CONTRACT 071B4300137

e Execute a Budget Query

View a Budget Request

View a Project Definition

e Submit a Budget Request Form

ESS

e C(Create timesheet, enter data and submit for approval

e Create and submit travel expense document

MSS

e Take timesheet from worklist and approve timesheet to next
approval level

VSS

e Click on each of Address Contacts tab, Financial transaction
tab then scheduled Payments, scheduled Checks/EFT and
scheduled Invoices/Requests sub-tabs

e Perform search for agreement

infoADV

e the reports identified in Section B.7 of this exhibit representing

the reporting query benchmarks

For example:

e |f atimesheet defect prevents users from processing
timesheets either online or via batching, the Incident/Issue
will be measured as a Critical/Urgent per Standard 1
calculations but will be measured against a >99.5 rate
versus the 94% in Standard 1.

e |f ABI stops polling, preventing workflow necessary for
timesheet approvals to be processed, the unavailability of
that function will be measured in minutes per Standard 3
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calculations.

e If both of the above are true, if either measure misses its
respective Service Rate to the left, the Service Metric is
missed.

Standard 3 — Production On-Line Application Availability

Standard 3 applies when any one of the listed modules is

Application Suite . ;'°“’s of Availability unavailable (inaccessible due to the application being down) or
am— . . R .
N e 6pm ‘7‘;:;— not functioning in its entirety.
Facing P8 Business Availability Calculation:
InfoADV Days Saturdays
ESS A = X-Y-Z/X-Y for the non-public facing components
Public-Facing \"I"SSSS 24/7 B = X1 -Y1-2Z1/X1-Y1 for the public facing components
C = Service Level for the month=A+B /2
Trans Portal
Where:
X = Minutes of planned availability per day multiplied by
Sliding Scale Penalty Structure planned days of availability in the month
Penalty | None 10% 25% 50% Y = Minutes of planned outages for the month
<99.5% <99% :
i Z = Minutes of unplanned outages for the month
:‘:;:'ce >=99.5% | But But <95% P :
>=99% >=95%

e An outage of an individual application is considered and
calculated as an outage. For example, a 1 hour outage of
FIN results in Z =60 minutes

e An outage of multiple applications caused by a single
incident is calculated as a single outage. For example, a1
hour outage of FIN, HRM, PB, and InfoAdv due to a single
incident results in Z = 60 minutes

e An outage of multiple applications crossing public and
non-public facing applications is calculated as a single
outage. For example, a 1 hour HRM outage that also
results in an ESS outage results in Z = 60 minutes.
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e An outage of one or several public facing applications
caused by a single incident is calculated as a single outage.
For example, a 1 hour outage of ESS results in Z1 = 60
minutes and, a 1-hour outage of ESS and MSS from a
single incident results in Z1 = 60 minutes.

Availability Calculation Examples:
e |n a month with 30 days of expected availability for the Public-

Facing application suite, X will be calculated as follows:
X=41,400
((24 hours per day * 60 minutes * 30 days)
less 60 minutes per day of planned outage
e In a month with 22 Business Days and 4 Saturdays, one of
which is a planned outage for the Non-Public Facing
application suite, X will be calculated as follows:
X=16,140
(11 hours per day * 60 minutes * 22 Business days)
plus (9 hours per day * 60 minutes * 4 Saturdays) less
(9 hours per day * 60 minutes * 1 Saturday)

Standard 4 — Non-Production On-Line Application Availability

Application Suite MA1 MA2 SH1 SH2
Hours of Availability | Hours of Hours of Hours of
Availability | Availability | Availability
Non- HRM 7am — Jam -
. FM 6pm
Public . 4pm
Facing PB Business Saturdays
InfoADV Days 6am —6pm | 6am—6pm | 6am—6pm
ESS Mon-Sat Mon-Sat Mon-Sat
Public- MSS
Facing VSS 2477
Trans Portal
Weight with MA2 35% 20% 35% 10%
Weight without MA2 45% 0% 45% 10%

Transactions to be Tested for Availability Determination:
Same as Standard 3.
Availability Calculation:

Same as Standard 3 with the following exception: Once the
outcome is calculated for any given environment (e.g., MA1, SH1,
SH2), the percentage of the Sliding Scale Penalty Structure will be
multiplied by the Weight for that environment found in the table
to the left.

For the MA2 calculation, if MA2 is in service per the contract, the
weighting row ‘with MA2’ will be used. If MA2 is contractually
decommissioned, the weighting row with ‘without MA2’ will be
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Sliding Scale Penalty Structure

Penalty | None 10% 25% 50%

Service <92% <87%

Rate >=92% But But <82%
>=87% >=82%

used. No additional change to this SLA is required.

Standard 5 — Online Response Time

Both online inquiry and online update transactions must be achieved within the

cumulative transaction response times specified below:

Standard | Metric
A:<2sec | 91%
B:<3sec | 93%
C:<4sec | 95%
D:<5sec | 97%

Sliding Scale Penalty Structure

Penalty | None

10%

25%

50%

Service
Rate

100%

N/A

<100%

N/A

New Relic graphs will be provided showing the transaction counts
at the macro solution level as well as the ADV root level. The
graphs will be accompanied by charts detailing the transaction
counts for each of the four measures to the left. Both the singular
percentage of the measure as well as the cumulative percentage
to achieve the measurements to the left will be provided.

Individual transactions for this metric and their associated targets
will be mutually agreed by the parties no later than 12/1/2018 and
implemented in phases concluding no later than 9/1/2019 by
confirmation from the State of completion. At that time, graphs
similar to those described above will be either added to the
reporting or replace those above as the sole measure for this
metric.

Standard 6 — Network Response Time

The Contractor must perform the Managed Services in accordance with the Network
Response Time Performance Standard measured as the network response time from
the server at the Contractor’s hosting center to the Lansing based vendor Router and
back to the server host. Average Network Response time must be <0.125 seconds.

Sliding Scale Penalty Structure

Penalty | None

10%

25%

50%

Service
Rate

100%

N/A

<100%

N/A

The overview and detailed graphs from the measurement tool
(currently SmokePing) will be provided. The graphs will include the
latency for both Lansing and Dimondale throughout the month as
well as the number of pings per second used in the resulting rates.

Standard 7 — Completion Times for Critical Batch Jobs

29




CONTRACT 071B4300137

The Contractor must complete each planned execution of each job in the list by the
noted time. For purposes of this Service Metric, a missed completion is defined as a

designated execution of a particular job completing beyond the specified planned

completion time. Jobs listed in that definition are subject to the following standard in

relation to the listed Critical Completion Time.

Sliding Scale Penalty Structure
Penalty | None 10% 25% 50%
. >2 >4
:t:;\:ce <=2 But But >6
<=4 <=6

Critical Batch Jobs:

Start of online day run each Business Day by 7am or as
otherwise modified per Standard 3

e “Begin Day”

e “App Day”

Transmission of bank files to Comerica and JP Morgan run
each Business Day by 5am or as otherwise modified per
mutual agreement of the Parties.
Execute_FIN_Outbound_Interface_jobs for specifically the
following five components:

e OUTB_ACH_VEND_PRENOTE

e OUTB_ACH_VEND_EFTPYMT

e OUTB_ACH_VEND_EFTRVRSL

e OUTB_ACH_CW_EFTPRE

e OUTB_ACH_CW_EFTRVRSL

Transmission of timesheets to HRMN via move
HRMN_STE_file_from PDI_to_FTS by 8pm every other Tues
per the payroll cycle schedule for specifically following two
components:

e HRM_EXPENSE_EXTRACT

e HRM_TIME_EXTRACT

Calculation:

X = Number of critical jobs not completing on time in a month,
with each missed execution time for a job counting as 1

Standard 8 — Monitoring & Auditing Security Breach
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Compliance with all Michigan breach notification laws and requirements including

incident response procedures

Sliding Scale Penalty Structure

Penalty | None 10% 25% 50%
Service o o
Rate 100% N/A <100% N/A

Calculation:

Did Contractor fail to notify Ml of any security breaches per the
notification laws?

If No — Met, otherwise Not Met

Standard 9 — Monitoring & Auditing Security Breach

Physical, Network, System Security Breach Detection will be determined by monitoring

compliance with the following:

Remote logging access (and system configuration/policy reviews) for SOM systems and

their related networking and security systems.

Sliding Scale Penalty Structure

Penalty | None 10% 25% 50%
Service o o
Rate 100% N/A <100% N/A

Calculation:

Did Contractor maintain compliance with the breach detection
requirements?

If Yes — Met, otherwise Not Met
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E.

Service Metrics with no associated Service Penalties

Service Measurement

Level

Standard 10 - Off-Line Batch Processing — Delivery

Measurement Calculation

100%

All scheduled output from normal nightly batch
processing must be complete and delivered to the

specified State end user in the manner elected by such

end user. For the purposes of this Section, the term

“delivered” shall mean with respect to end users who

are defined end users of the Contractor System and

who elect to receive their output in electronic format,

the Contractor must have such output available by 7
a.m. each Business Day.

Any failure to complete results in a missed Service Metric.

Standard 11 — Off-Line Batch Processing — On-request Jobs

100%

The Contractor must initiate production ‘on-
request’ jobs within two (2) hours of receipt of an
approved request, subject to the design limitations
of the System, in no case shall initiation of such
processing be delayed beyond the current night’s
batch processing cycle.

Note: The State will be responsible for
communicating and coordinating required
scheduling changes with the Contractor operations
staff as early as reasonably possible, ideally no
later than four (4) hours prior to the end of the
online business day.

Calculation is as follows:

Number of on-request jobs that were processed by Contractor in the timeframe requested
Divided by the

Number of on-request jobs.

Standard 12 — Daily DR Backups

100%

The Contractor must ensure that Disaster Recovery
Back-ups are complete, encrypted, prepared and
either moved to the off-site storage facility on a
daily basis per the mutually agreed schedule or

Calculation is as follows:
100-
([number of hours data is more than 24 hours old] / [hours per month])

Result will be shown out to 5 decimal places.
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replicated to the ‘Hot Site’ or ‘Warm Site’ as
required by this Agreement.

Standard 13 — Incident/Issue Resolution — Incident/Issue Triage

100%

Contractor to indicate Incident/Issue high-level
diagnosis and estimate to remedy to the State
within 30 minutes of acknowledgement, where
Incident/Issue means any Critical Urgent or Critical
High Incident/Issue where the Services for which
Contractor is responsible under the SOW are
unavailable.

Calculation is as follows:

Was the State provided a high-level diagnosis for all Critical Urgent Incidents/Issues
within 30 minutes of acknowledgement?

If Yes — Met, otherwise Not Met

Standard 14 — Incident Resolution — Incident/Issue Closure

100%

Incident/Issue to be documented with root cause
remedy, (where root cause is within Contractor’s
control), and procedures to eliminate repeat of
Incident/Issue within 24 hours of Incident/Issue
close, where Incident/Issue means any Critical
Urgent or Critical High Incident/Issue where the
Services for which Contractor is responsible under
the SOW are unavailable.

Calculation is as follows:

Was the State provided a documented root cause for all Critical Urgent Incidents/Issues
within 24 hours of Incident/Issue closure?

If Yes — Met, otherwise Not Met

Standard 15 — Incident/Issue Resolution — Incident/Issue Recidivist Rate

100%

Closed Incidents/Issues not to reappear across all
in scope Services no more than 2 times following
Incident/Issue closure, where Incident/Issue means
any Critical Urgent or Critical High Incident/Issue
where the Services for which Contractor is
responsible under the SOW are unavailable.

Calculation is as follows:
Did any previously closed Critical Urgent Incident/Issue reoccur more than 2 times?
If Yes — Met, otherwise Not Met

Standard 16 — Capacity Monitoring & Planning — CPU

99.5%

Contractor Service Delivery Center CPU capacity not to
exceed 95% aggregate sustained utilization by

A graph from the measurement tool (currently New Relic) showing the month’s CPU usage
for all production servers will be provided. If the usage gets within 5% of the target,
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Supported server class (compute, file, web, etc.) for a
period of 4 hours or 80% aggregate sustained
utilization for a period of 8 hours. If this performance
indicator has not been met then Contractor has
notified the State and provided a
remediation/enhancement plan as set forth in the
Process Interface Manual or other supporting
documents.

additional detailed graphs will be made available as well showing a more granular level
around the period of time usage was close to the target. For example, if a particular day
shows usage close to the target, a more detailed graph will be provided of that day allowing
for determination if the 4 or 8 hour targets were compromised.

Standard 17 — Capacity Monitoring & Planning — Disk

99.5%

Contractor Service Delivery Center disk capacity
(online) not to exceed 80% utilization as measured by
both available disk space and available I/O by server
class for period of 5 days. If this performance indicator
has not been met then Contractor has notified the
State and provided a remediation/enhancement plan
as set forth in the Process Interface Manual or other
supporting documents.

A graph from the measurement tool (currently New Relic) showing the month’s Disk usage
for all production servers will be provided. If the usage gets within 5% of the target,
additional detailed graphs will be made available as well showing a more granular level
around the period of time usage was close to the target. For example, if a particular period
shows usage close to the target, a more detailed graph will be provided of that period
allowing for determination if the 5 day target was compromised.

Standard 18 — Capacity Monitoring & Planning — Memory

99.5%

Contractor Service Delivery Center memory usage not
to exceed 95% aggregate sustained utilization by server
class for period of 4 hours. If this performance indicator
has not been met then Contractor has notified the
State and provided a

Remediation / enhancement plan as set forth in the
Process Interface Manual or other supporting
documents.

A graph from the measurement tool (currently New Relic) showing the month’s Memory
usage for all production servers will be provided. If the usage gets within 5% of the target,
additional detailed graphs will be made available as well showing a more granular level
around the period of time usage was close to the target. For example, if a particular day
shows usage close to the target, a more detailed graph will be provided of that day allowing
for determination if the 4 hour target was compromised.

Standard 19 — Capacity Monitoring & Planning — LAN/WAN

99.5%

Data center LAN and Wide Area connectivity elements
not to exceed 90% aggregate sustained utilization on
primary network backbone. If this performance
indicator has not been met then Contractor has
notified the State and provided a
remediation/enhancement plan as set forth in the
Process Interface Manual or other supporting

Telecommunications vendor graphs for each of Lansing and Dimondale will be provided
showing usage for the month. The graphs will include Utilization In/Out/Busy, Error In/Out,
Discard In/Out, and Packet Rate In/Out. If usage goes within 5% of the target, additional
information will be requested by Contractor from the vendor.
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documents.

Standard 20 — Security Compliance — Policies

100%

Material compliance with the State IT and Federal
(FISMA) security policies for the classification of data
contained in the systems

Calculation:

Did Contractor comply with the applicable security policies?
If Yes — Met, otherwise Not Met

Standard 21 — Security Compliance — Antivirus

100%

Check the malware and antivirus signatures every 12
hours and update of malware and antivirus signatures
when new signatures are available

Calculation is as follows:
Were the malware and antivirus signatures checked every 12 hours?
If Yes — Met, otherwise Not Met

Standard 22 — Security Compliance — Scanning

100%

100% of environments (inclusive of memory, disk and
other file structures) to be actively scanned for viruses,
trojan horses, rootkits and other malware every 24
hours

Calculation is as follows:

Were the environments scanned for viruses, trojan horses, rootkits, and other malware
every 24 hours?

If Yes — Met, otherwise Not Met

Standard 23 — Security Compliance — User Account Reviews

100%

100% of environments to be reviewed for
inactive/suspended user accounts every 30 days

Calculation is as follows:
Were the user accounts reviewed/validated within the last 30 days?
If Yes — Met, otherwise Not Met

Standard 24 — Annual Security Review — Policies

100%

An appropriately scoped assurance engagement under
the AICPA's SOC reporting framework is required.

Contractor will notify the State within forty-five (45)
days of the availability of the Internal Controls Audit
(the report is to be available in approximately October
of each year). This report will be distributed via a
secure method to a limited audience to protect its
sensitivity. Prior to distribution each year the parties
will agree upon and document the method of

Calculation is as follows:
Did Contractor deliver the report within forty-five days of its availability?
If Yes — Met, otherwise Not Met
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distribution and the audience to receive a copy of the
report.
Measurement Interval is ANNUAL

Standard 25 — SLA Report Timeliness

100%

Reports on Service Level performance shall be targeted
to a date not later than fifteen (15) calendar days in the
month following delivery of Managed Advantage
services.

The Service Level performance report will provide the
agreed upon disposition on each performance metric,
high-level details on Incidents/Issues that impacted
each metric if not fully met, and penalty details should
credits be owed to the State of Michigan.

Calculation is as follows:

Did Contractor deliver the report by the fifteenth (15%) calendar day of the month following
delivery of the associated services?

If Yes — Met, otherwise Not Met

Standard 26 — Asset Management Refresh and Accuracy

98%

Asset Inventory Element Accuracy will be determined
by comparing the Contractor provided and maintained
Asset Management Tracking system records against the
State system generated record of Asset Inventory
Elements. The scope of this comparison is all hardware
(physical and virtual) including equipment and software
procured, operated and supported by the Contractor
for use by the State, as set forth in the agreement.

Contractor will not be responsible for accuracy errors
that are not caused by Contractor. Given use of a
leveraged platform, the Contractor will provide and
maintain a tailored Asset Management Inventory such
that it would be applicable and accurate should the
State want hosting to be undertaken at the State or
other location, per Section 2.U of Attachment 2.
Measurement Interval is ANNUAL

Calculation is as follows:

Element Accuracy = (Total Accurate Asset Inventory Elements) / (Total Asset Inventory
Elements)

If result is >=98% - Met,

otherwise Not Met
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Exhibit B

Severity Level and Priority Definitions

“Incident/Issue Severity” is the severity assigned to all Incidents/Issues, as ultimately managed by Contractor
with mutual agreement by the State. This assignment will be reviewed as a coordinated effort between the
Parties based on the definitions of the severities, possible workarounds, and the impact on the functionality.
The following Incident/Issue Severity definitions, which correspond to the CGI Advantage Standard
Maintenance Agreement, apply. “Incident/Issue Priority” is the accompanying Priority within a Severity Level as
assigned by the State with the clarifying definitions documented below.

Severity Definition

Critical A problem with the Contractor supported Software causing critical impact to the client’s
business operations for which no workaround is immediately available and associated
work using the Software cannot continue.

Serious A problem with the Contractor supported Software causing significant impact to the
client’s business operations for which a workaround is available but is unacceptable on
a long-term basis.

Moderate A problem with the Contractor supported Software that impairs some functionality, but
a practical workaround exists.

Low A problem with the Contractor supported Software that does not affect any
functionality of the Software.

Priority Definition

Urgent The Incident/Issue has a material operational impact that is widespread and/or impairs
the ability to meet critical deadlines.

High The Incident/Issue has a significant operational impact that is or will quickly become
widespread and/or impacts the ability to meet critical deadlines.

Normal The Incident/Issue is manageable for a short period of time but will become significant
or material if not resolved.

Low The Incident/Issue does not have a significant operational impact.
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CCN No. 8, Appendix B

Attachment 3 (Payment Schedule)

Summary Price Table: Software License, Maintenance, Hosting and Managed Services (including Flex Team

Allotment)
Other
CaGl Proposed
CGl Bundled Advantage® Application .
Hosting and
Advantage® Software Annual Software CN .
. Managed Total Estimated
Software Products Maintenance Annual Services Sub-Total Contract Value
License Fees Fees Fees (7 Year |Maintenance
Total) Fees (7 Year
Total)

Original Contract $9,627,744 $1,073,058 $5,587,969 $2,085,008 $32,253,618 $50,627,397
CN1

Network, BIRT ($110,342) (51841) $125,715 513,532 $50,640,929

Procurement $1,283,694 $23,400 $638,765 $97,897 $266,309 52,310,065 $52,950,994

MIDB/infoADV $807,269 1,151,401 $1,846,997 53,805,667 $56,756,661
CB2 — MiDEAL No financial impact $56,756,661
CN3 - 12 month $2,865,416 | $2,865416 $59,622,077
extension
CN4 — Network Move $12,250 $12,250 $59,634,327
CNS —Transparency $102,000 $102,000 $59,736,327
Portal Support
CN6 — PatternStream $103,189 $103,189 $59,839,516
CN7 - Supplemental $6,517,200 | $6,517,200 $66,356,717
Services
CN8

Proc/VSS Opt yrs to 9/30/2021 $1,308,752 $81,405 $269,933 51,660,090 $68,016,807

Storage/hardware $1,673,633 51,673,633 $69,690,440

5th Environment $999,000 $999,000 $70,689,440

Adjust for Proc maint to 9/30/2021 $993,140 $380,425 51,373,564 $72,063,004

Admin Adjust for CN1a math error ($55) (555) $72,062,949

Adjust CN1b 3" party to 9/30/2021 $226,561 $226,561 $72,289,510

Admin Adjust CN4 svc categories (512,250) $12,250 S0 $72,289,510

Admin Adjust CN6 svc cat & opt yr $66,426 $14,366 ($89,149) (58,357) $72,281,153

maintenance exclusion

Admin Adjust CN6 rounding error ($1) (51) $72,281,152

Total Estimated

$10,911,438 | $1,859,811 $8,528,626 $4,035,166 $46,946,111 $72,281,152
Contract Value
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Price Table 1: Hosting and Managed Services (including Flex Team Allotment)

Line | Service Category Initial Year 2 Year 3 Year 4 Year 5 Year 6 Year 7 Seven Year
No. Year 10/01/15 10/01/16 10/01/17 10/01/18 10/01/19 10/01/20 Total
through through through through through through through
09/30/15  09/30/16 | 09/30/17 09/30/18 09/30/19 09/30/20 09/30/21
1 Fully Equipped Primary
Processing Site (including
installation of ERP and any $254,306 | $386,165 $306,643 $334,118 $432,725 $412,074 $453,956 $2,579,989

other application software to
be licensed by the State)

2 Hardware, System Software,
and Infrastructure $790,065 | $352,256 | $357,101 | $356,431 | $356,082 | $356,008 | $355,778 | $2,923,722
Maintenance and Support
3 Hardware, System Software,
and Infrastructure
i . . $3,017 $4,206 $4,179 $4,604 $4,660 $5,088 $5,450 $31,203
Maintenance Timeliness,
Tracking, Scheduling
4 Capacity, Availability, and
Performance Management $27,151 $39,240 $40,159 $40,739 $41,898 $42,092 $42,822 $274,102
5 SLA Documentation and
. $79,065 $195,869 $129,511 $126,512 $138,287 $141,083 $149,474 $959,799
Reporting
6 Change Management and
s 3 $116,621 $250,411 $140,472 $137,630 $138,239 $141,194 $144,642 $1,069,209
Tracking
7 Operations and Production
Support $212,418 $535,194 $282,777 $273,333 $271,924 $279,613 $287,240 $2,142,499
8 Database Support $91,046 $253,442 $140,310 $136,340 $135,318 $138,238 $140,920 $1,035,614
Job Set-Up and Scheduling $78,262 $208,234 $104,256 $98,023 $97,240 $99,602 $102,317 $787,933
10 Security $302,265 | $700,800 | $554,395 $547,698 $545,723 $549,733 $554,052 $3,754,666
11 EDI Responsibilities $40,171 $96,237 $43,926 $45,804 $42,303 $44,585 $46,251 $359,277
12 Establish, Maintain, and
Operate a Hosting Services $126,677 | $310,125 | $151,230 | $145618 | $144211 | $148,414 | $152,298 | $1,178,572
Desk
13 Disaster Recovery Site and
Services $140,006 $256,061 $295,116 $334,759 $376,276 $420,291 $465,434 $2,287,942
14 Sub-Total Hosting Services
(sum of lines 1-13) $2,261,070 |$3,588,240 |$2,550,073 |$2,581,609 |$2,724,887 |$2,778,014 |$2,900,634 $19,384,527
15 Managed or SaasS Services
16 Break Fix Support $749,271 $749,271 $749,271 $749,271 $2,997,086
17 Help Desk Support $214,405 $214,405 $214,405 $214,405 $857,618
18 Managed Services Operations

and Production Support
(Incremental Difference
between Managed Services Job
Setup and Scheduling as
described in Section 23 of
Attachment F and Hosting Job
Setup and Scheduling as
described in Section 10 of
Attachment F.

588,286 $310,453 $414,622 $401,288 $401,288 $401,288 $401,288 $2,418,513

19 | Major and Minor Upgrades $169,315 | $363,172 |$1,572,213 | $363,172 | $2,467,872
20a | Discretionary Services (based
on 4000 hours of Service, per $1,032,000 | $516,000 | $516,000 | $516,000 | $2,580,000
full year)

20b | Named Personnel

$329,000 $329,000 $329,000 $987,000
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Service Category

Sub-Total Managed or SaaS
Services (Not Including
Hosting) (sum of lines 16-20)

Initial
Year
through
09/30/15

$88,286

Year 2
10/01/15
through
09/30/16

$310,453

Year 3
10/01/16
through
09/30/17

$414,622

Year 4
10/01/17
through
09/30/18

$2,566,279
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Year 5
10/01/18
through
09/30/19

$2,573,136

Year 6
10/01/19
through
09/30/20

$3,782,177

Year 7
10/01/20
through
09/30/21

$2,573,136

Seven Year
Total

$12,308,089

22

Sub-Total Hosting, Managed
or Saas Services (sum of lines
14 and 21)

$2,349,356

$3,898,693

$2,964,695

$5,147,888

$5,298,023

$6,560,191

$5,473,770

$31,692,616

23

Additional network connection
to Comerica Bank

$26,427

(59.879
setup fee
due at
start of
year)

$16,548

$16,548

$16,548

$16,548

$16,548

$16,548

$125,715

24

Revised Sub-Total Hosting,
Managed or SaaS Services
(sum of lines 14, 21 and 23)

$2,375,783

$3,915,241

$2,981,243

$5,164,436

$5,314,571

$6,576,739

$5,490,318

$31,818,331

25

Hosted Business Objects
Enterprise / infoAdvantage
Environment to support a
Business Intelligence
infrastructure using the
databases on the Phoenix data
center network.

$649,571

$199,571

$199,571

$199,571

$199,571

$199,571

$199,571

$1,847,000

26

Hosting and Managed Services
for CGI Advantage
Procurement and VSS

$70,136

$59,828

$69,052

$67,293

$266,309

27

Revised Sub-Total Hosting,
Managed or SaaS Services (sum
of lines 14, 21, 23, and 25-26)

$3,095,490

$4,174,640

$3,249,866

$5,431,300

$5,514,142

$6,776,310

$5,689,889

$33,931,640

28

12 month Extension

$1,000,000

($1,000,000)

S0

29

Baseline Fee (estimated date;
payable fully upon installation
of the Advantage 3.11 Software
and Source Code)

$1,500,000

$1,500,000

30

MiLogin (estimated dates;
payable in 3 parts as follows:
$500,000 upon initiation
(plan),$432,708 upon system
test completion, and $432,708
upon UAT completion)

$500,000

$865,416

$1,365,416

31

Revised Sub-Total Hosting,
Managed SaasS Services (sum of
lines 14, 21, 23, 25-26, and 28-
30)

$3,095,490

$4,674,640

$6,615,283

$5,431,300

$5,514,142

$5,776,310

$5,689,889

$36,797,054

32

Flex Team Allotment for
Additional Services FY2019-21

$7,078,200

$7,078,200

33

Revised Sub-Total Hosting,
Managed or SaaS Services (sum
of lines 14, 21, 23, 25-26, 28-30
and 32)

$43,875,254

34a

Network Move

$12,250

$12,250

34b

Transparency Portal Services

$25,500

$25,500

$25,500

$25,500

$102,000
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Service Category

PatternStream Services

Initial
Year
through
09/30/15

Year 2
10/01/15
through
09/30/16

Year 3
10/01/16
through
09/30/17

Year 4
10/01/17
through
09/30/18
$14,040
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Year 5
10/01/18
through
09/30/19

Year 6
10/01/19
through
09/30/20

Year 7
10/01/20
through
09/30/21

Seven Year
Total

$14,040

35

Increased storage and
hardware

$623,926

$254,460

$349,622

$445,625

$1,673,633

36

“5th Environment” (MA2)

$999,000

$999,000

37

Optional Years for Hosting and
Managed Services for CGlI
Advantage Procurement and
VSS

$86,540

$101,473

$81,920

$269,933

38

Revised Sub-Total Hosting,
Managed or SaaS$ Services (sum
of lines 14, 21, 23, 25-26, 28-30,
32, and 34-39)

$3,095,490

$4,674,640

$6,615,283

$6,107,016

$6,879,642

$6,252,906

$6,242,934

$39,867,911

39

Revised Total Hosting, Managed
or Saa$ Services (sum of lines 32
and 40)

$46,946,111

CAP

At Risk Cap (14% of annual
invoice excluding Flex Team
Allotment and not to exceed
$800,000 annually)

$800,000

$800,000

$800,000

Note: Additional storage for up to 100GB for 10 years associated with Ml Localities use of Procurement and

VSS is $39,557. Optional storage including additional backup requirements is available at $25.32 Gb/year.

Hosting and managed services will be invoiced and paid on a quarterly basis in advance and all invoices will
be in aggregate for the Total Hosting and Managed Services fees and not include the allocation of fees to the
State’s categories represented above.

Price Table 2: Fixed Price Options for Three Additional Years

Line Service Category Optional Year 1 Optional Year 2 Optional Year 3 Total
No.
October 1, 2021 to October 1, 2022 to October 1, 2023 to
September 30, 2022 September 30, 2023 September 30, 2024
1 Hosting including
Procurement and VSS $3,069,882 $3,187,286 $3,299,066 $9,556,234
2 Managed or Saa$ Services
(if applicable) including $2,440,694 $2,448,788 $2,471,097 $7,360,579
Procurement and VSS
3 Flex Team Allowance
(Optional) $2,430,182 $2,503,087 $2,578,180 $7,360,579
4 Total (sum of lines 1-3) $7,940,758 $8,139,161 $8,348,343 $24,428,262

Contractor will perform additional technical Minor Release Upgrades as defined in Section 20.B of this

Agreement during the original term or optional years immediately above for the added price of $2.5M per

technical Minor Release Upgrade. State recognizes that Contractor implementation services of new features

available from the release are not included. Includes code merge of Michigan extensions into the new release,
delivery of system tested software of the CGl Advantage Software (not including Michigan interfaces, reports,
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forms), and software delivery of merged code to State.

Note: Line 3 of Price Table 2 includes Named Personnel, Flex Team services and the agreed upon reduction in
Discretionary Hours.

Option for Major Upgrade

As the sole integrator of the CGl Advantage suite of products, an optional Major Upgrade(s) may be requested by
the State. The option will be executed through a Change Order to this MSA that is mutually agreed to and
approved by the parties. At the request of the State and in a timeframe mutually agreed to by the parties,
Contractor and State will collaborate to document a Change Order covering strategy, approach, roles and
responsibilities, assumptions, constraints, timeline and fees to cover license updates, maintenance changes,
environment changes, and services required to complete the upgrade.

Price Table 3: Option for Hot Site

Service Category Initial Year Year 2 Year 3 Year 4 Year 5 Year 6 Year 7 Seven
through 10/01/15 10/01/16 10/01/17 10/01/18 10/01/19 10/01/20 Year Total
09/30/15 09/30/16  through through through through through
09/30/17 09/30/18 09/30/19 09/30/20 09/30/21
1 Warm Site Disaster
Recc?very site and $140,006 $256,061 |$295,116 | $334,759 $376,276 $420,291 $465,434 $2,287,942
Services (Must match
line 13 of Table 5)
2 Optional Hot Site
Disaster Recovery Site $1,613,981 $556,946 |$541,451 | $580,183 $622,235 $669,423 $717,433 $5,301,652
and Services
3 Incremental Difference
Between Hot Site and $1,473,976 $300,885 [$246,336 | $245,424 $245,959 $249,132 $251,999 $3,013,710
Warm Site Price

Difference in the Disaster Recovery Site and Services

For Contractor's Hot DR services, the Contractor's primary production site is located in Phoenix, AZ and our
secondary site, located in Andever-MA Philadelphia, PA will be used for Disaster Recovery. Data and servers
will be replicated across these two geographically diverse locations, thereby mitigating the risk of a regional
disaster impacting both data centers.

The disaster facility will have a full replication of physical and virtual servers, network (LAN, WAN and
Internet), security and storage infrastructure to accommodate a full production workload and have the
ability to continue to meet SLA’s during a disaster scenario.

The disaster Oracle database cluster will be kept up to date with the production Oracle database cluster
utilizing Active Dataguard to provide a continuous asynchronous feed of data as changes occur in real-time
across an inter-data center replication circuit. This will provide a disaster recovery database with near zero
data loss.

The virtual web and application servers are deployed on a VMware cluster and will utilize Site Recovery
Manager as the method replicating production virtual servers to the disaster recovery facility. In the event of
a disaster, the database and supporting application servers will be available and will meet the State's stated
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RTO/RPO objectives.

Price Table 4: Rates for Additional Services and Larger Projects*

The work shall be completed on-site unless the State provides prior approval. The State does not
compensate Contractors for premium overtime or holiday pay. The rates shall be firm, fixed for the
duration of the Agreement. The rates are inclusive of any travel or other expenses as described in
Section 1.600. The State reserves the right to negotiate lower rates and to seek a fixed price for any
larger efforts it may wish to undertake using Contractor staff. For option years, Annual price increases
for such services shall not exceed the lesser of 3% or the percentage increase in the Consumer Price
Index published by the US Bureau of Labor Statistics for the preceding year once the initial Maintenance
Period explicitly listed has passed.

Professional Service Category (e.g. Programmer/Analyst) Hourly Rate

Project Manager $260
Deputy Project Manager $235
Subject Matter Expert $245
Security Lead $300
Security Specialist $220
Technical Architect $245
Technical Lead $195
Team Lead $195
Senior BA $175
BA $135
Senior PA $175
PA $135
Change Management/Communications $175
Tester $120
Trainer $135
System Administrator $135
Operations Support $135
Technical Writer $95

Project Assistant S70

Allotment for Additional Services (Flex Team)

Prior to the start of each fiscal year, the State and Contractor will assess additional support needs above
and beyond the fixed price scope of services of the Agreement for the upcoming year and create a
resource plan (Resource Plan) to address those needs and create a Flex Team of agreed upon resources
to provide the mutually agreed additional support. Each month during the course of the fiscal year the
State and Contractor will jointly review the Resource Plan and adjust it as may be required and mutually
agreed to. Flex team resourcing shall be subject to the following provisions:

(1) Once agreement is reached on the Resource Plan, Contractor shall have six (6) weeks to
identify and staff required resources.

(2) During the course of the fiscal year, the State and Contractor may agree to revise the
Resource Plan to add resources. Once the Resource Plan is so revised, Contractor shall have
six (6) weeks to identify and staff the additional resources.
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(3) During the course of the fiscal year, the State may terminate the services of one or more
Flex Team resources prior to the dates specified in the Resource Plan by giving four (4)
weeks advance written notice.

The Contractor will provide a monthly status report identifying activities performed by Flex Team
resources, including items completed and items planned for the upcoming month. Monthly status
reports will be provided within 10 business days following the end of the month. The monthly status
reports will confirm that the services performed by the Flex Team during the applicable period do not
include services otherwise required to be performed by Contractor as part of the fixed price scope of
the Agreement.

Flex Team services will be provided on a fiscal year basis, starting on October 1 and ending on
September 30. Contractor will submit an invoice quarterly for these services, based on resource labor
category and hours worked by each assigned resource. Contractor will not invoice the State for Flex
Team services, if any, that are otherwise included in the fixed price scope of the Agreement.

Flex Team resources will be limited to a 3 year allowance of $7,078,200.00 for the period FY2019-21.
The three year allowance is the equivalent of the following resources at 1880 hours per year for 3 years,
per the Contract approved rate schedule — 1 Subject Matter Expert, 2 Technical or Team Leads, 2 Senior
Programmer Analysts or Senior Business Analysts, and 2 Programmer Analysts or Business Analysts;
however, the State may use any labor category mix, provided the 3 year allowance is not exceeded.

Additional option years may be added by mutual agreement subject to the terms of the Contract and
this proposal. Contractor will submit an invoice quarterly for these services, based on resource labor
category and hours worked by each assigned resource. The fee schedule for Flex Services for FY2019
through FY2021, plus three option years is specified in the table below.

Fiscal Year Flex Team Allowance*

FY2019

FY2020 $7,078,200.00

FY2021

Optional Year 1 —

$2,430,182.00
October 1, 2021 to September 30, 2022

Optional Year 2 — $2,503,087.00
October 1, 2022 to September 30, 2023

Optional Year 3 —

$2,578,180.00
October 1, 2023 to September 30, 2024

*Note — The Flex Team Allowance is not to be included in the calculation of the limits on annual Service Level
Credits provided in Sections 2.243 and 2.221 of the Contract.

Pricing for Additional Storage
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If additional storage capacity is required beyond the limits and expected growth rate specified in Attachment
5, the State may purchase additional storage in 500 GB increments. Contractor has included the price for
adding storage capacity in the Storage Fee Schedule below. This pricing has been provided for two options,
adding storage for the production environment and adding storage for non-production environments.

(1) The 500 GB production storage option includes Contractor costs for the following storage
elements required to support 500 GB of additional production storage capacity for the production
and disaster recovery databases, storage for associated database backups, and service
management and maintenance.

(2) The 500 GB non-production storage option includes Contractor costs for the following storage
elements required to support 500 GB of additional non-production storage capacity for one non-
production database, storage for associated database backups, and service management and
maintenance.

Environment Amount per 500
Gb Increment

Production $ 350/month
Non-Production S 275/month

Option for Additional Environments

Prior to the start of each fiscal year, the State and Contractor will assess additional application environment
needs above and beyond the fixed price scope of the Agreement for the upcoming year and create a plan
(Technical Environment Plan) to address those needs. Additional technical environments may be added as
agreed to, with compensation and payment as provided for in this Attachment 3. Quarterly, during the course of
the fiscal year, the State and Contractor will jointly review the Technical Environment Plan and adjust it as may
be required and mutually agreed to. Adding technical environments shall be subject to the following provisions:

(1) Once agreement is reached on the Technical Environment Plan, or during the course of the fiscal
year, the State and Contractor may agree to revise the Technical Environment Plan to add
additional environments. Once the Technical Environment is so revised, Contractor shall have 8
weeks to deliver the additional environment (up to 2 environments simultaneously). In the event
Contractor does not make the environment available for use by the State within 8 weeks, the
monthly fee for the month(s) that the environment has not yet been made available will be reduced
by a corresponding daily rate for the number of additional days Contractor requires to make the
environment available for use. The corresponding daily rate will be calculated as the monthly fee
divided by the number of business days in that month. The minimum duration of each additional
technical environment will be 12 months.

(2) Once an additional environment is provided, it will be subject to the non-production related Service
Metrics documented in the Service Level Agreement. Adjustment of the non-production
environment weighting of Standard 4 will be at the mutual agreement of the Parties and must
remain a total of no more than 100% across all applicable non-production environments.

(3) During the course of the fiscal year, the State may terminate the use of an additional environment
prior to the date specified in the Technical Environment Plan by giving two (2) weeks advance
written notice, but the State will still be subject to all applicable fees attributable to the minimum
12 month duration should it terminate the use of an additional environment before the minimum
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duration has concluded. Following the completion of the minimum duration period, the monthly
fees associated with the additional environment will be charged up to the end of the calendar
month in which the use of the environment is terminated, inclusive of the two (2) week notice

period.

The Small environment below, since it is a portion of production size, will not hold a full copy of
production data. It will need to house client-manufactured and maintained data. One option is for it
to hold a copy of the ‘gold’ or ‘training’ data typically held in the SH1 environment. Alternatively,
through service request leveraging staff augmentation resources and/or discretionary services, the
State may request the environment be populated with a subset of data from another environment.
The Mid-sized environment is less than 100% of production but can house a copy of production
data, absent the historical batch job processing data, since it will not have an associated disaster
recovery storage requirement.

Customizations to the specifications below, including changing an environment from one size to
another once available, will be addressed separately. Requirement definition, re-design, and
rebuild/reconfigurations will be required and thus must be documented and priced accordingly.
Contractor and the State will work together to optimize any such changes, leveraging the
specifications and pricing below where possible. It is expected that changing from one environment
size to another will be at a discounted rate from the initial 12 month price since that should not
require a full rebuild in most cases.

Three sizing options are available for selecting an additional technical environment each with the
specifications as defined below. Variations to these parameters may be requested and will be priced
as exceptions in addition to the agreed upon fee schedule for small, mid-size and large
environments.

A. Small Environment

a. Small environments will include the following modules
(1) EIN
(2) HRM
(3) PB

b. Does not include MlLogin or any other Integration, Self Service modules (VSS, ESS,
MSS), InfoAdvantage, Transparency Portal, Punchout, BIRT, ETL/PDI or Business
Objects. Does not include the batch scheduling tool and any batch processing must
be conducted via the online job managers in the application by State or CGI Flex
resources.

c. User capacity up to 10% of the current production concurrent users capacity

d. Storage capacity up to 10% of production for the production equivalents of the
inclusions/exclusions noted in a-c above

e. Processing capacity up to 25% of production for the production equivalents of the
inclusions/exclusions noted in a-d above

B. Mid-sized Environment (e.g., MA2 today)

a. Mid-sized environments will include the following modules

(1) EIN/VSS
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(2) HRM / ESS / MSS
(3) PB

(4) InfoAdvantage

b. Includes batch and Self Service capabilities (Internal non-web access only)

c. Does notinclude MiLogin or any other Integration, Transparency Portal or Punchout

d. User capacity up to 25% of the current production concurrent users capacity

e. Storage capacity up to 50% of production for the production equivalents of the
inclusions/exclusions noted in a-d above (i.e., an environment of this size will house
the operational database absent historical batch processing tables, but will not
house the disaster recovery, transparency portal databases or interim backup copies

thereof)

f. Processing capacity up to 33% of production for the production equivalents of the
inclusions/exclusions noted in a-e above

C. Large (Production Equivalent) Environment

a. Large environments will include the following modules
(1) FIN/VSS

(2) HRM / ESS / MSS
(3) PB
(
(

4) InfoAdvantage

5) Transparency Portal

b. Includes batch and Self Service capabilities (Internal non-web access only)

c. Does notinclude MiLogin, any other integration or Punchout

d. User capacity up to 100% of the current production concurrent users capacity

e. Storage capacity up to 100% of production for the production equivalents of the
inclusions/exclusions noted in a-d above

f.  Processing capacity up to 100% of production for the production equivalents of the
inclusions/exclusions noted in a-e above

Pricing for Additional Environments

The pricing table below indicates the initial twelve month monthly fees followed by the subsequent months an
environment remains available to the State, if any. The increase year over year covers a 3% increase as well as
expected production growth as stated in Attachment 5 Table A. If an environment’s initial twelve months spans

Fiscal Years, each monthly fee will be based on the respective Fiscal Year columns and the “Months 1-12” row
for that environment size in the table below. Similarly, for each month beyond twelve, the monthly fee will be
based on the associated Fiscal Year column and the “Months 13+” row for that environment size in the table
below.

Price Table 5: Additional Environments Monthly Fee Rate Card
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SMALL Environment

$67,750 $75,350 $81,350 $87,850 $94,900 $102,500
$49,700 $53,650 $57,950 $62,600 $67,600

MID-SIZED Environment

$124,600 $134,550 $145,300 $156,950 $169,500 $183,050
$83,250 $90,200 $97,400 $105,200 $113,600 $122,700

LARGE Environment

$196,350 $212,050 $229,000 $247,300 $267,100 $288,500

$122,000 $131,750 $142,300 $153,700 $166,000
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CCN No. 8, Appendix C
Attachment 5 (Capacity, Processing and Other Standards)

A. General

Number of non-production environments (excluding infoAdvantage) required

Number of production environments (including infoAdvantage) required

Number of production-sized databases for these non-production environments

Number of non-production infoAdvantage environments

N W = W

Years of data maintained in each of the production and production QA environments without
archiving, inclusive of inception-to-date detail for all active projects and grants regardless of

age

10

Estimated annual growth rate of documents or transactions for each module

<=5%

B. Batch / Throughput Processing Requirements

Up to 700,000 Time and Leave batch transactions within a nightly batch window of <=3 hours bi-weekly

Up to 1.5 million Labor Distribution records and 250,000 other transactions within a 7 hour batch

window

Additionally, once per year process an additional 2 million transactions for longevity and lump sum
payments with an associated 1.5 million Labor Distribution records within a 16 hour batch window

Number of active employees expected to use SIGMA ESS 47,000
Number of active vendors working with the organization 625,000
Attachment size per document 6Mb or less
Batch Peak Processing Cycle per approved Deliverables:
T21 Completed Phase 2 Performance Testing and System Tuning
T22 Performance Testing and System Tuning Procedures
Interface Input — CR9R/CR9D 3,000
Interface Input — Free Format Remittance Advice Accompanying GAX9R and GAX9N 20,000
Interface Input — GAX9N/GAX9R (5 acct lines) 70,000
Interface Input — SKU (CR9R) 10,000
Interface Input — VCM9 10,000
Interface Input — Check Writer Payroll 78,000
Interface Input — Check Writer Retirement 285,050
Interface Input — Check Writer Treasury (Tax Refunds) 95,000
Interface Input — Check Writer DHHS 53,000

SIGMA Financial Thursday Night Cycle (peak volume) — batch jobs

Per Deliverable

SIGMA TELL HRM Day 3 State — batch jobs

Per Deliverable

Interface Input — HRMN Paychecks 49,618
Interface Input — HRMN Deductions 1,224,890
Interface Input — HRMN Pay Details 2,344,890
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C. User Capacity Requirements

For all functions other than time and leave management — support 1,500 concurrent users across the
FIN, VSS and PB application modules.

For the time and leave management functions — support 3230 concurrent users across the HRM, MSS
and ESS application modules.

D. Storage Capacity Information

This section addresses storage requirements. Advantage FIN storage is based on accounting journal
entries and Advantage HRM is based on entries in the payroll pay detail, pay detail extension, and leave
detail tables. These FIN and HRM entries are the result of transaction processing described in Section B.

For Advantage FIN, storage calculations are based on kilobytes per transaction accounting journal line
with recognition (factoring) for the expected additional storage needed for additional journals and
tables populated as a result of integrated ERP functions (for example, the budget, cost, procurement,
and other types of journals in the baseline software). For Advantage HRM, storage calculations are
based on the number of employees and the related expected data volumes based on application usage
for timesheets, expenses, and leave overtime requests.  This is also translated into kilobytes per
transaction journal line. These storage requirements are then converted to accommodate raw storage
(full database including journals and tables) and associated backup requirements.

PRD storage requirements are baselined to accommodate the following applications per accounting
journal line volumes defined in the table below:

Advantage FIN

Advantage HRM

Advantage Performance Budgeting
infoAdvantage

Employee Self Service

Manager Self Service

Vendor Self Service

Transparency Portal

Disbursements — Automated Disbursements and EFT

(annual accounting journal lines with Document Types of AD and MD) 5,100,000
Accounting Based Spending Transactions 4,125,000
(annual accounting journal lines with Document Types of ABS)

Travel & Expense Transactions 605,000
(annual accounting journal lines with a Document Type of TRVL)

Payroll transactions 15,345,000
(annual accounting journal lines with a Document Type of PYRL)

General Transactions 31,412,000
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(annual accounting journal lines with FIN Document Types not listed above)

Timesheets - individual/group and OT requests
(entries in the payroll detail and payroll detail extension tables lines with
Document Types of TIMEG and TIMEI)

1,657,000

Leave Transactions
(requests and accruals — entries in the leave detail table with Document Types
of LEAV and LREQ))

2,671,000

Other Time and Leave Transactions
(entries in the payroll detail, payroll detail extension, and leave detail tables
with HRM Document Types not listed above)

1,392,000

Percentage of documents that will contain attachments (Attachment size
limited to 6MB)

<=5%

E. CGI Advantage® Financial Management Customizations

The CGI services provided for Managed Applications includes support for the customizations
documented in the table below. Support includes all support services that are provided for the baseline

Advantage applications under the Contract.

Identifier Description

CSTFN0O0054212 |Mod 5 — Budget Structures (Budget Structure 90)

CSTFN0O0054213 |Work Breakdown Structure (COA Combination Validation Pages)

CSTFNO0054216 |CS138 Processing

CSTFN0O0054215 |New Funding Profile Inference

CSTFN00054205 | Warrants Printing for Check Writer PFOS (299) (Check Writer/Check Print Process)

process in SIGMA (Treasure Offset)

CSTFNO00054208 |508 — Web Service to call Debts relevant to current disbursements awaiting the Offset

CSTFN0O0054206 |Standard Format Check Description (RA1) (Vendor Check Printing)

CSTFNO0054207 |Free Form Check Stub (RA2) (Vendor Check Printing)
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CCN No. 8, Appendix D
Attachment 9, Exhibit A

CGI Technologies and Solutions Inc.
Proprietary Software License Agreement

Licensed Software. CGl is licensing to Client the following computer software
components, comprising the Software:

CGI Advantage® Financial Management Base System 3.116 (Redhat/Oracle) including
but not limited to:

Advantage Asset Management

Advantage Grant Lifecycle Management

Advantage Cash Management

Advantage Procurement/VSS

Advantage Performance Budgeting & Formulation (includes Salary and Benefits
Forecasting)

Advantage Labor Distribution

Advantage Travel and Expense Management

Advantage infoAdvantage

Advantage infoAdvantage Dashboard

Advantage FileNet Integration Adapter

Advantage Documentum Adapter

Advantage Transparency Portal

Advantage HRM Base System (restricted use)

Advantage HR Self-Service (restricted use — functions beyond time and labor
and expense reimbursement are not in scope)

Advantage Inventory

Advantage VSS Mobile

Advantage Procurement/VSS — Locality License

CGl will provide one (1) electronic copy of the Software to the Client.

Optional CGI Advantage® software components available to the State are specified in
Attachment 2 to this Agreement.

Licensed Documentation. The Specifications for the Software are as set forth in the
documentation, which is available for download on the CGI website and which is
collectively referred to in this Agreement as the “Documentation”:

Documentation for Advantage Financial

Documentation for Advantage Human Resource Management
Documentation for Advantage Performance Budgeting
Document for Advantage Administration

CGl will provide Client access to its Documentation on the CGI website,
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https://sc.cgi.com/advantage/

Documentation for Bundled Software or Additional Third Party Software is available on
the applicable third party website.

License Type. The Software is licensed to Client on the following basis:

The Advantage Software described in Paragraph 1 above is licensed to the Client as
an enterprise license.

Site License. Client is permitted to use the Software at the computer facility or
facilities listed below with the exception of CGI infoAdvantage which is a named user
license (or server license if Server Bundle). In the event of the failure of the
computers at the listed location(s), Client may use the Software at a back-up
computer facility in the same country until operations at the primary facility have
been restored.

CGI Phoenix Data Center

Should the Client elect to discontinue Hosting and Managed Services, the Software
may be used in accordance with Section 1.B of Attachment 9: Software License
Agreement.

Should Client desire to use the Software for additional named users or at additional
facilities, as the case may be, Client may purchase additional licenses at CGI’s then-
current prices.

Locality License. Each participating Locality, as defined in the Statement of Work,
will be given two Advantage Procurement/VSS system users.

Work That May Be Processed. Client may only use the Software for its own business
purposes.

License Fee. The license specified in Section 1 of this Exhibit is granted to Client for a
License Fee specified in Attachment 6, Contractor Licensed Software, Section 1,
License Fees.

Bundled Software Products. Included in the license fees set forth in Section 5 of this
Exhibit A are the license fees for certain bundled software products (the “Bundled
Software Products”) required to be used in connection with Advantage Software, unless
otherwise noted. CGl is providing the following Bundled Software Products to Client:

Adobe RoboHelp — 1 Authorized User

Eclipse BIRT Engine — Production — 4 Core
Eclipse BIRT Engine — Non-Production — 4 Core
** Unlimited copies of BIRT Designer come with BIRT modules**

Pervasive Data Integrator Universal Edition Engine — 1 License — 4-cores
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Pervasive Data Integrator Universal Edition Engine (non-prod) — 1 License — 4-
cores

Pervasive Data Integrator Universal Edition Developer — 5 Authorized Licenses
Stream

Finite Matters, Pattern Stream — 5 Named User Licenses

Adobe FrameMaker® — 5 Named User Licenses for use with Pattern Stream
Adobe Acrobat Pro — 5 Named User Licenses

Versata Logic Server — 1 Site license
Versata Designer Studio — 3 Named User License

IBM WebSphere Application Server Network Deployment —10,000 IBM
Processor Value Units (PVU) - Sub-Capacity

IBM WebSphere Application Server Processor — 400 IBM Processor Value Units
IBM Process Server — 100 IBM Processor Value Units (Maintenance cancelled in

Change Notice 1)

Monsell EDM DeltaXML — 1 Site License

BA&T SAP BusinessObjects Business Intelligence Platform — 175 concurrent
sessions

BA&T SAP BusinessObjects Web Intelligence — 175 concurrent sessions

BA&T SAP BusinessObjects Dashboard — 175 concurrent sessions

BA&T SAP BusinessObjects Explorer - 175 concurrent sessions

BA&T SAP BusinessObjects Crystal Reports — 25 concurrent sessions

BA&T SAP BusinessObjects Business Int. Platform Mobile add-on - 150
concurrent sessions

BA&T SAP BusinessObjects Analysis Edition for OLAP - 25 concurrent sessions
BA&T SAP BusinessObijects Analysis Edition for Office - 25 concurrent sessions
SAP Application Standalone Business Analytics Professional User & Bl Platform
— 20 Named Users

SAP Application Standalone Bl Limited User & Bl Platform — 380 Named Users

Annual Subscription Products

Convey Taxport- unlimited users based on 25,000 of documents created [Annual
service, governed by Shrink-wrap License]

Liaison punch-out — up to 5 vendors

Additional Third Party Software Products
Pitney Bowes Group 1 — 1 Prod & 1 Non Prod — Enterprise
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Perforce — 20 Named User Licenses
Jira — 100 Named User Licenses
jMeter [www.jmeter.apache.org]
MapQuest Enterprise Edition

With regard to the Third Party Software Products specified in this Section 6, applicable
product-specific license terms of the Third Party Suppliers are attached to Exhibit A to
the Agreement as indicated below:

e Attachment 1.a — Adobe License Terms

e Attachment 1.b — IBM Sub-Capacity License Terms

e Attachment 1.c — Perforce License Terms (requires State signature)

e Attachment 1.d — Pervasive License Terms

e Attachment 1.e — Pitney Bowes License Terms

e Attachment 1.f — SAP Business Object Software Use Rights

e Attachment 1.9 — MapQuest Enterprise Edition Terms of Use
All rights of Client in and to the Bundled or Additional Third Party Software Products will
be governed by the terms and conditions of this Agreement, the Managed Services
Agreement, the Maintenance Agreement, and the Implementation Services Agreement,
unless otherwise specified above. CGI does not itself give or make any warranty of any
kind with respect to the Bundled Software Products. Changes in the Software which CGI
may make from time to time may make it necessary for Client to acquire, at its own

expense, updated versions of the Bundled Software Products or Additional Third Party
Software.

Agreed to and initialed for identification by:

(Client) (CaGI)
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ATTACHMENT 1.f TO EXHIBIT A
SAP Software Use Rights

PREAMBLE

The terms set forth in this SAP Software Use Rights document (“Use Terms”) apply to any Named Users and Packages (both as
defined in Section 1.1.1 hereof) licensed pursuant to the Agreement (including orders placed directly with SAP or through an
authorized reseller, distributor, original equipment manufacturer (“OEM”) or other authorized partner of SAP) referencing
these Use Terms (including without limitation references to “Product Use Rights” or similar naming conventions). Except as
otherwise set forth herein, each capitalized term referenced in these Use Terms shall have the meaning given it in the GTC.
Unless otherwise indicated, terms/restrictions applicable to a component also apply when that component is
included/embedded with another Package.

1. LICENSING PRINCIPLES / RULES OF USE
1.1 Definitions

1.1.1 As used in these Use Terms: 1) each Software and/or Third Party Software (as defined in the GTC) product licensed
pursuant to the Agreement referencing these Use Terms may be referred to as a “Software Package” (when referencing only
Software) or “Third Party Software Package” (when referencing only Third Party Software) or “Package” (when referencing both
Software and Third Party Software); 2) “Named User” shall mean any individual authorized by Licensee to Use (in accordance
with the terms of the Agreement) a Package, including without limitation employees of its Affiliates or its Business Partners; 3)
“Named User License” shall mean the Metric and Licensed Level applicable to each Named User; 4) “Package License” shall
mean the Metric and Licensed Level applicable to each Package; 5) “Metric” shall mean a) when referenced in the context of a
Named User, the individual Named User category and type (and corresponding Named User definition setting for such Named
User’s Use rights) as further described in Section 2.1 hereof -and- b) when referenced in the context of a Package, the individual
business metric corresponding with each Package as further described in Section 2.2 hereof; 6) “Licensed Level” shall mean a)
when referenced in the context of a Named User, the quantity of Metric for which each individual Named User category and
type is licensed -and- b) when referenced in the context of a Package, the quantity of Metric for which each individual Package
is licensed ; 7) “Use" means to activate the processing capabilities of the Software, load, execute, access, employ the Software,
or display information resulting from such capabilities. Use may occur by way of an interface delivered with or as a part of the
Software, a Licensee or third-party interface, or another intermediary system; and 8) “Order Form” shall mean the order
document for the Named Users and Packages licensed under the Agreement, including order documents placed directly with
SAP or through an authorized reseller, distributor, OEM or other authorized partner of SAP.

1.2 Standard License Principles / Rules of Use

1.2.1 Named User License & Package License Required. Except as otherwise specifically provided in Sections 1.3.2, 2.4.1 and 3
hereof with respect to applicability of Named User Licenses, 1) the Use of any Package requires both a Named User License and
a Package License; 2) Licensee needs to hold a Named User License for any individual accessing any Package, and such Named
User License shall define the extent to which such individual may Use the Package, such Use of the Package in all cases being
further subject to the Package License and otherwise in accordance with the terms of the Agreement, unless otherwise set
forth in Exhibit 3. Named User Licenses cannot be assigned to more than one individual.

1.2.2 Additional Named User Rules for SBOP and Legacy SBOP Software Not Licensed For Standalone Use. “SBOP” and “Legacy
SBOP” shall mean any Software identified as SBOP or Legacy SBOP, respectively in these Use Terms. Unless otherwise
specifically set forth herein, all references to “SBOP” shall be deemed to include any licensed Software identified under any
Order Form as “Legacy SBOP”; however, references to “Legacy SBOP” shall only mean any licensed Software specifically
identified as “Legacy SBOP” on Exhibit 1 Any licensed Legacy SBOP may only be Used by individuals licensed as an Expert User,
Business Analytics Professional User, Bl Limited User, or Business Information User, and such Use shall be in accordance with
each individual’s respective Named User type (and subject to the applicable Licensed Level(s) for such Software).

1.2.3 Runtime Software. Licensed Package(s) may utilize limited functionality of other Packages for which Licensee does not
hold a license (“Runtime Software”). Until Licensee has expressly licensed the Runtime Software, Licensee’s Use of such
Runtime Software is limited to access by and through the licensed Package(s), and any permitted Modifications thereto for the
sole purpose of enabling performance of the licensed Package(s) and integrating data from licensed SAP Software as specified
in the Documentation. In the event Licensee Uses a Package to build and/or operate a custom developed or third party
application, additional licenses may be required.

1.2.4 Country / Language Versions and Availability Restrictions. There are no applicable country/language specific versions
licensed by Licensee from SAP unless otherwise specifically stated in an Order Form. Packages may be subject to availability
restrictions. Information about such restrictions including country availability, supported languages, supported operating
systems and databases may be provided through the Product Availability Matrix (PAM) published at www.service.sap.com/pam
or otherwise included in the Documentation.
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1.2.5 Internet Connectivity. Some Packages require connection to the internet in order to properly function. Licensee is
responsible for obtaining internet connectivity and SAP will not be responsible for loss of functionality due to failure of internet
connectivity.

1.2.6 Third Party Web Services. Some Packages enable connection to Third Party Web Services. Terms related to those Third
Party Web Services are contained in Exhibit 8 of these Use Terms. For the purposes of these Use Terms, “Third Party Web
Services” means (i) any and all web services made available by third parties (other than SAP, SAP SE and/or any of their
affiliated companies) that are accessible through or enabled by the Software or SAP Materials, and (ii) any and all application
programming interfaces, web service definition files, and other materials made available by or on behalf of such third party web
service providers to facilitate the access to and use of such web services.

1.3. Exceptional License Principles / Rules of Use for Special License Scenarios

1.3.1 This Section 1.3 sets forth the exceptional license principles / rules of Use for the following special license scenarios
(“Special License Scenarios”), and, to the extent the exceptional license principles / rules of Use for any Special License Scenario
identified in this Section 1.3 contradict the standard license principles / rules of Use set forth in the Agreement and Section 1.2
hereof, then the terms of this Section 1.3 shall control over those contradicting terms in Section 1.2 hereof.

1.3.2 Standalone Use. Software is licensed for Standalone Use if identified as such in the applicable Order Form. “Standalone
Use” means the Software (and any corresponding Third Party Software) identified as “Standalone Use” that may only be Used
with other Software and/or Third Party Software with the same “Standalone Use” designation in the applicable Order Form
from SAP or an authorized reseller, distributor, or other authorized partner of SAP and/or or non-SAP branded software
licensed from third parties.

For avoidance of doubt, all Software licensed under a Restricted License (as defined in Section 1.3.3) or by an SAP acquired
entity prior to its legal integration with a successive SAP entity is deemed licensed for Standalone Use only.

1.3.2.1 Standalone Use of Legacy SBOP Software. Use of Legacy SBOP licensed for Standalone Use does require a Named User
License in addition to the Package License for the actual Legacy SBOP. SBOP Software licensed from any resellers, distributors,
OEMs or other third parties may be Used solely for Standalone Use, unless otherwise agreed by SAP in writing in the applicable
Order Form. The only Named User types authorized to use Legacy SBOP licensed for Standalone Use are SAP Application
Standalone Business Analytics Professional User, SAP Application Standalone BI Limited User, or SAP Application Business
Information Viewer User, and such Use shall be in accordance with each individual’s respective Named User type (and subject
to the applicable Licensed Level(s) for such Software).

1.3.3 Restricted License. If Licensee acquired the Software bundled or otherwise provided in combination with or for use with a
third party product (“OEM Application”) from a third party, Licensee has acquired a Restricted License. Licensee may use each
licensed copy of the Software only in conjunction with the OEM Application with which it was provided. Accessing data that is
not specifically created or necessary to enable the functionalities of the OEM Application is in violation of this license. If the
OEM Application requires the use of a data mart or data warehouse, the OEM Application may be used with the data mart or
data warehouse only to access data created or necessary to enable the functionalities of the OEM Application. Restricted
Licenses may not be combined or used with unrestricted licenses.

1.3.4 Subscription License. Unless otherwise agreed in writing between the parties, if the Software is licensed on a subscription
basis, Licensee is granted a non-exclusive and non-transferable license to use the Software for a twelve-month term, renewable
annually at Licensor’s then current rate or such other term as mutually agreed in writing by the parties.

1.3.5 Development License. Unless otherwise agreed in writing between the parties, if Licensee receives a development license,
you may use the number and type of licenses acquired only to develop or test such developments. A development license
cannot be used in or transferred to a production environment.

1.3.6 Update License. Unless otherwise agreed in writing between the parties, if you receive the Software as an update to a
previously licensed product, your license to use the Software is limited to the aggregate number of licenses you have acquired
for the previous product. If you choose to use the Software and the previous product simultaneously, the aggregate number of
licenses used to access the Software and the previous product may not exceed the aggregate number of licenses you acquired
for the previous product.

1.3.7 Promotional License. Unless otherwise agreed in writing between the parties, if you received the Software as a special
offer or promotional license (“Promotional License”), you may only use the Promotional Licenses with a new Deployment.
Promotional Licenses may not be added to or used with an existing Deployment or Project.

1.3.8 Evaluation/Not for Resale License. Unless otherwise agreed in writing between the parties, an Evaluation or Not for Resale
License may be used only for the number and type of licenses specified and for the period specified on the Software packaging,
ordering or shipping documentation. Upon expiration of such specified period, the Software associated with an Evaluation or
Not For Resale license will not function unless Licensee has obtained applicable permanent license keys. If the ordering or
shipping documentation specifies a particular project, the Software may be used only with that project. An Evaluation License
may only be used for evaluation purposes and may not be used for production purposes. Notwithstanding any other provision
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of this Agreement, Software provided under an Evaluation or Not for Resale License are provided “AS-IS” without warranty of
any kind, express or implied. An Evaluation License or Not for Resale License may be terminated by SAP upon written notice at
any time.

1.3.9 SAP Business One Software. Additional terms and conditions related to the licensing of SAP Business One Software,
including applicable Metrics and Package restrictions, are stated in Exhibit 6. Use of third party database products with SAP
Business One may be subject to additional terms and conditions required by SAP’s suppliers. Such additional terms and
conditions are set forth in Exhibit 4, “Pass-Through Terms for Third Party Databases.”

2. METRICS

2.1 Named User Principles and Metrics

2.1.1 Named User Principles. Except as otherwise specifically provided in Sections 1.3.2, 2.4.1 and 3 hereof with respect to
applicability of Named User Licenses, only appropriately licensed Named Users may Use a Package, and such Use shall be
subject to the “Named User License” and the “Package License”, and be otherwise in accordance with the terms of the
Agreement, unless otherwise set forth in Exhibit 3 hereto. The transfer of a Named User License from one individual to another
may only be done in if the individual to which the Named User License is assigned (i) is on vacation, (ii) is absent due to
sickness, (iii) has his/her employment terminated, (iv) is moved into a new job function which no longer requires him/her to
Use any Packages or (v) is subject to a condition that is otherwise agreed by SAP.

2.1.2 Important Note for Licensees with Contracts from June 2014 and earlier. Such Licensees may have licensed one of the
following previous user types: mySAP.com Users, SAP Business Suite Users, SAP ERP Users, Individual SAP solutions Users, SAP
Application Users, SAP BA&T Users.

Licensees that have already licensed one or several of the above user types are permitted to license additional quantites of the
same user types. Such Licensees are not permitted to license SAP Named Users within their existing license contract.

2.1.3 Named User Metric — Categories, Types and Corresponding Definitions.

Named User Metrics, including categories, types and corresponding definitions, are stated in Exhibit 2, which is incorporated
herein by reference.

2.1.4 Named User Exceptions:
2.1.4.1 Suppliers

When accessing the following SAP Software Packages, suppliers do not require Named User licenses: SAP Extended Sourcing,
SAP Extended Procurement, SAP Supplier Self Services, SAP Supplier Lifecycle Management, SAP SRM Rapid Deployment
Edition, SAP Supplier Collaboration, SAP Customer Collaboration, SAP Outsourced Manufacturing, SAP Trade Promotion
Planning for Consumer Products, SAP Trade Promotion Execution for Consumer Products, SAP Trade Funds and Claims
Management for Consumer Products, SAP Subcontractor Management for Consumer Products, SAP Procurement for Public
Sector, SAP Supplier Relationship Management & Logistics for Health Care.

2.1.4.2 Business Partners:

When accessing the following SAP Software Packages, Business Partners do not require Named User Licenses:, SAP Contract
Lifecycle Management.

2.1.4.3 Customers:

When accessing the following SAP Software Packages, customers do not require Named User Licenses: SAP Bill-To-Cash
Management for Energy Utilities, SAP Bill-To-Cash Management for Water Utilities, SAP Bill-To-Cash Management for Waste
and Recycling.

2.1.4.4 Employees:

When accessing the following SAP Software Packages, Employees do not require Named User Licenses: SAP IT Service Desk
Operation, SAP Workforce Management for Retail.

2.1.4.5 Appraisers:

When accessing the following SAP Software Package(s) appraisers do not require Named User Licenses: SAP Supplier Lifecycle
Management.

2.1.4.6 Consumers/Constituents:

Individuals who are not employees of Licensee or Licensee’s Business Partners and who purchase or receive goods and/or
services from Licensee do not require Named User licenses unless otherwise set forth herein.

2.2 Package Principles and Metrics

2.2.1 Package Principles. Each Package is licensed based upon the Metric applicable to it, and in no case may Use of a Package
exceed the License Level for which the Package is licensed.

2.2.2 Package Metrics — Types and Corresponding Definitions.
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Package Metrics, including types and corresponding definitions, are stated in Exhibit 2, which is incorporated herein by
reference.

3. PACKAGE SPECIFIC TERMS / USE RULES

3.1 Package Licenses. A Package License for any Package referenced in Exhibit 3 shall include, and be subject to, the specific
terms / Use rules applicable to such Package as outlined in Exhibit 3, which is incorporated herein by reference.

3.2 Applicability. This Section 3.2 applies to any Package (including, without limitation, databases) licensed pursuant to an
Order Form and identified as a Third Party Software (including databases) in such Order Form (as used herein, “Third Party
Software Package”) and control over any conflicting terms set forth in the Agreement. All Third Party Software Packages are
restricted for Use solely in conjunction with the particular Package intended by SAP to be used therewith or with which SAP
provides the Third Party Software Package, and Third Party Software Packages may not be used with any other Package, or on
an individual basis. Unless otherwise specifically provided in Section 3 of the Use Terms, any Use of the Third Party Software
Packages (whether productive or non-productive) shall count against the Licensed Level for any applicable Metric.

3.2.1 Exceptions from GTC for Third Party Software Packages.

3.2.1.1 Section 6.3 (Modification / Add-on) of the GTC shall not apply to any Third Party Software Packages unless otherwise set
forth herein. Licensee shall not make Modifications or Add-ons to Third Party Software Packages, or otherwise modify Third
Party Software Packages unless expressly authorized by SAP in writing.

3.2.1.2 Limitation of Liability. ANYTHING TO THE CONTRARY HEREIN NOTWITHSTANDING, WITH RESPECT TO ANY AND ALL
CLAIMS AND DAMAGES OF ANY KIND OR NATURE IN ANY WAY ARISING FROM OR RELATED TO THE THIRD PARTY SOFTWARE
LICENSED PURSUANT TO AN ORDER FORM REFERENCING THESE USE TERMS, UNDER NO CIRCUMSTANCES SHALL SAP OR ITS
LICENSORS BE LIABLE TO EACH OTHER OR ANY OTHER PERSON OR ENTITY FOR AN AMOUNT OF DAMAGES IN EXCESS OF THE
PAID LICENSE FEES FOR THE APPLICABLE THIRD PARTY SOFTWARE DIRECTLY CAUSING THE DAMAGES OR BE LIABLE IN ANY
AMOUNT FOR SPECIAL, INCIDENTAL, CONSEQUENTIAL, OR INDIRECT DAMAGES, LOSS OF GOOD WILL OR BUSINESS PROFITS,
WORK STOPPAGE, DATA LOSS, COMPUTER FAILURE OR MALFUNCTION, OR EXEMPLARY OR PUNITIVE DAMAGES.

3.3 Databases

3.3.1 If a runtime database is licensed and the Order Form does not exclude any Packages licensed thereunder from such
runtime database license, then the following terms shall govern Licensee’s Use of such runtime database:

3.3.1.1 Licensee may only Use the runtime database licensed pursuant an Order Form referencing these Use Terms in
conjunction with its Use of the Packages licensed pursuant to such Order Form. In the event Licensee Uses the licensed runtime
database other than as specified in this paragraph, a full use license, including programming tools, must be licensed directly
from an authorized vendor.

3.3.2 If a runtime database is licensed and the Order Form excludes certain Software Packages licensed thereunder from such
runtime database license (“Excluded Components”), then the following terms shall govern Licensee’s Use of such runtime
database:

3.3.2.1 Licensee may only Use the runtime database licensed pursuant an Order Form referencing these Use Terms in
conjunction with its Use of the Packages licensed pursuant to such Order Form that are not Excluded Components. In the event
Licensee Uses the licensed runtime database other than as specified in this paragraph, a full use license, including programming
tools, must be licensed directly from an authorized vendor.

3.3.2.2 The Excluded Components may require a database product. Respective to the Excluded Components: (i) neither the
Order Form nor the Agreement contain a license to use any database product, even where integrated or pre-installed as part of
the Excluded Components; (ii) each database product is subject to its respective vendor license agreement; (iii) SAP makes no
representations or warranties as to the terms of any license or the operation of any database product obtained directly from a
third party vendor; and (iv) Licensee is responsible for support and maintenance of any database product obtained from a third
party vendor, and SAP has no responsibility in this regard.

3.3.3 If a runtime database is not licensed, then the following terms shall apply:

3.3.3.1 The Packages licensed pursuant to an Order Form referencing these Use Terms may require a database product.
Respective to such Packages: (i) neither the Order Form nor the Agreement contain a license to use any database product, even
where integrated or pre-installed as part of such Software and/or third party software; (ii) each database product is subject to
its respective vendor license agreement; (iii) SAP makes no representations or warranties as to the terms of any license or the
operation of any database product obtained directly from a third party vendor; and (iv) Licensee is responsible for support and
maintenance of any database product obtained from a third party vendor, and SAP has no responsibility in this regard.

3.3.4 DATABASE DEPLOYMENT AND COMMUNICATION RIGHTS AND RESTRICTIONS (SEGREGATED DATABASE LANDSCAPE):
The following shall apply where Licensee: (a) licenses a TPD (as defined below) for Use with some, but not all, SAP Software
Packages(s) and/or Named User(s) that are SAV relevant for such TPD; and/or (b) licenses a TPD and any Package(s) having “S/4
HANA” in the Package name or otherwise identified in the Agreement as an “S/4 HANA” Package.
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1. Notwithstanding anything to the contrary in the Agreement, where some of the Software and third party software (excluding
“TPD” as later defined) licensed under the Agreement (“SW”) is licensed for Use with a third party runtime database also
licensed under the Agreement (“TPD”), and some SW is not licensed for Use with such TPD, then the following deployment and
communication rights and restrictions shall apply:

1. Deployment Rights & Restrictions. As referenced herein, “Technical Installation” means a deployment of SW running on a
unique database instance. Subject to any applicable SAP database license fees and Section 1.5 (S/4HANA Packages) of this SUR,
SW licensed for Use with such TPD can be deployed in any of the following “Installation Types”:

(A) “Type 1 Installation” means any Technical Installation upon which all SW deployed is licensed for Use with, and is running
on, such TPD;

(B) “Type 2 Installation” means any Technical Installation upon which all SW deployed is licensed for Use with, but is not
running on, such TPD; and,

(C) “Type 3 Installation” means any Technical Installation upon which none of the SW, or only a portion of the SW, deployed is
licensed for Use with such TPD, and therefore a TPD is not deployed and/or running.

SW not licensed for Use with a TPD can only be deployed in Type 3 Installations and is subject to any applicable SAP database
license fees. The Technical Installation(s) for each Installation Type must be separate from the Technical Installation(s) used for
other Installation Types.

2. Installation Communication Rights and Restrictions between Installation Types.

1. Between Type 1 Installation and Type 2 Installation. Bi-directional communication (including data transfers) shall be
permitted between SW and/or TPD in Type 1 Installations and SW in Type 2 Installations.

2. Between Type 1 Installation and Type 3 Installation.

1. Database Level Communication. Communication (including data transfers) at the database level shall be limited to a one-time
productive transfer of data (“Initial Data Load”) directly from TPD in Type 1 Installation to SAP HANA Software in Type 3
Installation. For purposes of clarification, unlimited transfers of data directly from TPD in Type 1 Installation to SAP HANA
Software in a separate, non-productive Type 3 Installation shall be permitted prior to conclusion of the Initial Data Load.

2. Application Level API Communication. Bi-directional communication (including data transfers) occurring via “Application Level
APIs” is permitted. “Application Level APIs” are those application programming interfaces delivered as part of the licensed SW,
excluding all application programming interfaces/technologies when such interfaces/technologies are used to communicate
with and/or replicate data at a database level.

3. Between Type 2 Installation and Type 3 Installation.

1. SAP HANA Level Communication. Communication (including data transfers) at the SAP HANA Software level shall be limited to
one-way transfers of data directly from SW in Type 3 Installations to SAP HANA Software in Type 2 Installations.

2. Application Level API Communication. Bi-directional communication (including data transfers) occurring via Application Level
APIs is permitted.

3.4 Standalone Use for Third Party Databases

If an Order Form referencing these Use Terms includes a Standalone Use restriction, then the following terms shall apply:
3.4.1 The Packages licensed pursuant to an Order Form referencing these Use Terms may require a database product.
Respective to Packages: (i) neither the Order Form nor the Agreement contain a license to use any database product, even
where integrated or pre-installed as part of such Software and/or third party software; (ii) each database product is subject to
its respective vendor license agreement; (iii) SAP makes no representations or warranties as to the terms of any license or the
operation of any database product obtained directly from a third party vendor; and (iv) Licensee is responsible for support and
maintenance of any database product obtained from a third party vendor, and SAP has no responsibility in this regard.

3.5 Pass-Through Terms

Use of third party database products and directories may be subject to additional terms and conditions required by SAP’s
suppliers. Such additional terms and conditions are set forth in Exhibit 4, “Pass-Through Terms for Third Party Databases” and
Exhibit 5 “Pass-Through Terms for Directories,” respectively.

3.6 Open Source Software

Applicable specific conditions related to certain open source products made available by SAP are part of the applicable product
documentation and/or delivered with the Software as a “README” file and apply to Licensee’s use of any such open source
products. The definition of open source can be found under www.opensource.org/.

3.7 SAP Best Practices

Software Packages may be delivered with settings and master data that have been pre-configured to address generalized
requirements of a specific industry sector or country (SAP Best Practices).
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It is Licensee’s responsibility to determine the feasibility of using SAP Best Practices as a basis for its own customizations and
parametrizations of the SAP Software in a productive environment.

3.8 SAP Tools

The Software, particularly the ABAP Workbench and SAP NetWeaver, contains software tools. Licensee may only use these
tools to program Modifications or to create Add-ons to the SAP software in accordance with the Agreement. The tools may not
be transferred, either in whole or in part, into modified or created software.

3.9 Function Modules

The Software may contain function modules, which are stored in a function library. Some of these function modules carry a
release indicator for transfer into modified or newly created software. Only these function modules may be transferred by the
Licensee into Modifications or Add-ons to the software. The function modules may not be modified or decompiled unless
otherwise permitted under the Agreement.

Exhibit 1 - Legacy SBOP Software

Legacy SBOP

Business Intelligence

SAP BusinessObijects Bl Starter Package

SAP BusinessObjects Bl Package (CPU)

SAP BusinessObjects Bl Package (user)

Exhibit 2 - Named User Metrics and Package Metrics
SAP Named User — Cross Line Of Business

SAP Developer User is a Named User authorized to access the development tools provided with the licensed Software for the
purpose of making Modifications and/or Add-ons to the licensed Software. The SAP Developer User also includes the rights
granted under the SAP Employee User.

SAP Learning User is a Named User solely authorized to access the specified learning solutions on SAP's price list, provided that
those learning solutions are licensed.

SAP Professional User is a Named User authorized to perform operational related and system administration / management
roles supported by the licensed Software (excluding SBOP) and also includes the rights granted under the the SAP Project User,
SAP Logistics User, SAP Industry Portfolio User, SAP Retail User, SAP Worker User, SAP Healthcare User and SAP Business
Partner User.

SAP Project User is a Named User authorized to perform one or more of the following roles supported by the licensed Software
(excluding SBOP): (i) project management, including project-related resource management, project-related creation, change
and display of quotation, order and billing in SAP ERP, accounting on individual projects, creation of project-related purchase
requests, purchase orders and service entry sheets, (ii) product and project related reporting, (iii) managing project-related
revenues and expenses (iv) viewing Accounts Receivable (A/R) General Ledger (G/L) postings, (v) controlling access and
releasing product data and recipes in collaborative product development scenarios, (vi) viewing and approving changes through
engineering records, (vii) managing change through engineering records, (viii) collaborating in cFolders and , (ix) i