[image: image17.emf]Center for Educational Performance and Information Educational Entity Master (EEM) Security Agreement Instructions
Please do not return this instruction page with your security agreement form.
If you are not already an EEM authorized user, you must first subscribe to the application through MILogin. If you do not have a MILogin account, you may create one at MILogin (https://milogintp.michigan.gov). Please do not create multiple MILogin accounts.

1. To request access, log in to the MILogin application and click “Create New Account.” 

2. Enter your demographic information and agree to the terms and conditions. Click “Next.”

3. Create a User ID and password, then choose your security questions and answers. Click “Next.”

4. The next screen is where you subscribe. Click “Request Access.”
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Your password will expire in 365 days.

Manage your account

Access your applications.

You do not have access to any application. You can request access by clicking on 'Request Access' button above.




5. On the next page, search for an application by keyword, or select an agency (CEPI) to view its applications. Choose the application by clicking the hyperlink. Finally, confirm your application and click “Request Access.”

6. Enter your email address and phone number in the final screen. Click “Submit.”
#
The following roles are available in EEM, and define the functions you will have:
Entity Authorized User: Add, modify and close entities (e.g., schools, districts, non-school recipients, unique education providers, public school agencies, ancillary facilities, etc.) in the EEM.
· ISD district users can modify entity characteristic data and to submit add/close requests for the ISD district and any other entities for which they have edit privileges. In addition, they will have read-only access to all of the ISD's constituent LEA or PSA districts.

· LEA and PSA district users can add, modify and close child entities. 

· PSA chartering agency users who require edit privileges for one or more of their academies will need to complete a security agreement for each academy.

Days/Clock Hours (D/CH) District Submitter: Read/write access to submit D/CH data for the requested entity. Access will be read-only following certification of D/CH data.

· District personnel are responsible for entering days and hours of planned and actual instruction, professional development, and events that caused the district or building to deviate from the plan.

· Submitter is responsible for reporting days where attendance fell below the 75% threshold.

· Submitter is responsible for maintaining data throughout the year and performing quality assurance measures to ensure the data have been accurately submitted.

D/CH ISD Certifier: Only ISD personnel can be given this role, which provides read/write access to district data for districts within the ISD. Users can correct district data, revert a submission and certify reported data.

· ISD personnel are responsible for auditing district D/CH data and certifying/submitting those data to the state.

· Certifier can edit submissions and/or revert submissions to the district submitter for edits.

Certifier will perform quality assurance measures, request or make corrections to submitted data, and certify the data as accurate for the local districts.

Center for Educational Performance and Information Educational Entity Master (EEM) Security Agreement
Please type or print clearly; otherwise, the processing of your form may be delayed. CEPI will email you when your form has been processed (generally within three business days).

Step 1. Enter your entity information.
Entity Code: [image: image2.wmf]



Entity Name: [image: image3.wmf]
Step 2. Enter the name of the person being authorized by the lead administrator to access the EEM.

Name: [image: image4.wmf]
Title: [image: image5.wmf]
Email: [image: image6.wmf]
Phone: [image: image7.wmf]
Step 3. For the authorized individual: Enter your MILogin account information, and check the box to confirm that you have subscribed to the EEM application. (Please see the instructions on the previous page.)
MILogin Account ID (e.g., smithjan): [image: image8.wmf]
[image: image9.wmf]I have subscribed to EEM.


NOTE: To remove a former user’s access, submit a User Removal Request Form from the CEPI Security Forms web page (http://www.michigan.gov/cepi/0,4546,7-113-53048_72613---,00.html).

Step 4. Select the role(s) this individual will perform in the EEM. Please see the instructions for a complete description of each role. Permissions may vary slightly depending upon your entity type.

[image: image10.wmf]Entity Authorized User: Add, modify and close entities.
[image: image11.wmf]Days/Clock Hours (D/CH) District Submitter: Responsible for reporting D/CH information for a district and all buildings within the district.
[image: image12.wmf]D/CH ISD Certifier (ISD Users Only): Responsible for auditing district D/CH data and certifying/submitting those data to the state.
Step 5. For the authorized individual: Please sign below.
By signing this agreement, I agree to protect my user identification and password from unauthorized use. I understand all access under my user ID is my responsibility, and that allowing anyone else to use my ID will result in my account being deleted.

Signature: ______________________________________
Date: [image: image13.wmf]
Step 6. For the lead administrator: Please sign below.
I attest that the above-named individual is authorized by me to access and edit EEM data and reports at the level indicated above, and that the data are current and accurate.
Name: [image: image14.wmf]
Title: [image: image15.wmf]
Signature: ______________________________________
Date: [image: image16.wmf]
Step 7.
Fax this form to CEPI: 517-335-0488
Send questions to: cepi@michigan.gov
For CEPI Use Only
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