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Call-to-Action on State Cybersecurity:

Action Status Progress

1. State cybersecurity governance & authority Operational

2. Comprehensive independent risk assessments Addressing various

On Track

& threat landscape findings
3. Contln_L_lc_)us monitoring for threats & On Track A

vulnerabilities

4. Best practices (e.g. ITIL & SANS 20 critical Refining

On Track

security controls) Requirements

5. Cybersecurity awareness & cyber culture Operational —

State Cybersecurity Initiatives:

1. Datal_aase Complete —_— $1_.3 May 2014
Encryption million
2. Cyber Disruption Staff
Response Strategy Complete — Time October 2013
. . To date: Installation
3. Digital Incident On track A $883,55 September starting April
Response 9 2015 2015
4. Awareness Training g:rsggrc Additional
for all SOM Employees On track A (18 February 2016 Igzse%nzdr;ae\;e
lessons)

5. Vulnerabilit Contract to be

’ Y On track TBD October 2020 awarded
Assessment Services October 2015




	Governor’s Cybersecurity Dashboard	                      April 2015

