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Review Access Requests 

 

District Administrator, Nonpublic School Administrator and Public School Administrator level users are set up in 
the OEAA Secure Site for districts, schools and nonpublic schools to manage their own access to the OEAA 
Secure Site.  If there is no active administrator level user for the district or school, then users within your district 
or nonpublic school will not be allowed to request access. It is important to always have an administrator level 
user active in the OEAA Secure Site to ensure staff can get the access they need in a timely manner. 

Administrator level users will receive an email notification (verify your email address and update if needed) from 
the Secure Site each time a user requests access for an entity that have administrator level access to. Requests 
that are not processed within 30 days will be deleted. If this happens, the user can submit their access request 
again. 

1. Once logged into the OEAA Secure Site at www.michigan.gov/oeaa-secure, select Review Access 
Requests from the Security menu. 

2. Without filtering, the screen should display all access requests that have been submitted based on the 
entities that you have administrator level access to. You can print or download the list if needed by 
using the buttons at the bottom right hand side of the page. 

a. District administrator level users will receive all district level requests to the entities they have 
administrator level access to and any school level access requests where there is no school 
administrator level user. 

b. School administrators level users will receive all school level access that has been submitted for 
their school. 

c. Nonpublic school administrators will receive all requests submitted to their nonpublic school. 
3. To review a submitted request, click the Review Request Access link in the first column on the left. 

 

 

Green highlighted text is the request that is being reviewed 
Pink highlighted test is a request that is about ready to expire 
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Review the user’s details such as name, email address, and phone number to verify that this is a user that needs 
access. If the email address and/or phone number is a personal one or from a previous district/school, you may 
wish to ask them to update it in MEIS at https://mdoe.state.mi.us/MEIS/Login.aspx to the school email address 
and phone number. The Secure Site uses the email address from MEIS for communications to the user, including 
the approval or denial along with instruction related to their access request. 

Under the Role column, the role listed is a link, you can click on the role name and window will pop up with the 
description of the role.  If it does not pop up, make sure you have pop up blockers turned off for the OEAA 
Secure Site. 

 

Pink highlighted text is a request that is about ready to expire 
Yellow highlighted text with a status of "Pending with another request" are other requests for the same school or district 

 
Under the Approve, Reject, or Update This Request section and the Assessment(s) section the drop 
downs will be filled based on what was submitted by the requestor.   

1. The “Role” selected can be changed by clicking on the Role drop down and selecting a different role.  
2. Under the Assessment(s) section, additional assessments can be selected, or assessments can be 

deselected. 
 
The Reset to Original Request button can be used to do just that. If you have changed the role and/or 
assessments selected or deselected, you can click on the button to reset it back to the original request 
that was submitted by the user. 

3. After the review is complete, from the Review Status drop down, select Approved or Rejected. If 
approved, the user will receive an email notifying them of their access based on the selections that are 
displayed in the request. 
  
If Rejected is selected, a text box will open in which you can enter text that will be included in the email 
to the user. For example, you may reject the user’s request for district level access and can instruct them 
in the text box to resubmit access for a school and not the district level. 

4. After the review has been completed and applicable changes have been made, click on the Submit 
button at the bottom right. 

https://mdoe.state.mi.us/MEIS/Login.aspx
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Scroll down and you will see a list of users under the Who Can Approve, Reject, Or Update this Request? section. 
These are users that have district or school administrator level access that can process this specific request also. 
The contact information is also provided so that if necessary, you can reach out and work with another 
administrator level user to process the request or ask questions. 

  

 

If a school administrator level user no longer needs the access, then a district administrator should disable their 
account. 

If a district administrator level user no longer needs the access, then have the district superintendent email 
mde-oeaa@michigan.gov and ask that the user’s access be removed. 
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