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Browser Settings Required to Enable MILogin Functionality 
 

1. If you are a State of Michigan employee or Contractor and are accessing the following web 
address https://miloginworker.michigan.gov  via the Intranet or VPN follow the steps below. 

Internet Explorer Chrome Mozilla Firefox 

No manual configuration required. 
Enabled by default. 

• Steps to validate (only if Desktop 
SSO is not working): Internet 
Options -> Advanced -> Security -> 
“Enable Integrated Windows 
Authentication” -> Checkbox is 
set/enabled 

No manual 
configuration 
required 

• In the address bar type about:config 
• In the search field type “negotiate” 
• Next Double click on network.negotiate-

auth.delegation-uris and network.negotiate-
auth.trusted-uris fields and populate them with 
.michigan.gov value 

 

2. If you are accessing MILogin via the web address https://miloginworker.michigan.gov and are 
using the Internet and not the State of Michigan network or using a VPN follow the steps below. 

Internet Explorer Chrome Mozilla Firefox 
Go to Tools-> Internet option ->  
Security -> Trusted sites ->  
Custom Level -> User Authentication -
> Logon -> Anonymous 

Settings > Show advanced settings > 
Change proxy settings > Security > 
Local intranet > Sites > Advanced > Add  
https://miloginworker.michigan.gov   
 

No manual configuration 
required it should fall back 
to Forms based 
authentication 
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